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1 Reason for Change

The present CR corrects a few editorial issues or various omissions (abbreviations, definitions).
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the proposed change in the next version of the CPM AD.
6 Detailed Change Proposal

Change 1:  3.3 - Abbreviations
	3GPP
	Third Generation Partnership Program

	3GPP2
	Third Generation Partnership Program 2

	CBCS
	Categorization Based Content Screening

	CPM
	Converged IP Messaging

	CSCSF
	Client Side Content Screening Framework

	DM
	Device Management

	DPE
	Device Profile Evolution

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMPS
	Instant Messaging & Presence Service

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	ISIM
	IP Multimedia Services Identity Module

	MMD
	MultiMedia Domain

	MMS
	Multimedia Messaging Service

	MSRP
	Messaging Session Relay Protocol

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	RFC
	Request For Comments

	RTCP
	RTP Control Protocol

	RTP
	Real-Time Transport Protocol

	SDP
	Session Desciption Protocol

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	STI
	Standard Transcoding Interface

	SMS
	Short Message Service

	UAPROF
	User Agent Profile

	UE
	User Equipment

	UIM
	User Identity Module

	URL
	Uniform Resource Locator

	USIM
	Universal Subscriber Identity Module

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMS
	XML Document Management Server

	XML
	eXtensible Markup Language


	Charging Event
	See [OMA-DICT].

	Communication Capabilities
	See [OMA-CPM-RD].

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Group Session
	See [OMA-CPM-RD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session History
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM Thread
	See [OMA-CPM-RD].

	Discrete Media
	See [OMA-CPM-RD].

	Large Message Mode
	This mode is used to send a single large CPM Message using MSRP.

	Media
	See [OMA-CPM-RD].

	Media Type
	See [OMA-DICT].

	Media Object
	A piece of Discrete Media that can be referenced by a URL, or included directly in a CPM Message. 

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Offline Charging
	See [OMA-DICT].

	Online Charging
	See [OMA-DICT].

	Pager Mode
	Sending a single CPM Message of limited size without requiring the establishment of an MSRP Session.

	Participant
	See [OMA-DICT].

	Presence Information
	See [OMA-PRS-RD].

	Presentity
	See [OMA-PRS-RD].

	Principal
	See [OMA-DICT].

	Pseudonym
	See [OMA-CPM-RD].

	Pull
	See [OMA-DICT].

	Push
	See [OMA-DICT].

	User Plane
	A specification of the Media and Media control signalling (e.g. floor control) between a CPM Client and the CPM Conversation Server, or between two CPM Clients.


Change 2:  4.3 – Security Considerations

4.3 Security Considerations

The following security aspects are considered in this document: 
· SIP signalling security, 
· User Plane security, 
· and Interworking Function security. 
The CPM security SHALL be at least as secure as existing OMA Enablers (MMS, SIMPLE IM, IMPS, PoC).

4.3.1 SIP signalling security

The CPM Client SHALL be authenticated prior to accessing the CPM Communication Service. The CPM Conversation Server SHOULD rely on the security mechanisms provided by the underlying SIP/IP Core, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core as defined in [RFC3261] to support the integrity and confidentiality protection of SIP signalling. 
The SIP/IP Core needs to ensure during registration that the registered CPM Address is allocated and authorised to be used by that CPM User in order to prevent spoofing attacks. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the User Equipment contains USIM/ISIM or UIM/R-UIM, the mutual authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0]. 
For further SIP signalling, an integrity protection mechanism SHALL be used as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].
NOTE:  [RFC3261] mandates the support for HTTP digest authentication [RFC2617], if authentication is performed.

Change 3:  5 – Architectural  Model
5. Architectural Model

The CPM Enabler is realized as an enabling framework for communication services building over a client - server architecture concept. It interacts with other network elements and re-uses functions or technologies specified by other OMA Enablers and non-OMA specifications. The proposed architecture is based on the requirements in [OMA-CPM-RD].

Change 4:  5.3.2.1
SIP/IP Core
5.2.1.1 SIP/IP Core
The SIP/IP Core includes a number of [RFC3261] compliant SIP proxies and SIP registrars. The SIP/IP Core performs the following functions that are needed to support the CPM Enabler:

· Routes the SIP signalling between CPM components.
· Provides address resolution services.
· May provide some charging information.
· Provides SIP compression.
· Performs authentication and authorization of the CPM user at the CPM Client based on the CPM user’s service profile.
· Provides and maintains SIP-level registration of CPM users.
· May provide service-level registration of CPM Address(es).
When SIP/IP Core is based on the 3GPP IMS or 3GPP2 MMD, the SIP/IP Core architecture is specified in 3GPP [3GPP TS23.228] or 3GPP2 [3GPP2 X.S0013-002], respectively.
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