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1 Reason for Change

The current AD lists a large number of enablers as dependencies. However, not all of these enablers are listed in the rest of the document.
This CR attempts to fill this gap.
R01 implements the recommendations provided during the Paris meeting.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Remove Editor’s Note from section 5.1.

5.1 Dependencies

The CPM Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications (IETF, 3GPP, 3GPP2). Where the CPM Enabler interacts directly with external OMA enablers, it does so under the enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the CPM service provider and the provider of the external enablers, a policy enforcement step may be required.
The CPM Enabler will re-use technologies for

· SIP Session Handling as described in [RFC3261]
· Session Initiation Protocol (SIP) Extension for Instant Messaging as described in [RFC3428]
· Session Description Protocol  (SDP) as described in [RFC4566]
· The Message Session Relay Protocol (MSRP) as described in [RFC4975]
· Transport Protocol for Real-Time Applications as described in [RFC3550]
The CPM Enabler depends on technologies provided by:

· Presence technology: Presence Enabler as described in [OMA-PRS-AD]
· Group Management technology: XML Document Management Enabler as described in  [OMA-XDM-AD]
· Device provisioning technology : Device Management Enabler as described in [OMA-DM-PRO]
· Charging technology : Charging Enabler as described in [OMA-CHRG-AD]
· Address Book technology: Converged Address Book Enabler as described in [OMA-CAB-AD]
Further, the CPM Enabler is dependent on an underlying SIP infrastructure to transport SIP messages between CPM entities. A particular instantiation of the SIP/IP Core is the IP Multimedia Subsystem as specified in either 3GPP [3GPP TS23.228] or 3GPP2 [3GPP2 X.S0013-002]. The architecture in this document refers to this SIP/IP Core infrastructure.














Change 2:  Sanitize List of Supporting Enablers in Section 5.2

5.2 Architectural Diagram
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Figure 1: Detailed View of CPM Architecture
Editor’s note: need to colour-code the boxes in Supporting Enablers to distinguish mandatory vs. optional use by CPM.

Figure 1 gives a representation of the CPM architecture model, depicting the CPM enabler components and their interactions with external entities.  
The CPM enabler consists of the following CPM components: 

· CPM Conversation Server.
· Message & Media Storage.
· CPM User Preferences.
· Interworking Selection Function

· Interworking Function(s).
· Notification Entity
· CPM Client.
The CPM components interact and communicate both directly and indirectly with supporting enablers (e.g., Presence, XDM, DM, and CBCS) and with the SIP/IP Core as shown in Figure 1 to provide a CPM service.

CPM Client: allows the end user to initiate and access a CPM service by interacting with other CPM components such as the CPM Conversation Server or the Message and Media Storage.
CPM Conversation Server: acts as the main logic and control unit of the CPM enabler. The CPM Conversation Server uses the services both from other CPM components and external entities for the realisation of a CPM service.
Message and Media Storage: is the Network Storage for messages and media which includes both management and storage functionalities. It can be accessed both directly and indirectly by other CPM components such as CPM Client and CPM Conversation Server.
CPM User Preference: provides functions such as storing, modifying and retrieving of user preferences relating to the CPM services. It can be accessed by other CPM components such as CPM Client and CPM Conversation Server.
Interworking Selection Function: selects the Interworking Function that should perform the actual interworking for a CPM Message or CPM Session.
Interworking Function: provides the communication with external Non-CPM Communication Services.
Notification Entity: provides the delivery of requested notifications.
VAS new services: Applications using CPM to deliver value added services.
Supporting Enablers: Other OMA Enablers being used to support CPM.

Non-CPM Communication Services: Other services CPM connects to via the Interworking Function. Examples of these Non-CPM Communication Services are SMS, MMS, IMPS, and Internet email.

Editor’s Note: The examples listed as Non-CPM Communication Services has to be verified
Change 3:  Add interaction with Charging Enabler for CPM Participating Function
5.2.1.1.1 CPM Participating Function

The CPM Participating Function is a user-specific function performed in the user’s home network.
The CPM Conversation Server performing the Participating Function SHALL:

· Policy enforcement according to the service capabilities/user preferences/service provider’s policies.
· Validates CPM User service subscription, if the subscription to a CPM-based service is managed by the CPM service provider.

· Give precedence to service provider policies over user preferences, when applicable.
· Upon originating and terminating CPM Session requests and CPM Messages (e.g. access control, media restrictions, availability status).
· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages via the Charging Enabler
· For CPM Session handling:
· Manages CPM Session initiation, modification and termination for originating and terminating users.
· Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the represented CPM Client.
· Provide SDP negotiations (e.g. support Media control protocol negotiation).

· Support multiple SIP sessions handling (i.e., the same user may be involved in many SIP sessions simultaneously, for example for multiple continuous Media exchange within a single CPM Conversation).

· Support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.
· Interwork with content adaptation enablers and provide content adaptation notifications.
· For CPM Message handling:
· Provide sending and receiving of CPM Messages for originating and terminating CPM Users.
· Provide support for delivery notifications and read reports, ensuring that only one delivery notification or read report per recipient’s address is sent to the originator of the CPM Message in case the CPM Message was delivered to multiple devices..
· Involve the CPM Deferred Messaging Function for storage and delivery of deferred messages when the recipient is offline or not willing to receive them, based on either CPM Client’s request or pre-defined setting.
· Interwork with content adaptation enablers and provide content adaptation notifications.
· Interact with the Message and Media Storage to handle a request from a CPM Client to compose CPM Messages without prior download of referenced stored resources.

· Interact with the Message and Media Storage to handle a request from a CPM Client to forward referenced stored CPM Messages or CPM Session Histories without prior download.
· Provides multi-device handling based on Media characteristics, Communication Capabilities, user preferences and/or service provider’s policy:
· Support delivery of CPM Session Invitations and CPM Session modification requests to more than one device for a CPM User.
· Support delivery of CPM Messages to more than one device for a CPM User.
· Support delivery of continuous Media to more than one device for a CPM User.

· Support delivery of delivery notification and read report to more than one device for a CPM User.
· Support notification of a deferred CPM Message to more than one device.
· Support for dynamic CPM Session continuity between different multiple devices for a CPM User.

· Support routing of a CPM Session with identical media characteristics to multiple registered devices.
· Support routing of a CPM Session with a different subset of the media characteristics to multiple registered devices.
· Support same CPM Session for multiple registered devices.
· Support the CPM Session transfer between devices of the CPM User.
· Support request from the CPM Client to access information related to the CPM User’s devices:

· List of registered devices
· List of sessions per device
· List of capabilities per device
· Involve the Interworking Selection Function for CPM Sessions and CPM Messages that are to be routed towards Non-CPM Communication Services, based on recipient’s user preferences and service provider policies.
· For storage of CPM Conversations:
· Involves the CPM Conversation History Function for the storing of CPM Conversations to the Message and Media Storage based on either CPM Client’s request or pre-defined setting.
The CPM Conversation Server performing the Participating Function MAY:
· Support capabilities for lawful interception
· Acts as Presence Source and Presence Watcher.
Editor’s note: to be clarified if this is needed: “Acts as Presence Source and Presence Watcher”.
The capabilities of the CPM Participating Function are based on existing enablers and their further evolution to meet CPM requirements when necessary. 
Change 4:  Add interaction with Supporting Enablers for CPM Participating Function

5.2.1.1.2 CPM Controlling Function

The CPM Controlling Function is a session-specific function. The function is either performed in the initiating user’s home network or the remote network. 

The CPM Conversation Server performing the Controlling Function SHALL:
· For policy handling:

· Policy enforcement according to the service capabilities/service provider’s policies.

· Policy enforcement according to the group policies.

· Give precedence to service provider policies over group policies, when applicable.
· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages via the Charging Enabler.
· For message distribution handling (e.g. sending a message to a group):
· Support privacy and anonymity based on service provider policies.
· Handle CPM Pre-defined Groups as well as CPM Ad-hoc Groups.
· For session handling:
· Provide SIP session parameter negotiation and maintenance of SIP session.
· Provide centralized CPM Session handling.

· Provides SIP Session handling, such as SIP Session origination, release, etc.
· Provide the centralized media distribution.
· Support media control handling and media control negotiation on a per media basis (floor control) for selected media.
· Support for distinct media usage based on service provider policies and conference initiator preferences (e.g. an IM conference/session only allows the use of MSRP media).
Editor’s note: need to synchronize bullet point wording above with changes done in section 5.3.1.1.1 by CR 2007-054R02
· Provide policy enforcement for participation in CPM Group Sessions.
· Act as conference focus (e.g. SIP based conference framework).
· Support privacy and anonymity based on service provider policies and user preferences.
· Support CPM Pre-defined Groups and CPM Ad-hoc Groups.
· Maintain group communication state.
· Distribute incoming requests to group communication Participants.
· Respond to group communication control requests from Participants.
· Provide group session Participant and state information to Participants on a subscription basis.
· Provide negotiation of a Pseudonym unique to a CPM Group Session for a CPM User based on CPM Group rules and the service provider policies (e.g. rejecting or revising the user proposed Pseudonyms which contain sensitive words).
· Provide “hidden mode” capability in a CPM Group Session based on service provider policies.
Editor’s note: the details on the usage of Pseudonyms must be reviewed after completion of the RD phase.
The specific controlling functionality for CPM will be based on existing enablers. 
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