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1 Reason for Change

Document 2008-0346R01 was agreed in R&A. However, there were comments raised against it (without objections). In the conference call of June 17 it was agreed that a follow-up change request would be raised to handle these comments. This document proposes the necessary changes to handle these comments.

R&A comments from Nortel:

(1) May I suggest to rephrase
 "• The Interworking Selection Function, which selects the Interworking Function that should perform the actual interworking for a CPM Message or CPM Session."
to
"• The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message or CPM Session."
(aka "the Interworking Function" -> "an Interworking Function") as there needs to be potentially more than one choice for a selection to make choice, as recognized by the bullet point that follows which describes the "Interworking Function(s)"?
[Gertjan van Wingerde] Done in this contribution.

(2) May I suggest rephrasing
"• The Remote CPM Environment, which is the CPM environment residing in another (remote) network."
to
"• A Remote CPM Environment, which is a CPM environment residing in another (remote) network."
(aka "is the CPM environment" to "is a CPM environment" and "The Remote" to "A Remote") to be consistent with the fact this could be any (remote) CPM environment?
[Gertjan van Wingerde] Done in this contribution.

(3) In the bullet list that follows "The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:", can we make each of the element of the list using an indefinite article (e.g. "A SIP/IP Core" instead of "The SIP/IP Core" based on the fact that any of these external functional components would do (assuming they support what we expect from them)? 
[Gertjan van Wingerde] Done in this contribution.

(4) Following what is proposed in (3), I think we shall put "Supporting Enablers" in lower case (at least "Supporting") as this is a loosely defined grouping of enablers.
[Gertjan van Wingerde] Done in this contribution.
R&A comments from NSN:

(1) Changing "entity" to "component" has ripple effects on other parts of the AD as "entity" or "entities" is used in many places. If this CR is agreed, someone needs to look at consistency of the AD regarding this change.
[Gertjan van Wingerde] Done in this contribution.
 (2) There is no "VAS new services" any longer – according to 341 it will be come "VAS". Suppose the editor is aware of this. 
[Gertjan van Wingerde] This item was already gracefully handled by the AD editor.
(3) Not sure we can say that "The CPM functional components provide services to the following external functional components. The Remote CPM Environment" – isn't the functionality always provided on behalf of the home users?
[Gertjan van Wingerde] There are two different issues here:

1. No services are provided to the Remote CPM Environment per se. Sentence has been adapted in this contribution.

2. Is the Remote CPM Environment really an external functional component? This is a valid question, but this was not introduced by 2008-0436R01, the Remote CPM Environment was already depicted as an external functional component in the original AD. Therefore this issue is not handled, but will be handled as the result of other ADRR comments that have been raised for this.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Update Section 5.2
5.2 Architectural Diagram
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Figure 2: CPM architecture diagram.
Figure 2 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions each other and with external functional components.  

The CPM Enabler consists of the following CPM functional components: 

· The CPM Conversation Server, which acts as the main logic and control unit of the CPM Enabler.

· The Message and Media Storage Server, provides management and storage functions for messages and Media in the network.

· The CPM User Preferences, which provides functions such as storage, modification and retrieval of preferences relating to the CPM-based Services for a CPM User.

· The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message or CPM Session.
· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services).

· The Notification Entity, which provides the delivery of requested notifications.
· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM functional components such as the CPM Conversation Server.

· The Message and Media Storage Client, which manages resources stored at Message and Media Storage Server in the network as well as resources stored at the Device’s local storage.

NOTE: The management of the Device’s local storage is out-of-scope for standardisation.
The CPM functional components expose their functionalities to the following external functional components:

· The VAS, which are applications using the CPM Enabler to deliver value-added services.
· A Remote CPM Environment, which is a CPM environment residing in another (remote) network.
The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· A SIP/IP Core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler.
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler.
· Non-CPM Communication Services, which are other communication services to which the CPM Enabler connects via the Interworking Function(s).
Change 2:  Update Section 1.
1. Scope
(Informative)

This document describes the architecture designed to fulfil all the requirements outlined in the Converged IP Messaging Requirements document [OMA-CPM-RD]. The description of the architecture comprises the definition of functional components and the interfaces used or exposed by these functional components.

Additionally, this document includes identifying the relationship of the CPM Enabler to external functional components that are either utilized by the CPM Enabler or take advantage of the CPM Enabler. The description of these relationships comprises the functional components and interfaces that reside at the boundary between the CPM Enabler and the external technology domain.

Change 3:  Update Section 5.1.
5.1 Dependencies

The CPM Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications (IETF, 3GPP, 3GPP2). Where the CPM Enabler interacts directly with external OMA Enablers, it does so under the Enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the CPM service provider and the provider of the external Enablers, a policy enforcement step may be required.

The CPM Enabler depends on at least the following technologies:
· SIP session handling as described in [RFC3261]

· Session Initiation Protocol (SIP) Extension for Instant Messaging as described in [RFC3428]
· Session Description Protocol  (SDP) as described in [RFC4566]
· Message Session Relay Protocol (MSRP) as described in [RFC4975]
· Real-Time Transport Protocol (RTP) and RTP Control Protocol (RTCP) as described in [RFC3550]
The CPM Enabler depends on technologies provided by external OMA Enablers, including the following:

· Presence technology: Presence Enabler as described in [OMA-PRS-AD]

· XML document management technology: XDM Enabler as described in  [OMA-XDM-AD]

· Device provisioning technology : Device Management Enabler as described in [OMA-DM-PRO]

· Charging technology : Charging Enabler as described in [OMA-CHRG-AD]

· Address book technology: Converged Address Book Enabler as described in [OMA-CAB-AD]

· Notification delivery technology: Push Enabler as described in [OMA-PUSH-AD]

Furthermore, the CPM Enabler is dependent on an underlying SIP/IP Core infrastructure to transport SIP messages between the CPM functional components. A particular instantiation of the SIP/IP Core infrastructure is the IP Multimedia Subsystem as specified in either [3GPP TS23.228] or [3GPP2 X.S0013-002].
Change 4:  Update title of section 5.3.1.

5.3.1 CPM Functional Components
Change 5:  Update Section 5.3.1.1.

5.3.1.1 CPM Client

The CPM Client resides in a Device. It is used to access network-based CPM functional components and includes both core functionality and service logic related functionality. The other functional components in the Device in the CPM architecture supplement the CPM Client functionality; see descriptions of such functional components from section 5.3.2.

The CPM Client is involved in the following high level functions: 

· SIP/IP Core related communication

· User Plane communication

· Client side CPM service logic execution

· Communication internal to the Device with the Supporting Enablers clients and the Message and Media Storage Client.

The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP Core.

The CPM Client SHALL be able to perform the following client-side CPM service logic related functions:

· Generating and receiving CPM Messages within and outside CPM Sessions

· Sending a CPM Message

· Requesting to forward without download a CPM Message

· Requesting, generating and receiving delivery notifications and/or read reports

· Attaching Media Objects to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Attaching CPM Messages, CPM Session Histories or CPM Threads to a CPM Message:

· from the local storage of the Device
· or by providing references to their locations on the Message and Media Storage Server (without requiring their download to the Device)
· Activating/de-activating storing of CPM Messages during a CPM Session
· Perform CPM Session handling related functions
· CPM Session initiation, joining and termination

· Negotiating the Media Types
· Indicating the preferred Media Types

· CPM Session parameter negotiation

· Dynamically adding/modifying/removing media during a CPM Session
· Activating/de-activating storage of CPM Sessions for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media Types currently being used in ongoing CPM Sessions of the CPM User and receiving this information
· Perform CPM Group Session related functions within the limits of group policy

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Receiving invitations to CPM Group Sessions

· Initiating ad-hoc type of CPM Group Sessions

· Requesting Participant and CPM Group Session state information, and notifications of changes of the Participant and state information

· Setting and modifying own SIP session parameters

· Terminating own participation

· Setting and modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

· Providing the CPM User to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Providing privacy through use of Pseudonyms for Participants to hide their identity in a group session 

· Be able to hide from a CPM User the selection of the underlying functions required for conveying messages and communication. 

The CPM Client MAY be able to perform the following client-side CPM service logic related functions:

· Usage of multiple Devices

· Activating, splitting, merging, and transferring CPM Sessions between Devices

· Allowing the CPM User to create/modify a Device name

· Communicating the Device name to the CPM Conversation Server (e.g. as part of the Device information)
· Accessing the list of the registered Devices (i.e. the list of names of his/her Devices)

· Providing view of stored CPM Threads 
The CPM Client is responsible for the following functions related to internal communication within a Device:

· Communicating with Presence Source, Presence Watcher, XDM Client , Message and Media Storage Client and CAB Client

· Communicating with Device Management Client for getting CPM service provisioning and other Device configuration information

The CPM Client is responsible for the following User Plane communication related functions:

· Establishing and maintaining User Plane connections

· Generating and receiving User Plane requests and responses

· User Plane floor control requests when applicable 

Change 6:  Update Section 5.3.1.3.5.

5.3.1.3.5 CPM Deferred Messaging Function

The CPM Deferred Messaging Function is always associated with the recipient’s CPM Conversation Server. 

The CPM Deferred Messaging Function SHALL:

· Provide policy enforcement according to the CPM User preferences and service provider’s policies.

· Provide temporary storage for CPM Messages and associated metadata when the message cannot be delivered.

· Provide support for message delivery when recipient becomes available and reachable. Both Push and Pull methods are supported as follows:

· The Push method directly delivers the message to all or a subset of the Devices bound to the recipient CPM User’s address(es).
· The Pull method provides notifications with message information (e.g. message size, message sender’s address, message sending time) to all or a subset of the Devices bound to the recipient CPM User’s address(es), and then the recipient can retrieve the message when needed.
· Manage the expiry time of a deferred message.

· Override the expiry time provided by the sending CPM Client with the operator defined maximum expiry time when applicable.

· Handle expired CPM Messages in accordance with the preferences of the recipient and the service provider policies (i.e. discard the message, store in the Message and Media Storage Server, or extend the expiry time).

· Send a non-delivery delivery notification in case of a discarded expired CPM Message.
The CPM Deferred Messaging Function interacts with the Message and Media Storage Server to store expired CPM Messages in the recipient’s network storage, as determined by the preferences of the recipient and service provider policies.

Change 7:  Update Section 5.3.1.5.

5.3.1.5 Interworking Function

The Interworking Function provides interworking capabilities between CPM-based Services and Non-CPM Communication Services.
NOTE:  Within the CPM architecture it is possible that multiple instances of the Interworking Function exist at the same time, e.g. one per Non-CPM Communication Service.
The Interworking Function SHALL support the following listed functions:

· CPM Message handling:

· Forwarding a CPM Message from the CPM Conversation Server to a Non-CPM Communication Service as a message specific for that Non-CPM Communication Service. 

· Receiving a message from the Non-CPM Communication Service and forwarding it as a CPM Message to the CPM Conversation Server. 

· CPM Session Invitation handling:

· Forwarding a CPM Session Invitation from the CPM Conversation Server to a Non-CPM Communication Service as a session invitation or a non-CPM message inviting a User specific for that Non-CPM Communication Service.

· Forwarding the response (e.g. accept, deny, timeout) to a session invitation or a non-CPM message inviting a User from a Non-CPM Communication Service to the CPM Conversation Server.

· Forwarding a session invitation from the Non-CPM Communication Service to the CPM Conversation Server as a CPM Session Invitation. 

· Forwarding the response (e.g. accept, deny, timeout) to a CPM Session Invitation from the CPM Conversation Server to a Non-CPM Communication Service as the response to a session invitation.

· Continuous Media handling:

· Forwarding continuous Media data received from a CPM functional component to a Non-CPM Communication Service supporting continuous Media in the format specific for that Non-CPM Communication Service.

· Forwarding continuous Media data received from a Non-CPM Communication Service towards the CPM functional components (with appropriate format-changes).

· Delivery notification and read reports handling:

· Forwarding delivery notifications and read reports from the CPM Conversation Server to a Non-CPM Communication Service.

· Forwarding delivery notifications and read reports from a Non-CPM Communication Service to the CPM Conversation Server.

Change 8:  Update Section 5.3.1.6.

5.3.1.6 Message and Media Storage Server

The following resources, via the Message and Media Storage Server, can be accessed individually for fulfillment of specific resource management actions:

· Folders

· Media Objects (including Media Objects that are part of a CPM Message)

· CPM Messages (including CPM Messages that are part of a CPM Session History)

· CPM Session Histories

· CPM Threads

The Message and Media Storage Server provides the following high level functionalities:

· storage of the communication;

· storage of CPM Messages, CPM Session Histories, CPM Threads and Media Objects that Principals upload to it;

· synchronization of stored resources with the Message and Media Storage Client’s local storage of messages and media including synchronization management under scenarios with multiple Devices, according to the CPM User’s preferences and/or the service provider's policy;

· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources;

· management (e.g. copy, delete, …) of stored resources and access to those resources;

· search stored resources;

· record actions (e.g. uploaded/downloaded/modified/removed specific items such as CPM Messages, CPM Session Histories, CPM Threads and Media Objects) being performed on a Principal’s network-based storage, based on service provider policies and CPM User preferences;

· enforcement of quota and notification of overflows.

The stored resources can be subject to access control lists of Principals that can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;

· blacklists: a list of Principals that are denied access to the resource;

and associate the lists of Principals with all or a subset of the following privileges:

· copy;

· move between folders;

· rename;

· read / access;

· write / modify;

· delete.

Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message and Media Storage Server MAY support content adaptation (e.g. for previewing) of stored Media Objects before delivering to the CPM device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider’s policies
The Message and Media Storage Server interworks with other CPM functional components such as:

· the CPM Conversation Server:

· with the Participating Function for the composition of CPM Messages without requiring download of selected stored resources to the Message and Media Storage Client;

· with the CPM Conversation History Function for

· storage of CPM Messages, CPM Sessions, CPM Conversations and Media Objects that are being exchanged within a CPM Conversation;

· the Notification Entity:

· for notifications delivery ( e.g. quota overflows or arrival of a new message);

· the Message and Media Storage Client for

· Synchronization (e.g. periodically and/or partially) with the local storage on the Device(s) of a CPM User

· Uploading a CPM Message, a CPM Session History, a CPM Thread, a Media Object or a set of those from the Device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Thread, a Media Object (or a preview of a Media Object) or a set of those to the Device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, and/or Media Objects residing in the Message and Media Storage Server, with or without filtering criteria

· Providing references to a CPM Message, a CPM Session History, a CPM Thread, and/or a Media Object residing in the Message and Media Storage Server (e.g. for forwarding a CPM Message without downloading to the Device’s local storage)
Change 9:  Update Section 5.3.1.7.

5.3.1.7 Notification Entity

The Notification Entity is responsible for the delivery of notifications to the applicable Device(s) of the CPM User, upon the request of other functional components inside the CPM architecture.

NOTE: The capabilities of the protocols chosen for CPM interfaces will determine when the Notification Entity is used for notifications. 

The Notification Entity provides the following high level functionalities:

· Accepting requests to deliver a notification to the applicable Device(s) of the CPM User.

· Selection of the applicable Device(s) of a CPM User to send the notification to.

· Properly formatting the notification that is to be delivered.

· Delivery of the notification to the selected Device(s) of the CPM User.

The Notification Entity MAY interact with the Push Enabler for:

· Delivery of a notification to the applicable Device(s) of a CPM User using channels supported by the Push Enabler (e.g. SIP, SMS, UDP).

Editor’s Note: It is FFS (based on TS-work) whether really a Notification Entity separate from the Push Enabler is necessary. Potential unique functionality for the Notification Entity:

· Provide filtering of notifications on the basis of CPM User preferences and service provider policies.

Change 10:  Update Sections 5.3.2 & 5.3.2.1.

5.3.2 External Functional Components
The CPM Enabler interacts with several OMA and non-OMA functional components.

The following subsections describe the external functional components with which the CPM Enabler interacts directly in the fulfillment of the CPM requirements.

5.3.2.1 SIP/IP Core

The SIP/IP Core includes a number of [RFC3261] compliant SIP proxies and SIP registrars. The SIP/IP Core performs the following functions that are needed to support the CPM Enabler:

· Routes the SIP signalling between CPM functional components.
· Provides address resolution services.

· May provide some charging information.

· Provides SIP compression.

· Performs authentication and authorization of the CPM User at the CPM Client based on the CPM User’s service profile.

· Provides and maintains SIP-level registration of CPM Users.
· May provide service-level registration of CPM Address(es).
· Provides support for the CPM User address anonymity in the SIP signalling as described in [RFC3325].

· Provides list of registered Devices and their capabilities.
When the SIP/IP Core is based on the 3GPP IMS or 3GPP2 MMD, the SIP/IP Core architecture is specified in 3GPP [3GPP TS23.228] or 3GPP2 [3GPP2 X.S0013-002], respectively.
Change 11:  Update Section 5.3.2.4.

5.3.2.4 XML Document Management Enabler 

The CPM Enabler interacts with the XDM Enabler that manages XML documents [OMA-XDM-AD]. The management operations are realized with XCAP and conveyed via Aggregation Proxy to the corresponding XDMS. The XDM Enabler functional components and functions are described in [OMA-XDM-AD].

The XDM Enabler provides XDM operations for:

· CPM User preferences and User Preferences Profiles

· access policy stored at Shared Policy XDMS

· user lists stored at Shared List XDMS

· group definition stored at Shared Group XDMS

Change 12:  Update Section 5.3.2.4.

5.2.1.1 Value-Added Services

The following functional components interact with the CPM Enabler:

· CPM-enabled VAS: interacts with the CPM Conversation Server in order to access functionalities and related information in the CPM Enabler.

· CPM-enabled VAS (in the Device): interacts with the CPM Client in order to enable CPM functionalities for third-party applications to the CPM User.

The interfaces exposed to the VAS are defined in section 5.3.5.3.1.
Change 13:  Update Section 5.3.2.8.

5.3.2.8 Remote CPM Environment

The Remote CPM Environment is the CPM environment residing in another (remote) network.

This Remote CPM Environment is a mirror of the environment described in this document, and can contain the full set of CPM functional components described in this document or a subset thereof.

The CPM Enabler interacts with the Remote CPM Environment to allow CPM Users of the local CPM environment to interact with CPM Users of the other (remote) network).
Change 14:  Update Section 5.3.3 and its subsections.

5.3.3 Interfaces Between CPM Functional Components
5.3.3.1 CPM-CONV

The CPM-CONV interface is provided by the CPM Conversation Server to allow other functional components (such as the CPM Client) to access / trigger the functionalities of the CPM Conversation Server on behalf of a CPM User.

In an optional configuration, a remote CPM Client from a different domain may communicate with the CPM Conversation Server over this interface (e.g. to allow direct Media flow between the CPM Client and a CPM Conversation Server performing the CPM Controlling Function, depending on service provider policies and preferences of the remote CPM User). This may happen, for example, when a CPM Client initiates communication using a CPM Pre-defined Group managed in another network, with floor control centralized in one CPM Controlling Function, and when the CPM Participating Function in the CPM Client’s domain does not insert itself in the User Plane communication.

Supported functionalities include:

· CPM Session signalling

· CPM Group Session related signalling for:

· Subscription and notification of Participant and CPM Group Session state information

· CPM Group Session control requests (e.g. adding Participants) 

· CPM Message transfer

· Continuous Media transfer

· Control of continuous Media transfers

· Delivery of stored deferred messages

The protocols used for the CPM-CONV interface are SIP, SDP [RFC4566], MSRP [RFC4975], and RTP/RTCP [RFC3550]. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of media streams, codecs, and other media related parameters supported during CPM Session set up. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
5.3.3.2 CPM-IW1

The CPM-IW1 interface is provided by the Interworking Selection Function to allow other functional components (such as the CPM Conversation Server) to route CPM Messages, continuous Media, and CPM Sessions towards an Interworking Function that takes care of the interworking towards Non-CPM Communication Services.

Supported functionalities include:

· CPM Session signalling

· CPM Message transfer

The protocols used for the CPM-IW1 interface are SIP and SDP [RFC4566]. It is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of media streams, codecs, and other media related parameters supported during CPM Session set up.
5.3.3.3 CPM-IW2

The CPM-IW2 interface is provided by the Interworking Function to allow other functional components (such as the Interworking Selection Function) to perform interworking functionality of CPM Messages, continuous Media, and CPM Sessions towards Non-CPM Communication Services.

Supported functionalities include:

· CPM Session signalling

· CPM Message transfer

The protocols used for the CPM-IW2 interface are SIP and SDP [RFC4566]. It is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of media streams, codecs, and other media related parameters supported during CPM Session set up.
5.3.3.4 CPM-IW3

The CPM-IW3 interface is provided by the Interworking Function to support the direct User Plane communication between other functional entities (such as the CPM Conversation Server or the CPM Client) and the Interworking Function.

Supported functionalities include:

· CPM Message transfer

· Continuous Media transfer

· Control of continuous Media transfers

The MSRP [RFC4975] and RTP/RTCP [RFC3550] protocols are used for the CPM-IW3 interface. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages. RTP is used for continuous Media transport and RTCP supports the exchange of information needed to control RTP sessions.
5.3.3.5 CPM-UPR1

The CPM-UPR1 interface is provided by the CPM User Preferences to allow other functional components (such as the CPM Client) to manage the preferences of a CPM User and to be notified (upon request) of changes to the preferences of a CPM User.

Supported functionalities include:

· Subscription and notification of changes in XML documents.

· Creation and modification to preferences of the CPM User.
The protocols used for the CPM-UPR1 interface are XCAP and SIP.

5.3.3.6 CPM-UPR2

The CPM-UPR2 interface is provided by the CPM User Preferences to allow other functional components (such as the CPM Conversation Server) to access the preferences of a CPM User.

Supported functionalities include:

· Access to preferences of CPM Users
· Subscription and notification of changes in XML documents.

The protocols used for the CPM-UPR2 interface are XCAP and SIP.

5.3.3.7 CPM-STO

The CPM-STO interface is provided by the Message and Media Storage Server to allow other functional components (such as the Message and Media Storage Client or the CPM Conversation Server) to access the Message and Media Storage Server on behalf of a CPM User, or as an administrative entity.

Supported functionalities include:

· Authentication.

· Uploading and downloading of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects.

· Requesting that a Media Objects is being transcoded prior to downloading that Media Object (e.g. for a preview of the Media Object).

· Deletion of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects from the Message and Media Storage Server.

· Renaming and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects in a folder in the Message and Media Storage Server.

· Creation, deletion, moving, and renaming of folders in the Message and Media Storage Server.

· Moving and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects between folders in the Message and Media Storage Server.

· Searching within accessible folders in the Message and Media Storage Server.

· Synchronisation between the Message and Media Storage Client’s local storage and the Message and Media Storage Server.

· Obtaining a reference to a stored object, or obtaining a stored object using a reference in the Message and Media Storage Server (e.g. to be used for forward without download functionality).

· Management of access permissions to specific items in the Message and Media Storage Server.

5.3.3.8 CPM-NOTI

The CPM-NOTI interface is provided by the Notification Entity to allow other functional components (e.g. the CPM Conversation Server or the Message and Media Storage Server) to request the delivery of notifications to the Device(s) of a CPM User.

Change 15:  Update Section 5.3.4 Title.

5.3.4 Interfaces Between CPM Functional Components and Supporting OMA Enablers 

Change 16:  Update Section 5.3.5 and its subsections.

5.3.5 Interfaces Between CPM Entities and External Entities

5.3.5.1 Communication with a Remote CPM Environment

5.3.5.1.1 CPM-NNI

The CPM-NNI interface is provided by the CPM Conversation Server to allow functional components in a remote CPM environment to access / trigger the functionalities of the CPM Conversation Server in the home CPM environment.

Signalling Control interface CPM-NNI supports the communication between the home CPM Conversation Server and a CPM Conversation Requestor located in a remote CPM Environment.  The CPM Conversation Requestor can be the remote CPM Conversation Server. The interface relies on the communication via the SIP/IP Cores between the different networks.

NOTE: The CPM-NNI interface can also be used by remote SIP based networks for CPM-compatible SIP services.  

Supported functionalities include:

· CPM Session signalling

· CPM Message transfer

· Continuous Media transfer

· Control of continuous Media transfers

The protocols used for the CPM-NNI are SIP, SDP [RFC4566], MSRP [RFC4975], and RTP/RTCP [RFC3550]. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of media streams, codecs, and other media related parameters supported during CPM Session set up. MSRP is used for the transfer Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control the RTP sessions.

5.3.5.1.2 CPM-UUI

The CPM-UUI interface is provided by the CPM Client to support the direct User Plane communication between other functional components (such as another CPM Client, possibly in a remote CPM environment) and the CPM Client.

Media interfaces in CPM-UUI support a direct peer-to-peer connection for User Plane communication between two CPM Clients either in the same domain or in different domains. This reference point to enable the “direct peer-to-peer link” solution is optional and is permitted based on service provider policies and CPM User preferences checked during the signalling phase of session setup.

Supported functionalities include:

· CPM Message transfer

· Continuous Media transfer

· Control of continuous Media transfers

The MSRP [RFC4975] and RTP/RTCP [RFC3550] protocols are used for the CPM-UUI interface. MSRP is used for the transfer Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
5.3.5.2 Interfaces to the SIP/IP Core 

Each of the interfaces is an I2 interface in the OSE context and provided by the SIP/IP Core. When the SIP/IP Core is based on the 3GPP IMS or 3GPP2 MMD, the utilization of these interfaces complies with the rules described in [OMA-IMS-AD].

5.3.5.3 Interfaces to External VAS Functional Components
5.3.5.3.1 CPM-VAS

The CPM-VAS interface is provided by the CPM Conversation Server to allow CPM Conversation functionality to be accessible by external functional components (such as Third-Party Applications).

Supported functionalities include:

· Authentication

· An external functional component with appropriate rights can act on behalf of a CPM User

· CPM Conversation management (e.g. starting / stopping a conversation, listing / searching ongoing conversations & associated Participants, replaying the recent history of a conversation, adding / removing Participants to a conversation, add / remove Media (continuous) to / from a conversation)

· CPM Message exchanges inside/outside a CPM Session:

· Media moderation controlled by the external functional component during a CPM Session

· Sending of event notification with relevant information (e.g. User causing the event, type of event) from the CPM Conversation Server

· CPM service capabilities:

· Indication of CPM service capabilities from the CPM Conversation Server.

· Relaying of CPM service settings from the external functional component to the CPM Conversation Server. 

The CPM-VAS interface is based on web services, and complies with the rules for web-services based interfaces within OMA as described in [OMA-OWSER].

5.3.5.4 Interfaces to Non-CPM Communication Services

These interfaces represent the interfaces provided by the Non-CPM Communication Services that are used by the CPM functional components to inject and receive messages, session invitations, and continuous Media into the Non-CPM Communication Service. The CPM functional components use these interfaces without requiring changes to them.

Change 17:  Update Section B.1 and its subsections.

B.1 Interworking Selection Function 

The CPM architecture as depicted in Figure 2 shows the Interworking Selection Function as an independent logical functional component. It is assumed, however, that the Interworking Selection Function is usually deployed co-located with another logical functional component of the CPM architecture, most notably either the CPM Conversation Server or the Interworking Function. This section describes the various deployment scenarios that exist for the deployment of the Interworking Selection Function:

1. The Interworking Selection Function is deployed co-located with the CPM Conversation Server

2. The Interworking Selection Function is deployed co-located with the Interworking Function

3. The Interworking Selection Function is deployed as a separate physical component
4. The Interworking Selection Function is deployed in both the CPM Conversation Server and the Interworking Function

The following sub-sections detail each of these deployment scenarios in more detail.

B.1.1 ISF Co-located with the CPM Conversation Server

Figure 3 shows the scenario where the Interworking Selection Function is deployed co-located with the CPM Conversation Server.
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Figure 3: ISF co-located with the CPM Conversation Server.
In this deployment scenario the ISF is an internal component of the CPM Conversation Server. This means that the CPM-IW1 interface is internal to the CPM Conversation Server.

In this deployment scenario the CPM Conversation Server takes the decision that interworking is to occur, involves the internal ISF to decide to which Interworking Function a CPM Message or CPM Session needs to be sent, and then sends (via the CPM-IW2 interface) the CPM Message or CPM Session towards the selected Interworking Function, which takes care of the protocol adaptation to the Non-CPM Communication Service.

B.1.2 ISF Co-located with the Interworking Function

Figure 4 shows the scenario where the Interworking Selection Function is deployed co-located with the Interworking Function.
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Figure 4: ISF co-located with the Interworking Function.
In this deployment scenario the ISF is an internal component of the ‘primary’ Interworking Function. This means that the CPM-IW2 interface is internal to the Interworking Function for the adapters that the Interworking Function implements by itself. The ISF internal to the ‘primary’ Interworking Function still is able to relay CPM Messages and CPM Sessions (via the CPM-IW2 interface) to a secondary, external, Interworking Function, which specializes in a certain Non-CPM Communication Service.

In this deployment scenario the CPM Conversation Server takes the decision that interworking is to occur, and sends (via the CPM-IW1 interface) the CPM Message or CPM Session to the ISF of the ‘primary’ Interworking Function. The ISF internal to the ‘primary’ Interworking Function’ selects the non-CPM Communication Service that needs to be interworked with, and either involves the appropriate internal adapter to take care of the protocol adaptation to the Non-CPM Communication Service, or (via the CPM-IW2 interface) to a secondary, external, Interworking Function, which specializes in a certain Non-CPM Communication Service, to take care of the protocol adaptation towards that specific Non-CPM Communication Service.

B.1.3 ISF as a Separate Physical Component


Figure 5 shows the scenario where the Interworking Selection Function is deployed as a separate physical component.
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Figure 5: ISF as a separate physical entity.
This deployment scenario realizes the CPM architecture in its purest form, whereby all 3 logical functional components (CPM Conversation Server, Interworking Selection Function, and Interworking Function) are deployed separate from each other.

In this deployment scenario the CPM Conversation Server takes the decision that interworking is to occur, and sends (via the CPM-IW1 interface) the CPM Message or CPM Session to the ISF. The ISF selects which Interworking Function needs to handle a CPM Message or CPM Session, and then sends (via the CPM-IW2 interface) that CPM Message or CPM Session towards the selected Interworking Function, which takes care of the protocol adaptation to the Non-CPM Communication Service.

B.1.4 ISF in Both the CPM Conversation Server and the Interworking Function

This deployment scenario is a mix of the deployment scenarios described in B.1.1 and B.1.2, whereby a CPM Conversation Server (of vendor A) with an internal ISF is combined with an Interworking Function (of vendor B) that also has an internal ISF. For this deployment scenario two variants exist, one in which the ISF internal to the CPM Conversation Server is the leading ISF, and one in which the ISF internal to the Interworking Function is the leading ISF.

B.1.4.1 ISF in the CPM Conversation Server is Leading

Figure 6 shows the scenario where the Interworking Selection Function is deployed in both the CPM Conversation Server and the Interworking Function, but where the ISF internal to the CPM Conversation Server is the leading ISF.
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Figure 6: ISF deployed in both the CPM Conversation Server and the Interworking Function.
In this deployment scenario the ISF is both an internal component of the CPM Conversation Server and an internal component of the Interworking Function. The ISF internal to the CPM Conversation Server is determined to be the leading ISF. This means that the CPM-IW1 interface is internal to the CPM Conversation Server.

In this deployment scenario the CPM Conversation Server takes the decision that interworking is to occur, involves the internal ISF to decide to which Interworking Function a CPM Message or CPM Session needs to be sent, and then sends (via the CPM-IW2 interface) the CPM Message or CPM Session towards the selected Interworking Function, which takes care of the protocol adaptation to the Non-CPM Communication Service. In case an Interworking Function with an internal ISF is selected, that ISF selects the non-CPM Communication Service that needs to be interworked with and involves the appropriate internal adapter to take care of the protocol adaptation to the Non-CPM Communication Service. In case an Interworking Function without an internal ISF is selected, then the Interworking Function will only take care of the protocol adaptation to the Non-CPM Communication Service.

B.1.4.2 ISF in the Interworking Function is Leading

Figure 7 shows the scenario where the Interworking Selection Function is deployed in both the CPM Conversation Server and the Interworking Function, but where the ISF internal to the Interworking Function is the leading ISF.
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Figure 7: ISF deployed in both the CPM Conversation Server and the Interworking Function.
In this deployment scenario the ISF is both an internal component of the CPM Conversation Server and an internal component of the ‘primary’ Interworking Function. The ISF internal to the Interworking Function is determined to the leading ISF. This means that the CPM-IW2 interface is internal to the Interworking Function for the adapters that the Interworking Function implements by itself. The ISF internal to the ‘primary’ Interworking Function still is able to relay CPM Messages and CPM Sessions (via the CPM-IW2 interface) to a ‘secondary’, external, Interworking Function, which specializes in a certain Non-CPM Communication Service.

In this deployment scenario the CPM Conversation Server takes the decision that interworking is to occur, involves the internal ISF which decides (e.g. based on configuration) to send (via the CPM-IW2 interface) the CPM Message or CPM Session to the ISF of the ‘primary’ Interworking Function. The ISF internal to the ‘primary’ Interworking Function’ selects the non-CPM Communication Service that needs to be interworked with, and either involves the appropriate internal adapter to take care of the protocol adaptation to the Non-CPM Communication Service, or (via the CPM-IW2 interface) to a secondary, external, Interworking Function, which specializes in a certain Non-CPM Communication Service, to take care of the protocol adaptation towards that specific Non-CPM Communication Service.
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