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Change Request

	Title:
	ADRR_Separating_Controlling_and_Participating_Function_A0591_A0596_A1011
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MWG-CPM

	Doc to Change:
	OMA-AD-CPM-V1_0-20080627-D.doc

	Submission Date:
	04 July 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Pierre Tane, Nortel Networks, ptane@nortel.com
Gertjan van Wingerde, Acision, gertjan.van.wingerde@acision.com 

	Replaces:
	n/a


1 Reason for Change

The present CR intends at providing a resolution for the following ADRR comments:
	A0591
	2008.05.11
	T
	5.3.1.3
	Source: Acision

Form: doc #0089

Comment: The CPM Controlling Function is an odd function to be included in the CPM Conversation Server, as its function is completely different from the other functions (the other functions provide services to a user, whereby the CPM Controlling Function provides group session related functions. Also, to be prepared for a future in which more sophisticated conferencing functions will be present, having the CPM Controlling Function inside the CPM Conversation Server doesn’t seem to be optimal, nor desirable.
Proposed Change: Split off the CPM Controlling Function to its own logical entity.
	Status: CLOSED
Addressed by CR OMA-MWG-CPM-2008-0479


	A0596
	2008.05.13
	E
	5.3.1.3
	Source: Nortel
Form: document #0263

Comment: The CPM Controlling Function stands apart from the other functions mentioned in the CPM Conversation Server component considering it is specific to multi-party communication whereas the other functions of the CPM Conversation Server component are user-specific
Proposed Change: Split off the CPM Controlling Function as a stand-alone logical entity.
	Status: CLOSED
Addressed by CR OMA-MWG-CPM-2008-0479





	A1011
	2008.05.11
	T
	APPENDIX
	Source: Andrew Allen
Form: OMA-MWG-CPM-2008-0260
Comment: Clarification of C

PM Conversation Server split  (CF vs PF) is needed. And deployment scenarios 

Proposed Change: Add this to the Appendix
	Status: CLOSED
Addressed by CR OMA-MWG-CPM-2008-0479






2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the proposed change in the next version of the CPM AD. A separate CR would be required against the System Description document (e.g. to rename the components in the flows).
6 Detailed Change Proposal

Change 1:  3.2
Definitions
Editor’s Note: (forward looking) remove CPM Conversation Server definition if 0380R02 is AGREED
The definitions of CPM Controlling Function, CPM Participating Function, CPM Deferred Messaging Function, and CPM Conversation History Function should be modified in accordance with the changes in this CR
Change 2:  5.2 – Architecture Diagram


[image: image2]
Change 3:  5.2 – Architectural diagram supporting text
Figure 2 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions each other and with external functional components.  

The CPM Enabler consists of the following CPM functional components: 

· The CPM Controlling Function, which acts as the main logic and control unit of the CPM Enabler for CPM Conversations involving more than 2 Participants.
· The CPM Participating Function, which acts as the network-side surrogate for the CPM User, including the coordination of the interaction with the multiple CPM Clients the CPM User may have.
· The Application Control Function, which provides access to functionalities of the CPM Controlling Function and of the CPM Participating Function towards external functional components, for example Applications.
· The Message and Media Storage Server, provides management and storage functions for messages and Media in the network.

· The CPM User Preferences, which provides functions such as storage, modification and retrieval of preferences relating to the CPM-based Services for a CPM User.

· The Interworking Selection Function, which selects the Interworking Function that should perform the actual interworking for a CPM Message or CPM Session.
· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services).

· The Notification Entity, which provides the delivery of requested notifications.
· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM components such as the CPM Participating Function.

· The Message and Media Storage Client, which manages resources stored at Message and Media Storage Server in the network as well as resources stored at the Device’s local storage.

NOTE: The management of the Device’s local storage is out-of-scope for standardisation.
The CPM functional components provide services to the following external functional components:

· The VAS, which are applications using the CPM Enabler to deliver value-added services.
· The Remote CPM Environment, which is the CPM environment residing in another (remote) network.
The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· The SIP/IP Core, which is the underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler.
· The Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler.
· The Non-CPM Communication Services, which are other communication Services to which the CPM Enabler connects via the Interworking Function(s).
Change 4:  5.3.1.1 - CPM Client
5.3.1.1 CPM Client
The CPM Client MAY be able to perform the following client-side CPM service logic related functions:

· Usage of multiple Devices

· Activating, splitting, merging, and transferring CPM Sessions between Devices

· Allowing the CPM User to create/modify a Device name

· Communicating the Device name to the CPM Participating Function (e.g. as part of the Device information)
· Accessing the list of the registered Devices (i.e. the list of names of his/her Devices)

The CPM Client is responsible for the following functions related to internal communication within a Device:

· Communicating with co-located Presence Source, Presence Watcher, XDM Client , Message and Media Storage Client and CAB Client

· Communicating with co-located Device Management Client for getting CPM service provisioning and other Device configuration information

The CPM Client SHALL be responsible for the following User Plane communication related functions:

· Establishing and maintaining User Plane connections

· Generating and receiving User Plane requests and responses
· Handling User Plane floor control requests when applicable
Change 5:  5.3.1.3 CPM Conversation Server
5.3.1.3 




· 
· 
· 


· 

5.3.1.3 CPM Participating Function

The CPM Participating Function is a user-specific functional component. Its functionalities are performed in a CPM User’s home network and are invoked when the CPM User initiates an originating request or receives a terminating request. The CPM Participating Function handles CPM Sessions, CPM Messages, and Media on behalf of the Participant it serves and enforces CPM User Preferences and service provider policies.

The following are the functionalities specific to a CPM User:

· CPM Participating Function.

· CPM Conversation History Function.

· CPM Deferred Messaging Function. 
The CPM Participating Function SHALL:

· Enforce policies when handling originating and terminating CPM Session requests and CPM Messages according to the CPM User preferences/service provider’s policies as follows:
· Validate CPM User’s service subscription, if the subscription to a CPM-based Service is managed by the CPM service provider.

· Give precedence to service provider policies over CPM User preferences, when applicable.

· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages via the Charging Enabler
· For CPM Session handling:

· Manage CPM Session initiation, modification and termination for originating or terminating CPM Users.

· Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the involved CPM Client.

· Provide SDP negotiation support.

· Support for multiple SIP sessions handling in a single CPM Conversation.

· Support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.

· Support content adaptation and provide content adaptation notifications.

· For CPM Message handling:

· Provide sending and receiving of CPM Messages for originating and terminating CPM Users.

· Provide support for delivery notifications and read reports.
· Involve the CPM Deferred Messaging Function for storage and delivery of CPM Messages to be deferred when the recipient is offline or not willing to receive them, based on the preferences of the CPM User.

· Support content adaptation and provide content adaptation notifications.

· Re-direct an incoming CPM Message to an alternate address based on Media Types and/or content adaptation, Communication Capabilities, preferences of the CPM User and/or service provider’s policies.
· Interact with the Message and Media Storage Server to handle a request from a CPM Client to send a CPM Messages with referenced stored resources without prior download of the resource to the Device.

· Interact with the Message and Media Storage Server to handle a request from a CPM Client to forward the referenced stored CPM Messages or CPM Session Histories without prior download.
· For multiple Device handling:

· Support multiple Device handling based on Media characteristics, Communication Capabilities, CPM User preferences and/or service provider’s policies:

· Support delivery of CPM Session Invitations and CPM Session modification requests to more than one Device for a CPM User.

· Support delivery of CPM Messages to more than one Device for a CPM User.

· Support delivery of continuous Media to more than one Device for a CPM User.

· Support sending delivery notification and read report to more than one Device for a CPM User.

· Support notification of a deferred CPM Message to more than one Device.

· Ensure that only one delivery notification or read report is sent to the originator of the CPM Message in case the CPM Message was delivered to multiple devices.
· Support routing of a CPM Session with identical media characteristics to multiple registered Devices.
· Support routing of a CPM Session with a different subset of the media characteristics to multiple registered Devices.
· Support same CPM Session for multiple registered Devices.

· Support the transfer of a CPM Session between Devices of a CPM User.

· Support the transfer of a subset of the media streams of a CPM Session to a different device of a CPM User.
· Support request from the CPM Client to access information related to the Devices of the CPM User e.g. to determine the list of CPM Sessions per registered Device.
· Provide information about ongoing CPM Sessions (e.g. the used Media types) of the CPM Clients of the same CPM User
· Involve the Interworking Selection Function for CPM Sessions and CPM Messages that are to be routed towards Non-CPM Communication Services, based on the preferences of the recipient and service provider policies.

· Involve the CPM Conversation History Function for the storing of CPM Conversations to the Message and Media Storage Server based on either a CPM Client’s request or user preferences.
The CPM Participating Function MAY:

· Support capabilities for lawful interception

· Act as Presence Source and Presence Watcher.

5.3.1.3.3 
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5.3.1.3.1
CPM Conversation History Function

The handling of storage of CPM Conversations is initiated by the CPM Participating Function in order to record a CPM Conversation persistently on behalf of a CPM User.

The CPM Conversation History Function SHALL:

· Store conversation history into the Message and Media Storage Server

· Store CPM Messages and Media

· Store CPM Sessions as CPM Session Histories
· Store CPM Conversations as CPM Threads
· Provide metadata associated with items to be stored to the Message and Media Storage Server, e.g. identifier linking CPM Messages to their enclosing thread.

· Policy enforcement according to the service capabilities/CPM User preferences/service provider’s policies.

· Handle permissions for invoking the CPM Conversation History Function which will be based on service provider policies.

The capabilities of the CPM Conversation History Function are based on the IM Conversation History Function.
5.3.1.3.2
CPM Deferred Messaging Function

The CPM Deferred Messaging Function is always associated with the recipient’s CPM Participating Function. 

The CPM Deferred Messaging Function SHALL:

· Provide policy enforcement according to the CPM User preferences and service provider’s policies.

· Temporarily keep CPM Messages and associated metadata when the message cannot be delivered.

· Provide support for message delivery when recipient becomes available and reachable. Both Push and Pull methods are supported as follows:

· The Push method directly delivers the message to all or a subset of the Devices bound to the recipient CPM User’s address(es).
· The Pull method provides notifications with message information (e.g. message size, message sender’s address, message sending time) to all or a subset of the Devices bound to the recipient CPM User’s address(es), and then the recipient can retrieve the message when needed.
· Manage the expiry time of a deferred message.

· Override the expiry time provided by the sending CPM Client with the operator defined maximum expiry time when applicable.

· Handle expired CPM Messages in accordance with the preferences of the recipient and the service provider policies (i.e. discard the message, store in the Message and Media Storage Server, or extend the expiry time).

· Send a non-delivery delivery notification in case of a discarded expired CPM Message.
The CPM Deferred Messaging Function interacts with the Message and Media Storage Server entity to store expired CPM Messages in the recipient’s network storage, as determined by the preferences of the recipient and service provider policies.

The CPM Deferred Messaging Function interacts with the Notification Entity to provide notification of deferred messages.
Change 6:  5.3.1.x
CPM Controlling Function
5.3.1.x CPM Controlling Function

The CPM Controlling Function is a function specific to group communication. The function is either performed in the initiating CPM User’s home network or in the remote network. The CPM Controlling Function terminates the incoming requests, and is typically able to distribute requests to multiple recipients and handle group communication. The CPM Controlling Function is provided for any authorized CPM User in a CPM group communication.

The CPM Controlling Function handles the negotiation of capability support for communications involving different CPM networks, and the interaction with local interworking functions.
The CPM Controlling Function SHALL:

· For policy handling:

· Perform policy enforcement according to the service provider’s policies.

· Perform policy enforcement according to the group policies.

· Give precedence to service provider policies over group policies, when applicable.

· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages via the Charging Enabler.

· For message distribution handling (e.g. sending a message to a group):

· Support privacy and anonymity.

· Handle CPM Pre-defined Groups as well as CPM Ad-hoc Groups.

· For session handling:

· Provide centralized CPM Session handling (e.g. session parameter negotiation, maintenance of CPM Group Session).

· Provide centralized mixing and distribution of Media sent by Participants to all the other Participants.

· Support media control handling and media control negotiation on a per media basis (floor control) for selected media.

· Act as conference focus.

· Support privacy and anonymity.
· Support CPM Pre-defined Groups and CPM Ad-hoc Groups.

· Maintain CPM Group Session state.

· Distribute incoming requests to CPM Group Session Participants.

· Respond to CPM Group Session control requests from Participants.

· Provide upon an Authorized Principal’s request information such as the Participants, the Media Types used and state information concerning the ongoing CPM Group Session
· Provide negotiation of a Pseudonym unique to a CPM Group Session for a CPM User based on CPM Group policies and the service provider policies (e.g. rejecting or revising the Pseudonym(s) proposed by a CPM User which contain sensitive words).
· Involve the Interworking Selection Function for CPM Sessions and CPM Messages that are to be routed towards Non-CPM Communication Services, based on service provider policies
The CPM Controlling Function MAY:

· Provide criteria-based search for ongoing CPM Group Sessions.

· Provide “hidden mode” capability in a CPM Group Session based on service provider policies.

Change 7:  5.3.1.4
Application Control Function
5.3.1.4
Application Control Function

The Application Control Function provides access to functionalities of the CPM Controlling Function and the CPM Participating Function towards external entities, for example Applications.

The Application Control Function SHALL support the following functionalities on behalf of the CPM Controlling Function and the CPM Participating Function:

· Exposure of the functionalities provided by the CPM Controlling Function and the CPM Participating Function;

· Authentication of the entities requesting usage of exposed functionalities;

· Authorization of the entities requesting usage of exposed functionalities according to service provider policies;

· Relaying of events generated by the CPM Controlling Function and the CPM Participating Function towards the Applications, if applicable;

· Provide anonymity to a CPM User’s identity from specially identified Applications, if applicable;

· Handling and relay of Application requests to the CPM Controlling Function and the CPM Participating Function.
· Protocol translation between CPM-VAS and CPM-CONV interfaces
· Protocol translation between CPM-VAS and CPM-CONF interfaces.
Change 8:  5.3.1.6
Interworking Function
5.3.1.6 Interworking Function
The Interworking Function provides interworking capabilities between CPM-based Services and Non-CPM Communication Services.
NOTE:  Within the CPM architecture it is possible that multiple instances of the Interworking Function exist at the same time, e.g. one per Non-CPM Communication Service.
The Interworking Function SHALL support the following listed functions:

· CPM Message handling:

· Forwarding a CPM Message from the CPM Controlling Function or the CPM Participating Function to a Non-CPM Communication Service as a message specific for that Non-CPM Communication Service. 

· Receiving a message from the Non-CPM Communication Service and forwarding it as a CPM Message to the CPM Controlling Function or the CPM Participating Function. 

· CPM Session Invitation handling:

· Forwarding a CPM Session Invitation from the CPM Controlling Function or the CPM Participating Function to a Non-CPM Communication Service as a session invitation or a non-CPM message inviting a User specific for that Non-CPM Communication Service.

· Forwarding the response (e.g. accept, deny, timeout) to a session invitation or a non-CPM message inviting a User from a Non-CPM Communication Service to the CPM Controlling Function or the CPM Participating Function.

· Forwarding a session invitation from the Non-CPM Communication Service to the CPM Controlling Function or the CPM Participating Function as a CPM Session Invitation. 

· Forwarding the response (e.g. accept, deny, timeout) to a CPM Session Invitation from the CPM Controlling Function or the CPM Participating Function to a Non-CPM Communication Service as the response to a session invitation.

· Continuous Media handling:

· Forwarding continuous Media data received from a CPM entity to a Non-CPM Communication Service supporting continuous Media in the format specific for that Non-CPM Communication Service.

· Forwarding continuous Media data received from a Non-CPM Communication Service towards the CPM entities (with appropriate format-changes).

· Delivery notification and read reports handling:

· Forwarding delivery notifications and read reports from the CPM Controlling Function or the CPM Participating Function to a Non-CPM Communication Service.

· Forwarding delivery notifications and read reports from a Non-CPM Communication Service to the CPM Controlling Function or the CPM Participating Function.

Change 9:  5.3.1.7
Message and Media Storage Server
5.3.1.7
Message and Media Storage Server

The following resources, via the Message and Media Storage Server, can be accessed individually for fulfillment of specific resource management actions:

· Folders

· Media Objects (including Media Objects that are part of a CPM Message)

· CPM Messages (including CPM Messages that are part of a CPM Session History)

· CPM Session Histories

· CPM Threads

The Message and Media Storage Server provides the following high level functionalities:

· storage of the communication;

· storage of CPM Messages, CPM Session Histories, CPM Threads and Media Objects that Principals upload to it;

· synchronization of stored resources with the Message and Media Storage Client’s local storage of messages and media including synchronization management under scenarios with multiple Devices, according to the CPM User’s preferences and/or the service provider's policy;

· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources;

· management (e.g. copy, delete, …) of stored resources and access to those resources;

· search stored resources;

· record actions (e.g. uploaded/downloaded/modified/removed specific items such as CPM Messages, CPM Session Histories, CPM Threads and Media Objects) being performed on a Principal’s network-based storage, based on service provider policies and CPM User preferences;

· enforcement of quota and notification of overflows.

The stored resources can be subject to access control lists of Principals that can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;

· blacklists: a list of Principals that are denied access to the resource;

and associate the lists of Principals with all or a subset of the following privileges:

· copy;

· move between folders;

· rename;

· read / access;

· write / modify;

· delete.

Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message and Media Storage Server MAY support content adaptation (e.g. for previewing) of stored Media Objects before delivering to the CPM device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider’s policies
The Message and Media Storage Server interworks with other CPM Enabler components such as:

· the CPM Participating Function entity:

· for the composition of CPM Messages without requiring download of selected stored resources to the Message and Media Storage Client;

· for
·  storage of CPM Messages, CPM Sessions, CPM Conversations and Media Objects that are being exchanged within a CPM Conversation (via the CPM Conversation History Function);
· the Notification Entity:

· for notifications delivery ( e.g. quota overflows or arrival of a new message);

· the Message and Media Storage Client entity for

· Synchronization (e.g. periodically and/or partially) with the local storage on the Device(s) of a CPM User

· Uploading a CPM Message, a CPM Session History, a CPM Thread, a Media Object or a set of those from the Device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Thread, a Media Object (or a preview of a Media Object) or a set of those to the Device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, and/or Media Objects residing in the Message and Media Storage Server, with or without filtering criteria

· Providing references to a CPM Message, a CPM Session History, a CPM Thread, and/or a Media Object residing in the Message and Media Storage Server (e.g. for forwarding a CPM Message without downloading to the Device’s local storage)
Change 10:  5.3.2.8
Value-Added Services
5.3.2.8
Value-Added Services
The following entities interact with the CPM Enabler:

· CPM-enabled VAS: interacts with the CPM Controlling Function or the CPM Participating Function in order to access functionalities and related information in the CPM Enabler.

· CPM-enabled VAS (in the Device): interacts with the CPM Client in order to enable CPM functionalities for third-party applications to the CPM User.

The interfaces exposed to the VAS are defined in section Error! Reference source not found..
Change 11:  5.3.3
Interfaces Between CPM Entities
5.3.3
Interfaces Between CPM Entities

5.3.3.1
CPM-CONV
The CPM-CONV interface is exposed by the CPM Participating Function to allow other entities (such as the CPM Client) to access / trigger the functionalities of the CPM Participating Function (on behalf of a CPM User or a VAS).

Supported functionalities include:

· CPM Session signalling
· CPM Message transfer

· Continuous Media transfer

· Control of continuous Media transfers

· Delivery of stored deferred messages

The protocols used for the CPM-CONV interface are SIP, SDP [RFC4566], MSRP [RFC4975], and RTP/RTCP [RFC3550]. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of media streams, codecs, and other media related parameters supported during CPM Session set up. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
5.3.3.X
CPM-CONF

The CPM-CONF interface is provided by the CPM Controlling Function to allow entities to participate in a CPM Conversation.
Supported functionalities include:

· CPM Group Session signalling
· CPM Message transfer

· Continuous Media transfer

· Control of continuous Media transfers

The protocols used for the CPM-CONF interface are SIP, SDP [RFC4566], MSRP [RFC4975], and RTP/RTCP [RFC3550]. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control RTP sessions.
Change 12:  5.3.3.2
CPM-IW1
5.3.3.2
CPM-IW1
The CPM-IW1 interface is provided by the Interworking Selection Function to allow other entities (such as the CPM Controlling Function or the CPM Participating Function) to route CPM Messages, continuous Media, and CPM Sessions towards an Interworking Function that takes care of the interworking towards Non-CPM Communication Services.

Supported functionalities include:

· CPM Session signalling

· CPM Message transfer

The protocol used for the CPM-IW1 interface are SIP and SDP [RFC4566]. It is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of media streams, codecs, and other media related parameters supported during CPM Session set up.
Change 13:  5.3.3.6
CPM-UPR2
5.3.3.6
CPM-UPR2

The CPM-UPR2 interface is provided by the CPM User Preferences to allow other entities (such as the CPM Participating Function) to access the preferences of a CPM User.

Supported functionalities include:

•
Access to preferences of CPM Users

•
Subscription and notification of changes in XML documents.

The protocols used for the CPM-UPR2 interface are XCAP and SIP.

Change 14:  5.3.3.7
CPM-STO
5.3.3.7 CPM-STO

The CPM-STO interface is provided by the Message and Media Storage Server to allow other entities (such as the Message and Media Storage Client, the CPM Controlling Function  or the CPM Participating Function) to access the Message and Media Storage Server on behalf of a CPM User, or as an administrative entity.

Supported functionalities include:

· Authentication.

· Uploading and downloading of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects.

· Requesting that a Media Objects is being transcoded prior to downloading that Media Object (e.g. for a preview of the Media Object).

· Deletion of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects from the Message and Media Storage Server.

· Renaming and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects in a folder in the Message and Media Storage Server.

· Creation, deletion, moving, and renaming of folders in the Message and Media Storage Server.

· Moving and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects between folders in the Message and Media Storage Server.

· Searching within accessible folders in the Message and Media Storage Server.

· Synchronisation between the Message and Media Storage Client’s local storage and the Message and Media Storage Server.

· Obtaining a reference to a stored object, or obtaining a stored object using a reference in the Message and Media Storage Server (e.g. to be used for forward without download functionality).

· Management of access permissions to specific items in the Message and Media Storage Server.

Change 15:  5.3.3.8
CPM-NOTI
5.3.3.8
CPM-NOTI
The CPM-NOTI interface is provided by the Notification Entity to allow other entities (e.g. the CPM Controlling Function, the CPM Participating Function or the Message and Media Storage Server) to request the delivery of notifications to the Device(s) of a CPM User.

Change 16:  5.3.5.1.1
CPM-UUI

5.3.5.1.1
CPM-NNI

The CPM-NNI interface is provided by the CPM Participating Function to allow entities in a remote CPM environment to access / trigger the functionalities of the CPM Participating Function in the home CPM environment.

Signalling Control interface CPM-NNI supports the communication between the home CPM Participating Function and a CPM Conversation requestor located in a remote CPM Environment.  The CPM Conversation requestor can be a remote CPM Participating Function or a CPM Controlling Function. The interface relies on the communication via the SIP/IP Cores between the different networks.

NOTE: The CPM-NNI interface can also be used by remote SIP based networks for CPM-compatible SIP services.  

Supported functionalities include:

· CPM Session signalling

· CPM Message transfer

· Continuous Media transfer

· Control of continuous Media transfers

The protocols used for the CPM-NNI are SIP, SDP [RFC4566], MSRP [RFC4975], and RTP/RTCP [RFC3550]. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of media streams, codecs, and other media related parameters supported during CPM Session set up. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control the RTP sessions.

Change 17:  Appendix B – new section for the CPM Conversation Server

B.3 CPM Controlling Function and CPM Participating Function

The CPM architecture as depicted in Figure 2 shows the CPM Controlling Function and the CPM Participating Function as independent logical functional components. In certain deployments and/or implementations, the two functions may co-exist within a physical component. This section depicts two scenarios:

1. The CPM Controlling Function and the CPM Participating Function deployed as separate physical components;

2. The CPM Controlling Function and the CPM Participating Function deployed co-located in a physical CPM Conversation Server.
B.3.1 CPM Controlling Function and CPM Participating Function deployed separately

In this scenario, the CPM Controlling Function and CPM Participating Function are deployed separately in the home network and communicate using the CPM-CONF interface. 

[image: image3]
B.3.2 CPM Controlling Function and CPM Participating Function deployed co-located
In this deployment, the CPM Controlling Function and the CPM Participating Function are co-located on a physical server in the home network. In this deployment, it is left at the implementer’s discretion whether to implement the “internal” CPM-CONF and CPM-NNI interfaces between the home CPM Participating Function and the CPM Controlling Function.

[image: image4]
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