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1 Reason for Change

This CR addresses ADRR comment A0021 related to the notification entity and interfaces. 
After discussion of the INP http://www.openmobilealliance.org/ftp/Public_documents/MWG/MWG-CPM/2008/OMA-MWG-CPM-2008-0382-INP_ADRR_Notification_Entity_Analysis.zip
It was agreed to remove the notification entity and to describe the functionality of notification supported by the Push enabler.

This CR addresses comments A0021 and A0821 which are concerned with the filtering issue.

The filtering of notifications by CPM Users had not been addressed in the Ad before and is added by this CR to resolve those two comments.

Note that the Delivery Notifications and read are considered to not be subject to the same suppression as other notifications, since they are specifically requested by the CPM sender.
R01:  Updated based on off-line comments
	A0021
	2008.05.11
	T
	General
	Source: Acision

Form:  doc #0089

Comment: Requirement CPM-USA-003 is not covered by the AD. 
“ The CPM Enabler SHALL allow a CPM User to switch on/off notifications, subject to service provider's policy on which notifications can be switched on/off by this feature.”
Proposed Change: Add the appropriate text to the description of the Notification Entity.
	Status: CLOSED
Nortel
By CR 502
 

	A0821
	2008.05.11
	T
	5.3.1.7
	Source: Andrew Allen

Form: OMA-MWG-CPM-2008-0260

Comment: Editor’s Note: It is FFS (based on TS-work) whether really a Notification Entity separate from the Push Enabler is necessary. Potential unique functionality for the Notification Entity:

· Provide filtering of notifications on the basis of user preferences and service provider policies.

Proposed Change: Resolve Editor’s Note
	Status: CLOSED
NEC
By CR 502


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA-MWG is recommended to accept the proposed changes to the AD .
6 Detailed Change Proposal
Change 1:  5.3.1.3.2 add filtering support
5.3.1.3.2 CPM Participating Function

The CPM Participating Function is a user-specific function performed in the CPM User’s home network.

The CPM Conversation Server performing the Participating Function SHALL:

· Enforce policies when handling originating and terminating CPM Session requests and CPM Messages according to the CPM User preferences/service provider’s policies as follows:
· Validate CPM User’s service subscription, if the subscription to a CPM-based Service is managed by the CPM service provider.

· Give precedence to service provider policies over CPM User preferences, when applicable.

· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages via the Charging Enabler
· For CPM Session handling:

· Manage CPM Session initiation, modification and termination for originating or terminating CPM Users.

· Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the involved CPM Client.

· Provide SDP negotiation support.

· Support for multiple SIP sessions handling in a single CPM Conversation.

· Support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.

· Support content adaptation and provide content adaptation notifications, when notifications are enabled by the CPM User or service provider policies.
· For CPM Message handling:

· Provide sending and receiving of CPM Messages for originating and terminating CPM Users.

· Provide support for delivery notifications and read reports.
· Involve the CPM Deferred Messaging Function for storage and delivery of CPM Messages to be deferred when the recipient is offline or not willing to receive them, based on the preferences of the CPM User.

· Support content adaptation and provide content adaptation notifications, when notifications are enabled by the CPM User or service provider policies.
· Re-direct an incoming CPM Message to an alternate address based on Media Types and/or content adaptation, Communication Capabilities, preferences of the CPM User and/or service provider’s policies.
· Interact with the Message and Media Storage Server to handle a request from a CPM Client to send a CPM Messages with referenced stored resources without prior download of the resource to the Device.

· Interact with the Message and Media Storage Server to handle a request from a CPM Client to forward the referenced stored CPM Messages or CPM Session Histories without prior
· For multiple Device handling:

· Support multiple Device handling based on Media characteristics, Communication Capabilities, CPM User preferences and/or service provider’s policies:

· Support delivery of CPM Session Invitations and CPM Session modification requests to more than one Device for a CPM User.

· Support delivery of CPM Messages to more than one Device for a CPM User.

· Support delivery of continuous Media to more than one Device for a CPM User.

· Support sending delivery notification and read report to more than one Device for a CPM User.

· Support notification of a deferred CPM Message to more than one Device, when notifications are enabled by the CPM User or service provider policies.

· Ensure that only one delivery notification or read report is sent to the originator of the CPM Message in case the CPM Message was delivered to multiple devices.
· Support routing of a CPM Session with identical media characteristics to multiple registered Devices.
· Support routing of a CPM Session with a different subset of the media characteristics to multiple registered Devices.
· Support same CPM Session for multiple registered Devices.

· Support the transfer of a CPM Session between Devices of a CPM User.

· Support the transfer of a subset of the media streams of a CPM Session to a different device of a CPM User.
· Support request from the CPM Client to access information related to the Devices of the CPM User e.g. to determine the list of CPM Sessions per registered Device.
· Provide information about ongoing CPM Sessions (e.g. the used Media types) of the CPM Clients of the same CPM User
· Involve the Interworking Selection Function:

· for terminating CPM Session Invitations and terminating CPM Messages that are to be routed towards Non-CPM Communication Services based on the preferences of the recipient and service provider policies;

· for originating CPM Session Invitations and originating CPM Messages that are to be routed towards Non-CPM Communication Services based on service provider policies.

· Involve the CPM Conversation History Function for the storing of CPM Conversations to the Message and Media Storage Server based on either a CPM Client’s request or user preferences.
The CPM Conversation Server performing the Participating Function MAY:

· Support capabilities for lawful interception

· Act as Presence Source and Presence Watcher.

Change 2:  Section 5.3.1.3.5 Add filtering support. 

5.3.1.3.5 CPM Deferred Messaging Function

The CPM Deferred Messaging Function is always associated with the recipient’s CPM Conversation Server. 

The CPM Deferred Messaging Function SHALL:

· Provide policy enforcement according to the CPM User preferences and service provider’s policies.

· Temporarily keep CPM Messages and associated metadata when the message cannot be delivered.

· Provide support for message delivery when recipient becomes available and reachable. Both Push and Pull methods are supported as follows:

· The Push method directly delivers the message to all or a subset of the Devices bound to the recipient CPM User’s address(es).
· The Pull method provides notifications with message information (e.g. message size, message sender’s address, message sending time) to all or a subset of the Devices bound to the recipient CPM User’s address(es), and then the recipient can retrieve the message when needed.
· Manage the expiry time of a deferred message.

· Override the expiry time provided by the sending CPM Client with the operator defined maximum expiry time when applicable.

· Handle expired CPM Messages in accordance with the preferences of the recipient and the service provider policies (i.e. discard the message, store in the Message and Media Storage Server, or extend the expiry time).

· Send a non-delivery delivery notification in case of a discarded expired CPM Message, when notifications are enabled by the CPM User or service provider policies.
The CPM Deferred Messaging Function interacts with the Message and Media Storage Server to store expired CPM Messages in the recipient’s network storage, as determined by the preferences of the recipient and service provider policies.

The CPM Deferred Messaging Function interacts with the Notification Entity to provide notification of deferred messages.
Change 3:  Section 5.3.1.7 Add filtering support. 

5.3.1.7 Message and Media Storage Server

The following resources, stored on the Message and Media Storage Server, can be accessed individually for fulfillment of specific resource management actions:

· Folders

· Media Objects (including Media Objects that are part of a CPM Message)

· CPM Messages (including CPM Messages that are part of a CPM Session History)

· CPM Session Histories

· CPM Threads

The Message and Media Storage Server provides the following high level functionalities:

· storage of the communication;

· storage of CPM Messages, CPM Session Histories, CPM Threads and Media Objects that Principals upload to it;

· synchronization of stored resources with the Message and Media Storage Client’s local storage of messages and media including synchronization management under scenarios with multiple Devices, according to the CPM User’s preferences and/or the service provider's policy;

· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources , when notifications are enabled by the CPM User or service provider policies;

· management (e.g. copy, delete, …) of stored resources and access to those resources;

· search stored resources;

· record actions (e.g. uploaded/downloaded/modified/removed specific items such as CPM Messages, CPM Session Histories, CPM Threads and Media Objects) being performed on a Principal’s network-based storage, based on service provider policies and CPM User preferences;

· enforcement of quota and notification of overflows, when notifications are enabled by the CPM User or service provider policies.

The stored resources can be subject to access control lists of Principals, defined and managed by the CPM User, which can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;

· blacklists: a list of Principals that are denied access to the resource;

and which associate the lists of Principals with all or a subset of the following privileges:

· copy;

· move between folders;

· rename;

· read / access;

· write / modify;

· delete.

Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message and Media Storage Server MAY support content adaptation (e.g. for previewing) of stored Media Objects before delivering to the Device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider’s policies
The Message and Media Storage Server interworks with other CPM functional components such as:

· the CPM Conversation Server:

· with the Participating Function for the composition of CPM Messages without requiring download of selected stored resources to the Message and Media Storage Client;

· with the CPM Conversation History Function for

· storage of CPM Messages, CPM Sessions, CPM Conversations and Media Objects that are being exchanged within a CPM Conversation;

· the Notification Entity:

· for notifications delivery ( e.g. quota overflows or arrival of a new message);

· the Message and Media Storage Client for

· Synchronization (e.g. periodically and/or partially) with the local storage on the Device(s) of a CPM User

· Uploading a CPM Message, a CPM Session History, a CPM Thread, a Media Object or a set of those from the Device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Thread, a Media Object (or a preview of a Media Object) or a set of those to the Device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, and/or Media Objects residing in the Message and Media Storage Server, with or without filtering criteria

· Providing references to a CPM Message, a CPM Session History, a CPM Thread, and/or a Media Object residing in the Message and Media Storage Server (e.g. for forwarding a CPM Message without downloading to the Device’s local storage)
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