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1 Reason for Change

R01 changes are indicated in this color
· Change 1 not needed anymore as AD editor had changed Figure 3

· Change 2: deleted the Note and introduced another note in two different places. Also, adapted surrounding text to indicate that references to other sections refer to more detail being given there, and not to the Note.
· corrected the comment number (in Reason for Change section) taken from the Nortel contribution triggering Change 3 
· Actual changes recommended by Changes 3 through 6 remain untouched as they were agreed by the group in the 20080909 telco
During R&A following closure of all ADRR comments, NSN and Nortel raised miscellaneous comments. The interim AD editor addressed the editorial ones among them and left the other comments to be addressed by CR(s). This CR now addresses the non-editorial ones among the NSN comments (the Nortel ones are left to Nortel). 
In this section, we list all NSN comments that still need to be addressed and point toward solution proposals. The numbers preceding the comments (e.g, the number 5 preceding the first comment below) are as assigned per the interim AD editor in his CR #612r01.
5. 4.3 - the security section reads more like a requirements document than like an architecture. This needs to be corrected before consistency review.

We do not plan to do anything on this comment at this time to not unduly delay closure of AD review any further. It should be noted though that the security section needs technical and stylistic refinements as we continue to develop CPM. This may or may not include making this section normative as recommended per the latest AD template. At this time however, it is our opinion that the existing text on security issues is not good enough to become normative.
7. Figure 3: it is not clear how the arrows towards the dashed box "Supporting enablers, servers" need to be interpreted: are they going to individual boxes inside the dashed box or to the overall box. The latter is meant but should be made more explicit, maybe by some text or by enlarging the overall dashed box.

Addressed by Change 1 below - After discussion during the Sept 09 telco, we concluded to change Figure 3 rather than to add text. As the editor changed Figure 3 by now, our proposed Change 1 is moot and is not needed anymore.
10. 5.2 - "NOTE: Defining an interface between the CPM-based Service Client(s) and the CPM Client functional component is out-of-scope of the CPM Enabler." - When discussing Orange CR #604 and underlying review comment A0891, we concluded that a Note on client-side interfaces being out of scope would be more harmful than useful. Therefore, CR #604 was noted. Still, there is a similar Note in the AD left under CPM-based Service Client. This Note should then be deleted as well to be consistent.
Addressed by Change 2 below
17. 5.3.2.8 - now there are three interfaces exposed to VAS applications: CPM-CF is the third one. So, three references (or none) needed
Addressed by Change 3 below
19. 5.3.3.1 - PF-1 is now also used by IWF. So, the parantesized text “(on behalf of a CPM User or a VAS Application)” is not sufficient anymore. Propose to simply remove the parantheses.
Addressed by Change 4 below
20. 5.3.4.1.1 - description of CPM-PF2 is in section 5.3.4.1 on Communication with a Remote CPM Environment. But CPM-PF2 is also used by CF to access CS. So, either the heading must be changed or the text must be moved. Also, the text must be adapted to reflect hat PF2 is not exclusively used by remote components.

Addressed by Change 5 below
23. B.2 - the entire section ignores the fact that the ACF and the VAS Applications now can also talk to the CF (via CPM-CF direct or first via CPM-VAS). The section needs to be re-written. At the very least, we would need the following caveat in here: “For simplicity, the following text assumes that the CPM Controlling Function is deployed co-located with the CPM Conversation Server”
Addressed by Change 6 below. 

2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree
6 Detailed Change Proposal

Change 1:  Comment 7 on Figure 3 in Section 5.2 – superfluous now after AD editor had changed Figure 3 based on discussion in 20080909 CPM call

Change 2:  Comment 10 on deleting Note – Note deleted from 5.2, but other Note introduced in 5.3.1.1 and 5.3.1.2
The CPM functional components expose their functionalities to the following external functional components:

· VAS Application(s), which are applications using the CPM Enabler to deliver value-added services. See section 5.3.2.8 for details of this external functional component.
· CPM-based Service Client(s), which are applications running on a Device that are using functionalities of the CPM Enabler. See section 5.3.2.9 for details of this external functional component.

· A remote CPM environment, which is a CPM environment residing in another (remote) network. See section 5.3.2.11 for details of this external functional component.
…

5.3.1.1
CPM Client

The CPM Client resides in a Device. It is used to access network-based CPM functional components. The other functional components in the Device may communicate internally with the CPM Client. More detail on these functional components can be found in sections 5.3.1.2 and 5.3.2.

NOTE: Specifying interfaces or protocols for internal communication within a Device is out of scope of the CPM enabler.
The CPM Client is involved in the following high level functions: 
…

5.3.1.2
Message and Media Storage Client
The Message and Media Storage Client manages resources stored at Message and Media Storage Server in the network as well as the locally stored resources. The other functional components in the Device may communicate internally with the Message and Media Storage Client. More detail on these functional components can be found in sections 5.3.1.1 and 5.3.2.

NOTE: Specifying interfaces or protocols for internal communication within a Device is out of scope of the CPM enabler.
NOTE: The management of the local storage of a Device is out-of-scope for standardisation.
The Message and Media Storage Client SHALL be responsible for the following data management functions:
…
Change 3:  Add a reference to CPM-CF interface in 5.3.2.8 – accepted in 20080909 CPM call
5.3.3.1 VAS Applications
The VAS Applications are applications that are resident in the network, and interact with the CPM Controlling Function or the CPM Conversation Server in order to access functionalities and related information in the CPM Enabler.

The interfaces exposed to the VAS Applications are defined in sections 5.3.3.1, 5.3.3.2 and 5.3.4.3.1.
Change 4:  Delete parantheses – accepted in 20080909 CPM call
5.3.3.1 CPM-PF1

The CPM-PF1 interface is exposed by the CPM Conversation Server to allow other functional components (such as the CPM Client) to access / trigger the functionalities of the CPM Conversation Server.
Change 5:  Add text to CPM-PF2 description as shown, move the section on CPM-PF2 to new section 5.3.3.2 (right under CPM-PF1) and remove now useless section heading 5.3.4.1 “Communication with a Remote CPM Environment” – accepted in 20080909 CPM call
5.3.4.1.1 CPM-PF2
The CPM-PF2 interface is exposed by the CPM Conversation Server to allow functional components in a remote CPM environment to access / trigger the functionalities of the CPM Conversation Server in the home CPM environment.

Signalling Control interface CPM-PF2 supports the communication between the home CPM Conversation Server and a CPM Conversation requestor located in a remote CPM environment.  The CPM Conversation requestor can be a remote CPM Conversation Server or a CPM Controlling Function. The interface relies on the communication via the SIP/IP cores between the different networks.

NOTE: The CPM-PF2 interface can also be used by remote SIP based networks for CPM-compatible SIP services.  

In addition, the CPM-PF2 interface is used by the CPM Controlling Function in the home network to access the CPM Conversation Server, e.g. when one of the recipients of a group communication belongs to the same network as the originator and the group’s CPM Controlling Function forwards the message to the recipient’s CPM Conversation Server via the CPM-PF2 interface.  
Supported functionalities include:

· CPM Session signalling

· CPM Message transfer

· Media transfer within Media Streams
· Control of Media transfers within Media Streams
The protocols used for the CPM-PF2 are SIP, SDP, MSRP, and RTP/RTCP. SIP is used for CPM Session signalling and for discrete Pager Mode CPM Message transfer. SDP is used to describe the set of Media Streams with codecs, and other Media related parameters supported during CPM Session set up. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. RTP is used for continuous Media transport and RTCP supports for the exchange of information needed to control the RTP sessions.

NOTE: The exact network path used for the actual Media transfers (i.e. MSRP and RTP/RTCP protocols) will be negotiated via the SIP Signalling part of this interface. For example, it is possible that a CPM Conversation Server has a direct Media transfer with a CPM Client in a remote CPM environment.
The signalling part of the CPM-PF2 interface is dependent on an underlying SIP/IP core infrastructure.
Change 6:  Caveat on CF/CS split – accepted in 20080909 CPM call
B.2 Application Control Function

The CPM architecture as depicted in Figure 3 shows the Application Control Function as an independent logical functional component. However this is not the only deployment scenario. This section describes the most usual deployment scenarios that exist for the deployment of the Application Control Function:

1. The Application Control Function is deployed as a separate physical component
2. The Application Control Function is deployed co-located with the CPM Conversation Server
For simplicity, the following text assumes that the CPM Controlling Function is deployed co-located with the CPM Conversation Server. When CPM Controlling Function and CPM Conversation Server are not co-located, the below scenarios unfold further. 
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