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1 Reason for Change

a) Justification:

There is no flow for Content Storage Server stored Media management in the SD.
b) Clauses affected:

new appendix introduced
c) Summary of change:

Flows for Media upload and download are added.

d) Consequence if not approved:

No flow for Content Storage Server stored Media management in the SD.

e) Reason for revision:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

Appendix E. Content Storage flows

 E.1 Media storing

This subchapter describes storing Media in Content Storage Server.
 E.1.2 Device stored Media upload

This subchapter describes the case where a Content Storage Client stores to home network Content Storage Server a Media available at the Device.
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Figure 1: Content Storage Client stores a device stored Media to home network Content Storage Server
1. Content Storage Client A sends a Content store request containing 

- CPM User A address

- information needed for CPM User A address authentication

- address where the Media is to be stored

- Media to be stored.

2. Content Storage Server A authenticates the request, authorizes the request and if authentication and authorization are successful, the Content Storage Server A stores the Media included in the request at the address indicated in the request and responds with OK response.
 E.1.2 CPM Message attachment storing
This subchapter describes the case where a Content Storage Client stores to home network Content Storage Server a Media attached to a CPM Message available in home network Message Storage Server. The Media are not downloaded to the Device before storing.
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Figure 2: Content Storage Client stores a network stored Media to home network Content Storage Server
1. Content Storage Client A sends a Content store request containing

- CPM User A address

- information needed for CPM User A address authentication

- address where the Media is to be stored

- address from where the Media is to be fetched. The address points to the Media attached to the CPM Message stored in the home network Message Storage Server.

2. Content Storage Server A authenticates the request, authorizes the request and if authentication and authorization are successful, the Content Storage Server A sends a Message attachment fetch request containing 

- CPM User A address

- address from where the Media is to be fetched. The address points to the Media attached to the CPM Message stored in the home network Message Storage Server.
3. Message Storage Server A authorizes the request and if authorization is successful, the Message Storage Server A fetches the Media from the address indicated in the request and responds with OK response containing 

- the Media.

4. Content Storage Server A stores the Media included in the OK response at the address where the Media is to be stored indicated in the Content store request and responds with a OK response.

 E.2 Media fetching

This subchapter describes fetching Media from a Content Storage Server.
 E.2.1 Media fetching from local Content Storage Server

This subchapter describes the case where a Content Storage Client fetches a Media from home network Content Storage Server.
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Figure 3: Content Storage Client fetches a Media from home network Content Storage Server
1. Content Storage Client A sends a Content fetch request containing 

- CPM User A address

- information needed for CPM User A address authentication

- address from where the Media is to be fetched. The address points to home network Content Storage Server A.

2. Content Storage Server A authenticates the request, authorizes the request and if authentication and authorization are successful, the Content Storage Server A fetches the Media from the address indicated in the request and responds with a OK response containing
- the Media.
 E.2.2 Media fetching from remote Content Storage Server

This subchapter describes the case where a Content Storage Client fetches a Media from remote network Content Storage Server.
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Figure 4: Content Storage Client fetches a Media from remote network Content Storage Server
1. Content Storage Client A sends a Content fetch request containing 

- CPM User A address

- information needed for CPM User A address authentication

- address from where the Media is to be fetched. The address points to remote network Content Storage Server B.

2. Content Storage Server A authenticates the request and if authentication is successful, the Content Storage Server A sends a Content fetch request to the Content Storage Server B. The Content fetch request contains
- CPM User A address

- information needed for Content Storage Server A authentication

- address from where the Media is to be fetched. The address points to remote network Content Storage Server B.
3. Content Storage Server B authenticates the request, authorizes the request and if authentication and authorization are successful, the Content Storage Server B fetches the Media from the address indicated in the request and responds with a OK response containing
- the Media
4. Content Storage Server A forwards the OK response containing
- the Media.
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