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1 Reason for Change

Currently there are no flows for the Message Storage Server in the SD. The purpose of this CR is to add an initial set (a very simple, basic set) of flows and their description to the SD.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and accept this change request.
6 Detailed Change Proposal

Change 1:  New appendix with the initial set of flows and descriptions [to be inserted before the “Mapping of CPM requirements…” section.]
Appendix D. Message Storage flows (Informative)
D.1 Authentication
This flow describes how the Message Storage Client authenticates to the Message Storage Server.
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Figure 1: Authentication to Message Storage Server
1. Accessing the Message Storage Server requires authentication, therefore the Message Storage Client sends its request to the Message Storage Server. The request includes the credentials to be used for authentication.
2. The Message Storage Server verifies the supplied authentication credentials.

3. The Message Storage Server sends back its response to the requestor. The response includes status information about the transaction.
Note: mutual authentication can be performed using the same flow.
D.2 Selecting the Active Folder

This flow describes how the Message Storage Client selects the active folder on the Message Storage Server.
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Figure 1: Selection the active folder on the Message Storage Server
1. The Message Storage Client is required to select the active folder; therefore it sends its request to the Message Storage Server. The request includes the name of the folder to be set as active.
2. The Message Storage Server verifies that the folder exists, and selects it as the active folder.
3. The Message Storage Server sends back its response to the requestor. The response includes status information about the transaction.

D.3 Storing a Message Object
This flow describes how the Message Storage Client stores a Message Object to the Message Storage Server.

[image: image3.emf]Message Storage Client Message Storage Server

1. Store Message Request

3. Store Message Response

2. Store Message Object


Figure 1: Storing a Message Object to the Message Storage Server
1. To store a Message Object, the Message Storage Client sends its request to the Message Storage Server. The request includes the Message Object to be stored.

2. The Message Storage Server takes into account the user preferences, the service provider policies, verifies that there is enough storage space, assigns a unique identifies to the supplied Message Object and stores it into the active folder.

3. The Message Storage Server sends back its response to the requestor. The response includes the unique identifier that has been assigned for the newly stored Message Object.
D.4 Retrieving a Message Object

This flow describes how the Message Storage Client retrieves a Message Object from the Message Storage Server.
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Figure 1: Retrieving a Message Object to the Message Storage Server
1. To retrieve a Message Object, the Message Storage Client sends its request to the Message Storage Server. The request includes the identifier of the Message Object to be retrieved.

2. The Message Storage Server verifies that a Message Object with the supplied Message Object identifier exists in the active folder, and retrieves the Message Object from the storage.

3. The Message Storage Server sends back its response to the requestor. The response includes the requested Message Object.

Appendix E. Mapping of CPM requirements to SIMPLE IM TS (Informative)
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