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1 Reason for Change

The current AD shows connections between the Message Storage Server and the XDM Enabler and between the Content Storage Server and the XDM Enabler. Within the SD work we have not been able to agree upon a set of XDM-stored user preferences that would apply to these network-based stores. Hence it is appropriate to remove these connections from the AD.
This change request implements the removal of the connections between the Message Storage Server and the XDM Enabler and the Content Storage Server and the XDM Enabler.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Remove lines between XDM Enabler and the Message Storage Server and Content Storage Server from figure 4.
5.2 Architectural Diagram
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Figure 3: CPM architecture diagram.
Figure 3 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions with each other and with external functional components. In this figure the supporting Enablers are split into a clients-part (which reside on the Device) and a servers-part (which reside in the network). The exact interactions between the CPM functional components and the supporting Enablers are depicted in Figure 4 below.
The CPM Enabler consists of the following CPM functional components: 

· The CPM Controlling Function, which is responsible for handling CPM Messages and CPM Sessions that need group functionalities (e.g. Pre-defined Groups, control of Media Streams, …).
· The CPM Participating Function, which acts as the network-side surrogate for the CPM User, including the coordination of the interaction with the multiple CPM Clients the CPM User may have.
· The Application Control Function, which provides access to functionalities of the CPM Controlling Function and of the CPM Participating Function towards external functional components, for example Applications. See section 5.3.1.5 for details of this functional component.
· The Message Storage Server, which provides management and storage functions for CPM Messages, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them in the network. See section 5.3.1.8 for details of this functional component.
· The Content Storage Server, which provides management and storage functions for standalone Media Objects in the network. See section 5.3.1.10 for details of this functional component.

· The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message or CPM Session. See section 5.3.1.6 for details of this functional component.
· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services). See section 5.3.1.7 for details of this functional component.
· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM functional components such as the CPM Participating Function. See section 5.3.1.1 for details of this functional component.
· The Message Storage Client, which manages CPM Messages, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them stored at Message Storage Server in the network as well as at the Device’s local storage. See section 5.3.1.2 for details of this functional component.
· The Content Storage Client, which manages standalone Media Objects stored at Content Storage Server in the network as well as at the Device’s local storage. See section 5.3.1.3 for details of this functional component.
The CPM functional components expose their functionalities to the following external functional components:

· VAS Application(s), which are applications using the CPM Enabler to deliver value-added services. See section 5.3.2.8 for details of this external functional component.
· CPM-based Service Client(s), which are applications running on a Device that are using functionalities of the CPM Enabler. See section 5.3.2.9 for details of this external functional component.
· A remote CPM environment, which is a CPM environment residing in another (remote) network. See section 5.3.2.11 for details of this external functional component.
The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· A SIP/IP core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler. See section 5.3.2.1 for details of this external functional component.
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler. The following supporting Enablers are used by the CPM Enabler:
· The Presence Enabler for retrieving Presence Information from and publishing Presence Information to.
· The XDM Enabler for storage and manipulation of CPM User preferences, User Preferences Profiles, CPM Group definitions, user list definitions, and user policy information.

· The Charging Enabler for the submission of charging information.

· The Push Enabler for the delivery of notifications to the Device(s) of a CPM User.

· The CAB Enabler for complementing the CPM Enabler with address book functionality
· The Device Management Enabler for the management of the CPM Client’s, the Message Storage Client’s and the Content Storage Client’s settings.
See sections 5.3.2.2 to 5.3.2.7 for details on why and how the CPM Enabler uses these supporting Enablers.
· Non-CPM Communication Services, which are other communication Services to which the CPM Enabler connects via the Interworking Function(s). See section 5.3.2.10 for details of this external functional component.
Figure 4 shows the details of the interactions between the functional components of the CPM Enabler and the supporting Enablers.
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Figure 4: Interactions between the CPM Enabler functional components and the supporting Enablers.
Note to the reviewers and the editor: In the above figure the links between the Content Storage Server and the XDM Enabler and between the Message Storage Server and the XDM Enabler have been removed.
Change 2:  Remove XDM connections from Message Storage Server and Content Storage Server sections.
5.3.1.9 Message Storage Server

The following resources, stored on the Message Storage Server, can be accessed individually for fulfillment of specific resource management actions:

· Folders

· CPM Messages (including CPM Messages that are part of a CPM Session History) including any Media Objects attached to them
· CPM Session Histories including any Media Objects attached to them
· CPM Conversation Histories
The Message Storage Server SHALL support the following functionalities:

· Authentication of the locally recognized User address;
NOTE: Locally recognized User address is any address known by the Message Storage Server and is independent of the access method.

· Authentication of the requesting remote environment trusted server;
· Storage of CPM Messages, CPM Session Histories, CPM Conversation Histories, including any Media Objects that are part of CPM Messages or  CPM Session Histories
· Synchronization of stored resources with the Message Storage Client’s local storage including synchronization management under scenarios with multiple Devices, according to the CPM User’s preferences and/or the service provider's policy

· Support of management of access control lists over folders and notification of changes to the resources or to the privileges associated with the folders, when notifications are enabled by the CPM User or service provider policies
· Management (e.g. copy, delete, …) of stored resources and access to those resources

· Searching stored resources

· Recording actions (e.g. uploaded/downloaded/modified/removed specific items such as CPM Messages, CPM Session Histories, CPM Conversation Histories and Media Objects that are part of CPM Messages or  CPM Session Histories) being performed on a Principal’s network-based storage, based on service provider policies and CPM User preferences

· Enforcement of quota and notification of overflows, when notifications are enabled by the CPM User or service provider policies
· Routing requests from served home CPM environment Message Storage Clients for access to resources of a remote CPM environment to the remote CPM environment Message Storage Servers.

The stored resources can be subject to access control lists of Principals associated with folders, defined and managed by the CPM User, which associate Principals with all or a subset of the following privileges:
· copy

· move between folders

· rename

· read / access

· write / modify

· delete

Folders are subject to an additional privilege that allows their creation and the listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message Storage Server MAY support content adaptation (e.g. for previewing) of stored Media Objects attached to CPM Messages, CPM Session Histories and of CPM Messages (e.g. character set conversion) before delivering to the Device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider policies
The Message Storage Server interacts with other CPM functional components such as:

· the CPM Participating Function:

· for the composition of CPM Messages without requiring download of selected stored resources to the Message Storage Client

· for storage of CPM Messages, CPM Sessions, CPM Conversations and Media Objects that are part of CPM Messages or  CPM Session Histories
· the Message Storage Client for

· Synchronization (e.g. periodically and/or partially) with the local storage on the Device(s) of a CPM User

· Uploading a CPM Message, a CPM Session History, a CPM Conversation History, including any Media Objects that are part of CPM Messages or  CPM Session Histories or a set of those from the Device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Conversation History, a Media Object that are part of CPM Messages or  CPM Session Histories (or a preview of a Media Object) or a set of those to the Device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored CPM Messages, CPM Session Histories, CPM Conversation Histories, and/or Media Objects that are part of CPM Messages or  CPM Session Histories residing in the Message Storage Server, with or without filtering criteria

· Providing references to a CPM Message, a CPM Session History, a CPM Conversation History, and/or a Media Object that are part of CPM Messages or  CPM Session Histories residing in the Message Storage Server (e.g. for forwarding a CPM Message without downloading to the Device’s local storage)
The Message Storage Server interacts with the following supporting Enablers:

· The Charging Enabler for the submission of Charging Events for both Online and Offline Charging.
· 
· The Push Enabler for notifications delivery (e.g. quota overflows or arrival of a new message).
5.3.1.10 Content Storage Server

The following resources, stored on the Content Storage Server, can be accessed individually for fulfillment of specific resource management actions:

· Folders

· Standalone Media Objects 

The Content Storage Server SHALL support the following functionalities:

· Authentication of the locally recognized User address;
NOTE: Locally recognized User address is any address known by the Content Storage Server and is independent of the access method.

· Authentication of the requesting remote environment trusted server;
· Storage of standalone Media Objects

· Synchronization of stored standalone Media Objects with the Content Storage Client’s local storage of the standalone Media Objects including synchronization management under scenarios with multiple Devices, according to the CPM User’s preferences and/or the service provider's policy

· Support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources, when notifications are enabled by the CPM User or service provider policies
· Management (e.g. copy, delete, …) of stored resources and access to those resources

· Searching stored resources

· Recording actions (e.g. uploaded/downloaded/modified/removed standalone Media Objects) being performed on a Principal’s network-based storage, based on service provider policies and CPM User preferences

· Enforcement of quota and notification of overflows, when notifications are enabled by the CPM User or service provider policies
· Routing requests from served home CPM environment Content Storage Clients for access to resources of a remote CPM environment to the remote CPM environment Content Storage Servers.
· Downloading  and storing of a Media Object attached to a CPM Message or a CPM Session History from a Message Storage Server
The stored resources can be subject to access control lists of Principals, defined and managed by the CPM User, which associate Principals with all or a subset of the following privileges:
· copy

· move between folders

· rename

· read / access

· write / modify

· delete

Folders are subject to an additional privilege that allows their creation and the listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Content Storage Server MAY support content adaptation (e.g. for previewing) of stored standalone Media Objects before delivering to the Device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider policies
The Content Storage Server interacts with other CPM functional components such as:

· the CPM Participating Function:

· for the composition of CPM Messages without requiring download of selected stored resources to the Content Storage Client (via the CPM Participating Function)
· the Content Storage Client for

· Synchronization (e.g. periodically and/or partially) with the local storage on the Device(s) of a CPM User

· Uploading a standalone Media Object or a set of those from the Device’s local storage

· Downloading a standalone Media Object (or a preview of a standalone Media Object) or a set of those to the Device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored standalone Media Objects residing in the Content Storage Server, with or without filtering criteria

· Providing references to a standalone Media Object residing in the Content Storage Server
· the Message Storage Server for
· Downloading and storing of a Media Object attached to a CPM Message or a CPM Session History
The Content Storage Server interacts with the following supporting Enablers:

· The Charging Enabler for the submission of Charging Events for both Online and Offline Charging.
· 
· The Push Enabler for notifications delivery (e.g. quota overflows or arrival of a new message).
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