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1 Reason for Change

The following editor’s note is still present in the section on interworking decision when a CPM User is not registered.
Editor's note: The interworking when the CPM User has blocked reception of incoming CPM communications is FFS

To the opinion of the author of this contribution it is clear that handling blocked reception needs to come before the decision to interwork. Hence, this particular topic doesn’t need to be handled in the section on interworking. However, reviewing the CPM Message sending and CPM Session initiation sections of the SD, it is concluded that these are not as clear as they should be on this topic. Therefore it is concluded that in order to resolve the editor’s notes these sections have to updated to be more clear about how to handle blocked reception of incoming CPM communications.
This change requests implements the above analysis in the SD and removes the editor’s note.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update description in section 5.2.2.1.2.
5.2.2.1.2 CPM Messages to a CPM Group

When sending a CPM Message to a CPM Ad-hoc Group, the CPM Client SHALL include the addresses of the target CPM Users and the target non-CPM Users when sending the CPM Message. The CPM Client SHALL use the address of the CPM Controlling Function provisioned to the CPM Client as the target address of the CPM Message.
Editor’s note: How to handle non-CPM users needs to be followed on further down in this section.
When sending a CPM Message to a CPM Pre-defined Group, the CPM Client SHALL include the address of the target CPM Pre-defined Group when sending the CPM Message. The CPM Client SHALL use the address of the CPM Pre-defined Group as the target address of the CPM Message. The CPM Client SHALL indicate the CPM Feature Tag in the CPM Message.

NOTE:
The CPM Feature Tag is used by the SIP/IP Core to route the CPM Message to the CPM Participating Function.
Upon request from CPM User to send a CPM Message, the CPM Client SHALL send a CPM Message towards the target address via the SIP/IP Core. 

The SIP/IP Core serving the sender routes the CPM Message to the CPM Participating Function serving the sender based on the included CPM Feature Tag. 

The CPM Participating Function serving the sender SHALL authorize the sender and if authorized, the CPM Participating Function SHALL send the CPM Message towards the target address via the SIP/IP Core.

The SIP/IP Core serving the sender forwards the CPM Message towards the target address.

The SIP/IP Core serving the target address routes the CPM Message to the CPM Controlling Function based on the included CPM Feature Tag.
When the CPM Controlling Function receives a CPM Message targeted to a CPM Pre-defined Group, the CPM Controlling Function SHALL fetch the CPM Pre-defined Group members as well as the policies from the Shared Group XDM and SHALL determine whether to allow the request or not based on the policies stored as part of the CPM Pre-defined Group definition such as whether the service requested is allowed for the group, whether the requesting CPM User is allowed to initiate the service, etc.

When the CPM Controlling Function receives a CPM Message targeted to a CPM Ad-hoc Group, the CPM Controlling Function SHALL determine whether to allow the request or not based on the service provider policies.

When the CPM Controlling Function allows the request, the CPM Controlling Function SHALL respond with a CPM Message successful response and SHALL send the CPM Message towards each CPM Group member via the SIP/IP Core; otherwise, the CPM Controlling Function SHALL reject the request with an appropriate error response. When distributing the CPM Message to the members of a CPM-Pre-defined Group, the CPM Controlling Function SHALL ensure that the CPM Message contains both the CPM Address of the sender of the CPM Message and the address of the CPM Pre-defined Group.
The CPM Controlling Function SHALL indicate the CPM Feature Tag in the CPM Messages it sends towards the recipients. 
For each recipient, the SIP/IP Core associated with the CPM Controlling Function and the SIP/IP Core serving the recipient route the CPM Message to the CPM Participating Function serving the recipient based on the included CPM Feature Tag. 

The CPM Participating Function serving the recipient SHALL handle the CPM Message in the same manner as a CPM Message that is sent to a single recipient, as described in section 5.2.2.1.1.

If supported by the SIP/IP Core serving the recipient, it adds the target CPM Address into the CPM Message. If this is not supported by the SIP/IP Core serving the recipient, the CPM Participating Function serving the recipient SHALL add the target CPM Address into the CPM Message.

Subsequently the SIP/IP Core serving the recipients routes the CPM Message to the addressed recipient’s CPM Client.

Upon receiving the CPM Message, the recipient's CPM Client SHALL respond with a CPM Message successful response. 

Change 2:  Update description in section 5.2.3.1.1.2.
5.2.3.1.1.2 Network serving the invited CPM User
The SIP/IP Core serving the invited CPM User routes the CPM Session Invitation to the CPM Participating Function serving the invited CPM User based on the included CPM Feature Tag. 

Upon receiving the CPM Session Invitation, the CPM Participating Function SHALL:

· reject the CPM Session Invitation, if 

· user preferences of the recipient indicate rejection for the received CPM Session Invitation; or,

NOTE:
The user preferences can depend on e.g. originator address, undisclosed sender identity, or requested Media Streams.
· no CPM Client of the recipient is registered and the user preferences of the recipient indicate rejection for an incoming CPM Session Invitation;

· if multiple CPM Clients are registered:

1. determine which CPM Clients are not to receive the CPM Session Invitation based on criteria such as offered Media Types of in the CPM Session Invitation, the capabilities of CPM Clients of the invited CPM User, invited CPM User's preferences and service provider policies.
2. indicate in the CPM Session Invitation the Unique User Agent Identifier(s) of the CPM Client(s) not eligible for reception of the CPM Session Invitation.
· determine whether or not to continue the CPM Session establishment or interworking is needed.
1. if CPM Session, route the CPM Session Invitation to the invited CPM Client via the SIP/IP Core from which the CPM Session Invitation was received.

2. if interworking, route the CPM Session Invitation to the Interworking Selection Function through the SIP/IP Core if interworking is to occur as described in the section 5.3.1.1 “Interworking Decision”
· decide whether or not to remain in the media path for this session according to service provider policy.

If supported by the SIP/IP Core serving the recipient, it adds the received CPM Address of the called party into the CPM Session Invitation. If this is not supported by the SIP/IP Core serving the recipient, the CPM Participating Function serving the recipient SHALL add the received CPM Address of the called party into the CPM Session Invitation.

Subsequently the SIP/IP Core serving the recipients routes the CPM Session Invitation to the CPM Clients of the invited CPM User apart from those listed as not eligible for reception of the CPM Session Invitation.

Change 3:  Remove editor’s note.
5.3.1.1 Interworking Decision
The decision to interwork happens in the originating network, the controlling network, or the terminating network.

There are different scenarios in which the CPM Participating Function and the CPM Controlling Function decide whether interworking is to occur. These scenarios are detailed in each of the following subsections.

5.3.1.1.1 Not Registered CPM User

When the terminating CPM Participating Function that is responsible to finally deliver a specific CPM Session Invitation or CPM Message to the target CPM user receives this CPM Session Invitation or this CPM Message and the target CPM User is currently not registered for the CPM service, the terminating CPM Participating Function SHALL analyze the service provider policies and user preferences of the target CPM User. If the conclusion indicates that delivery is to be done using a Non-CPM Communication Service, the terminating CPM Participating Function SHALL send the CPM Session Invitation or CPM Message to the Interworking Selection Function.
NOTE:
the user preferences can indicate other methods of handling the CPM Message or the CPM Session Invitation, e.g. to defer the CPM Message
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