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1 Reason for Change

This CR proposes CPM group Session Handling Client procedures initial text for the chapter “Session Invitation on Terminating Side” in section 8.4.2.
R01 – based on offline discussion with Ericsson and included as co-sign
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Session Invitation on Terminating Side
8.4.2. Session Invitation on Terminating Side
Upon receiving from the CPM Controlling Function, a SIP INVITE request of a CPM 1-1 Session or a CPM Group Session, the CPM participating Function: 

1. SHALL check that  the Authenticated Originator's CPM Address of the sender is not rejected according to the access policy as follows: 

· a). check for rules where the <conditions> element  evaluates to true for the CPM service by evaluating the <service-list> elements and  <service> elements with the attribute “featuretag”  the value “+g.oma-xxx” as described in [OMA-XDM-Shared-Policy]. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

· b). check for rules where the <conditions> child element <media-list> evaluates to true for the session. If such a rule exists, continue to evaluate the rules in the next step, otherwise continue in step 2.

· c) check for rules where the <conditions> element evaluates to true for the sending CPM User. If such a rule exists continue to evaluate the rules in the next step, otherwise continue in step 2.

· d) check for rules that evaluates to true for the session and with the value “true” in the <allow-reject-invite> action element defined in [OMA-XDM-Shared-Policy] or,

· e) check for rules that evaluates to true for the session invitation with the value “true”  in the <allow-reject-invite > action element defined in [OMA-XDM-Shared-Policy].  

If a rule in step d) or e) has been evaluated to true, the incoming CPM request SHALL be rejected, and the CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to “xxx”. Otherwise, continue with the rest of the steps; 
Editor’s note: to handle the case when no client is registered is FFS
2. Shall apply operator policies on message size and content as follows: 

SHALL check the SIP INVITE SDP attributes against operator policies specified for the service and for the CPM user. If the size or content do not conform to the policies, the CPM Participating Function SHALL respond with a SIP 488 “Not Acceptable Here” response to the originating network containing the size and content supported by operator policies. Otherwise, continue with the rest of the steps;
3. If the CPM Participating Function stays in the media path, the CPM Participating Function:
a. SHALL copy the received Request-URI; 
b. SHALL cache the list of supported SIP methods if such methods were received in the Allow header;
c. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the CPM Session; 
d. SHALL generate a SIP INVITE request with the following details;
i. SHOULD include an Allow header with all supported SIP methods;
ii. SHALL insert a URI identifying its own address and include the CPM Feature Tag ‘xxx’ in the Contact-header of the SIP INVITE request; 
iii. SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] , [RFC4566] and for MSRP sessions [RFC4975] and information received in the SDP;

iv. SHALL check the terminating user preferences if one or more of the user’s devices should not receive the session invitation and for those devices add their public GRUU to the “Reject-Contact” header.
Editor’s note: whether to add public GRUU or UUID in step above is FFS.
e. 
i. 
f. SHALL start recording the CPM Conversation as described in Chapter 8.6 “Record CPM Conversation History” if  the terminating user preferences has requested storing of CPM Conversation; and
g. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
4. If the CPM Participating Function does not stay in the media path, the CPM Participating Function:

a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the CPM Session;
b. SHALL include a Record-Route header containing a URI identifying its own address; and,
c. SHALL check the terminating user preferences if one or more of the user’s devices should not receive the message and for those devices add their public GRUU to the “Reject-Contact” header; and
Editor’s note: whether to add public GRUU or UUID in step above is FFS.
Editor’s Note: When PF does not stay in media path, resolving user preferences request for CPM Conversation recording is FFS.
d. SHALL forward the SIP INVITE according to rules and procedures of [RFC3261] and SIP/IP Core.
Upon receiving a SIP 200 "OK" response, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 

1. SHALL cache the list of supported SIP methods if such methods were received in the Allow header for further communications;
2. SHALL store the contact received in the Contact header for further communications;
3. SHALL generate a SIP 200 "OK" response; 
4. SHALL include the received SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566];

5. SHALL include a SIP URI for the Contact header as follows:

a. constructed such that the CPM Participating Function can resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response; 
Editor’s Note: Whether PF can construct SIP URI dynamically is FFS.
6. SHALL send the SIP 200 "OK" response to the CPM Client according to rules and procedures of SIP/IP Core; and,

Upon receiving a SIP 200 "OK" response, and when the CPM Participating Function is acting as a SIP proxy, the CPM Participating Function:

1. SHALL forward the SIP 200 "OK" response toward the initiating CPM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,
2. SHALL continue to act as a SIP proxy for the duration of the CPM Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the CPM Participating Function SHALL forward the SIP final response along the signalling path towards the initiating CPM Client according to [RFC3261].
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