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1 Reason for Change
This CR clarifies the handling of Read and Delivery report handling when message is stored in the MSS
2  Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed.
6 Detailed Change Proposal

Change 1:  Client Procedures
7.2.7.1 Generate Delivery Notification

1. On receipt of a SIP MESSAGE or MSRP SEND from the CPM Participating Function, the CPM Client SHALL check whether the message contains the request for a successful delivery notification element in a CPIM header as described in [RFC5438];
2. If true, the CPM Client SHALL construct a successful delivery notification (IMDN) according to the rules and procedures of [RFC5438] and with the following additional clarifications. Otherwise, no further steps are required;
a. The  CPM Client SHALL include in the Request-URI the public GRUU included in the Contact header of the received SIP INVITE or the Authenticated Originator’s CPM Address of the received  SIP MESSAGE. 
b. If the received  request is for a CPM Group, the CPM Client SHALL set the Request-URI to the address included in Referred-By header of SIP MESSAGE or SIP INVITE.

Editor’s note: Disposition notification for ad-hoc groups is FFS
c. The CPM Client SHALL send the SIP MESSAGE for successful delivery notification.
7.2.7.2 Generate Read Report

7.2.7.2.1 For CPM Message received directly from Participating Function

1. After displaying a CPM Message, the CPM Client SHALL check whether the message contains the request for display notification element in CPIM header as described in [RFC5438] to generate a read report;
2. If true, when the CPM Client determines that the CPM User has read the message(e.g. by user confirmation), the CPM Client SHALL construct a display notification according to the rules and procedures of [RFC5438] and with following additional clarifications.  Otherwise, no further steps are required;
a. The  CPM Client SHALL include in the Request-URI the public GRUU included in the Contact header of received  SIP INVITE request or the Authenticated Originator’s CPM Address of received  SIP MESSAGE request.
b. If the received  request is for a CPM Group, the CPM Client SHALL set the Request-URI to the address included in the Referred-By header of the received SIP MESSAGE request or SIP INVITE request;
c. The CPM Client SHALL send the SIP MESSAGE request for a read report.
7.2.7.2.2 For Stored CPM Message retrieval

When CPM Client receives the CPM Message retrieved from the Message Storage Server via Message Storage Client, the CPM Client SHALL:
1. After displaying a received CPM message, the CPM Client SHALL check whether the message contains the request for display notification element in CPIM header as described in [RFC5438] and if “Read-report-handled” status flag attribute does not exist indicating to generate a read report;
2. If true, when the CPM Client determines that the CPM User has read the message (e.g. by user confirmation) and has allowed to send read report notification, the CPM Client SHALL construct a SIP MESSAGE request for a display notification according to the rules and procedures of [RFC5438] and with following additional clarifications:
a. The  CPM Client SHALL include in the Request-URI the public GRUU included in the Contact header of received  SIP INVITE request or the Authenticated Originator’s CPM Address of received  SIP MESSAGE request;
b. If the received  request is for a CPM Group, the CPM Client SHALL set the Request-URI to the address included in the Referred-By header of the received SIP MESSAGE request or SIP INVITE request;
c. The CPM Client SHALL send the SIP MESSAGE request for a read report.
3. The CPM Client SHALL add “Read-report-handled” status flag attribute to the corresponding message in the Message Storage Server via Message Storage Client to indicate that future retrievals of this message need not handle read report. 
Change 2:  Server Procedures

8.3.2 Terminating Side

8.3.2.1 Deliver CPM Pager Mode Message to a CPM Client

Upon receiving a SIP MESSAGE request destined to a terminating CPM User, the CPM Participating Function:
1. SHALL check that  the Authenticated Originator's CPM Address of the sender in the CPM message is not rejected according to the Access Policy as follows: 

a. Check for rules where the <conditions> element  evaluates to true for the CPM service by evaluating the <service-list> elements and  <service> elements with the attribute “featuretag” the value “+g.oma.sip-cpm” as described in [OMA-XDM-Shared-Policy]. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

Editor's note: It is assumed that the [OMA-XDM-Shared-Policy] will be updated to store the user preferences related to access policy for CPM. 

Editor's note: The parameters used in this procedure are the same as those already defined in [OMA-XDM-Shared-Policy].

Editor's note: The value for the CPM Feature Tag may be modified during development of the TS.

b. Check for rules where the <conditions> child element <media-list> evaluates to true for the defined CPM media pager-mode-message. If such rules exist, continue to evaluate the rules in the next step, otherwise continue in step 2.

c. Check for rules where the <conditions> element evaluates to true for the sending CPM User. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

d. Check for rules that evaluates to true for the CPM media pager mode message with the value “true”  in the <allow-reject-invite > action element defined in [OMA-XDM-Shared-Policy] 

If a rule in step d) has been evaluated to true, the incoming CPM message SHALL be rejected, and the CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;

2. Shall apply service provider policies on message size and content as follows: 

SHALL check the message content against the Service provider policies specified for the service and for the CPM User. If the content does not conform to the policies, the CPM Participating Function SHALL respond with a SIP 415 “Unsupported Media Type” response with the list of supported formats and/or media types to the originating client. Otherwise, continue with the rest of the steps; 

3. If the “Expires” header is included, it SHALL check if the CPM Message is still valid. If not, the CPM Message is handled based on local policy (e.g. discard the CPM Message);

4. SHALL check the Active User Preference Profile for the user’s instruction on how to handle the incoming message 

a. If the user is not registered or has set his availability status to “not available” and his preferences are to

i. Reject the message

The CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;
ii. Defer the message

The CPM Participating Function SHALL put the message in the deferred messages queue and SHALL respond with a SIP 202 OK response.

iii. Store the message

a. The CPM Participating Function SHALL store the message in the user’s message store including the disposition notification (only read report) request, if present in the CPM Message and SHALL determine whether specific content needs to be stored in the content store as described in yyy. The CPM Participating Function SHALL respond with a SIP 200 OK response.

b. Upon successfully storing the CPM Message, if the original CPM Message contained a delivery notification  request, the CPM Participating Function SHALL construct a SIP MESSAGE request for a successful delivery notification according to the rules and procedures of [RFC5438] and with the following additional clarifications. Otherwise, no further steps are required:
i. SHALL include in the Request-URI the public GRUU included in the Authenticated Originator’s CPM Address of the received SIP MESSAGE request;
ii. SHALL set the Request-URI to the address included in the Referred-By header of the received SIP MESSAGE request or SIP INVITE request if the received  request is for a CPM Group;  
iii. SHALL send the SIP MESSAGE request for successful delivery notification.
iv. Deliver the message as a non-CPM message

The CPM Participating Function SHALL invoke the Interworking Selection Function by sending the message to the ISF as described in xxx.
How to set the availability status of the CPM user is TBD

The actual names of the parameters in step 1 used to check the user preferences will be included once they are defined by PAG in XDM 2.1

b. If the user is registered, continue with the rest of the steps. 
Editor’s note: align this set of options with the SD
5. SHALL check if the CPM User’s preference for history recording is set to active and if set to “active”, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
6. SHALL check the user preferences, device capabilities, device connectivity and server provider policies of the user to determine which CPM Clients should receive the request, the CPM Participating Function:
i. SHALL duplicate the request for each selected CPM Client;
ii. SHALL set Request-URI in each request to each selected CPM Client’s public GRUU obtained in the registration NOTIFY request as specified in the section 8.1.3 “Handling Registration Event Information”;
iii. SHALL send the request via the SIP/IP Core towards each of the user’s selected CPM Clients.
Upon receiving the first SIP 2xx final response from one of the selected CPM Clients, the CPM Participating Function SHALL send the SIP final response along the signalling path towards the originating CPM Client according to rules and procedures of [RFC3261]; Any further 2xx, 3xx or error SIP final responses received from other CPM Clients SHALL NOT be sent back towards the originating CPM Client..
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