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1 Reason for Change

The method of extending a CPM 1-1 session to a group session currently relies on sending the “Replaces” header from the originating client to the terminating client. The “Replaces” header contains the Call-Id which is modified by intermediate nodes acting as B2BUAs. This makes it impossible to reuse the Replaces header to correlate between the initial 1-1 session and the new invitation for a group session.
A new CPM parameter “CPM-Replaces” is proposed to carry the same “CPM-Contribution-ID” parameter in the new INVITE as the one that was received in the original INVITE for the 1-1 session.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be discussed and agreed.
6 Detailed Change Proposal

Change 1:  Modify section 7.3.5
7.3.5   Extending a CPM 1-1 Session to a CPM Group Session

When a Participant in a CPM 1-1 Session wants to add one or more users to the session, the CPM Client:
1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];
2. SHALL include an Accept-Contact header with the CPM feature-tag ‘+g.oma.cpm.chat’, according to rules and procedures of [RFC3841];
3. SHALL include the CPM feature-tag ‘+g.oma.cpm.chat’, in the Contact header according to rules and procedures of [RFC3840];
The exact feature tag to be used is FFS
4. SHALL include the CPM release version in the User-Agent header ;
5. SHOULD include an Allow header with all supported SIP methods;
6. SHALL set the Request-URI of the SIP INVITE request to the Controlling Function URI  provisioned in the CPM Client;
7. SHALL add the invited user(s) in a MIME resource-list body according to [RFC5366], including also the identity of the original invited user;
a. SHALL for the originally invited user identity in the MIME resource list, include the CPM-Replaces header with the CPM-Contribution-ID corresponding to the original session. 
8. The CPM Client SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc CPM Group Session as provisioned for the CPM Client. If exceeded, the CPM Client SHOULD notify the CPM User. Otherwise, continue with the rest of the steps;
9. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];
10. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975];
11. SHALL send the SIP INVITE request towards the controlling CPM Server according to rules and procedures of SIP/IP Core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client: 

1. SHALL store the CPM Session Identity if received in the Contact header as described in [RFC4579]; 

2. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028]; and,

3. MAY subscribe to the Conference State Event Package as specified in section 7.4.9 “CPM Group Session Information”
4. SHALL interact with the User Plane.
Change 2:  Modify section 7.4.2.1

7.4.2 Receiving CPM Group Session Invitation

  7.4.2.1 CPM Client invited to a CPM Group Session

On receipt of the initial SIP INVITE request the CPM Client: 

1. MAY reject the SIP INVITE request with an appropriate response code as specified in [RFC3261] for example:

a. when the CPM Client determines that there is not enough resources to handle the CPM Session; 
b. any other reason outside the scope of this specification.

2. SHALL store the list of supported SIP methods if received in the Allow header; 
3. SHALL store as the CPM Group Session Identity the content of the Contact header; 
4. If a CPM-Replaces header is received, it SHALL determine whether a corresponding CPM 1-1 Session exists and if so, it SHALL replace it with the new CPM Group Session ; otherwise it SHALL send a SIP 481 “Call/Transaction Does Not Exist” response;
5. If the CPM user accepts the CPM Session invitation, perform steps 6, 7, 8, 9 and 10. If the CPM Client declines the CPM Session invitation, perform step 11; 
6. SHALL generate a SIP 200 “OK” response to the SIP INVITE request;
7. SHALL include the accepted Media Parameters and “accept-types” a-line attribute in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264], [RFC4566], and for MSRP sessions [RFC3428] and [RFC4975];
8.  MAY include a display name as specified in subclause 6.3 “Display Name” in the SIP 200 “OK” response to the initial SIP INVITE request;

9. SHALL send the SIP 200 “OK” response; 
10. SHALL send a SIP BYE to end the CPM 1-1 Session, or,
11. SHALL send a SIP 480 “Temporarily Unavailable” response if the CPM User or CPM Client declines the CPM Session invitation or a SIP 408 “Request Timeout” response if the invitation times out.
Change 3:  Modify section 9.2.1 and 9.2.1.1
9.2.1 Incoming Requests


9.2.1.1 Ad-Hoc Session Invitation Request

Upon receiving of an initial SIP INVITE request the CPM Controlling Function:
1. The CPM Controlling Function SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not,
a. It SHALL respond with a SIP 403 “Forbidden” response to the originating network and  SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261];
b. Otherwise, continue with rest of the steps; 

2. SHALL check if the SIP INVITE received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed by service provider policy:
a.  If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" error response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'
b. Otherwise, continue with the rest of the steps;
3. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in a CPM Ad-hoc Group is not exceeded. 
a. If exceeded, the CPM Controlling Function SHALL respond with  SIP 486 “Busy Here”  and SHOULD include a warning header with the proper warning text;
b.  Otherwise, continue with the rest of the steps; 
4. SHALL check if the SDP parameters in the SDP offer of the inviting User are allowed/supported by the CPM Controlling Function according to service provider policy. 
a. If the received SDP parameters are not allowed, the CPM Controlling Function SHALL respond with SIP 488 “Not Acceptable here”  with a description of the supported SDP parameters  by the CPM Controlling Function, 
b. otherwise continue with the rest of the steps;
5. SHALL store the supported SIP methods if received in the Allow header;
6. SHALL use the display name described in section 6.3 “Display Name”;

7. SHALL establish a CPM Group Session and allocate a CPM Group Session Identity  as described in [RFC4579];

8. SHALL invite the users listed in the MIME resource-lists body according to rules and procedures of [RFC5368] as specified in section 9.2.2.1 "Session Invitation Request". If a CPM-Replaces header is included in one of the entries in the MIME resource-lists body, it SHALL ensure that the header is added into the new SIP INVITE request for that entry.
Upon receiving a SIP 200 “OK” response for the SIP INVITE request, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to rules and procedures of [RFC3261] and the following additional clarifications if the SIP final response is not yet sent to the inviting client;

a. SHOULD include an Allow header with all the supported SIP methods
b. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to rules and procedures of [RFC4028];
c. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag corresponding to CPM Session;
d. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release version in User-agent and Server headers”;
e. SHALL include the Authenticated Originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” set to the CPM Controlling Function;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975] with the following additional clarifications;
a. The CPM Controlling Function SHALL include media attribute of SDP body allowed/supported by the CPM Controlling Function according to service provider’s policy;
b. The CPM Controlling Function SHALL include ‘a’ attributes accompanying the media line selected by the CPM Controlling Function according to service provider’s policy.
Editor’s Note: How to handle different accepted media types from various clients is FFS
3. SHALL send a SIP 200 “OK” response to the inviting network.

4. SHALL initiate the Media Plane as in section 9.3 “CPM Group Session User Plane Handling”.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the CPM Controlling Function SHALL perform one of the following:
1. SHALL send the SIP final response towards the inviting CPM Client, if a SIP final response was received from all the invited clients and the SIP 200 "OK" response is not yet sent to the inviting CPM Client;

2. SHALL remove inviting client from the CPM Group Session as specified in section 9.2.2.4 "Participant Removing Request ", if a SIP final response other than 2xx or 3xx was received from all the invited clients and the SIP 200 "OK" response has already been sent to the inviting CPM Client.
Change 4:  Add header definition in Appendix C

Appendix C CPM-specific SIP Headers

C1.4 
   CPM-Replaces 
A CPM-Replaces header in an INVITE request carries the same CPM Contribution Identity associated with a previously established CPM 1-1 Session that should be replaced by the new CPM Session Invitation.

A sending CPM Client MUST include a CPM-Replaces header in each INVITE request that extends a CPM 1-1 Session into a CPM Group Session. This header will contain the value of the CPM-Contribution-ID sent in the original CPM 1-1 Session. The receiving CPM Client uses this value to end the previous session if it accepts the new session invitation.

Example:

CPM-Replaces: abcdef-1234-5678-90ab-cdef01234567

Change 5:   Add to section 5.3
5.3   CPM Conversation Identification

In order to support the concept of CPM Conversations and a threaded view of a CPM Conversation History, three new CPM-specific SIP headers have been defined:

· CPM-Conversation-ID: this is a header that contains the CPM Conversation Identity that is associated with CPM Messages, CPM File Transfers and CPM Sessions. All CPM Messages, CPM File Transfers and CPM Sessions belonging to the same CPM Conversation carry the same value for the CPM-Conversation-ID header.
· CPM-Contribution-ID: this is a header that contains the CPM Contribution Identity of the individual CPM Message, CPM File Transfer or CPM Session that is part of a CPM Conversation.
· CPM-ReplyTo-Contribution-ID: this is a header that, in case of a reply to an earlier received CPM Message, CPM File Transfer or CPM Session, contains the CPM Contribution Identity of the CPM Message, CPM File Transfer or CPM Session that is being replied to.

See Appendix C ”CPM-specific SIP Headers” for a formal definition of these three CPM-specific SIP headers.

These three CPM-specific SIP headers are end-to-end SIP headers. They SHALL NOT be modified or deleted by any intermediate node in any CPM communication.

The three headers SHALL be carried in Pager Mode CPM Messages (SIP MESSAGE request) and the session invitations of Large Message Mode CPM Messages, CPM File Transfers and CPM Sessions (SIP INVITE request). All CPM functional components SHALL support these CPM-specific SIP headers.
In order to support the concept of extending a CPM 1-1 Session to a CPM Group Session, a new CPM-specific SIP header has been defined:

· CPM-Replaces: this is a header that contains the CPM-Contribution-ID of a previously established CPM 1-1 Session that is to be replaced by a CPM Group Session.
See Appendix C ”CPM-specific SIP Headers” for a formal definition of this CPM-specific SIP header.

Remove from normative reference section 2.1
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