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1 Reason for Change

CR 271R06 which proposed the CPM Feature tags was approved.
This CR implements the agreed changes in the CPM Conv TS for the CPM Controlling Function using the CPM feature tags .
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be discussed and agreed.
6 Detailed Change Proposal

Change 1:  Update section 9.1.4
9.1.4 Large Message Mode CPM Message to CPM Ad-hoc Group
Upon receiving an initial SIP INVITE request containing the address of the CPM Controlling Function in the Request-URI, the CPM Controlling Function:
1. SHALL verify that the received CPM Feature Tag, corresponds to the Large Message Mode CPM Message ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ Feature Tag, and  if verified successfully continue with rest of the steps;

2. SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function:
· SHALL return SIP 403 “Forbidden” response;
· SHOULD include a Warning header with the warning text set to ‘Service not authorised';
Otherwise, continue with rest of the steps;
3. SHALL check from the MIME <resource-lists> body that the maximum number of receivers allowed in a CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function:
· SHALL return SIP 486 “Busy Here” response;
· SHOULD include a Warning header with the warning text set to 'Too many recipients'.
Otherwise, continue with the rest of the steps;
4. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
· SHALL respond with SIP 403 “Forbidden” response
· SHOULD include an “Error-Info” header to explain the reason as specified by [RFC3261];
· Otherwise, continue with rest of the steps;
5. SHALL check if the SIP INVITE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the Authenticated originator’s CPM Address. If not allowed, the CPM Controlling Function:
· SHALL return a SIP 403 “Forbidden” response;
· SHOULD include a Warning header with the warning text set to 'Anonymity not allowed';
Otherwise, continue with the rest of the steps; 
6. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028];
7. SHALL act as a conference focus according to rules and procedures of [RFC4353];
8. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the SIP session; 
9. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365];
10. SHALL send the SIP INVITE requests towards each member as specified in the section 9.1.6 “Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving the first SIP 200 OK response, CPM Controlling Function: 

1. SHALL generate SIP 200 OK response according to rules and procedures of [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE Request as an answerer SDP according to rules and procedures of [RFC3264], [RFC4566], [MSRP-ACM] and [RFC4975] with the following clarification:
a. SHALL include media line proposing MSRP media parameters
b. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= recvonly.

e. SHALL set the a=setup attribute as “passive”. 
3. SHALL include the CPM release version in the Server header;

4. SHOULD include Allow header with all supported SIP methods by CPM Controlling Function;

5. SHALL include a URI identifying its own address in the Contact header, and

6. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];
7. SHALL send the SIP 200 OK response according to rules and procedures of SIP/IP Core.
Editor’s note: How to express User-Agent and Server headers is FFS.
Upon receiving a SIP ACK acknowledgement, CPM Controlling Function: 
1. SHALL initiate MSRP Session as specified in section 9.1.x “MSRP session handling for Large Message Mode CPM Message”;

2. SHALL send SIP ACK acknowledgement according to rules and procedures of SIP/IP Core.

Upon receiving a MSRP SEND, CPM Controlling Function:

1. SHALL handle MSRP SEND request as specified in section 9.1.x “MSRP session handling for Large Message Mode CPM Message”.
Upon receiving a SIP BYE request from the sender CPM User, CPM Controlling Function: 

1. SHALL respond to the BYE request as described in [3GPP TS24.229] and [RFC3261]; 
2. SHALL send BYE request towards each CPM Ad-hoc Group member; and
3. SHALL release the resources, related to the CPM Ad-hoc Group.
Change 2:  Modify section 9.2.1.1
9.2.1.1  Ad-Hoc Session Invitation Request

Upon receiving an initial SIP INVITE request the CPM Controlling Function:
1. SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not,
a. It SHALL respond with a SIP 403 “Forbidden” response to the originating network and  SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261];
b. Otherwise, continue with rest of the steps; 

2. SHALL check if the SIP INVITE received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed by service provider policy:
a.  If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" error response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'
b. Otherwise, continue with the rest of the steps;
3. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in a CPM Ad-hoc Group is not exceeded. 
a. If exceeded, the CPM Controlling Function SHALL respond with  SIP 486 “Busy Here”  and SHOULD include a warning header with the proper warning text;
b.  Otherwise, continue with the rest of the steps; 
4. SHALL check if the SDP parameters in the SDP offer of the inviting User are allowed/supported by the CPM Controlling Function according to service provider policy. 
a. If the received SDP parameters are not allowed, the CPM Controlling Function SHALL respond with SIP 488 “Not Acceptable here”  with a description of the supported SDP parameters  by the CPM Controlling Function, 
b. Otherwise continue with the rest of the steps;
5. SHALL store the supported SIP methods if received in the Allow header;
6. SHALL use the display name described in section 6.3 “Display Name”;

7. SHALL establish a CPM Group Session and allocate a CPM Group Session Identity  as described in [RFC4579];

8. SHALL invite the users listed in the MIME resource-lists body according to rules and procedures of [RFC5368]  as specified in section 9.2.2.1 "Session Invitation Request". If a CPM-Replaces header is included in one of the entries in the MIME resource-lists body, it SHALL ensure that the header is added into the new SIP INVITE request for that entry.
Upon receiving a SIP 200 “OK” response for the SIP INVITE request, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to rules and procedures of [RFC3261] and the following additional clarifications if the SIP final response is not yet sent to the inviting client;

a. SHOULD include an Allow header with all the supported SIP methods
b. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to rules and procedures of [RFC4028];
c. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ corresponding to CPM Session;
d. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release version in User-agent and Server headers”;
e. SHALL include the Authenticated Originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” set to the CPM Controlling Function;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975] with the following additional clarifications;
a. The CPM Controlling Function SHALL include media attribute of SDP body allowed/supported by the CPM Controlling Function according to service provider’s policy;
b. The CPM Controlling Function SHALL include ‘a’ attributes accompanying the media line selected by the CPM Controlling Function according to service provider’s policy.
Editor’s Note: How to handle different accepted media types from various clients is FFS
3. SHALL send a SIP 200 “OK” response to the inviting network.

4. SHALL initiate the Media Plane as in section 9.3 “CPM Group Session User Plane Handling”.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the CPM Controlling Function SHALL perform one of the following:
1. SHALL send the SIP final response towards the inviting CPM Client, if a SIP final response was received from all the invited clients and the SIP 200 "OK" response is not yet sent to the inviting CPM Client;

2. SHALL remove inviting client from the CPM Group Session as specified in section 9.2.2.4 "Participant Removing Request ", if a SIP final response other than 2xx or 3xx was received from all the invited clients and the SIP 200 "OK" response has already been sent to the inviting CPM Client.
Change 3:  Modify section 9.2.1.2
9.2.1.2  Pre-defined Group Session Invitation Request

Upon receiving an initial SIP INVITE request the CPM Controlling Function:
1. SHALL check that the group identity in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Shared-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM service is not supported then the CPM Controlling Function SHALL perform the actions specified in section ‎x.x "Conference URI does not exist". Otherwise, continue with the rest of the steps;
Editor’s Note: x.x. “Conference URI does not exist” is ffs
2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the CPM Controlling Function SHALL reject the request with a SIP 403 "Forbidden" response according to the rules and procedures of [RFC3261]. It SHALL include a Warning header with the warning text set to '105 isfocus already assigned'. Otherwise, continue with the rest of the steps;
3. SHALL check whether anonymity is allowed for the Authenticated Originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a Warning header with a proper text. Otherwise, continue with the rest of steps;
Editor’s Note: Requirement of allowing anonymity on a per group basis, or per user within a group, needs to be clarified and made consistent throughout the TS. 

4. SHALL validate that the Media Parameters are acceptable for the CPM Pre-defined Group and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
5. SHALL store the supported SIP methods if received in the Allow header;
6. SHALL use the display name, if a display name is included, according to the priority specified in section 6.3 “Display Name”;
Editor’s Note: meaning of priority in Step 6 needs to be clarified.

7. If the CPM Group does not have an active CPM Group Session, SHALL establish a conference focus and allocate a CPM Group Session Identity for the CPM Group Session as described in [RFC4353], and the CPM Controlling Function:

a) SHALL determine if the Authenticated Originator’s CPM Address is allowed the action <allow-initiate-conference> as specified in [OMA-XDM-Shared-Group] and if the policy does not allow session initiation, then the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261]; otherwise continue with the rest of the steps.

b) SHALL determine if the value of the <invite-members> element is ‘true’ and if  so SHALL invite members of the Pre-defined CPM Group as specified in section 9.2.2.1 “Session Invitation Request”; 
c) SHALL interact with the Media Plane as described in section 7.5.2 “Media Plane for CPM Session”.
8. If the CPM Group already has an active CPM Group Session, SHALL process the request as described in section 9.2.1.3 “Joining Pre-defined Group Session”;

Upon receiving a SIP 200 “OK” response for the SIP INVITE request, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to rules and procedures of [RFC3261] and the following additional clarifications; 

a. SHOULD include an Allow header with all the supported SIP methods
b. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to rules and procedures of [RFC4028];
c. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ corresponding to CPM Session;
d. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release version in User-agent and Server headers”;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975] with the following additional clarifications
a. The CPM Controlling Function SHALL include media attribute of SDP body allowed/supported by the CPM Controlling Function according to service provider’s policy;
b. The CPM Controlling Function SHALL include ‘a’ attributes accompanying the media line selected by the CPM Controlling Function according to service provider’s policy.
Editor’s Note: How to handle different accepted media types from various clients is FFS
3. SHALL send a SIP 200 “OK” response to the inviting network.

4. SHALL initiate the Media Plane as in section 9.3 “CPM Group Session User Plane Handling”.
Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the CPM Controlling Function SHALL perform one of the following:
1. SHALL send the SIP final response towards the inviting CPM Client, if a SIP final response was received from all the invited clients and the SIP 200 "OK" response is not yet sent to the inviting CPM Client;

2. SHALL remove inviting client from the CPM Group Session as specified in section 9.2.2.4 "Participant Removing Request ", if a SIP final response other than 2xx or 3xx was received from all the invited clients and the SIP 200 "OK" response has already been sent to the inviting CPM Client.
Change 4:  Modify section 9.2.2.1 
9.2.2.1 Session Invitation Request

When the CPM Controlling Function proceeds to set up a CPM Group Session, it 

1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the following clarifications:
2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘‘3gpp-service.ims.icsi.oma.cpm.session’’ if an Accept-Contact header is received but does not contain a  ‘‘3gpp-service.ims.icsi.oma.cpm.session’’  Feature Tag, according to rules and procedures of [RFC3841];
3. SHALL copy the values received in each Accept-Contact header to a corresponding Accept-Contact header in the outgoing SIP request, if any Accept-Contact headers are received; 
4. SHALL include in the Contact header as CPM Group Session Identity the contact address of the conference and the CPM feature-tag '3gpp-service.ims.icsi.oma.cpm.session’ and the "isfocus" feature parameter;
5. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [RFC4028];

6. SHALL include the Supported header set to "timer";

7. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header by the Inviting CPM Client;

8. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions, [RFC4975] and [MSRP-ACM] and the following additional instruction:

a. Include all the ‘a’ attributes accompanying the MSRP media line selected by the CPM Controlling Function from those contained in the original SDP offer from the originating network;

b. Set the a=setup attribute as “actpass”;
9. SHALL include the Authenticated Originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” as follows:
a. with the URI and Display name set to the CPM Address of the Inviting CPM Client in case of CPM Ad-hoc Group Session; or,

b. with the URI and Display name set to the CPM Group Identity in case of the Pre-defined Group;

10. SHALL set the Request-URI to the CPM Address of the CPM User to be invited;

11. SHALL include a Referred-By header with the Authenticated Originator’s CPM Address of the Inviting CPM Client;

12. MAY include the “Subject” header associated with the Group if it is a Pre-defined group;

· Note: The Subject header of the CPM Pre-defined Group has precedence over the Subject header received from the Inviting CPM Client.
13. If the SIP INIVTE request contains a URI-List, the CPM Controlling Function SHALL send the SIP INVITE request to each of the participants in the URI-list as defined in [RFC5366];

14. If the SIP INVITE request is for a pre-defined group, the CPM Controlling Function SHALL send the SIP INVITE request to each one of the members of the pre-defined group;
15. SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
Upon receiving an error response that indicates that the recipient is not a CPM subscriber, e.g., 488 Not Acceptable Here response, the CPM Controlling Function SHALL send the SIP INVITE to the ISF. Responses coming from the IWF are treated the same way as responses coming from CPM Participants.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the CPM Controlling Function:

1. SHALL store the list of supported SIP methods if they were received in the Allow header; and

2. SHALL store the contact received in the Contact header.
Upon receiving SIP 200 "OK" response for the SIP INVITE request the CPM Controlling Function 

1.  SHALL store the list of supported SIP methods if they were received in the Allow header; 

2. SHALL store the contact received in the Contact header;

3. SHALL check whether privacy is allowed in this CPM Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the CPM Controlling Function SHOULD release the CPM Client from the CPM Session immediately as specified in 9.2.2.4 “Participant Removing Request”.  Allowing privacy in the Group is defined using <allow-anonymity> element as specified in [OMA-XDM-Shared-Group].  If allowed, provide anonimization according to [RFC3323] and [RFC3325] and continue with the rest of the steps;

4. SHALL interact with the Media Plane  as specified in 9.3 “CPM Group Session User Plane Handling”; and,
5. SHALL send a notification to the CPM Clients, which have subscribed to the participant information that an invited CPM User has joined in the CPM Group Session, as specified in section 9.2.3.2 “Sending Participant Information notifications".
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