Doc# OMA-COM-CPM-2012-0021-CR_FileTransfer_AD.doc
Change Request

Doc# OMA-COM-CPM-2012-0021-CR_FileTransfer_AD.doc
Change Request


Change Request

	Title:
	File Transfer enhancement features in AD 
	|X| Public      |_| OMA Confidential

	To:
	COM CPM WA

	Doc to Change:
	OMA-AD-CPM-V2_0-20120423-D

	Submission Date:
	17 May 2012

	Classification:
	|X| 0: New Functionality
|_| 1: Major Change
|_| 2: Bug Fix
|_| 3: Editorial

	Source:
	Thinh Nguyenphu, NSN; thinh.nguyenphu@nsn.com
Bernhard Meier, Ericsson; berhard.meier@ericsson.com
Cristina Badulescu, Ericsson; cristina.badulescu@ericsson.com
Yeh, Ning-Chia, Verizon; Ning-Chia.Yeh@VerizonWireless.com
Jerry Shih, AT&T; Jerry.shih@att.com
Michael Koester, Deutsche Telekom AG; mkoester@telekom.de 
Yann Gestraud, Orange SA,  yann.gestraud@orange-ftgroup.com
Tom Van Pelt, GSM Association; TvanPelt@gsm.org
Bipin Patel, Interop Technologies; bipin.patel@interoptechnologies.com
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Reason for Change
R01 – online edits during May 30 CPM CC

Addressing the following new requirements for CPM File Transfer in the AD:

	Label
	Description
	Enabler Release

	…
	…
	…

	
	File Transfers:
	

	CPM-CONV-047
	The CPM Enabler SHALL allow a preview of the file to be transferred to be provided in the CPM File Transfer invitation.
	CPM V2.0

	CPM-CONV-048
	The CPM Enabler SHALL allow either sender or recipient to stop the CPM File Transfer at any time during the transfer.
	CPM V2.0

	CPM-CONV-049
	The CPM Enabler SHALL allow a CPM File Transfer to be initiated by either end point while having an ongoing CPM Session between them.
	CPM V2.0

	CPM-CONV-050
	The CPM Enabler SHALL ensure that the end of a CPM File Transfer SHALL NOT lead to termination of any simultaneous ongoing CPM Session for either Principal.
	CPM V2.0

	CPM-CONV-051
	The CPM Enabler SHALL ensure that the CPM File Transfer invitation includes the file size, file name and type of the file to be transferred. 
	CPM V2.0

	CPM-CONV-052
	The CPM Enabler SHALL allow a service provider to configure a maximum file size allowed for the CPM File Transfer.
	CPM V2.0

	CPM-CONV-053
	The CPM Enabler SHALL allow both sender or recipient to resume an interrupted CPM File Transfer without having to re-send the entire file.
	CPM V2.0

	CPM-CONV-054
	The CPM Enabler SHALL ensure that a CPM File Transfer invitation is sent to all registered devices of the file recipient, and that once the recipient accepts or denies the file transfer request on one of his/her devices, the outstanding invitations are cancelled on his/her other devices.
	CPM V2.0

	
	CPM Sessions:
	

	…
	…
	…



Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The COM CPM WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the CPM AD.
Detailed Change Proposal
Section 4.2

4.2 [bookmark: _Ref322332600][bookmark: _Toc322967017]Version 2.0
Additional features are provided in this release, as follows:
· Chat enhancements:
· File transfer featuresCPM File Transfer enhancements:
· Support CPM File Transfer while having an ongoing CPM Session.
· Support CPM File Transfer termination independently without impact an ongoing CPM Session, or vice versa.
· Support CPM File Transfer termination by either sender or recipient
· Explicit support for file size, file name, and type in a CPM File Transfer request.
· Define a maximum file size policy.
· Support multi device CPM File Transfer request and termination, with cancellation to all remaining devices after one of the devices accepts

· Enhanced standalone message support.


Editor’s note : Inputs are invited to fill this section
[bookmark: _Ref233004114][bookmark: _Toc271043273][bookmark: _Toc322967018]


Section 5 .1

[bookmark: _Toc322967020]5.1 Dependencies
[bookmark: _Toc78874795][bookmark: _Toc80735595]The CPM Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications (IETF, 3GPP, 3GPP2). Where the CPM Enabler interacts directly with external OMA Enablers, it does so under the Enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the CPM service provider and the provider of the external Enablers, a policy enforcement step may be required.
The CPM Enabler depends on at least the following technologies:
· Session Initiation Protocol (SIP) as described in [RFC3261]
· Session Initiation Protocol (SIP) Extension for Instant Messaging as described in [RFC3428]
· Session Description Protocol  (SDP) as described in [RFC4566]
· Message Session Relay Protocol (MSRP) as described in [RFC4975]
· Real-Time Transport Protocol (RTP) and RTP Control Protocol (RTCP) as described in [RFC3550]
· Internet Message Access Protocol version 4 (IMAP4) protocol as described in [RFC3501]
· A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable CPM File Transfer as described in [RFC5547]
The CPM Enabler depends on technologies provided by external OMA Enablers, including the following:
· Presence technology: Presence Enabler as described in [OMA-PRS-AD]
· XML document management technology: XDM Enabler as described in  [OMA-XDM-AD]
· Device provisioning technology : Device Management Enabler as described in [OMA-DM-PRO]
· Notification delivery technology: Push Enabler as described in [OMA-PUSH-AD]
Furthermore, the CPM Enabler is dependent on an underlying SIP/IP core infrastructure to transport SIP messages between the CPM functional components. A particular instantiation of the SIP/IP core infrastructure is the IP Multimedia Subsystem as specified in either [3GPP TS23.228] or [3GPP2 X.S0013-002].

Section 5.3.1.1

[bookmark: _Ref203198162][bookmark: _Toc271043284]5.3.1.1 CPM Client
The CPM Client resides in a Device. It is used to access network-based CPM functional components. The other functional components in the Device may communicate internally with the CPM Client. More detail on these functional components can be found in section 5.3.1.2.
NOTE:	Specifying interfaces or protocols for internal communication within a Device is out of scope of the CPM Enabler.
The CPM Client is involved in the following high level functionalities: 
· SIP/IP core related communication
· Media Plane communication
· Client-side CPM service logic execution
· Communication internal to the Device with the supporting Enablers clients and the Message Storage Client.
The CPM Client is responsible for generating and receiving SIP requests and responses. The CPM Client SHALL be able to use related functionalities provided by the SIP/IP core.
The CPM Client SHALL support the following registration-related functionalities:
· Registration of the CPM Client, the CPM User’s Address(es) and the CPM device name.
The CPM Client SHALL support the following client-side CPM service logic related functionalities:
· Supporting the CPM User to use his/her associated CPM Addresses in parallel.
· Generating, sending and receiving CPM Standalone Messages and CPM Chat Messages
Sending a CPM Message
· Indicating the sensitive nature of a CPM Message
· Indicating the priority level of a CPM Message
· Indicating one CPM Address to be used for reply for CPM Standalone Messages
Receiving a CPM Message
Requesting to forward a CPM Message without downloading the CPM Message
Requesting and receiving as well as generating and sending delivery notifications and/or read reports
Attaching Media Objects, CPM Messages, CPM File Transfer Histories, CPM Session Histories or CPM Conversation Histories to a CPM Message:
· from the local storage of the Device
· or by providing references to their locations on either the Message Storage Server or the Content Storage Server (without requiring their download to the Device)
Activating/de-activating storage of CPM Standalone Messages during a CPM Conversation
· Initiating and receiving files with Media Objects via CPM File Transfers within and outside of CPM Sessions.
· Initiating or receiving the request to resume a previously incomplete or interrupted CPM File Transfer. 
· Performing CPM Session handling related functions
CPM Session initiation, joining and termination
· Negotiating the CPM Session characteristics (e.g. Media Stream Types and codecs of used Media Streams)
· Indicating the preferred Media Stream
CPM Session modification
· Dynamically adding/modifying/removing Media Streams during a CPM Session
Activating/de-activating storage (in the network) of a CPM Session for a CPM User
CPM Session information request and reception
· Requesting information such as the Media Stream Types of the Media Streams currently being used in an ongoing CPM Session of the CPM User and receiving this information
· Performing CPM Group Session handling related functions
Using CPM Pre-defined Group definition to initiate a CPM Group Session
Initiating ad-hoc type of CPM Group Sessions
Receiving invitations to CPM Group Sessions
Requesting CPM Group Session information (e.g. Participant information), and receiving notifications of changes in the CPM Group Session information
Setting and modifying its own SIP session parameters
Terminating its own participation
Setting and modifying CPM Group Session parameters  
Terminating a CPM Group Session
Adding and removing Participants
Providing the CPM User with the capability to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session
· Performing CPM Conversation handling related functions
Starting a CPM Conversation by sending a CPM Standalone Message, initiating a CPM File Transfer or establishing a CPM Session.
Initiating and terminating CPM File Transfer without terminating other CPM Conversations.
The CPM Client SHALL support the following client-side CPM service logic related functionalities related to the usage of multiple Devices:
· Allowing the CPM User to create/modify a Device name
· Providing the Device name during registration
· Processing received cancellations of CPM File Transfer invitations (other device has already accepted)
The CPM Client SHALL support interacting with the client components of the supporting Enablers.
The CPM Client SHALL support the following Media Plane communication related functionalities:
· Establishing and maintaining Media Plane connections
· Generating and receiving Media Plane requests and responses

Sections 5.3.1.3
[bookmark: _Ref253055006][bookmark: _Toc271043286]5.3.1.3   CPM Participating Function
The CPM Participating Function is a user-specific functional component. Its functionalities are performed in a CPM User’s home network and are invoked when the CPM User initiates an originating request or receives a terminating request. The CPM Participating Function handles CPM Sessions, CPM File Transfers, CPM Standalone Messages, and Media on behalf of the Participant it serves and enforces CPM User Preferences and service provider policies. Additionally, it can perform deferred messaging functionality by storing CPM Standalone Messages temporarily and deferring CPM Standalone Messages for later delivery depending on user preferences, availability and willingness of the CPM User, and it can perform conversation history functionality by recording a Participant’s CPM Conversations and storing these recorded CPM Conversations into the Message Storage Server.
[bookmark: _Toc207202971][bookmark: _Toc207203137][bookmark: _Toc207202972][bookmark: _Toc207203138][bookmark: _Toc207202973][bookmark: _Toc207203139][bookmark: _Toc207202974][bookmark: _Toc207203140][bookmark: _Toc207202976][bookmark: _Toc207203142]The CPM Participating Function SHALL support the following functionalities:
· Enforcing policies when handling originating and terminating CPM Session requests, CPM File Transfers and CPM Messages according to the CPM User preferences/service provider policies as follows:
Validating the service subscription of the CPM User.
Giving precedence to service provider policies over CPM User preferences, when applicable.
Providing support for Content Screening based on CPM User preferences and service provider policies.
· For CPM Session handling:
Managing CPM Session initiation, modification and termination for originating or terminating CPM Users.
Providing SIP session handling, such as SIP session origination, release, etc, on behalf of the involved CPM Client.
Providing SDP negotiation support.
Providing support for multiple SIP sessions handling in a single CPM Conversation.
Providing support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.
· For CPM File Transfer handling:
Managing CPM File Transfer initiation, resumption and termination for originating and terminating CPM Users.
Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the involved CPM Client.
· For CPM Message handling:
Providing sending and receiving of CPM Messages for originating and terminating CPM Users.
Providing support for delivery notifications and read reports.
Deferring CPM Standalone Messages when the recipient is offline or not willing to receive them, based on the preferences of the CPM User.
Interacting with the Message Storage Server to handle a request from a CPM Client to send CPM Messages with referenced stored resources without prior download of the resource to the Device.
Interacting with the Message Storage Server to handle a request from a CPM Client to forward the referenced stored CPM Messages or CPM Session Histories without prior download.
· For  performing deferred messaging functionalities:
Providing policy enforcement according to the CPM User preferences and service provider policies.
Temporarily keeping CPM Standalone Messages and associated metadata when the messages cannot be delivered.
Providing support for message delivery when the recipient becomes available and reachable. Both Push and Pull methods are supported as follows:
· The Push method directly delivers the message to all or a subset of the Devices bound to the recipient CPM User’s address(es).
· The Pull method provides notifications with message information (e.g. message size, message sender’s address, message sending time) to all or a subset of the Devices bound to the recipient CPM User’s address(es), and then the recipient can retrieve the message when needed.
Managing the expiry time of a deferred message.
· Overriding the expiry time provided by the sending CPM Client with the operator defined maximum expiry time when applicable.
· Handling expired CPM Standalone Messages in accordance with the preferences of the recipient and the service provider policies (i.e. discard the message or store in the Message Storage Server).
· Sending a non-delivery delivery notification in case of a discarded expired CPM Standalone Message.
· For multiple Devices handling:
Supporting multiple Devices handling based on Media characteristics, Communication Capabilities, CPM User preferences and/or service provider policies:
Supporting delivery of CPM Session Invitations to more than one Device for a CPM User.
Supporting delivery of CPM File Transfer initiation requests to more than one Device for a CPM User.
Supporting cancellation of CPM File Transfer invitations on other user’s Devices, once one Device has accepted the request.
Supporting delivery of CPM Standalone Messages to more than one Device for a CPM User.
Supporting the notification of a deferred CPM Standalone Message to more than one Device, when notifications are enabled by the CPM User or service provider policies.
Ensuring that only one delivery notification or read report is sent to the originator of the CPM Standalone Message in case the CPM Standalone Message was delivered to multiple Devices.
· Involving the Interworking Selection Function:
for terminating CPM Session Invitations and terminating CPM Standalone Messages that are to be routed towards Non-CPM Communication Services based on the preferences of the recipient and service provider policies;
for originating CPM Session Invitations and originating CPM Standalone Messages that are to be routed towards Non-CPM Communication Services based on service provider policies.
· For performing conversation history functionalities, i.e. recording of CPM Conversations persistently (based on either a CPM Client’s request or CPM user preferences):
Storing conversation history into the Message Storage Server
· Storing CPM Standalone Messages and Media Objects that are part of CPM Standalone Messages
· Storing CPM Sessions as CPM Session Histories
· Storing CPM File Transfers as CPM File Transfer Histories
· Storing CPM Conversations as CPM Conversation Histories
Providing metadata associated with items to be stored to the Message Storage Server, e.g. identifier linking CPM Standalone Messages to the thread they belong to.
[bookmark: _Toc202336038][bookmark: _Toc194284188]
The CPM Participating Function interacts with the Message Storage Server for the storage of recorded CPM Conversations in the CPM User’s own message storage area, and to store expired CPM Messages in the recipient’s network storage, as determined by the preferences of the recipient and service provider policies.
The CPM Participating Function interacts with the following supporting Enablers:
· The XDM Enabler for the retrieval of user preferences, User Preferences Profiles, and user access policies.
· [bookmark: _Toc207202988][bookmark: _Toc207203154][bookmark: _Toc207202989][bookmark: _Toc207203155][bookmark: _Toc207202992][bookmark: _Toc207203158][bookmark: _Toc207202993][bookmark: _Toc207203159][bookmark: _Toc207202994][bookmark: _Toc207203160][bookmark: _Toc207202995][bookmark: _Toc207203161][bookmark: _Toc207202996][bookmark: _Toc207203162][bookmark: _Toc207202997][bookmark: _Toc207203163][bookmark: _Toc207202998][bookmark: _Toc207203164][bookmark: _Toc207202999][bookmark: _Toc207203165][bookmark: _Toc207203000][bookmark: _Toc207203166][bookmark: _Toc207203001][bookmark: _Toc207203167][bookmark: _Toc207203002][bookmark: _Toc207203168][bookmark: _Toc194284190]The Push Enabler to provide notification of deferred messages.
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