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1 Reason for Change

R01 – online edits during Bangkok meeting

This CR defines the procedures for the following new RCS 5.1 related features (highlighted):

· CPM File Transfer enhancements:

· Support CPM File Transfer while having an ongoing CPM Session.

· Support deferring a CPM File Transfer and delivery notification when CPM Client is unavailable, (such as temporarily lost connection during CPM File Transfer, CPM User offline, CPM File Transfer invitation expired). 

· Support delivery of the deferred CPM File Transfer file(s) to the CPM Client.

· Support of CPM File Transfer deferring functions on either originating or terminating side.

· Support for resuming CPM File transfer delivery when the CPM File Transfer is interrupted.

· Support CPM File Transfer termination independently without impact an ongoing CPM Session, or vice versa.

· Support CPM File Transfer termination by either sender or recipient

· 
Support for file size, file name, and type in a CPM File Transfer request.

· Define a maximum file size policy.

· Support multi device CPM File Transfer request and termination, with cancellation to all remaining devices after one of the devices accepts
· Support thumbnail image of the file to be transferred in CPM File Transfer request message.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM CPM WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the CPM AD.
6 Detailed Change Proposal

Change 1:  Section 4.2
4.2 CPM Version 2.0

CPM Enabler version 2.0 Conversation Function adds the following enhancements:

· CPM Standalone Message handling:

· Enhanced multi-device functionality for sending imdn notifications (delivery notifications and read reports) towards the device that originated the CPM Standalone Message

· CPM 1-1 Session handling:

· Support for notifications within the chat such as “isComposing” and disposition notifications (i.e. delivered, displayed);

· Storing of chat messages and associated notifications while a chat participant is not available (e.g. lost coverage, not registered in IMS) or missed chat;

· Delivery of stored chat messages and disposition notifications once the recipient becomes available;
· Enhanced multi-device functionality for chat (forking in case of auto-answer);
· Support for live recording of chat messages;
· CPM Group Chat:

· File transfer:

· Support for file size, file name, and type in a CPM File Transfer request.

· Define a maximum file size policy.

Change 2:  Adding meta information and checking file size at sending CPM Client, section 7.4.1
7.4.1 CPM File Transfer Session Initiation

When a CPM Client needs to send or receive one or more files, the CPM Client:

1. SHALL follow the procedures defined in 7.3.1.1 “Initiating a CPM 1-1 Session” if the CPM File Transfer is to one recipient or in 7.3.1.2 “Initiating a CPM Group Session for a CPM Ad-hoc Group” if the CPM File Transfer is to a list of recipients, or in 7.3.1.3 “Initiating a CPM Group Session for a CPM Pre-defined Group” if the CPM File Transfer is to a pre-defined group and SHALL follow the rules and procedures of [RFC5547] with the following clarifications:
a. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.filetransfer’ according to the rules and procedures of [RFC3841] instead of the 3gpp-service.ims.icsi.oma.cpm.session’ used in those procedures;
b. SHALL include a Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.filetransfer’ according to the rules and procedures of [RFC38410] instead of the 3gpp-service.ims.icsi.oma.cpm.session’ used in those procedures;
c. SHALL add the relevant media attributes to the SDP as specified in [RFC5547], with the following additional considerations:
i. If the request is to send (push) a file, the “name”, “size” and “type” sub-attributes of the “file-selector” attribute SHALL be included;

ii. If the request is to receive (pull) a file, as many of the “file-selector” sub-attributes as are known SHALL be included
d. In the case of a CPM File Transfer to a single recipient and more than one file is to be sent, each set of file descriptors SHALL be sent in separate m-lines as described in [RFC5547];
e. If the request is to send one or more files, the CPM Client SHALL validate that the size of a file being sent does not exceed the provisioned Max File Transfer Size value before continuing with the above procedures. 

· NOTE: If there is more than one recipient, to transfer multiple files is not supported.
Change 3:  Checking file size at receiving CPM Client, section 7.4.2
7.4.2 Receiving a CPM File Transfer Request

Upon receiving a SIP INVITE request containing a CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.filetransfer’ included in the Accept-Contact header, the CPM Client:
1. SHOULD render to the CPM User the file description parameters received as well as the identity of the original sender of the request if available; 

2. SHALL accept from the CPM User input regarding the file(s):

a. which he is willing to accept in case of a push request, or,

b. which he is willing to send, in the case of a pull request; 
3. SHALL inspect the SDP attributes relating to the file(s) to be transferred, and if the request is for receiving one or more files, the CPM Client shall validate whether the “file-selector:size” attribute exceeds the provisioned value for this CPM Client.
4. If the CPM User accepts at least one file, SHALL return a SIP 200 “OK” response with an SDP answer containing the file identities of the files as described in [RFC5547], and otherwise SHALL return a 603 “Decline” response.

5. SHALL execute the Media Plane procedures as described in section 7.3.9.1 “MSRP-based Media Streams” to receive the files.
Change 4:  Adding Max File Size policy handling to Participating Function, section 8.2.3.1
8.2.3.1 Handle a CPM File Transfer

The CPM Participating Function SHALL handle a CPM File Transfer initiation request (i.e. a SIP INVITE request that includes the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.filetransfer’ in the Accept-Contact header ) in exactly the same manner as described for CPM Session Invitations in section 8.2.2.1 “Handle a CPM Session Invitation”, with the following additional procedures before the CPM Participating Function decides to stay in the media path:

· The CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains a ‘<max-file-transfer-size>’ sub-element. 
· If the <max-file-transfer-size> does not exist, or exists but has a value of zero, proceed with the remaining steps in section 8.2.2.1 “Handle a CPM Session Invitation;
· Otherwise, if the <max-file-transfer-size> exists, and is non-zero, and the “file-selector:size” attribute in the SDP exceeds that value, the CPM Participating function SHALL enforce the policy by returning a SIP 403 
“Forbidden” response and SHALL include a Warning header with the warning text set to “xxx Size exceeded
” in the response according to the rules and procedures of [RFC3261].
Note FFS: need to decide how this is handled if the size is not known at the time of a pull request, for whatever reason might, be rejected at the Media Plane (MSRP) level.
With respect to the SDP contents of outgoing SIP INVITE requests, the CPM Participating Function SHALL follow the rules and procedures of [RFC5547].
Change 5:
Adding Max File Transfer Size attribute to provisioning parameters, Appendix F.1

F.1
OMA CPM Device Management general

This appendix describes the parameters that are needed for initiation of the CPM service, as well as continuous provisioning by service providers. These parameters are specified in a Client Provisioning Application Characteristics document (AC file) and a Device Management Object (DM MO). The bootstrap function specified in [OMA Client Provisioning] and [OMA DM] SHALL be used to enforce the security of provisioning. Existing parameters in [OMA Provisioning Content] and [OMA DM] are re-used; those without corresponding parameters are defined in this specification and to be registered in OMNA through OMA official registration procedures. 

1. APPID (Application ID): The application characteristics name for this application, to be used by the DM Client to uniquely identify the application.

2. NAME: Application name. To be displayed on the client side. This parameter is specific for each service provider.

3. PROVIDER-ID: provides an identifier for the application service access point. 

4. TO-NAPID: allows an application to refer to a network access point with a matching NAPID parameter. It is only possible to refer to network access points defined within the same provisioning document.

5. TO-APPREF: parameter links the APPLICATION characteristics to another secondary APPLICATION characteristic with a matching APPREF parameter.

6. Max Ad-hoc Group size: Maximum number of Participants allowed for a CPM Group Session for a CPM Ad-hoc Group.

7. Controlling Function URI: A SIP URI used for setting up a CPM Group Session for a CPM Ad-hoc Group or for sending a Pager Mode or Large Message Mode CPM Standalone Message to a CPM Ad-hoc Group.

8. Message Storage Server URI: A URI for CPM user’s message store.

9. CPMDeferredMsgMgmtURI: A SIP URI for CPM user’s Deferred CPM Message function
10. Max File Transfer Size: the maximum size in bytes per file for CPM File Transfer requests.
These parameters are to be registered in OMNA.

These parameters SHALL be obtained via the DM-1 reference point, from the data which is provisioned to the DM Client as specified in [OMA Provisioning Content] and [OMA DM].

End of Changes












�Already supported in CPM 1.0 – no change needed… I think. 





Why was it added? Is it only relevant to AD and SD text?


�Is there a better value? Such as 606 “Not acceptable”…?


�Is there a relevant slogan in RFC 3261?





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20120101-I]

© 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20120101-I]

