Doc# Document1[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# Document1
Change Request



Change Request

	Title:
	Locating the ‘default’ system folder; SysDesc
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA CPM

	Doc to Change:
	OMA-TS-CPM_System_Description-V2_0-20121122-D

	Submission Date:
	17 Dec 2012

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Zoltán Ördögh, Research In Motion Ltd, zordogh@rim.com

	Replaces:
	n/a


1 Reason for Change

The CPM Enabler does not specify the layout of a user’s storage – meaning that the ‘default’ folder can be pretty much anywhere within the mailbox hierarchy of a user. Its location can vary among various deployment and individual users, too. This poses a problem because an IMAP client accessing the IMAP storage cannot determine the location of the ‘default’ folder – not even by searching.

This CR proposes using a server annotation to determine the location of the ‘default’ folder.
The same mechanism can be used in the future to determine the location of special folders (if any).

The METADATA extension is currently optional in the MsgStore specification. A separate CR will be provided to make it mandatory.

Open issue: Should we allow moving the “default” system folder?

2 Impact on Backward Compatibility

Not backwards compatible.
3 Impact on Other Specifications

Two specifications need to be updated:


SysDesc


MsgStore.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Add normative reference to MsgStore
2.1 Normative References

	[3GPP TS24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP, TS24.229, URL:http://www.3gpp.org/

	[3GPP TS33.203]
	“3G security; Access security for IP-based services”, 3GPP, TS33.203, URL:http://www.3gpp.org/

	[3GPP2 S.R0086-0]
	“IMS Security Framework”, 3GPP2, S.R0086-0, URL:http://www.3gpp2.org/

	[3GPP2 X.S0013-004]
	“All-IP Core Network Multimedia Domain - IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, 3GPP2, X.S0013-004-A, URL:http://www.3gpp2.org/

	[IETF-DRAFT-Chat]
	Multi-party Chat Using the Message Session Relay Protocol, Version 14, March 2, 2012,

http://tools.ietf.org/html/draft-ietf-simple-chat-14

	[OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-MSG]
	“CPM Message Storage”, Open Mobile Alliance™, OMA-TS-CPM_MessageStorage-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-IMPS_CSP-TS]
	“OMA IMPS Client-Server Protocol Transport Bindings”, Open Mobile Alliance™, OMA-TS-IMPS_CSP_Transport-V1_3, URL:http://www.openmobilealliance.org/

	[OMA SEC_CF-AD]
	“Security Common Functions Architecture”, Open Mobile Alliance™, OMA-AD-SEC_CF-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-XDM-AD]
	“XML Document Management (XDM) Architecture”, Open Mobile Alliance™, OMA-AD-XDM-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-XDM_Core-TS]
	“XML Document Management (XDM) Specification”, Open Mobile Alliance™, OMA-TS-XDM_Core-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-XDM_Group-TS]
	“Group XDM Specification”, Open Mobile Alliance™, OMA-TS-XDM_Group-V1_1, URL:http://www.openmobilealliance.org/

	[OMA-XDM-Policy]
	“Policy XDM Specification”; Open Mobile Alliance™, OMA-TS-XDM _Policy-V1_1, URL:http://www.openmobilealliance.org/

	[OMA-XDM-UPP]
	“UPP Directory XDM Specification”; Open Mobile Alliance™, OMA-TS-XDM_UPP_Directory-V1_0, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2141]
	"URN Syntax", R. Moats, May 1997, URL:http://www.ietf.org/rfc/rfc2141.txt

	[RFC2246]
	"The TLS Protocol, version 1.0", T. Dierks et al, January 1999, URL:http://www.ietf.org/rfc/rfc2246.txt

	[RFC2368]
	"The mailto URL scheme", P. Hoffman et al, July 1998, URL:http://www.ietf.org/rfc/rfc2368.txt

	[RFC2396]
	"Uniform Resource Identifiers (URI): Generic Syntax", T. Berners-Lee et al, August 1998, URL:http://www.ietf.org/rfc/rfc2396.txt

	[RFC3261]
	"SIP: Session Initiation Protocol", U. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3264]
	 “An Offer/Answer Model with the Session Description Protocol (SDP)”, J. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3264.txt

	[RFC3320]
	"Signalling Compression(SigComp)", R. Price et al, January 2003, URL:http://www.ietf.org/rfc/rfc3320.txt

	[RFC3321]
	"Signaling Compression (SigComp) - Extended Operations", H. Hannu et al, January 2003, URL:http://www.ietf.org/rfc/rfc3321.txt

	[RFC3485]
	"The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)", M. Garcia-Martin et al, February 2003, URL:http://www.ietf.org/rfc/rfc3485.txt

	[RFC3486]
	"Compressing the Session Initiation Protocol (SIP)", G. Camarillo, February 2003, URL:http://www.ietf.org/rfc/rfc3486.txt

	[RFC3711]
	"The Secure Real-time Transport Protocol (SRTP)", M. Baugher et al, March 2004, URL:http://www.ietf.org/rfc/rfc3711.txt

	[RFC3840]
	" Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)", J. Rosenberg et al, August 2004, URL:http://www.ietf.org/rfc/rfc3840.txt

	[RFC3966]
	"The tel URI for Telephone Numbers", H. Schulzrinne, December 2004, URL:http://www.ietf.org/rfc/rfc3966.txt

	[RFC4122]
	 “A Universally Unique IDentifier (UUID) URN Namespace”, P. Leach et al, July 2005, URL:http://www.ietf.org/rfc/rfc4122.txt

	[RFC4279]
	“Pre-Shared Key Ciphersuites for Transport Layer Security (TLS)”, P. Eronen et al, December 2005, URL:http://www.ietf.org/rfc/rfc4279.txt

	[RFC4483]
	 “A Mechanism for Content Indirection in Session Initiation Protocol(SIP) Messages”, E. Burger, May 2006, URL:http://www.ietf.org/rfc/rfc4483.txt

	[RFC4566]
	 “SDP: Session Description Protocol”, M. Handley et al, July 2006, URL:http://www.ietf.org/rfc/rfc4566.txt

	[RFC5547]
	“A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer,” M. Garcia-Martin et al, May 2009, URL: http://tools.ietf.org/html/rfc5547

	[RFC5627]
	“Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)”, J. Rosenberg, October 2009, URL:http://www.ietf.org/rfc/rfc5627.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/


Change 2:  Update main text; versions

4.2
CPM Version 2.0

CPM Enabler version 2.0 adds the following features:

· Chat enhancements:
· Support for notifications within the chat such as “isComposing” and disposition notifications (i.e. delivered, displayed), with a seamless delivery for interworking with SIMPLE IM V2.0

· Support for storing chat messages and associated notifications while a chat participant is not available (e.g. lost coverage, not registered in IMS) or missed chat

· Support for delivery of stored chat messages and disposition notifications once the recipient becomes available

· Group chat features for support of CPM Closed Group Session, CPM Long-lived Session 

· Enhanced multi-device functionality for chat (forking in case of auto-answer)

· Support for live recording of chat messages

· Seamless chat experience (backward compatibility with SIMPLE IM V2.0)

· Interworking over the NNI with SIMPLE IM V2.0 chat 

· CPM File Transfer enhancements:

· Support CPM File Transfer while having an ongoing CPM Session.
· Support CPM File Transfer to off-line recipients
· Support CPM File Transfer termination independently without impact an ongoing CPM Session, or vice versa.

· Support CPM File Transfer termination by either sender or recipient
· Support the request by either sender or recipient to resume an interrupted CPM File Transfer

· Support for sending a thumbnail image in the invitation of the content to be transferred
· Explicit support for file size, file name, and type in a CPM File Transfer request.

· Define a maximum file size policy.

· Support multi device CPM File Transfer request and termination, with cancellation to all remaining devices after one of the devices accepts

· Enhanced CPM Standalone Message support:

· Enhanced multi-device functionality for sending delivery notifications and read reports towards the device that originated the CPM Standalone Message.

· CPM Message Store enhancements:
· The METADATA extension is no longer OPTIONAL.
· The location of the ‘default’ system folder can now be determined using a server annotation.
· Backward compatibility of version 2.0 with CPM Version 1.0 excludes support of  session history object as defined in CPM version 1.0. This has been replaced in CPM version 2.0 by the session history folder and session info object.
Change 3:  Update main text; folder description and foot-note
5.5.1.1 Folders

Within this storage model, the following types of folders can be distinguished:

1. the “default” system folder
, which is the root folder for all CPM Message Store folders and objects. The initial location of the “default” system folder is determined by the service provider. While the “default” system folder may be located along a different folder path for each user, there SHALL be only one such folder per CPM User. The “default” system folder SHALL only contain Conversation History Folders.
The ‘DefaultFolderLocation’ server annotation (see appendix “CPM METADATA annotations” in [OMA-CPM-MSG]) SHALL be set, and its value SHALL refer to the location of the “default” system folder.
The CPM Message Storage Client and the CPM Participating Function (i.e. all CPM functional components that are accessing the CPM Message Storage Server one way or another) SHALL determine the location of the“default” system folder by retrieving the ‘DefaultFolderLocation’ server annotation.
2. user folders MAY be created and accessed by the CPM Enabler. They MAY contain any number of sub-folders. User folders MAY contain stand-alone media objects, and conversation history folders which have been moved from the “default” system folder by the CPM User. Once they have been moved, conversation history folders SHALL NOT be moved back to the “default” system folder. There MAY be any number of such folders per CPM User.

3. conversation history folder, which is used to store all items related to a single CPM Conversation. The conversation history objects SHALL be represented towards the end-user as separate threads in a folder and NOT as folders. Conversation history folders MAY be moved, in their entirety, to a user folder in the user folders hierarchy. Conversation history folders SHALL contain zero or more of the following items:

a. message object

b. file transfer object

c. session history object

d. stand-alone media object

e. session history folder

4. session history folder, which contain one or more of the following items:

a. chat-message object

b. file transfer object

c. stand-alone media object

d. group state object

e. session info object

Change 4:  Update main text; add missing operation

5.5.2 Operations

The Message Storage Server SHALL support the following operations:

· authenticate;

· set active folder;

· object store;

· object  fetch;

· object copy;

· object remove;

· folder create;

· list folders;

· folder move;

· folder remove;

· search;

· metadata update;

· metadata fetch;

· set access control list;

· get access rights;

· delete access control list;

· get access control list;

· generate reference;

· fetch by reference;

· synchronize with client.

NOTE 1:
In the above operations an object can either be a CPM Standalone Message, a CPM Session History, a CPM File Transfer History or a standalone Media Object, which are not to be confused with a Media Object attached to the Message.
NOTE 2:
The folder move operation is also used for renaming a folder.
The Message Storage Server MAY support the following operations:

· preview fetch

Upon enabling notifications by the CPM User, the Message Storage Server SHALL provide notifications of changes to the stored resources to the Message Storage Client. It includes all changes that occurred since the client’s last de-registration.

The communication between a requestor, such as the Message Storage Client, and the Message Storage Server is based on transport-level (i.e. TCP) connections. This means that the requestor needs to establish a transport-level connection with the Message Storage Server, and that all operations are requested within the scope of that transport-level connection. A requestor will have to authenticate before being able to make other requests within a transport-level connection.
Upon request from a CPM User, the Message Storage Client SHALL send a request corresponding to the requested operation to the Message Storage Server.
Upon receiving a request, the Message Storage Server SHALL 

· check that the requestor has already successfully authenticated itself; and,

· validate authorization of the request and deny the request if the request is determined to not been authorized; and

· handle the request as described in the subsections for the individual operations below.

Change 5:  Update main text; fixes

5.5.2.13 Metadata Update Operation

The metadata update operations allow a requestor, such as the Message Storage Client, to update the metadata associated with the server (i.e. server annotations) or a particular message object (e.g. a CPM Standalone Message, a CPM Standalone Media object, CPM Session Info object, etc.) or folder object (e.g. the “default” system folder, user folders, CPM Session History folder, etc.) in the active folder on the Message Storage Server. The metadata available for these objects is defined in section 5.5 “Metadata Structure” of [OMA-CPM-MSG].
NOTE:
The metadata update operation allows addition, updating, and removal of metadata.

A requestor SHALL include an identifier of the object and the metadata modifications in the metadata update request.

Upon receiving a metadata update request, the Message Storage Server SHALL update the metadata for the indicated object. If successful, the Message Storage Server SHALL respond with an OK response, otherwise it SHALL respond with an appropriate error.

Change 6:  Update main text; add missing operation

5.5.2.14 Metadata Fetch Operation

The metadata fetch operations allow a requestor, such as the Message Storage Client, to retrieve the metadata associated with the server (i.e. server annotations) or a particular message object (e.g. a CPM Standalone Message, a CPM Standalone Media object, CPM Session Info object, etc.) or folder object (e.g. the “default” system folder, user folders, CPM Session History folder, etc.) in the active folder on the Message Storage Server. The metadata available for these objects is defined in section 5.5 “Metadata Structure” of [OMA-CPM-MSG].
A requestor SHALL include an identifier of the object and the type of the metadata required in the metadata fetch request.

Upon receiving a metadata fetch request, the Message Storage Server SHALL retrieve the metadata for the indicated object. If successful, the Message Storage Server SHALL return the requested metadata and respond with an OK response, otherwise it SHALL respond with an appropriate error.

� Note: in practice, since the CPM Message Store is based on IMAP message storage principles, the folders shown in the model in [Figure 1] are mapped to IMAP mailboxes. The IMAP specification dictates that before any operation can be performed on objects in the message store, a mailbox must be selected using the IMAP SELECT operation, which is analogous to “changing directory” in a computer file system. Strictly speaking, tThere is no “default” system folder in IMAP. This specification uses the “default” system folder as a logical reference to pinpoint a specific mailbox in the storage hierarchy, which serves as an “entry point” - a root folder - for all CPM-related storage objects that are managed by the system (e.g. the participating function)., but by convention the “inbox” is often accepted as the default system folder. However, mapping of the “default” system folder to “inbox” or anything else is implementation specific, and out of scope for CPM.
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