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1 Reason for Change

· Close the AI:
	CPM-2014-A011
	Cristina
	Bring CR to add text from [draft-referred-by] into CPM Conv TS and remove the draft reference. (Created on April 23 CC).


The CR is proposing to add a new parameter in the Referred-By header field named “add-refs” that includes the additional user authenticated addresses. This allows to preserve the backward compatibility of the Referred-By header field with the SIP/IP Cores that are 3GPP 24.229 compliant.
Instead off multiple Referred-By header fields in a SIP request, the resulting syntax with this CR is:

Example:

Referred-By: <sip:charlie@tele.com>; add-refs="tel:+123456789"
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Conversation TS 2.0.
6 Detailed Change Proposal

Change 1:  Section 2 References 
2.References

2.1.Normative References

	[3GPP TS 24.229]
	“IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)”, 3GPP, TS24.229, URL:http://www.3gpp.org/

	[3GPP TS 26.141]
	“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs”, 3GPP, TS26.141, URL:http://www.3gpp.org/ 

	[3GPP2 X.S0013.004]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP”, 3GPP2, X.S0013.004, URL:http://www.3gpp2.org/

	
	


[…]

	[RFC3862]
	“Common Presence and Instant Messaging (CPIM): Message Format”, G. Klyne et al, August 2004, URL:http://www.ietf.org/rfc/rfc3862.txt

	[RFC3892]
	“The Session Initiation Protocol (SIP) Referred-By Mechanism”, R. Sparks, September 2004, URL:http://www.tools.ietf.org/rfc/rfc3892.txt

	[RFC3903]
	“Session Initiation Protocol (SIP) Extension for Event State Publication”, A. Niemi (Editor), October 2004, URL:http://www.ietf.org/rfc/rfc3903.txt


Change 2:  Remove reference throughout TS 
6. Common Procedures
6.1 Authenticated Originator’s CPM Address

The authenticated originator's CPM Address is: 
· the CPM Address of the originating CPM Client that has been authenticated by the SIP/IP core; or 
· the CPM Pre-defined Group address when the CPM Controlling Function sends a CPM Standalone Message, CPM Session Invitation or CPM File Transfer request to CPM Pre-defined Group members; or 
· the CPM Group Session Identity for this particular CPM Ad-hoc Group when the CPM Controlling Function invites users to a CPM Ad-hoc Group.
When the SIP/IP core corresponds to 3GPP/3GPP2 IMS, then the authenticated originator's CPM Address is contained in the P-Asserted-Identity header field according to the rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] and as described in [RFC3325] and [RFC5876]. The CPM Client MAY insert a P-Preferred-Identity header field, which contains the CPM Client’s preferred identity, for the SIP/IP core to be used inside the P-Asserted-Identity header field. The P-Preferred-Identity is selected by the CPM Client from the list of CPM Addresses in the P-Associated-URI header field received at registration response.
If anonymity is required, the From header field SHALL contain an anonymous URI according to [RFC3323] and optionally a Pseudonym or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 
NOTE: 
The term “anonymity” in this specification is referring to the term “privacy” used in [RFC3323].
If the CPM Participating Function cannot obtain an authenticated originator's CPM Address for an initial request, it SHALL reject the request with a SIP 403 "Forbidden" response. The CPM Participating Function SHOULD include a Warning header field to explain the reason in a human readable textual form.
When the Referred-By header field is set to the authenticated originator’s CPM Address 
and SHALL follow the syntax described in [RFC3892], with following additions and clarifications:

· the value populated in the Referred-By header field SHALL be made according to service provider's policy, which includes one of the following options:

a) the SIP URI value from the P-Asserted-Identity header field [RFC3325]; or

b) the TEL URI value from the P-Asserted-Identity header field [RFC3325]; or

c) either one of the SIP URI or TEL URI values from the P-Asserted-Identity header field [RFC3325], with a new parameter named “add-refs” including the remaining identity found in the P- Asserted-Identity header field; 

· the optional ‘cid’ parameter defined in [RFC3892] is not used in this specification.

Change 3:  Add BNF extension to RFC3892 in Appendix C.3 

Appendix C. CPM-defined SIP Header fields

C.1. Header field Definitions
[…]
C.2. ABNF for the CPM-defined SIP Headers
[…]
C.3. ABNF for the CPM extensions to SIP Headers
This specification allows having several URI values in the Referred-By header field(s), extending the definition provided in [RFC3892]. 

A Referred-By header field value SHALL consist of exactly one ‘name-addr’ or ‘addr-spec’. There MAY be one or two Referred-By values.  If there is one value, it SHALL be a sip, sips, or tel URI. If there are two values, one value SHALL be a sip or sips URI and the other SHALL be a tel URI.

Referred-By header field BNF from [RFC3892]:    
Referred-By  =  ("Referred-By" / "b") HCOLON referrer-uri                     
*( SEMI (referredby-id-param / generic-param) )
This specification extends the [RFC3892] BNF as follows:

Referred-By  =  ("Referred-By" / "b") HCOLON referrer-uri 

( SEMI (referredby-id-param / generic-param) )
referrer-uri = ( name-addr / addr-spec ) 

referredby-id-param = add-refs / cid
add-refs = "add-refs" EQUAL LDQUOT ( name-addr / addr-spec ) RDQUOT

cid = "cid" EQUAL sip-clean-msg-id

sip-clean-msg-id = LDQUOT dot-atom "@" (dot-atom / host) RDQUOT  

  dot-atom = atom *( "." atom )  

      atom     = 1*( alphanum / "-" / "!" / "%" / "*" /"_" / "+" / "'" / "`" / "~")
Note: cid parameter is not used in this specification.
Example:

Referred-By: <sip:charlie@tele.com>; add-refs="tel:+123456789"
Change 4:  Update all applicable sections to clarify the setting of Referred-By  as per sect. 6.1.
8.3.2.9.1. Deferred delivery initiated by the CPM Participating Function

8.3.2.9.1.1.   1-1 CPM Session delivery
If any CPM Sessions data is pending deferred delivery for the CPM User, then the CPM Participating Function should process the deferred delivery of the CPM Chat Message(s) grouped per original sender. The order in which the senders are processed may be based on service provider policy (e.g. based on the CPIM DateTime header field). 

The CPM Participating Function performing deferred delivery of CPM Chat Message(s):
1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] and with the additional clarification as specified in section 7.3.1.1. " Initiating a CPM 1-1 Session". The SIP INVITE request SHALL have the same Conversation-ID and Contribution-ID as the original CPM Session;
2. SHALL set the Request-URI of the SIP INVITE request to the intended recipient CPM User; 
3. SHALL address the request to the CPM User device using the procedures described in section 6.1.2. “Identifying the recipient device in SIP requests and responses”;

4. SHALL set the P-Asserted-Identity header field to the CPMDeferredMsgMgmtURI  value configured as per operator policy identifying the CPM Participating Function;

5. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;

6. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;
7. SHALL set the P-Asserted-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’;
8. SHALL set the Referred-By header field to the value of the original sender of the chat message(s) to be delivered, as specified in section 6.1. “Authenticated Originator's CPM Address”;

9. SHALL include an SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the original SIP INVITE, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”, and it SHALL set the SDP directional media attribute to a=sendrecv, indicating that the session is setup for delivery and also accepts disposition notifications to be sent back from the receiving CPM Client;

10. SHALL include an SDP body as an SDP offer in the SIP INVITE request based on the received SDP from the original SIP INVITE, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”, and it SHALL set the SDP directional media attribute to a=sendrecv, indicating that the session is setup for delivery and also accepts disposition notifications to be sent back from the receiving CPM Client;

11. SHALL send the SIP INVITE request towards the CPM User according to rules and procedures of the SIP/IP Core.

12. CPM Participating Function SHALL process the SIP response from the targeted CPM Client according to [RFC3261] with the following clarifications:

a. Upon receiving a SIP 200 "OK", and after responding with the SIP ACK:

i. SHALL start the SIP Session timer using the value received in the Session-Expires header field according to rules and procedures of [RFC4028];

ii. SHALL generate MSRP SEND requests containing a message/CPIM body that includes the content of each deferred CPM Chat Message originated by the CPM User indicated in the Referred-By header field during session setup, according to the rules and procedures defined in [RFC4975]. 
iii. It SHALL accept the IMDN notifications from the receiving CPM Client, and it SHALL generate corresponding IMDN notifications via SIP MESSAGE towards the sender when the CPM Session is no longer established with the originating side, as per procedures described in section 5.4.1 “Generate Delivery Notification”  and 5.4.2. “Generate Read Report“;
iv. once all deferred CPM Chat Messages from the original sender have been delivered (e.g. reception of the MSRP 200 OK of the last MSRP SEND), it SHALL send a SIP BYE request and wait for a 200 "OK" response as described in [RFC3261].

NOTE 1: If at any point during the deferred delivery the CPM Participating Function receives a SIP BYE request, it will respond to the SIP BYE request as described in [RFC3261], and keep any undelivered messages for delivery at another time.

NOTE 2: When a second 200 "OK" response is received on a SIP INVITE request from a CPM User with whom a 1-1 CPM Session is already established, the CPM Participating Function will terminate the existing session by sending a SIP BYE request with Reason header field containing a cause value=200 (Call completed elsewhere). This situation may happen when multiple SIP INVITE requests have been sent to a CPM User, and more than one of these requests are answered with a 200 "OK" response.
b. Upon receiving a SIP 480 “Temporarily Unavailable” error response:

· the CPM Participating Function SHALL stop attempting to deliver any further deferred CPM Chat Message from any sender, until the next call to this procedure.
NOTE: Based on service provider policy, in addition to the SIP 480, other error codes may also end this procedure.
Once all deferred CPM Chat Messages from the original sender have been delivered, the CPM Participating Function MAY return disposition notifications to the targeted device(s) of the original sender as per section 8.3.4 “Sending a Disposition Notification”, when requested by the sender as described in [RFC5438], if the CPM Client does not support IMDNs (e.g. indicated in 200 “OK” response by the absence of the IMDN content type  “message/imdn+xml”  in an SDP a=accept-wrapped-types parameter, and/or by the User-Agent header field indicating an older CPM Client version). 

Otherwise, when the CPM Session is still active, the CPM Participating Function SHALL just proxy any IMDNs returned via MSRP by the receiving CPM Client towards the incoming leg. 

If the CPM Session is inactive, the CPM Participating Function SHALL deliver the received IMDNs via MSRP from the recipient CPM Client for the delivered CPM Chat Message(s), via SIP MESSAGE method.

The CPM Participating Function performing delivery of IMDNs associated with the delivered CPM Chat Message(s):
· SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] and with the following additional clarifications; 

1. SHALL set the Request-URI and To header fields to the authenticated Originator’s CPM Address of the original sender of the message receiving the stored notification;

2. SHALL add the device identifier of the CPM Client that generated the IMDN, to the SIP INVITE request as defined in section 5.4.5. “Multidevice handling”.
3. SHALL set the Referred-By header field to the authenticated originator’s CPM Address (i.e. the sender of the notification), as specified in section 6.1. “Authenticated Originator's CPM Address”.

4. SHALL set the P-Asserted-Identity header field to the CPMDeferredMsgMgmtURI value configured as per operator policy identifying the CPM Participating Function;
5. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;

6. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred’  percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;

7. SHALL set the P-Asserted-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred’;
8. SHALL include the Contact header field to an address that allows contacting the CPM Participating Function.

9. SHALL include a User-Agent header field to indicate the OMA CPM release version of the Participating Function as specified in the Appendix D “Release Version in User-agent and Server header fields”;

10. SHALL include an SDP body as an SDP offer in the SIP INVITE request according to the rules and procedures of [RFC3264] and  [RFC4566 ] and allowing to establish an MSRP session to the targeted client:

a) add a directional media ‘sendonly’ attribute that modifies the “m=message” line in the SDP;

b) for the “m=message” line, add an ‘accept-types’ attribute listing only the content-type “message/cpim”; and 

c) for the “m=message” line, add an ‘accept-wrapped-types’ attribute listing only the content-type “message/imdn+xml”.
11.  SHALL send the SIP INVITE request towards the CPM User according to rules and procedures of the SIP/IP Core.

Upon receiving an error response, the CPM Participating Function SHALL stop delivery of any further IMDN notifications at this time.

Upon receiving a SIP 200 "OK" response to the SIP INVITE request, the CPM Participating Function: 

1. SHALL start the SIP Session timer using the value received in the Session-Expires header field according to rules and procedures of [RFC4028];
2. SHALL store the CPM Session Identity if received in the Contact header field as described in [RFC3261]; and,

3. SHALL generate a MSRP SEND request including a message/CPIM body with the content of the deferred notification, for each deferred notification originated by the CPM User indicated in the Referred-By header field during session setup and targeted at the device that accepted the session, according to the rules and procedures defined in [RFC4975].
Once all deferred disposition notifications targeted to a device of a CPM User are delivered, the CPM Participating Function SHALL send a SIP BYE request and wait for a 200 OK response as described in [RFC3261].

Upon receiving a SIP BYE request from the CPM Client, the CPM Participating Function SHALL respond to the SIP BYE request as described in [RFC3261], and keep any undelivered notifications for delivery at another time.

Based on service provider policy, the CPM Participating Function SHALL deliver the deferred IMDNs in one of the following ways:

1) it MAY send the IMDN in an already on-going MSRP session, if that session is established with the targeted device of the original sender CPM User, or

2) it MAY keep the IMDN until such time as the CPM Participating Function establishes a session to deliver the pending IMDN notifications to the targeted device of the original sender CPM User, or

3) it MAY send the IMDN via a SIP MESSAGE request as described in section 5.4 “Disposition Notifications”.
When a delivery notification is received for a deferred CPM Chat Message, the CPM Participating Function is no longer required to keep that message.
Change 5:  FT

8.3.3.5. Generating SIP INVITE request for deferred delivery of CPM File Transfer file(s)

For deferred CPM File Transfer file(s) to be delivered to the CPM Client, the CPM Participating Function:

1) SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] and [RFC5547];

2) SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;

3) SHALL set the P-Asserted-Identity header field to the CPMDeferredMsgMgmtURI value configured as per operator policy;

4) SHALL set the P-Asserted-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’;

5) SHALL set the Referred-By header to the value of the original sender of the CPM File Transfer file(s) to be delivered, ), as specified in section 6.1. “Authenticated Originator's CPM Address”;

6) SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“,

7) SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“,

8) SHALL insert a URI identifying its own address CPMDeferredMsgMgmtURI in the Contact header field of the SIP INVITE request;

9) SHALL include an SDP body as an SDP offer, as defined in [RFC5547] in the SIP INVITE

10) If the destination address is neither SIP URI address nor TEL URI address, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”. Otherwise the CPM Participating Function SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

Change 6:  CF Pager Mode

9.1.1. Pager Mode CPM Standalone Message Handling 
Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’ included in the Accept-Contact header the CPM Controlling Function:
1. SHALL check if the authenticated originator's CPM Address is an authorized address to use functionalities of the CPM Controlling Function and if not authorized the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

2. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” according to rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
3. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:

a. SHALL check if the SIP MESSAGE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the authenticated originator’s CPM Address. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" error response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps.

b. SHALL check if the number of recipients exceeds the maximum allowed by service provider policy. If it does, then the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response and SHALL include a Warning header with the warning text set to “102 Too many recipients” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

c. SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

d. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365].
4. Otherwise, the CPM Controlling Function:
a. SHALL check if the authenticated originator's CPM Address is authorized to send a CPM Standalone Message to the Pre-defined Group by the group policy. If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

b. SHALL check if the CPM Pre-defined Group address in the Request-URI exists in [OMA-XDM-Group]. If the CPM Pre-defined Group address does not exist, then the CPM Controlling Function SHALL return a SIP 404 "Not found" response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
c. SHALL check if the CPM Pre-defined Group address in the Request-URI is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM Pre-defined Group address does not support the CPM service, then the CPM Controlling Function SHALL return a SIP 488 "Not Acceptable" response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
d. SHALL check if the SIP MESSAGE request received for a CPM Pre-defined Group has anonymity requested and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
e. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;

f. SHALL check if the Request-URI identifies a CPM Pre-defined Group with empty Group List. If the Group List is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to ”129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
g. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Group].
5. SHALL send a SIP MESSAGE request towards each CPM Group member, the CPM Controlling Function;
a. SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428];

b. SHALL copy the values in Accept-Contact header from the received SIP MESSAGE request in the outgoing SIP MESSAGE request, if any Accept-Contact header was received;

c. SHALL set the Request-URI to the CPM Address or non-CPM Address of the CPM Group member;

d. If the received SIP MESSAGE request was sent to a CPM Ad-hoc Group, the CPM Controlling Function SHALL include in the authenticated originator's CPM Address, the address of the sending CPM User;

e. If the received SIP MESSAGE request was sent to a CPM Pre-defined Group, the CPM Controlling Function SHALL include the authenticated originator’s CPM Address with the following clarification:

i. SHALL set the authenticated originator’s CPM Address to the CPM Pre-defined Group address;

ii. If privacy was requested by the sending CPM User, the CPM Controlling Function SHALL include a Referred-By header with anonymous URI;

iii. Otherwise, SHALL include a Referred-By header with the authenticated originator's CPM Address of the received SIP INVITE request, as specified in section 6.1. “Authenticated Originator's CPM Address”;
f. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D ”Release Version in User-agent and Server headers”;

g. SHALL include all the other received SIP headers as well as the body of the received SIP MESSAGE request in each outgoing SIP MESSAGE request;
h. SHALL send the SIP MESSAGE request towards the SIP/IP core according to the rules and procedures of the SIP/IP core.

6. SHALL send a SIP 202 "Accepted" response along the Signalling Path according to [RFC3261].
If an error response is received when attempting to deliver the SIP MESSAGE request to a CPM Address, the CPM Controlling Function SHALL check service provider policies to determine if interworking is allowed, and if it is, SHALL send the CPM Standalone Message request to the ISF as described in section 6.5 “Communicating with the ISF”.

CPM Standalone Messages with a request for disposition notifications are additionally handled according to section 9.2.15 “Disposition Notification”.
Change 7:  CF Large Message

9.1.2. Large Message Mode CPM Standalone Message Handling
Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ corresponding to Large Message Mode CPM Standalone Message included in the Accept-Contact header, the CPM Controlling Function:
1. SHALL check the authenticated originator's CPM Address and authorize the request, and if not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
2. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;

3. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:

a. SHALL check if the SIP INVITE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed as per the service provider’s policy. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261];

Otherwise, continue with the rest of the steps;

b. SHALL check from the MIME <resource-lists> body that the maximum number of receivers allowed in a CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response and SHALL include a Warning header with the warning text set to”102 Too many participants” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

c. SHALL check if the MIME <resource-lists> body includes an empty URI list. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
d. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5366].
4. Otherwise, the CPM Controlling Function:

a. SHALL check that the CPM Pre-defined Group address in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 “Not found” response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;

b. SHALL check if anonymity is requested and whether anonymity is allowed for the authenticated originator’s CPM Address. Allowing anonymity for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps; 

5. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028]; 
6. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the SIP session; 

7. SHALL send a SIP INVITE request towards each CPM Group member as follows:
a. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261];

b. SHALL copy the values in Contact header and Accept-Contact header from the received SIP INVITE request in the outgoing SIP INVITE request;

c. SHALL set the Request-URI to the CPM Address or non-CPM Address of the CPM Group member;

d. SHALL insert in the Contact header the URI identifying its own address, including the "isfocus" feature parameter;

e. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to the rules and procedures of [RFC4028];
f. SHALL include the Supported header set to "timer";
g. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D ”Release Version in User-agent and Server headers”;
h. SHALL copy the values of the Privacy header from the received SIP INVITE request received in the outgoing SIP INVITE request, if any Privacy header was received;

i. SHALL copy the MIME SDP body from the received SIP INVITE request in the outgoing SIP INVITE request as an SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [RFC6714] with the following clarifications: 

i. SHALL include a media line proposing MSRP media parameters;

ii. SHALL include its own  MSRP URI for the MSRP connection setup as a=path:MSRP URI;

iii. SHALL set the SDP directional media attribute to a=sendonly;

iv. SHALL set the size as a=file-selector:size:actual message size.

v. SHALL set a=setup attribute as “active”. 
Editor’s Note: The complete solution for msrp matching done using [RFC6714] is FFS.
j. If the received SIP INVITE request was sent to a CPM Ad-hoc Group, the CPM Controlling Function SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” with the following clarifications:

i. The URI in the authenticated originator’s CPM Address SHALL be set to the CPM Group Session Identity for this particular CPM Ad-hoc Group assigned by the CPM Controlling Function, according to [RFC5366];
ii. SHALL include a Referred-By header with the authenticated originator's CPM Address of the sending CPM User, as specified in section 6.1. “Authenticated Originator's CPM Address”, unless privacy was requested by the sending CPM User, and in that case it SHALL include an anonymous URI in the Referred-By header.
k. If the received SIP INVITE request was sent to a CPM Pre-defined Group, the CPM Controlling Function SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” with the following clarifications:

i. SHALL set the authenticated originator’s CPM Address to the CPM Pre-defined Group address;

ii. SHALL include a Referred-By header with the authenticated originator's CPM Address of the received SIP INVITE request, as specified in section 6.1. “Authenticated Originator's CPM Address”, or SHALL include a Referred-By header with anonymous URI, if privacy was requested by the sending CPM User.
l. SHALL send the SIP INVITE request to SIP/IP core according to the rules and procedures of the SIP/IP core.
Change 8:  CF CPM session
9.2.10. Create Session with a Participant
When the CPM Controlling Function needs to set up a session with a CPM Group Session Participant, CPM Controlling Function:

1. SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications:

2. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ if an Accept-Contact header field has been received in the incoming CPM Session Invitation to start the CPM Group Session but does not contain a  ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ CPM Feature Tag, according to the rules and procedures of [RFC3841];

3. SHALL copy the values received in each Accept-Contact header field of the incoming CPM Session Invitation to start the CPM Group Session to a corresponding Accept-Contact header field in the SIP INVITE request, if any Accept-Contact header fields are received; 
4. SHALL include in the Contact header of the SIP INVITE request as CPM Group Session Identity the contact address of the conference and the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and the "isfocus" feature parameter;
5. SHOULD include the Session-Expires header field with the refresher parameter set to 'uas' according to the rules and procedures of [RFC4028];
6. SHALL include the Supported header field set to "timer";
7. SHALL include value 'id' in a Privacy header field according to the rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header field in the incoming CPM Session Invitation to start the CPM Group Session;
8. SHALL include a MIME SDP body as a SDP offer based on the received SDP offer as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”
9. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” as follows:

a. with the URI and Display name set to the CPM Group Session Identity in the case of a CPM Group Session for a CPM Ad-hoc Group Session; or,

b. with the URI and Display name set to the CPM Pre-defined Group address in the case of a CPM Group Session for a CPM Pre-defined Group;

10. SHALL set the Request-URI to the CPM Address of the Participant to be invited;
NOTE: 
If the request is extending an existing CPM 1-1 Session to a CPM Group Session, the Request-URI may contain the public GRUU of the CPM Client on which the CPM Session is being extended.
11. SHALL include a Referred-By header field with the authenticated originator’s CPM Address present in the incoming CPM Session Invitation to start the CPM Group Session, as specified in section 6.1. “Authenticated Originator's CPM Address”;

Change 9:  End of changes
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