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1 Reason for Change

As per OMA-COM-2013-0017-INP_LS_impacts_analysis_3GPP_CT1_on_updating_3GPP_IMS_to_support_RFC6665 that followed the receipt of the LS from 3GPP CT1: 
OMA-COM-2013-0015-ILS_from_3GPP_CT1_on_updating_3GPP_IMS_to_support_RFC_6665, this CR replaces the RFC3265 references in the CPM Conversation TS with the RFC6665. 

No technical impact foreseen on CPM 2.0 for this replacement.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Conversation 2.0.
6 Detailed Change Proposal

Change 1:  Replace obsolete RFC3265 with the new RFC6665
1.1. Normative References

	[3GPP TS 24.229]
	“IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)”, 3GPP, TS24.229, URL:http://www.3gpp.org/

	[3GPP TS 26.141]
	“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs”, 3GPP, TS26.141, URL:http://www.3gpp.org/ 

	[3GPP2 X.S0013.004]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP”, 3GPP2, X.S0013.004, URL:http://www.3gpp2.org/

	[draft-referred-by]
	“Updates to Referred-By in the Session Initiation Protocol (SIP)”, S. Loreto et al, June 2010, URL:http://tools.ietf.org/html/draft-loreto-dispatch-3892bis-01 

	[GSMA IR 84]
	“Video Share Phase 2 Interoperability Specification, 1.0”, GSM Association, PRD IR.84 1.0, URL:http://www.gsmworld.com/documents/IR.84v1_0.pdf

	[GSMA IR.74]
	“Video Share Interoperability Specification, 1.3”, GSM Association, PRD IR.74 1.3, URL:http://www.gsmworld.com/documents/IR7413.pdf 

	[GSMA IR.92]
	“IMS Profile for Voice and SMS, 1.0”, GSM Association, PRD IR.92 1.0, URL:http://www.gsmworld.com/documents/IR9210.pdf

	[OMA Client Provisioning]
	“OMA Client Provisioning”, Open Mobile Alliance™, OMA-ERP-ClientProvisioning-V1_1, URL:http://www.openmobilealliance.org/  

	[OMA DM]
	"OMA Device Management Protocol", Open Mobile Alliance™, OMA-TS-DM_Protocol-V1_3, URL:http://www.openmobilealliance.org/  

	[OMA Provisioning Content] 
	"Provisioning Content”, Open Mobile Alliance(, OMA-WAP-TS-ProvCont-V1_1 URL:http://www.openmobilealliance.org/ 

	[OMA-CPM_TS_MessageStorage]
	“CPM Message Storage; Open Mobile Alliance ™, OMA-TS-CPM_MessageStorage -V2_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-SD]
	“Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_System_Description-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-PAP]
	“Push Access Control”, Open Mobile Alliance™, OMA-TS-PAP-V2_3, URL:http://www.openmobilealliance.org/

	[OMA-POC]
	“Push to talk Over Cellular”, Open Mobile Alliance™, OMA-TS-PoC_System_Description-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-Push-Message]
	“Push Message”, Open Mobile Alliance™, OMA-TS-Push_Message-V2_3, URL:http://www.openmobilealliance.org/

	[OMA-Push-OTA]
	“Push over the Air”, Open Mobile Alliance™, OMA-TS-PushOTA-V2_3, URL:http://www.openmobilealliance.org/

	[OMA-SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[OMA-SIMPLE-IM]
	“Instant Messaging using SIMPLE”; Open Mobile Alliance™, OMA-TS-SIMPLE_IM-V1_0, URL:http://www.openmobilealliance.org/   

	[OMA-XDM-AD]
	“XML Document Management Architecture”; Open Mobile Alliance™, OMA-AD-XDM-V2_1, URL:http://www.openmobilealliance.org/   

	[OMA-XDM-Core]
	“XML Document Management (XDM) Specification”; Open Mobile Alliance™, OMA-TS-XDM_Core-V2_1, URL:http://www.openmobilealliance.org/   

	[OMA-XDM-Group]
	“Group XDM Specification”, Open Mobile Alliance™, OMA-TS-XDM_ Group-V1_1, URL:http://www.openmobilealliance.org/

	[OMA-XDM-List]
	“XML List Specification”; Open Mobile Alliance™, OMA-TS-XDM_List-V2_1, URL:http://www.openmobilealliance.org/   

	[OMA-XDM-Policy]
	“Policy XDM Specification”; Open Mobile Alliance™, OMA-TS-XDM _Policy-V1_1, URL:http://www.openmobilealliance.org/   

	[OMA-XDM-UPP]
	“UPP Directory XDM Specification”; Open Mobile Alliance™, OMA-TS-XDM_UPP_Directory-V1_0, URL:http://www.openmobilealliance.org/   

	[RFC2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et al, November 1996, URL:http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2183]
	“Communicating Presentation Information in Internet Messages: The Content-Disposition Header Field”, R. Troost et al, August 1997, URL:http://www.ietf.org/rfc/rfc2183.txt

	[RFC2822]
	“Internet Message Format”, P. Resnick, April 2001, URL:http://www.ietf.org/rfc/rfc2822.txt

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3264]
	“An Offer/Answer Model with the Session Description Protocol (SDP) ”, J. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3264.txt 

	[RFC3265]
	

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, J. Peterson, November 2002, URL:http://www.ietf.org/rfc/rfc3323.txt

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, C. Jennings et al, November 2002, URL:http://www.ietf.org/rfc/rfc3325.txt

	[RFC3326]
	“The Reason Header Field for the Session Initiation Protocol”, H. Schulzrinne, December 2002, URL:http://www.ietf.org/rfc/rfc3326.txt

	[RFC3420]
	“Internet Media Type message/sipfrag”, R. Sparks, November 2002, URL:http://www.ietf.org/rfc/rfc3420.txt

	[RFC3428]
	“Session Initiation Protocol (SIP) Extension for Instant Messaging”, B. Campbell (Editor), December 2002, URL:http://www.ietf.org/rfc/rfc3428.txt

	[RFC3501]
	“Internet Message Access Protocol - Version 4rev1”, M. Crispin, March 2003, URL:http://www.ietf.org/rfc/rfc3501.txt

	[RFC3515]
	“The Session Initiation Protocol (SIP) Refer Method”, R. Sparks, April 2003, URL:http://www.ietf.org/rfc/rfc3515.txt

	[RFC3550]
	“RTP: A Transport Protocol for Real-Time Applications”, H. Schulzrinne et al, July 2003, URL:http://www.ietf.org/rfc/rfc3550.txt

	[RFC3680]
	“A Session Initiation Protocol (SIP) Event Package for Registrations”, J. Rosenberg, March 2004, URL:http://www.ietf.org/rfc/rfc3680.txt

	[RFC3840]
	"Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)", J. Rosenberg et al, August 2004, URL:http://www.ietf.org/rfc/rfc3840.txt

	[RFC3841]
	“Caller Preferences for the Session Initiation Protocol (SIP)”, J. Rosenberg et al, August 2004, URL:http://www.ietf.org/rfc/rfc3841.txt

	[RFC3862]
	“Common Presence and Instant Messaging (CPIM): Message Format”, G. Klyne et al, August 2004, URL:http://www.ietf.org/rfc/rfc3862.txt

	[RFC3903]
	“Session Initiation Protocol (SIP) Extension for Event State Publication”, A. Niemi (Editor), October 2004, URL:http://www.ietf.org/rfc/rfc3903.txt

	[RFC3994]
	Indication of Message Composition for Instant Messaging IETF RFC

URL:http://tools.ietf.org/html/rfc3994

	[RFC4028]
	“Session Timers in the Session Initiation Protocol (SIP)”, S. Donovan et al, April 2005, URL:http://www.ietf.org/rfc/rfc4028.txt

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P. Leach et al, July 2005, URL:http://www.ietf.org/rfc/rfc4122.txt

	[RFC4353]
	“Conferencing Framework with SIP”, J. Rosenberg, February 2006, URL:http://www.ietf.org/rfc/rfc4353.txt

	[RFC4483]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger (Editor), May 2006, URL:http://www.ietf.org/rfc/rfc4483.txt

	[RFC4488]
	“Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription”, O. Levin, May 2006, URL:http://www.ietf.org/rfc/rfc4488.txt

	[RFC4566]
	“SDP: Session Description Protocol”, M. Handley et al, July 2006, URL:http://www.ietf.org/rfc/rfc4566.txt

	[RFC4575]
	“A Session Initiation Protocol (SIP) Event Package for Conference State”, J. Rosenberg et al, August 2006, URL:http://www.ietf.org/rfc/rfc4575.txt

	[RFC4579]
	“Session Initiation Protocol (SIP) Call Control - Conferencing for User Agents”, A. Johnston et al, August 2006, URL:http://www.ietf.org/rfc/rfc4579.txt

	[RFC4975]
	“The Message Session Relay Protocol (MSRP)”, B. Campbell (Editor), September 2006, URL:http://www.ietf.org/rfc/rfc4975.txt

	[RFC5092]
	“IMAP URL Scheme”, A. Melnikov (Editor), November 2007, URL:http://www.ietf.org/rfc/rfc5092.txt

	[RFC5318]
	“The Session Initiation Protocol (SIP) P-Refused-URI-List Private-Header (P-Header) ”, J. Hautakorpi et al, December 2008, URL:http://www.ietf.org/rfc/rfc5318.txt

	[RFC5364]
	“Extensible Markup Language (XML) Format Extension for Representing Copy Control Attributes in Resource Lists”, M. Garcia-Martin et al, October 2008, URL:http://www.ietf.org/rfc/rfc5364.txt

	[RFC5365]
	“Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol”, M. Garcia-Martin et al, October 2008, URL:http://www.ietf.org/rfc/rfc5365.txt

	[RFC5366]
	“Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)”, G. Camarillo et al, October 2008, URL:http://www.ietf.org/rfc/rfc5366.txt

	[RFC5368]
	“Referring to Multiple Resources in the Session Initiation Protocol (SIP)”, G. Camarillo et al, October 2008, URL:http://www.ietf.org/rfc/rfc5368.txt

	[RFC5438]
	“Instant Message Disposition Notification (IMDN)”, IETF RFC, URL:http://tools.ietf.org/html/rfc5438

	[RFC5438Errata]
	Instant Message Disposition Notification (IMDN) IETF RFC 5438  Errata ID 3013

URL:http://www.rfc-editor.org/errata_search.php?rfc=5438 (see also section C.2)

	[RFC5547]
	“A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer”, M. Garcia-Martin et al, May 2009, URL:http://www.ietf.org/rfc/rfc5547.txt

	[RFC5626]
	“Managing Client-Initiated Connections in the Session Initiation Protocol (SIP)”, C. Jennings (Editor), October 2009, URL:http://www.ietf.org/rfc/rfc5626.txt

	[RFC5627]
	“Obtaining and Using Globally Routable User Agent URIs (GRUUs) in the Session Initiation Protocol (SIP)”, J. Rosenberg, October 2009, URL:http://www.ietf.org/rfc/rfc5627.txt 

	[RFC5628]
	“Registration Event Package Extension for Session Initiation Protocol (SIP Globally Routable User Agent URIs (GRUUs)”, P. Kyzivat, October 2009, URL:http://www.ietf.org/rfc/rfc5628.txt 

	[RFC5806]
	“Diversion Indication in SIP”, S. Levy, March 2010, URL:http://www.ietf.org/rfc/rfc5806.txt 

	[RFC5876] 
	“Updates to Asserted Identity in the Session Initiation Protocol (SIP)”, J. Elwell, April 2010, URL:http://www.ietf.org/rfc/rfc5876.txt

	[RFC6135]
	“An Alternative Connection Model for the Message Session Relay Protocol”, C. Holmberg et al, June 2010, URL:http://www.ietf.org/rfc/rfc6135.txt 

	[RFC6665]
	“SIP-Specific Event Notification”, A. B. Roach, July 2012, URL:http://www.ietf.org/rfc/rfc6665.txt

	[RFC6714] 
	“Connection Establishment for Media Anchoring (CEMA) for the Message Session Relay Protocol (MSRP)”, C. Holmberg et al, August 2012, URL:http://www.ietf.org/rfc/rfc6714.txt


Change 2:  Replace all RFC3265 reference in the sections with RFC6665 

7.2.3.1. Subscribe to Deferred CPM Message Info
If device settings are set to pull Deferred CPM Standalone Messages, the CPM Client SHALL subscribe to the “deferred-messages” event package in order to receive information about Deferred CPM Standalone Messages. The CPM Client:

1. SHALL generate a SIP SUBSCRIBE request, according to the rules and procedures of[RFC6665] with the following clarifications:
a. SHALL set the Request-URI to the following address: CPMDeferredMsgMgmt@hostname as provisioned to the CPM Client;
b. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;
c. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;

d. MAY include one of the registered CPM Addresses of the CPM User as described in section 6.1”Authenticated Originator’s CPM Address” as the authenticated originator's CPM Address;
e. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.deferred’;

f. SHALL set the Event header field to “deferred-messages”;
g. SHALL set the Expires header field to “0”;
h. SHALL send the SUBSCRIBE request according to the rules and procedures of the SIP/IP core. 
Upon receiving a SIP NOTIFY request with the information on the Deferred CPM Standalone Messages, the CPM Client SHALL display the list of Deferred CPM Standalone Messages to the CPM User and SHALL allow the CPM User to process the list as described in section 7.2.3.2.1 “Handling Deferred CPM Message(s) before Having Received an Expiry Notification 
[…]
7.3.10.1. Subscribe to Receiving CPM Group Session Participant Information
When a CPM Client needs to subscribe to CPM Group Session Participant Information, the CPM Client:

1. SHALL generate a SIP SUBSCRIBE request, according to the rules and procedures of [RFC6665]  and [RFC4575];

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the CPM Group Session Identity; 
3. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’;
5. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
6. SHALL send the SIP SUBSCRIBE request according to the rules and procedures of the SIP/IP core.

The response to the SIP SUBSCRIBE request SHALL be handled according to the rules and procedures of [RFC6665]  and [RFC4575], and rules and procedures of the SIP/IP core.

When needed the CPM Client SHALL terminate the subscription according to the rules and procedures of [RFC6665] .
7.3.10.2. Receive Participant Information Notification

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as a previously sent SIP SUBSCRIBE request for subscribing to participation information, the CPM Client:

1. SHALL handle the request according to the rules and procedures of [RFC6665]  and [RFC4575], supporting the <status> element values and <disconnection-method> element values described in sect. 9.2.14.3. “Sending Participant Information Notifications “;

2. MAY display the Participants of the CPM Group Session by that are included in the chat Blacklist URI-list stored in [OMA-XDM-List].
[…]

8.1.1. Receive SIP REGISTER Notification

The CPM Participating Function SHALL support receiving 3rd party REGISTER from the SIP/IP core according to [3GPP TS 24.229] clause 5.4.1.7. 

Upon receiving a SIP REGISTER request the CPM Participating Function:

1. SHALL generate a SIP 200 "OK" response according to the rules and procedures of [RFC3261]; and,
2. SHALL send the SIP 200 "OK" response according to the rules and procedures of SIP/IP core.
If the CPM Participating Function is not already subscribed to the "reg" event package as specified in [RFC3680] for the CPM User Address received in the SIP REGISTER request, the CPM Participating Function:

1. SHALL generate a SIP SUBSCRIBE request according to the rules and procedures of [RFC6665]and [RFC3680]; 

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the CPM User Address received in the SIP REGISTER request; 

3. MAY set an expiration timer in Expires header with a value according to the rules and procedures of [RFC3903], in the same range as the registration timer recommendations for the SIP/IP core;

4. SHALL send the SUBSCRIBE request according to the rules and procedures of the SIP/IP core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to the rules and procedures of [RFC6665]  and [RFC3680], and rules and procedures of the SIP/IP core.

8.1.2. Receive Registration Event Information Notifications

Upon receiving a SIP NOTIFY request as the result of the "reg" event subscription, containing the Registration Event Information as specified in [RFC3680] and [RFC5628], the CPM Participating Function:

1. SHALL generate a SIP 200 "OK" response according to the rules and procedures of [RFC6665]  and [RFC3680];
2. SHALL send the SIP 200 "OK" response according to the rules and procedures of SIP/IP core;
3. SHALL store the Registration Event Information, if there is no Registration Event Information already associated with the CPM User address. Otherwise, the CPM Participating Function SHALL replace the old Registration Event Information with the Registration Event Information received in the SIP NOTIFY request.

8.1.3. Terminating the Subscription to Registration Event Information

The CPM Participating Function MAY terminate the subscription at any time, according to the rules and procedures of [RFC6665]  and [RFC3680].
[…]

8.2.2.6. Handling of Participants Information
When a CPM Participating Function needs to obtain the Participants Information of a CPM Group Session, it subscribes to the CPM Controlling Function hosting the focus, using the conference event package described in [RFC4575].

The CPM Participating Function:

1. SHALL generate a SIP SUBSCRIBE request, according to the rules and procedures of [RFC6665]  and [RFC4575];

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the CPM Group Session Identity; 
3. SHALL include an Accept-Contact header with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. the CPM Participating Function SHALL set only one of the following header fields depending on whether the CPM Participating Function is:

a. in an untrusted domain, then it SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, else if  the CPM Participating Function is; 
b. in a trusted domain, then it SHALL set the P-Asserted-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’; 
Note: the case described in bullet 4.a. is applicable in deployment scenarios where the CPM Participating Function is in a different domain than the SIP/IP Core of the CPM User, outside the trust domain, as described in [3GPP TS 24.229] sect. 4.4. “Trust domain”.
5. SHALL include a Contact header with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
6. SHALL populate the From header field with CPM Participating Function’s own SIP URI such as the CPMDeferredMsgMgmtURI;
7. SHALL set the P-Asserted-Identity header field to the SIP URI of the CPM User’s SIP URI;
8. SHALL send the SIP SUBSCRIBE request according to the rules and procedures of the SIP/IP core.

The response to the SIP SUBSCRIBE request SHALL be handled according to the rules and procedures of [RFC6665] and [RFC4575], and rules and procedures of the SIP/IP core.

When the CPM Participating Function needs to terminate the subscription, it SHALL proceed according to the rules and procedures of [RFC6665] .
Note: The CPM Participating Function should keep locally the latest Participants Information received in the SIP NOTIFY to be delivered to CPM Client as part of the deferred delivery of the CPM Group Session to the CPM Client.

8.2.2.6.1. Receive Participant Information Notification
Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as a previously sent SIP SUBSCRIBE request for subscribing to participation information, the CPM Participating Function:

1. SHALL handle the request according to the rules and procedures of [RFC6665]  and [RFC4575];
2. when receiving Subscription-State header to "terminated; reason=noresource" indicating that the CPM groups Sessions is now terminated or inactive, then:
· if the action element includes an ‘<allow-store>’ sub-element set to “true”, or 
· a sub-element <allow-offline-storage> set to true, 
· then CPM Participating Function SHALL store the up-to-date Participant Information in a new Group State Object in the CPM Message Store Server under the CPM Session folder. This will result in multiple Group State Objects, each of which includes a snapshot state along the course of the CPM Session; The Group State Object with the latest timestamp includes the last state of the CPM Session.
 […]

8.3.1.5.5. Handle a Deferred CPM Message Information Request

NOTE: 
The Deferred CPM Message information request is handled as an originating network service.

Upon receiving a SIP SUBSCRIBE request with the Event header set to ’deferred-messages’, the CPM Participating Function:
1. SHALL perform the actions to verify the authenticated originator's CPM Address and authorize the request and if it is not authorized the CPM Participating Function SHALL return a SIP 403 "Forbidden" response and SHALL include an Warning header with the  warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261]; 
Otherwise, continue with the rest of the steps;
2. SHALL generate a SIP 200 "OK" response to the SIP SUBSCRIBE request according to the rules and procedures of [RFC6665] ;
3. SHALL set the Contact header of the SIP response to the address of the CPM Participating Function;
4. SHALL send the SIP response towards the CPM Client according to the rules and procedures of the SIP/IP core;
5. SHALL generate an initial SIP NOTIFY request according to the rules and procedures of [RFC6665]  with the clarifications in this section;
The CPM Participating Function SHALL include a MIME msginfo+xml body as follows:
a. SHALL include a <message-list> element;
b. SHALL include a <message> element for each of the deferred messages:
i. SHALL include the <message> attribute containing the elements defined in Appendix J “Deferred Messages event package definition”.
6. SHALL send the NOTIFY request according to the rules and procedures of the SIP/IP core.
7. SHALL terminate the subscription for this event.
[…]

9.2.14.1. CPM Group Session Participant Information Request

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to the rules and procedures of [RFC4575], the CPM Controlling Function:
1. SHALL, if the Request-URI contains a CPM Group Session Identity, check whether the CPM Group Session Identity in the Request-URI is owned by the CPM Controlling Function. If not, the CPM Controlling Function SHALL return a SIP 404 “Not found” response; 

Otherwise continue with the rest of the step;

2. SHALL verify the authenticated originator’s CPM Address and authorize the request according to CPM Pre-defined Group policy and/or service provider policy and if it is not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include an Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
NOTE: 
Service provider policy, e.g. number of simultaneous subscriptions exceeded, may cause the CPM Controlling Function to reject the subscription request.
3. In case of CPM Ad-hoc Group, SHALL check if the requesting CPM User is a Participant. If not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include an Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. A CPM Participating Function serving a Participant SHALL be accepted by the CPM Controlling Function as a valid subscription on behalf of a Participant (e.g. CPM Participating Function subscribes to the conference event package in the deferred CPM Group Session scenario).

Otherwise, continue with the rest of the steps;

4. In case of CPM Pre-defined Group, SHALL check whether the authenticated originator’s CPM Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [OMA-XDM-Group] and if user is a Participant in the CPM Group Session. If it is not allowed or if the requesting CPM User is not a Participant, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include an Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with the rest of the steps;

5. SHALL create a subscription to the conference state of the CPM Group Session according to the rules and procedures of [RFC6665]  and [RFC4575] and SHALL generate a SIP 200 "OK" response to the SIP SUBSCRIBE request according to the rules and procedures of [RFC6665]  and  [RFC4575];
6. SHALL set the Contact header of the SIP response to the address of the CPM Controlling Function;
7. SHALL send the SIP response according to the rules and procedures of the SIP/IP core;
8. SHALL generate an initial SIP NOTIFY request as specified in section  9.2.14.3 “Sending Participant Information Notifications”;
9. SHALL send the SIP NOTIFY request to the CPM Client according to the rules and procedure of the SIP/IP core.
10. If the CPM Group Session is still active, the CPM Controlling Function keeps the subscription and further provides conference state updates. 

· When a change in the subscribed state occurs, the CPM Controlling Function SHOULD generate and send a SIP NOTIFY request as specified in section 9.2.14.3 “Sending Participant Information Notifications” and according to the rules and procedures of SIP/IP core respectively.
11. When needed the CPM Controlling Function SHALL terminate the subscription and indicate it to the CPM Client as described in the section 9.2.14.4 “Terminating the Subscription”.

9.2.14.2. Long-lived CPM Group Session
The Long-lived CPM Group Session requires the CPM Controlling Function to keep the conference information related to the CPM Group Session after the CPM Group Session became inactive, for a duration that is subject to service provider policies. This allows the CPM Controlling Function to further serve requests related to the Long-lived CPM Group Session (e.g. re-start of Long-lived CPM Group Session). 
The minimum conference information kept is: 


Conversation-ID, Contribution-ID and CPM Group Session Identity;

· last Participants Information, and;

· type of the CPM Group Session (e.g. Closed or not).

9.2.14.3. Sending Participant Information Notifications

When the CPM Controlling Function needs to notify a Participant of changes to the Participant Information, it SHALL generate a SIP NOTIFY request according to the rules and procedures of [RFC6665]  with the following clarifications:
1. When reporting changes in the Participant information, the CPM Controlling Function SHALL use partial notification according to the rules and procedures of [RFC4575];
2. The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to the rules and procedures of [RFC4575] with the following limitations:

a. The CPM Controlling Function SHALL include the CPM Group Session Identity in the <entity> attribute of the <conference-info> element;
b. The CPM Controlling Function SHALL include a <user> element. The "user" element:
i. SHALL include the <entity> attribute. The <entity> attribute:
· SHALL for the originating CPM Client include the authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
· SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
· SHALL for an invited CPM Client include the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
· SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
· SHALL include, for each Participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the Participant’s own information as defined in Appendix M of [OMA-SIMPLE-IM].
ii. MAY include the <display-text> element. If include, the <display-text> element SHALL include the Display Name of the identity which was used in the <entity> attribute as defined in step a;
iii. SHALL include a single <endpoint> element. The <endpoint> element
· SHALL include the <entity> attribute;
· SHALL include the <status> element. The <status> element SHOULD have one of the following values:
a. "connected", when the Participant has joined to the CPM Group Session; or,
b. "disconnected", when the Participant has left the CPM Group Session since the last SIP NOTIFY request was sent with the following <disconnection-method> element values:  “departed”, “booted” or “failed”.
c. “pending”, when the acceptance of the CPM Group Session invitation was not yet received from the Participant as per [RFC4575]).
Next, The CPM Controlling Function SHALL send the SIP NOTIFY request according to the rules and procedures of the SIP/IP core.

The CPM Controlling Function SHOULD limit the rate of SIP NOTIFY requests sent towards a Participant.
NOTE: 
How a CPM Controlling Function limits the rate of SIP NOTIFY requests sent towards the CPM Client is out of scope of this specification.
9.2.14.4. Terminating the Subscription

The CPM Controlling Function:

1. SHALL terminate all subscriptions for Participant information for the CPM Group Session when the CPM Group Session is released and –only accept new subscriptions for Long-lived CPM Group Sessions;

2. MAY terminate the subscription for an CPM Client when it leaves the CPM Session;

3. For each subscription that is terminated the CPM Controlling Function:

a. SHALL generate a SIP NOTIFY request according to the rules and procedures specified in [RFC6665] ;

b. SHALL set the Subscription-State header to "terminated; reason=noresource"; and,

c. SHALL send the SIP NOTIFY request to the CPM Client according to the rules and procedures of SIP/IP core.
[…]

Appendix J.  Deferred Messages event package definition

A new event package is defined for deferred messages. The CPM Client subscribes to this event to receive information about deferred messages at registration. The CPM Participating Function sends metadata about the deferred messages using this new event package.
NOTE: This event package needs to be registered with IANA and a new draft will be written and presented to IETF.

This section fills in the information required for all event packages by [RFC6665].

- Package Name

   The name of this package is "deferred-messages”

As specified in [RFC6665]this value appears in the Event header field present in SUBSCRIBE and NOTIFY requests.

   Example:

   Event: deferred-messages

- Event Package Parameters

   The SIP event framework allows event packages to define additional parameters carried in the Event header field.  This package, deferred-messages, does not define any additional parameters.

- SUBSCRIBE Bodies

There is no body for the SUBSCRIBE to this event package

- Subscription duration

Only subscriptions with an Expires header of zero “0” are supported; 

- NOTIFY body

The body of the NOTIFY will consist of an XML body containing the deferred messages metadata as described below.

The namespace URI for elements defined in this proposed event package is a URN, using the namespace identifier 'ietf'.  This URN is:

      urn:ietf:params:xml:ns:msginfo

A new MIME type, application/msginfo+xml is defined for this event package:

MIME media type name: application
MIME subtype name: msginfo+xml
Change 3:  End of changes
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