Doc# OMA-COM-CPM-2014-0080-CR_clarification_proceduresFT_suspend.doc
Change Request

Doc# OMA-COM-CPM-2014-0080-CR_clarification_proceduresFT_suspend.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request



Change Request

	Title:
	Clarify the procedures from RFC
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	COM-CPM WA

	Doc to Change:
	OMA-TS-CPM_Conversation_Function-V2_0-20140728-D

	Submission Date:
	28 July 2014

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Cristina Badulescu, Ericsson; cristina.badulescu@ericsson.com

	Replaces:
	n/a


1 Reason for Change

R01 – online edit during CPM CC Aug 13

The e2e procedures for FT suspend/resume are not described anywhere especially for  the case profiled by RCS (i.e. 1 file per FT request) , so implementations would need to put the RFC + CPM spec together and may come up with various interpretations of how to correlate the two specs. 

This CR addresses this issue and describes these exact procedures.

For the abortion of a file transfer the procedures are endorsed and aggregated in RFC 5547, in section 8.4. “Aborting an Ongoing File Transfer Operation”.

The closure of the FT is done via SIP BYE, and in case only 1 file is part of a FT request, then no re-INVITE is needed as the RFC describes.
The CR also aligns with current RCS 5.1 spec sect. 3.5.4.2 which states that the Group Chat focus shall not relay any FT resume requests to the initiator of the FT and shall instead reject any group File Transfer resume requests with SIP 488.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Conversation 2.0.
6 Detailed Change Proposal

Change 1:  Section 7.4.3.
7.4.3. CPM File Transfer Session Release

When a CPM File Transfer session is completed:

· the sending CPM Client SHALL send a SIP BYE to close the session as described in section 7.3.4.1 “Closing a CPM 1-1 Session” , with the following clarifications:

· Upon receiving the 200 “OK” SIP response to the SIP BYE request, if the CPM File Transfer was stored in the CPM Message Store by the CPM Participating Function serving the CPM Client, the CPM Client SHALL retrieve the UID value of the CPM File Transfer object from the Message-UID header field. This value is used further by the CPM Client for correlation during the message synchronization process with CPM Message Store.

· the receiving CPM Client, upon receiving a SIP BYE request to close CPM File Transfer session:

· if the CPM File Transfer object was stored in the CPM Message Store, the CPM Client SHALL retrieve the UID value of the CPM File Transfer object from the Message-UID header field of the SIP BYE request;
· CPM Client SHALL return a 200 “OK” SIP response to the CPM Participating Function as described in [RFC3261].
If the file sender or the file receiver wishes to abort the file transfer during the CPM File Transfer, the CPM Client SHALL follow section 8.4. “Aborting an Ongoing File Transfer Operation” of  [RFC5547] . 
The CPM Client determines that a CPM File Transfer interruption was:

a. User triggered, as described in [RFC5547]:
i. by the sending CPM Client:
1. the sending CPM Client SHALL abort the MSRP request by including the '#' character in the continuation field of the end-line of the on-going MSRP SEND request, according to the procedures in [RFC4975]. The receiving CPM Client SHALL acknowledge this MSRP SEND request with a MSRP 200 OK response;
2.  if the CPM File Transfer request included other files than the one being interrupted, then the sending CPM Client SHALL update the CPM File Transfer session via a SIP re-INVITE request as described in [RFC5547]. 
3. Otherwise, if the aborted file is the only file, or the last file, transmitted within the CPM File Transfer request (SIP INVITE) then the CPM Client SHALL NOT send a re-INVITE with the “m=”line set to 0, but it SHALL close the CPM File Transfer session by sending a SIP BYE request with the Reason header field containing a reason-protocol set to SIP and a reason-cause set to value of “200” and SHALL release the Media Plane resources associated with this CPM File Transfer request;

4. If the interruption by the sending CPM Client was due to receipt of a MSRP failure report or a failure transaction response for a chunk that is currently being delivered, as described in section 7.3.2. of [RFC4975], the sending CPM Client SHALL abort the outgoing MSRP request as per procedures described in [RFC4975] and [RFC5547], by including the '#' character in the continuation field of the end-line of a SEND request.  As an addition to [RFC5547] procedures, if  there are no more files to be transmitted within the on-going CPM File Transfer request, the sending CPM Client SHALL send a SIP BYE request with a Reason header field including reason-protocol set to SIP and a reason-cause set to “480” to indicate that it was not a user triggered interruption. After that it SHALL release the Media Plane resources associated with this CPM File Transfer request. 

ii. by the recipient CPM Client:

1. If the value of the MSRP Failure-Report header of the incoming MSRP SEND request was set to “yes”, or there was no Failure-Report header present (hence the default value of “yes” is assumed), the recipient CPM Client SHALL respond with a MSRP 413 error response to the last received MSRP SEND request as per procedures in [RFC5547]. The sending CPM Client SHALL stop sending further MSRP SEND requests upon receiving the MSRP 413 error response;
a. As an addition to [RFC5547] procedures, in case the aborted file is the only file, or the last file, transmitted in the CPM File Transfer request (SIP INVITE), then the CPM Client SHALL NOT send a re-INVITE with the “m=”line set to 0 but SHALL rather send a SIP BYE request containing Reason header field with a reason-protocol set to SIP and a reason-cause set to value of “200”, to close the CPM File Transfer session and SHALL release the Media Plane resources; 

2. If the value of the MSRP Failure-Report header of the incoming MSRP SEND request was set to “no”, the recipient CPM Client SHALL close the MSRP session by sending a new offer via a re-INVITE in which the “m=” line corresponding to the aborted file is set to 0 as per procedures in [RFC5547];  
a. As an addition to [RFC5547] procedures, in case the aborted file is the only file transmitted in the CPM File Transfer request (SIP INVITE), or the last file, then the CPM Client SHALL NOT send a re-INVITE with the “m=”line set to 0 but SHALL rather send a SIP BYE request with Reason header field containing the reason-protocol set to SIP and a reason-cause set to “200” to close the CPM File Transfer session. Upon receiving it, the sending CPM Client SHALL stop sending further MSRP SEND requests and SHALL respond with a SIP 200 OK response to the SIP BYE request, to close the CPM File Transfer session and SHALL release the Media Plane resources;
3. If an ongoing MSRP SEND request is being transmitted by the sending CPM Client when it receives a MSRP 413 error response, or a SIP BYE request, the sending CPM Client SHALL abort the MSRP message by including the '#' character in the continuation field of the end-line of a SEND request, according to the MSRP procedures in [RFC4975].

b. Network triggered:

1. when the CPM Client receives a SIP BYE request with a Reason header field with the reason-protocol set to SIP and the reason-cause set to a value different than “200”. In this case, the CPM Client SHALL assume that CPM File Transfer has been interrupted by the network, as described in section 8.2.2.3 “ Handle a SIP BYE Request“.

All SIP BYE requests sent by the CPM Client to terminate a SIP session SHALL be generated as described in section 7.3.1.4. “Closing a CPM 1-1 Session“  for 1-1 File Transfer and to section 7.3.4.2. “Leaving a CPM Group Session“ for Group File Transfer.

Change 2:  PF resuming deferred delivery
8.3.3.6. Receiving SIP INVITE request for pull of CPM File Transfer file(s)
The CPM Participating Function SHALL handle a SIP INVITE for a CPM File Transfer pull as follows:

1) SHALL verify the received ‘file-transfer-id’ and ‘file-name’ SDP attributes with previously stored values.  If the SDP does not match, the CPM Participating Function SHALL response with a SIP 488 “Not Acceptable Here” response with the correct SDP parameters. 
2) If the CPM File Transfer pull is a resume of an interrupted CPM File Transfer and the CPM Participating Function finds a match for the file attributes above, then it SHALL proceed as described in section 7.4.5.2. “Responding Side “ assuming the role of the original sender;
3) Otherwise, it SHALL return a SIP 200 “OK” response as described in the following steps.
When sending a SIP 200 "OK" response, the CPM Participating Function:

A. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

B. SHALL include a Server header to indicate the OMA CPM release version of the CPM Participating Function as specified in Appendix D ”Release Version in User-agent and Server headers”;

C. SHALL include the SDP answer containing the file identities of the files as described in [RFC5547];

D. SHALL execute the Media Plane procedures as described in section 7.3.9.1 “MSRP-based Media Streams” to receive the files.

Change 3:  Sect 7.4.5 – resumption client procedures
7.4.5. Resuming an interrupted CPM File Transfer

During the CPM File Transfer session, the CPM Clients SHALL track how much of the data has been sent or received (as applicable). If the File Transfer session is interrupted, the affected CPM Client MAY request to resume the interrupted file transfer from the point of interruption, without having to transfer the entire file again. 

7.4.5.1. Requesting Side

The CPM Client which requests to resume a CPM Filer Transfer (the requestor) SHALL follow the procedures defined in 7.4.1 “CPM File Transfer Session Initiation” to initiate a new File Transfer and resumption procedures of [RFC5547], with the following clarifications:

1. If the resuming CPM Client is the original receiver, then:

a. If the device identifier of the CPM File Transfer originator was included in the initial SIP INVITE received, the requestor CPM Client SHALL include the same device identifier in the new SIP INVITE retrieved following the procedures of section 6.1.1. ” Identifying the sender device in SIP requests and responses”;
2. Else, if the resuming side is the original sender, then:

a. If the device identifier of the CPM File Transfer recipient was included in the SIP 200 OK response received to the SIP INVITE, the requestor CPM Client SHALL include the same device identifier in the new SIP INVITE, retrieved following the procedures of section 6.1.2. ” Identifying the recipient device in SIP requests and responses”;
3. SHALL include in the SDP appropriate attributes and values according to [RFC5547] to indicate the file(s) for which the CPM File Transfer session activity is to resume, such as:

a. SHOULD include the 'file-range' attribute in SDP set to the range of octets from the file (start and stop offset octets, both inclusive) as per procedures described in [RRC5547], to indicate to the file sender (e.g. sending CPM Client, CPM Participating Function) where to start the resumption of the file transmission.  The absence of the ‘file-range’ attribute in SDP indicates that the CPM File Transfer SHALL start with the first octet of the file and end with the last octet (i.e., the whole file is transferred);
b.  SHALL contain the following direction attribute: 

i. “a=recvonly” indicating a CPM File Transfer pull request, as per procedures described in [RFC5547], if the resume requestor is the original receiver;

ii. “a=sendonly” if the resume requestor is the original sender.

4. Upon receiving a 200 OK response, the requestor CPM Client SHALL set up the Media Plane, with the appropriate Byte Range header field values in MSRP request, according to [RFC5547]. 
5. Once the File Transfer is completed, the resuming CPM Client SHALL terminate the session following same procedures as described in section 7.3.4.1. “Closing a 1-1 CPM Session”.
7.4.5.2. Responding Side

When receiving a new SIP INVITE for a CPM File Transfer request, the CPM Client respond to a resume request (the responder), SHALL proceed as follows:

1. If the responding CPM Client is the original sender, and still has the requested file(s), it SHALL send back a 200 OK response with the SDP containing the requested file name(s) and the associated 'file-range' attribute in the SDP answer with the same range of values as requested in the SIP INVITE. The device identifier used in the CPIM From header is set as described in section 6.1.1. ” Identifying the sender device in SIP requests and responses”.  
2. If the responding CPM Client is the original recipient, it SHALL follow the procedure defined in 7.4.2 “Receiving a CPM File Transfer Request”, with the appropriate Byte-Range header field values in the MSRP request. The receiving CPM Client SHALL send back any requested IMDN via SIP MESSAGE.
If the responding CPM Client:

i. does not support CPM File Transfer resumption, or

ii. if the file for which resumption is requested or offered is not known on the responding CPM Client (e.g. the originally transmitted bytes were discarded, or the file has changed from the version sent originally), then:
a) if the resumption of more than one file was requested, the file sender SHALL set the port number of their associated "m=" lines to zero as per regular SDP [RFC4566] procedures, in a SIP 200 OK response; or

b) if resumption of only one file was requested, the file sender’s CPM Client SHALL return a SIP 488 “Not Acceptable Here” response.
Change 4:  Group FT resume not supported
9.3. CPM File Transfer Handling

When the CPM Controlling Function receives a SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer’, it SHALL execute the processing in section 9.1.2 “Large Message Mode CPM Standalone Message ”.

NOTE: 
The SDP for Large Message Mode CPM Standalone Message and CPM File Transfer is different but the processing in the CPM Controlling Function is the same.

9.3.1. CPM File Transfer in Group Session Handling
If File Transfer in CPM Group Session is supported , the CPM Controlling Function receives a SIP INVITE request with CPM File Transfer Feature Tag and with the Request-URI having a value of the CPM Group Session Identity of the on-going active CPM Group Session, it SHALL execute the procedures in section 9.1.2 “Large Message Mode CPM Standalone Message” with the following clarifications:

1. SHALL handle the CPM Participants that did not indicate support for CPM supported MIME types in the a=accept-wrapped-types attribute of the SDP answer to the CPM File Transfer SIP INVITE, as per service provider policy; and

2. SHALL not include the recipient-list in the body of the generated INVITE requests (i.e. skip the steps 3 b, c and d, and step 4 in section 9.1.2 “Large Message Mode CPM Standalone Message ”).

If File Transfer in CPM Group Session is not supported and the CPM Controlling Function receives a SIP INVITE request with CPM File Transfer Feature Tag and with the Request-URI having a value of the CPM Group Session Identity of the on-going active CPM Group Session, it SHALL reject the SIP INVITE request with a SIP  403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].

The resumption of CPM File Transfer is not supported for the Group CPM File Transfer case. The CPM Controlling Function SHALL NOT relay a CPM File Transfer resume request to the CPM User that was the original initiator of the corresponding CPM File Transfer. The CPM Controlling Function SHALL send a SIP 488 NOT ACCEPTABLE HERE error response.
Change 5:  End of changes

�This covers section 7.3.2.from RFC4975
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