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1 Reason for Change

As per RCS5.3 CR042, STARTTLS command prior to TLS session set up was seen as redundant. The client shall initiate TLS negotiation without sending the STARTLS request.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Message Storage 2.0.
6 Detailed Change Proposal

Change 1:  Section 6.3.4. – Object Copy Operation
6.1.1 Authenticate Operation

When the CPM Client needs to authenticate with the Message Storage Server, it SHALL either use the SASL method or the plain-text username/password method.

When the Message Storage Client wants to use the SASL method, the Message Storage Client SHALL send to the Message Storage Server an AUTHENTICATE request as defined in [RFC3501] with the authentication mechanism that it wants to use and then SHALL complete the authentication process as defined in [RFC3501]. 

When the Message Storage Client wants to use the plain-test username/password method, the Message Storage Client SHALL send to the Message Storage Server a LOGIN request as defined in [RFC3501] with the username and password associated with the Message Storage Client’s CPM User.

The CPM Client SHALL set up a TLS session, prior to authenticating with the Message Storage Server. In order to do so, the Message Storage Client SHALL directly attempt the TLS session setup without sending to the Message Storage Server a STARTTLS request as defined in [RFC3501].The Message Storage Server SHALL support either TLS or PSK-TLS as defined in [RFC2246] and [OMA-SEC-CF] for the TLS protocol negotiations. 
A subset, or all of, the security and/or authentication functions of the Message Storage Server MAY be delegated to another network entity (e.g. a proxy). In such case, that network entity SHALL follow the security and/or authentication procedures defined for the Message Storage Server in this document.
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