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1 Reason for Change
R02 – updates from comments in R&A and offline. Brought back the multi-device section - text only until we get more detailed requirements on the multi-device features. Editorial enhancements in the Appendix example (italic font, separate lines, light gray for the extension points)

R01 – online edits during CPM CC April 22. Decided that multi-device forking of events not needed anymore (currently defined CPM  event <event-cpm-imap> will not use it), so removed for now.
The CR addresses the following requirements from the CPM 2.1 RD:

	
	CPM Event Reporting Framework:
	

	CPM-HLF-033
	The CPM Enabler SHALL support network receipt of event reporting from CPM User’s clients, informing of action(s) taken by the CPM User on a device, or of events that occurred on a device.
	CPM V2.1

	CPM-HLF-034
	The CPM Enabler SHALL support CPM User’s clients to receive event reporting responses from the network, informing of the results of the requested action(s), if applicable.
	CPM V2.1

	CPM-HLF-035
	The CPM Enabler SHALL support event reporting requests and responses between the network and CPM User’s clients, providing complementary information related to the reported event.
	CPM V2.1

	CPM-HLF-036
	The CPM Enabler SHALL support informing the rest of registered CPM User’s clients of events requested by one of CPM User’s clients, if applicable to that event.
	CPM V2.1

	CPM-HLF-037
	The CPM Enabler MAY support informing the rest of non-registered CPM User’s clients of events requested by one of CPM User’s clients, if applicable to that event.
	CPM V2.1


2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Conversation Functions TS 2.1.
5 Detailed Change Proposal

Change 1:  Add event reporting framework
6.6. Suitable CPM Clients

A CPM Client SHALL BE considered suitable when:

- the client capabilities indicate support for the CPM technology needed for the specific request, i.e. Pager Mode CPM Standalone Message, Large Message Mode CPM Standalone Message, CPM Session, CPM File Transfer, or support for deferred delivery or system messages, whichever is applicable, and

- the client connectivity permits use of CPM requests, and

- if server provider policies exist, then they allow delivering the specific CPM request to that CPM Client of the CPM User, and

- if CPM User preferences are used, then they also allow the delivery of the specific CPM request to that CPM Client of the CPM User.
6.7. CPM Event Reporting Framework

CPM Event Reporting Framework provides procedures and interfaces of the CPM Enabler to allow:

· A CPM Client to inform the CPM Participating Function of one or more events that have occurred on that CPM Client or device;

· A CPM Client to pass information about event(s) occurred on the device to an Application Server in the network, via the CPM Participating Function;

· The CPM Participating Function to further inform the other CPM Clients on CPM User devices, of the event(s) reported to have occurred on one of the CPM Clients of the CPM User;
· The CPM Participating Function, or an Application Server in the network via the CPM Participating Function, to provide to the CPM Client appropriate information in response to the event reported by the CPM Client.
6.7.1. Service Identification 
The CPM Event Reporting Framework requests and responses SHALL use the following CPM Feature tag for service identification:
· The value of ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ in a P-Preferred-Service or a P-Asserted-Service header field;

· The value of ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ percent encoded in the Accept-Contact header field as described in [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of a SIP MESSAGE or SIP INVITE requests and responses.
Additionally, if an Application Server in the network makes use of the CPM Event Reporting Framework to transport events information specific to the application , then it MAY define its own application identifier (IARI) to be used on the CPM request.

The CPM Participating Function SHALL check if an IARI is present on the CPM Event Reporting Framework requests, and if so, then it SHALL forward the request to the SIP/IP Core for further routing. The CPM Participating Function MAY determine if it needs to apply any of the CPM features on a CPM Event Reporting Framework carrying a IARI (e.g. deferral, interworking, store in the CPM Message Store), based on service provider policies.
6.7.2. Supported Event Reporting Scenarios
Several cases are enabled by the CPM Event Reporting Framework, listed herein.
6.7.2.1. Client reported event(s) to CPM Participating Function
The CPM Event Reporting Framework provides several CPM requests and responses mechanisms to transport the event(s) information between a CPM Client that is reporting events that have occurred on the device and the CPM Participating Function.

For CPM Event Reporting, the CPM Client or the CPM Participating Function SHALL use one of the following mechanisms:

1) a SIP MESSAGE request or a SIP INVITE request carrying service identification as described in section 6.7.1. “Service Identification”;  or,

2) a MSRP SEND request inside an already established CPM Session, containing event(s) information related to the CPM Chat Messages of the CPM Session.
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Figure x
 - CPM Event Reporting Framework requests 
6.7.2.2. CPM Enabler as a Transport for Other Applications/Enablers
CPM Event Reporting Framework can be used as transport for events and responses of other applications or Enablers, as shown below using OMA EVC as example. 
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Figure x+1 
- CPM Event Reporting Framework as transport enabler
6.7.2.3. CPM Event Reporting for Multi-device

If the multi-device feature is applicable for a specific CPM event and subject to service provider policies, when the multi-device context is applicable for the CPM User, the CPM Participating Function MAY inform in real time other CPM Client(s) belonging to the CPM User of the reported event(s). 
Editor’s Note: The logic to determine by  the CPM PF that an event needs to be sent to the other CPM User devices or not is FFS. 



6.7.3. Handling of the CPM Event Reporting requests and responses 
6.7.3.1. One Time CPM Events
For one time reporting events, the CPM Client SHALL use SIP MESSAGE requests as long as the message size fits within the configured limit for the SIP MESSAGE request.
When SIP MESSAGE request is used for CPM Event Reporting Framework, the procedures at CPM Client and CPM Participating Function for Pager Mode Standalone Messaging handling apply for both CPM Client and CPM Participating Function, except for the following:

i. deferral, or
ii. storing in the CPM Message Store, or 
iii. interworking to non-CPM technologies,

are applied to CPM Messages containing the CPM Event Reporting Content-Type, based on service provider policies.
6.7.3.2. Bi-directional Session for CPM Events

The CPM Client SHALL use a new SIP INVITE request for CPM Event Reporting, if:

1. the size of the event data exceeds the configured limit for the SIP MESSAGE request, or

2. a bi-directional communication between the CPM Client and the CPM Participating Function is expected for a sequence of events, such as :

a) the CPM Client expects that additional information is received from the CPM Participating Function to provide additional information or instructions to the CPM Client which reported the event, or
b) the CPM Client expects the CPM Participating Function to inform of the result of the previously reported event(s) which implied an action from the network side (e.g. an <event-cpm-imap > was successfully operated in the CPM Message Store).
When a new SIP INVITE request is used, the procedures at client and server for 1-to-1 CPM Session handling SHALL be used by both CPM Client and CPM Participating Function, except for the following:

1. The CPM Client: 
a) SHALL populate the CPM User’s own address in the From header field and the To header field;

b) SHALL include in the SDP offer:
i. a=accept-types attribute the CPM Event Reporting Content-Type as defined in section 6.7.3. “CPM Event Reporting Data Format“;

ii. if the event contains a request for which a result is expected by the CPM Client from the CPM Participating Function (e.g. an CPM IMAP event updating of IMAP flags in CPM Message Store for an object), then it SHALL also include in the a=accept-wrapped-types attribute the "message/imdn+xml" content for IMDN;

iii. the media direction:

1) SHALL be set to ‘sendrecv’ when the CPM Participating Function needs to provide responses or subsequent information related to the reported event back to the CPM Client; 
2) Otherwise, the media direction parameter SHALL be set to “sendonly”.
2. the CPM Participating Function:

a) SHALL determine based on service provider policies if the following CPM features must be applied to CPM Chat Messages containing the CPM Event Reporting Content-Type:

i. deferral, or

ii. storing in the CPM Message Store, or 

iii. interworking to non-CPM technologies;

3. when an action was requested by the CPM Client in the reported event(s), it SHALL return the result(s) to the CPM Client via MSRP. For each of the items reported in the event, the CPM Participating Function SHALL populate the result as an IMDN delivery report as follows:

a) a positive IMDN delivery, if the requested action in the reported event element was successful, populating in the CPIM From header field the CPM Participating Function own address; or

b) a negative IMDN delivery, if the requested action in the reported event element was unsuccessful.

Error handling by the CPM Client and CPM Participating Function shall follow the procedures for the error handling in the IMDN notifications case described in section 5.4. “Disposition notifications”.

6.7.4. CPM Event Reporting Data Definition 
The data of the event(s) reported via the CPM Event Reporting is included without a CPIM wrapper in the body of the SIP MESSAGE, or in the body of a MSRP SEND request.
The MIME Content-Type of the event reporting framework is set to: “application/vnd.oma.cpm-eventfw+xml”.

6.7.4.1. Data Semantics and Validation Constraints
The CPM Event Reporting data MAY include one or more events.  The data structure of the CPM Event Reporting is the following:
1. The top element is <cpm-evfw>  and SHALL include:
a) One or more child element(s), containing:

i. a CPM event, as defined in this specification under section 6.7.5 “CPM Defined Events”, or 
ii. Any other elements from any other namespaces for the purpose of extensibility, containing:

1) another Enabler’s event, defined by the Enabler, or 

2) an application event, defined by that application.
Only the CPM events are described in this specification. However, the CPM Event Reporting Framework provides extensibility points in the data structure that allow other specifications to define their own events and associated data structure.
6.7.4.2. Events Extensibility Rules 

Editor`s Note: The rules for how events are defined in the context of CPM Event Reporting Framework are FFS. 
6.7.5. CPM Defined Events 

CPM Enabler defines the following events data:
1) CPM IMAP events.
2) Editor’s Note: It is FFS if additional CPM events will be defined in this release.

6.7.5.1. CPM IMAP Events 

The CPM IMAP event provides a data structure that allows the following:
1) Update of IMAP flags (\Deleted and \Seen) for one or more CPM Messages and/or CPM Standalone Media objects, based on CPM User actions that have occurred on the CPM Client (e.g. CPM User has deleted a CPM Message or has displayed a CPM Message).
2) Editor’s Note: It is FFS if additional IMAP related functionality will be added as part of the CPM IMAP events defined in this release.
An <event-cpm-imap> element contains the data related to one or more IMAP operations and their related object data. The <event-cpm-imap> element has the following attributes:

· Shall have one ‘type’ attribute of type String that defines the type of the CPM IMAP event. The attribute can take the following enumerated values: “flags”;

· Shall have one ‘index’ attribute of type String which is unique within one event reporting request.

The <event-cpm-imap> element shall have one or more <operation> child elements.

The <operation> element includes the information associated to the IMAP operation and has the following attributes:

· Shall have one ‘name’ attribute is of type String and contains one of the enumerated values for the IMAP flags operations: “add” ;

· Shall have one ‘flags’ attribute of type String that contains the one of the enumerated values reflecting the supported IMAP flags:”\Seen”, “\Deleted”.

The <operation> element has one or more <object> child elements. 

The <object> element is of type String and has the following attributes:

· May have one attribute ‘uid’ of type String which includes the value of the CPM Message Store UID of the message object; 

· May have one attribute ‘folder-path’ of type String which contains the CPM Message Store mailbox storage path of the message object.

The attributes ‘uid’ and ‘folder-path’ are optional, but the CPM Client shall always include and populate them if they are known for a message object stored in the CPM Message Store.

The <object> element may have several child elements. The <message-id> child element has the syntax defined in [RFC5438] section 6.3 and it is set to the value of the IMDN <message-id> element received in the CPIM header field of the SIP or MSRP request associated with the <object>. If the bi-directional SIP INVITE mechanism is used, the <message-id> shall be present and populated for each object so the Participating Function can provide the result of the CPM Message Store update for each object using the delivery report IMDN for that <message-id>.

If the CPM Client does not know the message UID value (e.g. message received via SIP by the client and not yet synchronized with the CPM Message Store), then the CPM Client shall include and populate all applicable optional child elements of the <object> element, which are used by the CPM Participating Function and CPM Message Store to uniquely identify the corresponding stored message object, as follows:

· one <conversation-id> element of type String, set to the value of the Conversation-ID header field received in the SIP request; and,

· one <contribution-id> element of type String, set to the value of the Contribution-ID header field received in the SIP request; and,

· one <message-id> element with the syntax defined in [RFC5438] section 6.3, set to the value of the IMDN <message-id> element received in the CPIM header field of the SIP or MSRP request associated with the message; and,

· for messages belonging to a 1-to-1 conversation, one <other-party> element of type anyURI shall be present and populated with the TEL URI or the SIP URI of the other user.

The events reported by the CPM Client are not rendered to the CPM User, but they SHALL be transparently processed by the CPM Client.
The other CPM Clients SHALL learn of the IMAP event(s) at their next IMAP synchronization. 
The CPM Participating Function SHALL perform the requested update(s) into the CPM Message Store, and relay to the CPM Client the result back for each item received in the event, an IMDN delivery report for each item identified by a <message-id> element,   including:

c) a positive delivery, if the update in CPM Message Store was successful; or

d) a negative delivery if the update in CPM Message Store was unsuccessful.

The CPM Client SHALL still need to update the reported flag(s) at the next IMAP synch operation, in case the result received in the IMDN reported was unsuccessfully executed by the CPM Participating Function.

Change 2:  Add new Appendix

Appendix M. Appendix M.    Example of Event Reporting body
(Normative)

An example of the data structure of the event reporting framework structure follows:
	<?xml version="1.0" encoding="UTF-8"?>

<cpm-evfw xmlns="urn:oma:xml:cpm:evfw" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
<event-cpm-imap  type="flags“   index="gt4fd890bu8" >

<report-data>

<operation name=“add” flag=“\Seen”/>

<!--   lists the message object(s) on which the operation should be performed -->

<!--  uid attribute is optional, shall be populated if known by the CPM Client --> 

<!--  folder-path attribute is optional, shall be populated if known by the CPM client -->

              <!--  example 1: set \Seen flag on group chat object stored in /Default folder  -->

<object uid=58175 folder-path="Default/thisConversationID1234/thisContributionID5678/">    

<message-id>7QsgkAl8QZvr9XPFtiiCtLj3sls0oPof</message-id>    
<!--  mandatory element, this is the IMDN message-ID element , syntax defined in [RFC5438] section. 6.3 --> 
<extension-elements-per-object-here> <!-- EXTENSION POINTS, ADD HERE FUTURE NEW ELEMENTS -->   

</extension-elements-per-object-here>

</object>

             <!--  example 2: set \Seen flag on a 1-1 chat object for which CMS synch was not yet done  --> <object>

<conversation-id>ruhfdui134t9187698t1rgf</conversation-id>  

<contribution-id>uhfdui134t9187698t1rgfr</contribution-id>     

<other-party>tel:+15145554321</other-party>     <!--  optional element -->

<message-id>7QsgkAl8QZvr9XPFtiiCtLj3sls0oNok</message-id>
<extension-elements-per-object-here> <!-- EXTENSION POINTS, ADD HERE FUTURE NEW ELEMENTS -->   

</extension-elements-per-object-here>

</object>

</operation>

              <!--  example 3: set \Deleted flag on group chat object stored in /UserFolder1 folder  --> 
                 <operation name=“add” flag=“\Deleted”/>

<object uid=58177 folder-path="UserFolder1/thisConversationID1234/thisContributionID5678/">

<message-id>7QsgkAl8QZvr9XPFtiiCtLj3sls0765</message-id> 

</object>

</operation>
<extension-elements-here> <!--   EXTENSION POINTS, ADD HERE NEW ELEMENTS FOR IMAP EVENTS, IF NEEDED --> 

</extension-elements-here>
</event-cpm-imap >
<event-{xxx}-{yyy}>  <!--   EXTENSION POINTS, ADD HERE NEW ELEMENTS FOR ANY TYPE OF EVENTS, where {xxx} is the value for the enabler defining the event e.g. CPM, EVC, or of the 

  application defining the event, and {yyy} is the value containing the name of the 

  defined  event --> 

</event-{xxx}-{yyy}> 
</cpm-evfw>


Table 43: CPM Reporting Framework example

Change 3:  End of changes

�Typo in Case 2 “CM”


�To Editor – need to number it based on current TS 


�To Editor – need to number it based on current TS
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