Doc# OMA-COM-CPM-2015-0090-CR_TS_CONV_Resource_[image: image1.jpg]"sOMaQa

Open Mobile Alliance



List_Optimization
Change Request

Doc# OMA-COM-CPM-2015-0090-CR_TS_CONV_ Resource_List_Optimization
Change Request


Change Request

	Title:
	Resource List Optimization
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA CPM

	Doc to Change:
	OMA-TS-CPM_Conversation_Function-V2_1-20150724-D

	Submission Date:
	29 August 2015

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Yang Wang, China Mobile, wangyangyw@chinamobile.com
Hao Dong, ZTE Corporation, dong.hao1@zte.com.cn

	Replaces:
	N/A


1 Reason for Change

The CR proposes optimized methods for transferring resource list in the following scenarios:

1. Sending a Large Message Mode message or file to more than one recipient;
2. Extending a 1-1 session to a group session, or inviting other principals to existing group session;
3. Sending the participant information to the subscribers.
2 Impact on Backward Compatibility

<statement describing the scope and nature of impacts of the change on the compatibility with previous versions of the document>

3 Impact on Other Specifications

<statement describing impacts on other specifications, this may relate to dependencies (either way), or on related requirements or technology material covered in other documents

if changes are required in other documents describe the plan to handle these (e.g. companion CRs being submitted for those docs, liaisons with owning groups are proposed, etc.)>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group to discuss and accept the proposed changes in this CR.
6 Detailed Change Proposal

Change 1:  Change section 7.2.1.2 as diff-marked below
7.2.1.2 Sending a Large Message Mode CPM Standalone Message
When the CPM Client wants to send a CPM Standalone Message and the CPM Standalone Message is too large (i.e. larger than 1300 bytes) to be sent as a Pager Mode CPM Standalone Message, the CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. The CPM Client:

1. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;
2. SHALL include the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
3. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag as follows:

a. If the Large Message Mode CPM Standalone Message is sent to one recipient, the ICSI value SHALL be set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’; 
b. Otherwise, if the Large Message Mode CPM Standalone Message is sent to a group of recipients, the ICSI value SHALL be set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg.group’
4. MAY include one of the registered CPM Addresses of the CPM User as described in section 6.1 ”Authenticated Originator’s CPM Address” as authenticated originator's CPM Address; 
5. SHALL include a Reply-To header field if the CPM User requests a different reply address;
6. SHALL include a User-Agent header field to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release Version in User-agent and Server headers”;
7. If anonymity is requested, SHALL include value ''id'' in a Privacy header field according to the rules and procedures of [RFC3325];

8. If the CPM User or CPM Client wants to specify an expiry time for the CPM Standalone Message, SHALL include a Message-Expires header field as defined in Appendix C “CPM-defined Header fields”;
9. If the Large Message Mode CPM Standalone Message is to be sent to one CPM user or to one non-CPM Principal, the CPM Client SHALL set the Request-URI of the SIP INVITE request as follows:
a. In the case of  a new CPM Standalone Message, to the address of the target CPM User or the target non-CPM Principal;
b. In case of a reply and a Reply-To header field is included in the received CPM Standalone Message, CPM File Transfer or CPM Session Invitation for which the CPM Standalone Message is a reply to, to the address of that Reply-To header field, unless a new address is provided by the CPM User;
c. In case of a reply and no Reply-To header field is included in the received CPM Standalone Message, CPM File Transfer or CPM Session Invitation for which the CPM Standalone Message is a reply to, to the address of the header field containing the authenticated originator's CPM Address, unless a new address is provided by the CPM User.
10. If the Large Message Mode CPM Standalone Message is to be sent to a CPM Ad-hoc Group, then the CPM Client:

a. SHALL set the Request-URI to the address of the CPM Controlling Function provisioned to the CPM Client;
b. SHALL include a MIME resource-list body with the target addresses of the CPM Users and non-CPM Principals as specified in [RFC5364]; Otherwise, the CPM Client SHALL send the above MIME resource-list body via MSRP;
c. MAY include a Content-Encoding field in the MIME resource-list body if it supports the compression of the resource list (e.g. by GZIP), subject to service provider policies;
d. In case of a reply and a Reply-To header field is included in the received CPM Standalone Message for which the CPM Standalone Message is a reply to, SHALL insert to the MIME resource-list body at least the address of that Reply-To header field, unless a new address is provided by the CPM User; In case of a reply and no Reply-To header field is included in the received CPM Standalone Message, CPM File Transfer or CPM Session Invitation for which the CPM Standalone Message is a reply to, to the address in the header field containing the authenticated originator's CPM Address of the received CPM Standalone Message, unless a new address is provided by the CPM User.
11. If the Large Message Mode CPM Standalone Message is to be sent to a CPM Pre-defined Group, then the CPM Client SHALL set the Request-URI to the address of the target CPM Pre-defined Group;

12. SHALL include the option tag 'timer' in the Supported header field;
13. SHOULD include the Session-Expires header field with the refresher parameter set to ''uac'' according to the rules and procedures of [RFC4028];
14. If the Large Message Mode CPM Standalone Message starts a new CPM Conversation, the CPM Client SHALL include a Conversation-ID header field set to a newly generated value as specified in Appendix C “CPM-defined Header fields”. Otherwise, the CPM Client SHALL include the Conversation-ID of the existing CPM Conversation.

15. The CPM Client SHALL include a Contribution-ID header field with a newly generated Contribution-ID value as specified in Appendix C “CPM-defined Header fields”;

16. If the Large Message Mode CPM Standalone Message is in reply to a previously received CPM Standalone Message , CPM File Transfer or CPM Session Invitation, the CPM Client SHALL include the InReplyTo-Contribution-ID header field with the value of Contribution-ID in the previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation as specified in Appendix C “CPM-defined Header fields”;

17. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [RFC6714] with the following clarification:

a. SHALL set the SDP directional media attribute to a=sendonly;

b. SHALL set the content type as a=accept-types:message/cpim;

c. SHALL set the sub-content type as a=accept-wrapped-types:*;
d. SHALL set MSRP URI as a=path:MSRP URI;

e. SHALL set the size as a=file-selector:size:actual message size;

f. SHALL set the a=setup attribute as “active”;

g. SHALL include an SDP 'msrp-cema' attribute in the MSRP media description of the SDP offer.
NOTE:
The value ‘*’ is for example and implementations shall set this value to the MIME sub-media types of the CPIM. 
18. The CPM Client SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
When the CPM Client needs to cancel the message delivery and if the CPM Client has not yet received a final SIP response for the SIP INVITE request, the CPM Client SHALL send a SIP CANCEL request according to the rules and procedures of [RFC3261].
On receiving a SIP 200 “OK” response to the sent SIP INVITE request, the CPM Client: 

1. SHALL start a SIP session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028];

2. SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261];

3. SHALL act as an MSRP client according to [RFC6135];
4. SHALL act as an active endpoint to open the transport connection according to [RFC6135];
5. SHALL establish the MSRP connection according to the MSRP connection parameters (c/m-line address information) in the SDP answer received in the SIP 200 “OK” response according to [RFC6714];

6. SHALL send an empty MSRP SEND request to bind the MSRP connection to the MSRP session from the perspective of the passive endpoint according to the rules and procedures of [RFC4975] and [RFC6135];
7. SHALL generate a CPIM message wrapper as defined in section 7.2.1.3 “If the CPM Message was stored in the CPM Message Store by the CPM Participating Function, the CPM Client SHALL retrieve from the SIP response 200 “OK” to the SIP BYE request, also the Message-UID header field containing the UID value of the CPM Message stored in the CPM Message Store. This value is used further by the CPM Client in the message synchronization process with CPM Message Store via IMAP, for correlation with the CPM Messages handled via the SIP channel.
2. If a Message-UID header field is not present in the SIP 200 “OK” response to the SIP BYE request, or the SIP 200 “OK” response fails to arrive at the CPM Client, the CPM Client SHALL identify when message duplicates exist locally in the client (e.g. received via the SIP delivery and also received via IMAP synchronization) based on:

a. the IMAP folder in which the message is stored (i.e. folder SHALL match the identity of the other party in a 1-1 CPM Standalone Message and the Conversation-ID for the CPM Group Standalone Message) and,
b. the CPM SIP headers fields of a message delivered via SIP match the values of the MIME headers of message objects received during the IMAP synchronization, as described in the table 1 section 7.2.2.1 “Sending a Pager Mode CPM Standalone Message and SIP IMDNs”.
8. Generate a CPM Standalone Message
”.
9. SHALL generate one or more MSRP SEND requests (depending on whether chunking is used) according to the rules and procedures of [RFC4975] and [RFC6714] and the following additional clarifications. The CPM Client:
a. SHALL set To-Path header field according to the MSRP URI(s) received in the answer SDP;
b. SHALL set the content type as Content-Type = message/cpim as described in [RFC3862];
c. SHALL set the body of the MSRP SEND request(s) to the generated CPIM message wrapper.
10. SHALL send the MSRP SEND requests(s) on the established MSRP connection

Once the CPM Standalone Message has been successfully transferred via MSRP, the CPM Client:

3. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261];

4. SHALL send a SIP BYE request according to the rules and procedures of SIP/IP core described in [3GPP TS24.229] and SHALL release the media resources;
5. If the CPM Message was stored in the CPM Message Store by the CPM Participating Function, the CPM Client SHALL retrieve from the SIP response 200 “OK” to the SIP BYE request, also the Message-UID header field containing the UID value of the CPM Message stored in the CPM Message Store. This value is used further by the CPM Client in the message synchronization process with CPM Message Store via IMAP, for correlation with the CPM Messages handled via the SIP channel.
6. If a Message-UID header field is not present in the SIP 200 “OK” response to the SIP BYE request, or the SIP 200 “OK” response fails to arrive at the CPM Client, the CPM Client SHALL identify when message duplicates exist locally in the client (e.g. received via the SIP delivery and also received via IMAP synchronization) based on:

a. the IMAP folder in which the message is stored (i.e. folder SHALL match the identity of the other party in a 1-1 CPM Standalone Message and the Conversation-ID for the CPM Group Standalone Message) and,
b. the CPM SIP headers fields of a message delivered via SIP match the values of the MIME headers of message objects received during the IMAP synchronization, as described in the table 1 section 7.2.2.1 “Sending a Pager Mode CPM Standalone Message and SIP IMDNs”.
Change 2:  Change section 7.3.1.2 as diff-marked below
7.3.1.2 Initiating a CPM Group Session for a CPM Ad-hoc Group

The CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:

1. SHALL set the Request-URI of the SIP INVITE request to the CPM Controlling Function URI provisioned in the device;

2. SHALL include an Accept-Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;

3. SHALL include a Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL include the CPM Address of the CPM User as the authenticated originator's CPM Address, including the device identifier as described in section 6.1.1. ” Identifying the sending user and device in SIP requests and responses”;
5. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
6. SHALL include a MIME resource-list body with the invited CPM Users as specified in [RFC5366];
7. MAY include a Content-Encoding field in the MIME resource-list body if it supports the compression of the resource list (e.g. by GZIP), subject to service provider policies;
8. SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in a CPM Group Session for a CPM Ad-hoc Group, as provisioned to the device. If exceeded, the CPM Client SHALL notify the CPM User.
Otherwise, continue with the rest of the steps;

9. If anonymity is requested by the CPM User, SHALL include value "id" in the Privacy header field according to the rules and procedures of [RFC3325];
10. If the CPM Session starts a new CPM Conversation, the CPM Client SHALL include a Conversation-ID header field set to a newly generated value as specified in Appendix C “CPM-defined Header fields”; Otherwise include the Conversation-ID of the existing CPM Conversation;

11. The CPM Client SHALL include a Contribution-ID header field with a newly generated Contribution-ID value as specified in Appendix C “CPM-defined Header fields”; 

12. If the CPM Session is in reply to a previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation, the CPM Client SHALL include the InReplyTo-Contribution-ID header field with the value of Contribution-ID in the previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation;

13. SHALL include a MIME SDP body as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”;

14. If the CPM User requested the CPM Group Session to be a Closed CPM Group Session, then the CPM Client SHALL populate the SDP attribute a=chatroom defined in [IETF-DRAFT-Chat] with the CPM reserved chat-token value of ‘org.openmobilealliance.groupchat.closed’ to indicate the CPM Closed Group Session in the SIP INVITE. The SDP attribute value SHALL be: “a=chatroom:org.openmobilealliance.groupchat.closed”;

15. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receiving a SIP response to the SIP INVITE request, the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications: 

1. The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261]; 
2. If a SIP 200 "OK"  response was received:
a) the CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];

b) The CPM Client SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”.
c) The CPM Client SHALL subscribe to the conference state event package of the CPM Group Session Identity as specified in section 7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Group Session.

Change 3:  Change section 7.3.3 as diff-marked below

7.3.3 Extending a CPM 1-1 Session to a CPM Group Session

When a Participant in a CPM 1-1 Session wants to add one or more users to the session, the CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:
1. SHALL set the Request-URI of the SIP INVITE request to the URI of the Controlling Function provisioned in the CPM Client;
2. SHALL include an Accept-Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3. SHALL include the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ in the Contact header field percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
5. SHALL include the CPM Address of the CPM User as the authenticated originator's CPM Address, including the device identifier as described in section 6.1.1. ” Identifying the sending user and device in SIP requests and responses”;

6. SHALL include the CPM release version in the User-Agent header field as specified in Appendix D “Release Version in User-agent and Server headers”;
7. If anonymity is requested, SHALL include value ''id'' in a Privacy header field according to the rules and procedures of [RFC3325];
8. SHALL add the invited user(s) in a MIME resource-list body according to [RFC5366], including also the GRUU of the original invited user that was included in the Contact header field received from that CPM User in the CPM 1-1 Session establishment ; Otherwise, the CPM Client SHALL send the above MIME resource-list body via MSRP;
a. SHALL for the originally invited user identity in the MIME resource list, include the Session-Replaces header field as defined in Appendix C “CPM-defined Header fields” with the Contribution-ID corresponding to the original session. 
9. MAY include a Content-Encoding field in the MIME resource-list body if it supports the compression of the resource list (e.g. by GZIP), subject to service provider policies;
10. SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in a CPM Group Session for a CPM Ad-hoc Group as provisioned for the CPM Client. If exceeded, the CPM Client SHALL notify the CPM User.
Otherwise, continue with the rest of the steps;
11. SHALL insert in the SIP INVITE request a Content-Type header field with multipart/mixed as specified in [RFC2046];
12. SHALL include the Conversation-ID of the ongoing CPM Session and the InReplyTo-Contribution-ID header field used in the initial SIP INVITE request for the CPM 1-1 session and a newly generated Contribution-ID value;
13. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”. The Media Streams in the SDP offer SHALL be identical to those in the CPM 1-1 Session;
14. SHALL send the SIP INVITE request according to the rules and procedures of SIP/IP core.
On receiving a SIP 200 "OK" response to the SIP INVITE request, the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications: 

1. The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response towards the CPM Controlling Function;
2. The CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];
3. The CPM Client SHALL start the SIP Session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028];
4. The CPM Client SHALL subscribe to the conference state event package as specified in section  7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Group Session;
5. The CPM Client SHALL reconnect the Media Plane to the CPM Controlling Function via the CPM Participating Function, instead of connecting directly to the peer CPM Client.

Change 4:  Change section 7.3.5 as diff-marked below

7.3.5 Invite other Principals to existing CPM Group Session

To add one or more Principals to an ongoing CPM Group Session, the CPM Client SHALL generate a SIP REFER request according to the rules and procedures of [RFC3515]. In this SIP REFER request, the CPM Client:
1. SHALL set the Request-URI of the SIP REFER request to the CPM Group Session Identity of an ongoing CPM Session;

2. SHALL ensure this SIP REFER request is sent within the scope of the dialog created with the SIP INVITE request for the ongoing CPM Group Session as per [RFC3515];
3. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, field percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
5. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ field percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;];
6. SHALL include the CPM Address of the CPM User as the authenticated originator's CPM Address, without including a device identifier, as described in section 6.1.1. ” Identifying the sending user and device in SIP requests and responses”;
7. SHALL include a User-Agent header field to indicate the CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;
8. If anonymity is requested, SHALL include value “id” in a Privacy header field according to the rules and procedures of [RFC3325];
NOTE:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [OMA-XDM-Group] the CPM Session will not be allowed by the CPM Controlling Function hosting the CPM Group. 

9. If only one Principal is invited SHALL set the Refer-To header field of the SIP REFER request to the address of the Principal to be added according to the rules and procedures of [RFC3515];

10. If more, then one Principal is invited:

a. SHALL include a Refer-To header field with a pointer to an URI-list in a body part containing the MIME resource-list body according to the rules and procedures of [RFC5368];

b. SHALL include a MIME resource-lists body with the list addresses of the Principalsto be added according to the rules and procedures of [RFC5368] ; Otherwise, the CPM Client SHALL send the above MIME resource-list body via MSRP;
c. MAY include a Content-Encoding field in the MIME resource-list body if it supports the compression of the resource list (e.g. by GZIP), subject to service provider policies;
d. SHALL include the “multiple-refer” option tag in the Require header field of the SIP REFER request according to the rules and procedures of [RFC4488] and [RFC5368].
11. SHALL set the “method” parameter of the Refer-To header field to “INVITE” according to the rules and procedures of [RFC3515];

12. SHALL set the Refer-Sub header field to “false” according to the rules and procedures of [RFC4488] and [RFC5368];

13. SHALL include the “norefersub” option tag in the Require header field of the SIP REFER request according to the rules and procedures of [RFC4488];
14. If the CPM Client knows the number of Participants in the CPM Group Session via a subscription to Participant Information, it SHALL check that the number added Principals plus the number ofthe Principals already participating to the CPM Group Session does not exceed the maximum number of Participants allowed in an CPM Group Session for a CPM Ad-hoc Group, as provisioned to the device. If exceeded, the CPM Client SHALL notify the CPM User.
Otherwise, continue with the rest of the steps;

15. SHALL include the Conversation-ID, Contribution-ID and  InReplyTo-Contribution-ID header fields set to the values of the ongoing CPM Session;

16. SHALL send the SIP REFER request according to the rules and procedures of the SIP/IP core.
The response to the SIP REFER request SHALL be handled according to the rules and procedures of [RFC3515] and the rules and procedures of the SIP/IP core.

If the CPM Client is aware that the CPM Group Session is a Closed CPM Group Session, then it SHALL not allow the addition of any new participants to the Closed CPM Group Session by the CPM User.
Change 5:  Change section 9.2.14.3 as diff-marked below

5.2.1.1 Sending Participant Information Notifications

When the CPM Controlling Function needs to notify a Participant of changes to the Participant Information, it SHALL generate a SIP NOTIFY request according to the rules and procedures of [RFC6665] with the following clarifications:
1. When reporting changes in the Participant information, the CPM Controlling Function SHALL use partial notification according to the rules and procedures of [RFC4575];
2. The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to the rules and procedures of [RFC4575] with the following limitations:

a. The CPM Controlling Function SHALL include the CPM Group Session Identity in the <entity> attribute of the <conference-info> element;
b. The CPM Controlling Function SHALL include a <user> element. The "user" element:
i. SHALL include the <entity> attribute. The <entity> attribute:
· SHALL for the originating CPM Client include the authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
· SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
· SHALL for an invited CPM Client include the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
· SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
· SHALL include, for each Participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the Participant’s own information as defined in Appendix M of [OMA-SIMPLE-IM].
ii. MAY include the <display-text> element. If include, the <display-text> element SHALL include the Display Name of the identity which was used in the <entity> attribute as defined in step a;
iii. SHALL include a single <endpoint> element. The <endpoint> element
· SHALL include the <entity> attribute;
· SHALL include the <status> element. The <status> element SHOULD have one of the following values:
a. "connected", when the Participant has joined to the CPM Group Session; or,
b. "disconnected", when the Participant has left the CPM Group Session since the last SIP NOTIFY request was sent with the following <disconnection-method> element values:  “departed”, “booted” or “failed”.
c. “pending”, when the acceptance of the CPM Group Session invitation was not yet received from the Participant as per RFC4575).
3. The CPM Controlling Function MAY include a Content-Encoding field in the MIME application/conference-info+xml body if it supports the compression of the resource list (e.g. by GZIP), subject to service provider policies;
Next, The CPM Controlling Function SHALL send the SIP NOTIFY request according to the rules and procedures of the SIP/IP core.

The CPM Controlling Function SHOULD limit the rate of SIP NOTIFY requests sent towards a Participant.
NOTE: 
How a CPM Controlling Function limits the rate of SIP NOTIFY requests sent towards the CPM Client is out of scope of this specification.
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