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 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
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 2: Bug Fix
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 3: Editorial

	Source:
	Yann Gestraud, Orange S.A.; yann.gestraud@orange.com
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	N/A 
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1 Reason for Change
R01 – CPM CC Dec 09

This CR addresses the following Orange CONR comments:
	C045
	2015.11.03
	T
	6.7.3.2

6.7.5.2
	Source: Orange S.A.

Form: OMA-CONR-2015-0024-CPM_2.1_CONR_Orange_Comments
Comment:  In step 3, using imdn to convey the responses may not be the best solution: the procedures do not describe how they are constructed, the may confuse the client that has to handle them differently to ‘real’ imdn related to real messages, and it is somehow a departure from RFC 5438.
Proposed Change: Define an xml format to convey responses.
	Status: OPEN 




The resolution of the comment is based on the solution proposed in OMA-COM-CPM-2015-0148-INP_Two_ways_Event_Reporting_alternative
2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Conversation Functions TS 2.1.
5 Detailed Change Proposal

Change 1:  Allowing Event Reporting in CPM Sessions
5.2.1 SDP Contents for CPM Sessions

5.2.1.1 SDP Contents when Initiating or Modifying a CPM Session

An initiating entity (e.g. a CPM Client, CPM Participating Function or an IWF) SHALL populate the SDP of a CPM Session Invitation or a CPM Session modification request to match the Media Streams that are needed to be set up, deleted or modified. Therefore the initiating entity SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams according to the following clarifications:

· When including an offer for a Media Stream for CPM Chat Messages, using MSRP, the initiating entity SHALL include a media description according to the rules and procedures of [RFC4975] and [RFC6714]. 
· When including an offer for a Media Stream for real-time continuous Media, using RTP/RTCP, the initiating entity SHALL include a media description according to the rules and procedures of [RFC3264] and [RFC3550]. 
· When including an offer for a Media Stream of another Media Stream Type, the initiating entity SHALL follow the respective standard for that Media Stream Type.

In the case of CPM Session modification, the modified SDP SHALL follow the rules and procedures for modifying a session described in [RFC3264].
When the SIP/IP core corresponds with 3GPP/3GPP2 IMS, the SDP offer SHALL also adhere to the rules and procedures described in [3GPP TS 24.229] / [3GPP2 X.S0013.004] and described in [GSMA IR.92].

An initiating entity (e.g. a CPM Client or an IWF) requesting an “isComposing” notification for one or more CPM Chat Messages SHALL populate in the SDP of the SIP INVITE request and response the value "application/im-iscomposing+xml" in the a=accept-types attribute as described in [RFC 3994].

An initiating entity requesting support for CPM Event Reporting as defined in section 6.7 “CPM Event Reporting Framework” SHALL populate in the SDP of the SIP INVITE request and response the value of the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“ in the a=accept-wrapped-types attribute.

When requesting a disposition notification for one or more CPM Chat Messages or CPM events, an initiating entity (e.g. a CPM Client, CPM Participating Function or an IWF) SHALL also populate in the SDP of the SIP INVITE request and response the value "message/imdn+xml", in the a=accept-wrapped-types attribute as per rules and procedures of [RFC5438] and [RFC5438Errata].

When negotiation of the maximum MSRP chunk size is supported, the initiating entity SHALL populate the SDP a-line attribute “a=max-chunk-size” containing a value in Kbytes starting from 100 KB. 

For backward compatibility with [RFC4975], an initiating entity that has populated the “a=max-chunk-size” attribute but does not receive the MSRP chunk size attribute in the SDP answer, SHALL assume [RFC4975] behaviour i.e. that there is no limit set to the MSRP chunk size and it SHOULD use its own value (e.g. implementations may provide different configured values per network access type: LTE, Wi-Fi, 3G).

Editor’s Note: the complete SDP description as applicable to the MSRP m= line shall be added.

5.2.1.2 SDP Handling at Intermediate Nodes

Intermediate nodes (e.g. a CPM Participating Function, a CPM Controlling Function or an ISF) SHALL include the contents of the SDP they received in the SDP they send out, in accordance with the rules and procedures of [RFC3264]. Specific attributes in the SDP MAY be modified for the following reasons:

· To remove or modify media descriptions that are not allowed according to service provider policies or CPM Group policy or user preferences.

· To modify IP-address and port information in the SDP c and m lines and if it acts as MSRP B2BUA also sets the SDP a=path attribute to insert the intermediate entity in the media path of the session. 
· To insert the SDP 'msrp-cema' attribute in SDP offers it sends, and then process the response as per MSRP session matching according to section 5.2.1.4 “Handling of Media connection parameters for MSRP”.

· To remove the support of CPM Event Reporting when the intermediate node acts as a MSRP B2BUA and the intended recipient of the SIP request is a different CPM User than the sender. In such case, once the MSRP sessions are established, the intermediate node SHALL filter out the CPM event reports (i.e. the event reports received by the originating CPM Participating Function from a CPM Client SHALL not be propagated to the terminating network).

All modifications SHALL be according to the rules and procedures of [RFC3264] and the respective Media Stream standards (i.e. [RFC4975] and [RFC6714] for MSRP-based media description and [RFC3264] and [RFC3550] for RCP/RTCP-based media descriptions). 
The intermediate node that supports MSRP chunk negotiation:

a)  SHALL check the SDP a-line attribute “a=max-chunk-size” to determine if the proposed MSRP chunk size is appropriate based on its own configured service provider policies, as applicable:

1) for the network access type, or 

2) the service level agreement for inter-domain requests.

NOTE: intermediate nodes SHOULD ignore and pass transparently all SDP attributes they do not understand.

b) If the value of the MSRP chunk size received in the SDP offer or answer is not acceptable, based on the service provider policies, and if:

i. the B2BUA intermediate node is capable to re-chunk the MSRP requests, then:

1) it SHOULD populate the SDP a-line attribute “a=max-chunk-size” with the appropriate configured value, in the SDP offer of the outgoing SIP INVITE request, or SIP response. 

ii. If the  B2BUA intermediate node is not capable of using a different MSRP chunk size, such as a specific value provided by the SDP offerer in the SIP request, or by the SDP answerer in the SIP response, or it does not match its own configured values for its current network access type, then:

1) it SHALL use the closest configured MSRP chunk size that is lower than the other endpoint’s value.

c) If the value of the MSRP chunk size received in the SDP offer or answer is acceptable, intermediate node SHALL transparently pass the received value of the “a=max-chunk-size” in the SDP offer or answer.

Otherwise, in all other cases: 

· the intermediate node SHOULD transparently pass the received value of the “a=max-chunk-size” in the SDP offer or answer. 

5.2.1.3 SDP Handling at Terminating Nodes

A terminating entity (e.g. a CPM Client or an IWF) SHALL process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [RFC3264]. The terminating entity SHALL handle the media descriptions according to the following clarifications:

· Media descriptions for a Media Stream for CPM Chat Messages, using MSRP, SHALL be handled and responded to according to the rules and procedures of [RFC4975] and [RFC6714].

· Media descriptions for a Media Stream for real-time continuous Media, using RTP/RTCP, SHALL be handled and responded to according to the rules and procedures of [RFC3264] and [RFC3550].

· Media descriptions for a Media Stream of another Media Stream Type SHALL be handled and responded to according to the respective standard for that Media Stream Type.

The SDP handling for disposition notifications SHALL follow the rules and procedures of [RFC5438]. The Media Stream connection SHALL be handled as described in section 5.2.1.4. “Handling of Media connection parameters for MSRP”. 

An terminating entity that supports the CPM Event Reporting and that has received a SIP request containing the support for CPM Event Reporting as defined in section 6.7 “CPM Event Reporting Framework”:

1) SHALL populate in the SDP a=accept-wrapped-types attribute of the SIP response the value of the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“.

The terminating entity that supports MSRP chunk size negotiation SHALL check the SDP a-line attribute “a=max-chunk-size” to determine if the proposed MSRP chunk size is appropriate as per its own configured values based on service provider policies e.g. for the network access type, or the applicable service level agreement.

If an MSRP endpoint is not configured to handle a higher MSRP chunk size, such as a specific value provided by the SDP offerer in the SIP request, or by the SDP answerer in the SIP response, or it does not match its own configured values for its current network access type, then:

· it SHALL use the closest configured MSRP chunk size that is lower than the other endpoint’s value.

Change 2:  Modifying the Event Reporting specific procedures
6.7.3 Handling of the CPM Event Reporting requests and responses 
6.7.3.1 Sending One Time CPM Events
The CPM event sender SHALL generate a CPM event as described in section 6.7.4 “CPM Event Reporting Data Definition”.
If there is already an established MSRP session between the two parties allowing the transport of CPM events, the sending party SHOULD use this session to send the CPM event. Otherwise:

If the size of the CPM event is less than or equal to 1300 bytes, then the CPM event sender SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428]. The CPM event sender:

1. SHALL set the Request-URI and To header field to the address of the intended CPM event recipient;
2. SHALL set the sender’s own address in the From header field;

3. SHALL set the P-Preferred-Service header field when the sender is a CPM Client or the P-Asserted-Service header field when the sender is the CPM Participating Function with the value set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’; 
4. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;
5. SHALL include a User-Agent header field to indicate the OMA CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;
6. SHALL set the body of the SIP MESSAGE request to the generated CPM event;
7. SHALL send the SIP MESSAGE request according to the rules and procedures of the SIP/IP core. 
If the size of the CPM event as described in sections 6.7.4 “CPM Event Reporting Data Definition” and 6.7.5 “CPM Defined Events” is larger than 1300 bytes, then the CPM event sender SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. The CPM event sender:
1. SHALL set the Request-URI and To header field to the address of the intended CPM event recipient;
2. SHALL populate the sender’s own address in the From header field;
3. SHALL set the the Contact header to a URI identifying its own address;
4. SHALL set the P-Preferred-Service header field when the sender is a CPM Client or the P-Asserted-Service header field when the sender is the CPM Participating Function with the value set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’; 
5. SHALL include a User-Agent header field to indicate the OMA CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;
6. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“;
7. SHALL include the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
8. If the CPM event sender wants to specify an expiry time for the CPM Standalone Message, SHALL include a Message-Expires header field as defined in Appendix C “CPM-defined Header fields”;
9. MAY include the option tag 'timer' in the Supported header field;
10. MAY include the Session-Expires header field with the refresher parameter set to ''uac'' according to the rules and procedures of [RFC4028];
11. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [RFC6714]. The SDP offer:

a. SHALL set the SDP directional media attribute to a=sendonly;

b. SHALL set a=accept-wrapped-types attribute to the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“;
c. SHALL set MSRP URI as a=path:MSRP URI;

d. SHALL set the size as a=file-selector:size:actual message size;

e. SHALL set the a=setup attribute as “active” when the CPM event sender is a CPM Client or as “actpass” if the CPM event sender is the CPM Participating Function;

f. SHALL include an SDP 'msrp-cema' attribute in the MSRP media description of the SDP offer;

g. When negotiation of the maximum MSRP chunk size is supported, SHALL populate the SDP a-line attribute “a=max-chunk-size” containing a value in Kbytes starting from 100 KB;

12. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
13. On receiving a SIP 200 “OK” response to the sent SIP INVITE request, the CPM event sender: 

a. SHALL start a SIP session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028] when a Session-Expires header was provided; 
b. SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261]; 
c. SHALL act as an MSRP client according to [RFC6135] and [RFC6714] with the following clarification:
i. When in the SDP answer a value is provided, this SHALL be handled as the maximum chunk size; 

d. SHALL generate a CPM event as described in section 6.7.4 “CPM Event Reporting Data Definition”. 
e. SHALL generate one or more MSRP SEND requests (depending on whether chunking is used) according to the rules and procedures of [RFC4975] and [RFC6714] and the following additional clarifications. The CPM event sender: 
i. SHALL set To-Path header field according to the MSRP URI(s) received in the answer SDP;
ii. SHALL set the content type as Content-Type = application/vnd.oma.cpm-eventfw+xml as described in [RFC3862];
iii. SHALL set the body of the MSRP SEND request(s) to the generated CPM Event.
f. SHALL send the MSRP SEND requests(s) on the established MSRP connection
14. Once the CPM Event has been successfully transferred via MSRP (i.e. a MSRP 200 response has been received for all MSRP chunks with which the event was transferred), the CPM event sender:

a. SHALL generate a SIP BYE request related to the previous session according to the rules and procedures of [RFC3261] with Reason code set  to SIP protocol and cause=200 (e.g. SIP;cause=200;text="Call completed"); 
b. SHALL send the SIP BYE request according to the rules and procedures of SIP/IP core described in [3GPP TS24.229] and SHALL release the media resources; 
15. When receiving a MSRP non-200 response to one of the MSRP chunks with which the message is transferred, the CPM event sender SHALL consider that the event has not been processed by the CPM event recipient, and:

a. SHALL abort the transmission of further MSRP chunks;

b. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261] with Reason code set  to SIP protocol and cause=480 (e.g. SIP;cause=480;text="Transmission Failed");

c. SHALL send a SIP BYE request according to the rules and procedures of SIP/IP core described in [3GPP TS24.229] and upon receiving a final response to the SIP BYE request it SHALL release the media resources;

NOTE: How the CPM event sender handles the error depends on the event type. 
6.7.3.2 Receiving One Time CPM Events
Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ included in the Accept-Contact header field, the CPM event recipient: 

1. SHALL check the incoming request as per section 6.7.3.6 “Checking CPM Events requests”, and if one of the check fails, SHALL not proceed with the rest of the steps;
2. SHALL check that it supports the type of embedded event, and if not, SHALL return a SIP 406 “Not Acceptable” response, and SHALL not proceed with the rest of the steps;
3. SHALL generate a SIP 200 “OK” response according to rules and procedures of [RFC3428]; 

4. SHALL send the SIP response according to rules and procedures of the SIP/IP core;

5. SHALL process the CPM event request.

Upon receiving a SIP INVITE request with:

· an Accept-Contact header field set to the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, and

· an SDP directional media attribute set to a=sendonly,

then the CPM event recipient;

1. SHALL check the incoming request as per section 6.7.3.6 “Checking CPM Events requests”, and if one of the check fails, SHALL not proceed with the rest of the steps;
2. SHALL check if the accept-wrapped-type attributes of the SDP m line in the SIP INVITE request are acceptable and if not, SHALL reject the request with a SIP 488 "Media Type Not Acceptable Here" response, and not proceed with the rest of the steps.
3. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to the rules and procedures of [3GPP TS24.229] with the following clarifications:

a. The CPM event recipient SHALL include an SDP answer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135]  and [RFC6714]. The SDP answer:

i. SHALL include media line proposing MSRP media parameters;

ii. SHALL include its own MSRP URI as a=path:MSRP URI;

iii. SHALL set the SDP directional media attribute to a=recvonly;

iv. SHALL set a=accept-wrapped-types attribute to the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“;
v. SHALL set the a=setup attribute according to [RFC6135];

vi. SHALL include an SDP 'msrp-cema' attribute in the MSRP media description of the SDP;

vii. When supporting MSRP chunk size negotiation, SHALL check the SDP a-line attribute “a=max-chunk-size” to determine if the proposed MSRP chunk size is appropriate as per its own configured values based on service provider policies e.g. for the network access type, or the applicable service level agreement; 
4. SHALL send the SIP 200 “OK” response according to the rules and procedures of the SIP/IP core.
5. Upon receiving a SIP ACK request, the CPM event recipient:
a. SHALL handle the SIP ACK request according to the rules and procedures of [RFC3261];
b. SHALL act as an MSRP endpoint according to [RFC6135] and [RFC6714];
When the CPM event recipient receives an MSRP request, it SHALL follow the rules and procedures defined in [RFC4975] and in [RFC6714]. If an MSRP SEND request indicates the use of chunking, it SHALL wait until all further MSRP SEND requests for the remaining chunks have been received and SHALL reassemble the entire set of MSRP requests into the CPM event. Once the CPM event is received, the CPM event recipient SHALL process it.
Upon receiving a SIP BYE request, the CPM event recipient SHALL respond to the SIP BYE request as described in [3GPP TS24.229] and SHALL release the media resources.
6.7.3.3 Initiating Bi-directional 
Session for CPM Events

When a bi-directional communication between the 2 parties is expected for a sequence of events, such as :

1. the CPM Client expects that additional information is received from the CPM Participating Function to provide additional information or instructions to the CPM Client which reported the event, or

2. the CPM Client expects the CPM Participating Function to inform of the result of the previously reported event(s) which implied an action from the network side (e.g. an <event-cpm-imap > was successfully operated in the CPM Message Store), or

3. the CPM Participating Function requires information from the CPM Client (e.g. CPM User Activity),
then the 2 parties SHALL use a bi-directional MSRP session allowing to exchange CPM events content type.

When no such session is already established, then the CPM event sender SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request, the CPM Event sender:

1. SHALL include the address of the CPM event recipient in the Request-URI and To header field;
2. SHALL populate the sender’s own address in the From header field 
3. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’ , percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;

4. SHALL set the P-Preferred-Service header field when the sender is a CPM Client or the P-Asserted-Service header field when the sender is the CPM Participating Function with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’;
5. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
6. SHALL include a User-Agent header field to indicate the OMA CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;
7. MAY include a Supported header field with the option tag 'timer';

8. MAY include the Session-Expires header field with the refresher parameter set to ''uac'' according to the rules and procedures of [RFC4028];
9. SHALL include a MIME SDP body as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [RFC6714]. The SDP offer:

a. SHALL set the SDP directional media attribute to a=sendrecv;

b. SHALL set a=accept-wrapped-types attribute the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“;
c. SHALL set MSRP URI as a=path:MSRP URI;

d. SHALL set the a=setup attribute as “active” when the CPM event sender is a CPM Client or as “actpass” if the CPM event sender is the CPM Participating Function;

e. SHALL include an SDP 'msrp-cema' attribute in the MSRP media description of the SDP offer;

f. When negotiation of the maximum MSRP chunk size is supported, SHALL populate the SDP a-line attribute “a=max-chunk-size” containing a value in Kbytes starting from 100 KB;

10. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the CPM event sender SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1. The CPM event sender SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261].
2. The CPM Event sender SHALL act as an MSRP endpoint according to [RFC6135] and [RFC6714].

A. When receiving a MSRP 415, the CPM event sender SHALL stop sending CPM events of the type included in the corresponding MSRP request.

6.7.3.4 Receiving a Bi-directional Session for CPM Events invitation
Upon receiving a SIP INVITE request with:

· an Accept-Contact header field set to the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.systemmsg’, and

· an SDP directional media attribute set to a=sendrecv,

the CPM event recipient SHALL check:

1.  the incoming request as per section 6.7.3.6 “Checking CPM Events requests”, and if one of the check fails, SHALL not proceed with the rest of the steps; 

2. if the accept- wrapped-type attributes of the SDP m line in the SIP INVITE request are acceptable. If not, the CPM Event recipient SHALL reject the request with a SIP 488 "Media Type Not Acceptable Here" response and SHALL not proceed with the rest of the steps.
Otherwise, the CPM event recipient:
3. SHALL generate a SIP 200 "OK" response towards the intiator of the session;

4. SHALL include a Server header field to indicate the OMA CPM release version as specified in Appendix D “Release Version in User-agent and Server headers” depending on whether the sender is a CPM Client or not;
5. SHALL include an SDP answer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135]  and [RFC6714]. The SDP answer:

a. SHALL include media line proposing MSRP media parameters;

b. SHALL include its own MSRP URI as a=path:MSRP URI;

c. SHALL set the SDP directional media attribute to a= sendrecv;

d. SHALL set a=accept-wrapped-types attribute to the CPM Event Reporting Content-Type as defined in section 6.7.4. “CPM Event Reporting Data Format“;
e. SHALL set the a=setup attribute according to [RFC6135];

f. SHALL include an SDP 'msrp-cema' attribute in the MSRP media description of the SDP;

g. When supporting MSRP chunk size negotiation, SHALL check the SDP a-line attribute “a=max-chunk-size” to determine if the proposed MSRP chunk size is appropriate as per its own configured values based on service provider policies e.g. for the network access type, or the applicable service level agreement; 
6. SHALL send the SIP 200 "OK" response to the CPM Client according to the rules and procedures of SIP/IP core; and wait for the SIP ACK request from the CPM Client and SHALL propagate it towards the leg on the terminating side.

Upon receiving a SIP ACK request, the CPM event recipient:
1. SHALL handle the SIP ACK request according to the rules and procedures of [RFC3261];
2. SHALL act as an MSRP endpoint according to [RFC6135] and [RFC6714];
a. For each received CPM event, the CPM event recipient SHALL

i. check if it supports the type of event, if not, SHALL send a MSRP 415 (which only means that the specifically received CPM event type is not supported, not that negotiated MIME type in the SDP was erroneous), otherwise;
ii.  process it and, when a response to the processing of the event is needed:
1. the CPM event recipient SHALL check if a processing disposition was requested as per [RFC5438]. If yes, the CPM event recipient SHALL send a MSRP SEND message containing a processing notification of state “processed” if the event has been successfully processed or of state “error” in case an issue has prevented the processing of the event. 
2. If no processing disposition was requested, the CPM event recipient SHALL send the response in a MSRP SEND message containing the response wrapped in a CPIM.

Change 3:  Redefining Event reports
6.7.4  CPM Event Reporting Data Definition 

CPM defines a new Content-Type for the events of the CPM event reporting framework:
“application/vnd.oma.cpm-eventfw+xml”
The data of the event(s) reported via the CPM Event Reporting SHALL be  included in a CPIM wrapper in the body of the SIP MESSAGE, or in the body of a MSRP SEND request with the following clarifications for the CPIM wrapper:

1. the From header SHALL be set to the address of the CPM event sender;
2. The To header SHALL be set to the address of the intended CPM event recipient;
3. The MIME Content-Type SHALL be set to: “application/vnd.oma.cpm-eventfw+xml” 
4. When the event requests a response on its processing, iIMDN headers 
requesting a processing notification as defined in [RFC5438] SHALL be added.

6.7.4.1   Data Semantics and Validation Constraints
The CPM Event Reporting data MAY include one event.  The data structure of the CPM Event Reporting is the following:
1. The top element is <cpm-evfw>  and SHALL include:
a) One child element, containing one of:

i. a CPM event, as defined in this specification under section 6.7.5 “CPM Defined Events”, or 

ii. Any other elements from any other namespaces for the purpose of extensibility, containing:

1) another Enabler’s event, defined by the Enabler, or 

2) an application event, defined by that application.
Only the CPM events are described in this specification. However, the CPM Event Reporting Framework provides extensibility points in the data structure that allow other specifications to define their own events and associated data structure.
6.7.4.2 Events Extensibility Rules 

Editor`s Note: The rules for how events are defined in the context of CPM Event Reporting Framework are FFS. 

6.7.5  CPM Defined Events 

CPM Enabler defines the following events data:

1) CPM IMAP events;

2) CPM Interworking events for:

a. CPM User gaining CS connectivity (i.e. being capable to receive SMS deliveries);

b. Failed SMS delivery via interworking to a CPM User;

3) CPM ACTIVITY events.

6.7.5.1 CPM IMAP Events 

The CPM IMAP event provides a data structure that allows the following:

1) Update of IMAP flags (\Deleted and \Seen) for one or more CPM Messages and/or CPM Standalone Media objects, based on CPM User actions that have occurred on the CPM Client (e.g. CPM User has deleted a CPM Message or has displayed a CPM Message).

An <event-cpm-imap> element contains the data related to one or more IMAP operations and their related object data. The <event-cpm-imap> element has the following attributes:

· Shall have one ‘type’ attribute of type String that defines the type of the CPM IMAP event. The attribute can take the following enumerated values: “flags”;

· 
The <event-cpm-imap> element shall have one or more <operation> child elements.

The <operation> element includes the information associated to the IMAP operation and has the following attributes:

· Shall have one ‘name’ attribute is of type String and contains one of the enumerated values for the IMAP flags operations: “add” ;

· Shall have one ‘flags’ attribute of type String that contains the one of the enumerated values reflecting the supported IMAP flags:”\Seen”, “\Deleted”.

The <operation> element has one or more <object> child elements. 

The <object> element is of type String and has the following attributes:

· May have one attribute ‘uid’ of type String which includes the value of the CPM Message Store UID of the message object; 

· May have one attribute ‘folder-path’ of type String which contains the CPM Message Store mailbox storage path of the message object.

The attributes ‘uid’ and ‘folder-path’ are optional, but the CPM Client shall always include and populate them if they are known for a message object stored in the CPM Message Store.

The <object> element may have several child elements. The <message-id> child element has the syntax defined in RFC5438 section 6.3 and it is set to the value of the IMDN <message-id> element received in the CPIM header field of the SIP or MSRP request associated with the <object>. If the bi-directional SIP INVITE mechanism is used, the <message-id> shall be present and populated for each object so the Participating Function can provide the result of the CPM Message Store update for each object using the delivery report IMDN for that <message-id>.

If the CPM Client does not know the message UID value (e.g. message received via SIP by the client and not yet synchronized with the CPM Message Store), then the CPM Client shall include and populate all applicable optional child elements of the <object> element, which are used by the CPM Participating Function and CPM Message Store to uniquely identify the corresponding stored message object, as follows:

· one <conversation-id> element of type String, set to the value of the Conversation-ID header field received in the SIP request; and,

· one <contribution-id> element of type String, set to the value of the Contribution-ID header field received in the SIP request; and,

· one <message-id> element with the syntax defined in RFC5438 section 6.3, set to the value of the IMDN <message-id> element received in the CPIM header field of the SIP or MSRP request associated with the message; and,

· for messages belonging to a 1-to-1 conversation, one <other-party> element of type anyURI shall be present and populated with the TEL URI or the SIP URI of the other user.

The events reported by the CPM Client are not rendered to the CPM User, but they SHALL be transparently processed by the CPM Client.
The other CPM Clients SHALL learn of the IMAP event(s) at their next IMAP synchronization. 

a) 
b) 


6.7.5.2 CPM Interworking Events

The CPM Participating Function and the CPM Interworking Function communicate via the CPM Interworking event structure, contained in the <cpm-event-iw> element. The <cpm-event-iw> element SHALL include one interworking event:

a) if no IMDN, or an IMDN with only “positive-delivery” was requested for the CPM Message, but a SMS Status report containing failure result is received by the CPM Interworking Function for the interworked SMS delivery, then the CPM Interworking Function notifies the CPM Participating Function that the SMS delivery has failed via the CPM Event Reporting Framework, including the <failed-iw> event data; 

b) when a CPM User, for which a previous SMS delivery has failed, becomes attached or registered and is now available to receive delivery of messages via SMS, the CPM Interworking Function informs the CPM Participation Function via the <ready-for-sms> event that a CPM User has now the connectivity necessary to receive SMS.

6.7.5.2.1 Interworking Events Structure

The <cpm-event-iw> element has the following structure:

1) SHALL contain zero or more children elements <failed-iw>, populated when the delivery of a message via legacy technology has failed. Each element SHALL have the following children elements:
a. One <cpm-user-address> element, containing the Authenticated CPM User’s address (e.g. MSISDN) of the CPM User;
b. One <message-id> element of type String, including the unique identity of the message that has failed delivery;
c. Other elements, for the purpose of extensibility.
2) SHALL contain zero or more <ready-for-sms> elements, which SHALL include the following children elements:
a. One <cpm-user-address> element, containing the Authenticated CPM User’s address (e.g. MSISDN) of the CPM User;
b. Other elements, for the purpose of extensibility.
The <cpm-event-iw> element SHALL contain at least one of the children elements <failed-iw> or <ready-for-sms> (i.e. it cannot be empty).

6.7.5.3  CPM ACTIVITY Events 

The CPM ACTIVITY event provides a data structure that allows the following:

1) Sending a request from the CPM Participating Function to a CPM Client of the time of the last CPM User Activity on a CPM Client or device. In such case, the CPM Participating Function SHALL behave as the CPM event sender as per section 6.7.3.3“Initiating Bi-directional Session for CPM Events”, with the CPM Client as the CPM event recipient.

2) Sending a response from the CPM Client carrying the time of the last CPM User Activity to the requesting CPM Participating Function. In such case, the CPM Client SHALL use the session established as per section 6.7.3.4“Receiving a Bi-directional Session for CPM Events Invitation”.

3) Sending the time of the last CPM User Activity from a CPM Client to the CPM Participating Function, without being requested. In such case, the CPM Client SHALL behave as the CPM event sender as per section 6.7.3.1“Sending One Time CPM Events”, with the CPM Participating Function as the CPM event recipient.
NOTE: 
This document only defines the global CPM User Activity structure and procedures. When and how the CPM Client triggers this sort of push of information is out of scope of this specification.

An <event-cpm-activity> element contains data allowing to request,  and convey information about the CPM User Activity (i.e. since how long CPM User Activity was detected on a device).

The <event-cpm-activity> element is defined as follows:

A. SHALL have one ‘type’ attribute of type String that defines the type of the event. The attribute can take the following enumerated values: 
i. “request” :  used when requesting information,

ii. “result”: used when responding to an event of type “request”,

iii. “push”: used by the CPM Client to send the CPM User Activity to the CPM Participating Function, without being solicited by the network;

B. SHALL have one ‘id’ attribute of type String populated with a unique value for each event of type “request” or “push”. For the event of type “result”, the ‘id’ attribute shall be populated with the same value of the corresponding received event of type “request”.
C. SHALL have one <global> child element that:

i. MAY have one ‘time’ attribute of type Integer, which SHALL be present in the event of type “result” or “push”. The ‘time’ attribute SHALL contain the duration in seconds between the last time the CPM Client was aware of any CPM User Activity and the sending of the event.
Change 4:  Modifying event example
Appendix M. Example of Event Reporting body
(Normative)

Examples of the data structure of the event reporting framework structure follows:

	              <!--  example 1: set \Seen flag on group chat object stored in /Default folder  -->

<?xml version="1.0" encoding="UTF-8"?>

<cpm-evfw xmlns="urn:oma:xml:cpm:evfw" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
<event-cpm-imap  type="flags“>

<operation name=“add” flag=“\Seen”>

<!--  indicates the message object on which the operation should be performed -->

<!--  uid attribute is optional, shall be populated if known by the CPM Client --> 

<!--  folder-path attribute is optional, shall be populated if known by the CPM client -->


<object uid=58175 folder-path="Default/thisConversationID1234/thisContributionID5678/">    

<message-id>7QsgkAl8QZvr9XPFtiiCtLj3sls0oPof</message-id>    
<!--  mandatory element, this is the IMDN message-ID element, syntax defined in RFC5438 section. 6.3 --> 
<extension-elements-per-object-here> <!-- EXTENSION POINTS, ADD HERE FUTURE NEW ELEMENTS -->   

</extension-elements-per-object-here>

</object>

</operation>

</event-cpm-imap >
</cpm-evfw>
             <!--  example 2: set \Seen flag on a 1-1 chat object for which CMS synch was not yet done  --> <object>

<?xml version="1.0" encoding="UTF-8"?>

<cpm-evfw xmlns="urn:oma:xml:cpm:evfw" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
       <event-cpm-imap  type="flags“>

<operation name=“add” flag=“\Seen”>

<conversation-id>ruhfdui134t9187698t1rgf</conversation-id>  

<contribution-id>uhfdui134t9187698t1rgfr</contribution-id>     

<other-party>tel:+15145554321</other-party>     <!--  optional element -->

<message-id>7QsgkAl8QZvr9XPFtiiCtLj3sls0oNok</message-id>
<extension-elements-per-object-here> <!-- EXTENSION POINTS, ADD HERE FUTURE NEW ELEMENTS -->   

</extension-elements-per-object-here>

</object>

</operation>

</event-cpm-imap >
</cpm-evfw>
              <!--  example 3: set \Deleted flag on group chat object stored in /UserFolder1 folder  --> 
<?xml version="1.0" encoding="UTF-8"?>

<cpm-evfw xmlns="urn:oma:xml:cpm:evfw" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
       <event-cpm-imap  type="flags“>

                 <operation name=“add” flag=“\Deleted”>

<object uid=58177 folder-path="UserFolder1/thisConversationID1234/thisContributionID5678/">

<message-id>7QsgkAl8QZvr9XPFtiiCtLj3sls0765</message-id> 

</object>

</operation>
<extension-elements-here> <!--   EXTENSION POINTS, ADD HERE NEW ELEMENTS FOR IMAP EVENTS, IF NEEDED --> 

</extension-elements-here>
</event-cpm-imap >
</cpm-evfw>


Table 8: CPM Reporting Framework examples
Change 5:  End of changes

�keep this?


�This is applicative behaviour for the CPM ACTIVITY


�includes message-id and disposition-notification


�11 – remove index


�Do we need to add anything more?
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