Doc# OMA-COM-CPM-2016-0015-CR_CONR_RD_A001_A003_A004_A005.doc
Change Request

Doc# OMA-COM-CPM-2016-0015-CR_CONR_RD_A001_A003_A004_A005.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request



Change Request

	Title:
	CONR_RD_A001_A003_A004_A005
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	COM-CPM WA

	Doc to Change:
	OMA-RD-CPM-V2_1-20151211-D

	Submission Date:
	14 Jan 2016

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Cristina Badulescu, Ericsson; cristina.badulescu@ericsson.com

	Replaces:
	N/A 

	Attachments:
	None


1 Reason for Change
The CR closes the following CONR comments by marking requirements not fulfilled in CPM 2.1 release as Future release. These requirements MUST be moved to the Appendix B.1 (Future release table) when the CR is incorporated.

	A001
	2015.01.23
	T
	x.y
	Source: Ericsson

Form: CONR-RC-0023

Comment: defer the unfulfilled requirements in the CPM 2.1 TSs to a later CPM release 

Proposed Change: update the release for the appropriate requirements without a solution in TSs

	Status:    CLOSED (CR#xxx)

 

	A003
	2015.11.04
	E
	4.3
	Source: AT&T

Form: OMA-CONR-2015-0022-CPM_2_1_CONR_ATT_Comments

Comment: 

This section for version 2.1 description is empty. Need add text to it

Proposed Change: 

A CR will be submitted to propose appropriate text
	Status: CLOSED

See resolution on A004

	A004
	2015.10.30
	E
	4.3
	Source: Orange S.A.

Form: OMA-CONR-2015-0024-CPM_2.1_CONR_Orange_Comments

Comment: Empty section 

Proposed Change: Add at least the following sentence:

This version of the CPM Enabler covers the requirements marked as CPM V2.1 in the tables in Section 6.
	Status:   CLOSED (CR#xxx)

	A005
	2015.11.06
	T
	4.3
	Source: ZTE Corporation

Form: OMA-CONR-2015-0021

Comment: The content in this section is absent.

Proposed Change: Add description
	Status: CLOSED 

See resolution on A004


2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Requirements Document TS 2.1.
5 Detailed Change Proposal

  NOTE to RD EDITOR: 
· The requirements marked as Future release MUST be moved to the Appendix B.1 (Future release table)

Change 1:   Section 4.3. 
4.3. Version 2.1

This version of the CPM Enabler covers the requirements marked as CPM V2.1 in the tables in Section 6.
Change 2:  Section 6.1 
[…]
	
	CPM Event Reporting Framework:
	

	CPM-HLF-033a
	The CPM Enabler MAY support Event Reporting Framework. When supporting Event Reporting Framework the following requirements are supported accordingly:

CPM-HLF-033, CPM-HLF-034, CPM-HLF-035, CPM-HLF-036 and CPM-HLF-037.
	CPM V2.1

	CPM-HLF-033
	The CPM Enabler SHALL support network receipt of event reporting from CPM User’s clients, informing of action(s) taken by the CPM User on a device, or of events that occurred on a device.
	CPM V2.1

	CPM-HLF-034
	The CPM Enabler SHALL support CPM User’s clients to receive event reporting responses from the network, informing of the results of the requested action(s), if applicable.
	CPM V2.1

	CPM-HLF-035
	The CPM Enabler SHALL support event reporting requests and responses between the network and CPM User’s clients, providing complementary information related to the reported event.
	CPM V2.1

	CPM-HLF-036
	The CPM Enabler SHALL support informing the rest of registered CPM User’s clients of events requested by one of CPM User’s clients, if applicable to that event.
	CPM V2.1

	CPM-HLF-037
	The CPM Enabler MAY support informing the rest of non-registered CPM User’s clients of events requested by one of CPM User’s clients, if applicable to that event.
	Future




Table 1: High-Level Functional Requirements
Change 3:  Section 6.1.1 

[…]

	
	File Transfers:
	

	CPM-CONV-053a
	The CPM Enabler SHALL allow each CPM User recipient of a Group CPM File Transfer to resume the interrupted Group CPM File Transfer without requiring to re-send the entire file from the point at which the interruption was done for that recipient and transparently to the other recipients.
	CPM V2.1

	CPM-CONV-053b
	The CPM Enabler SHALL allow multiple CPM User recipients of a Group CPM File Transfer to resume at the same time the interrupted Group CPM File Transfer, even if the interruption did not occur at the same point for all the CPM User recipients.
	Future



	CPM-CONV-054
	The CPM Enabler SHALL ensure that a CPM File Transfer invitation is sent to all registered devices of the file recipient, and that once the recipient accepts or denies the file transfer request on one of his/her devices, the outstanding invitations are cancelled on his/her other devices.
	CPM V2.0

	CPM-CONV-054a
	After the CPM User has accepted or rejected the request on one CPM Client, the termination of the CPM File Transfer request towards the other connected CPM Clients of the recipients is subject to service provider policies.
	CPM V2.1

	CPM-CONV-066
	The CPM Enabler SHALL support a thumbnail image of the file to be transferred in the CPM File Transfer invitation.
	CPM V2.0

	CPM-CONV-066a
	The CPM Enabler SHALL support optimized CPM File Transfer requests that allow the CPM User to choose to receive or reject the file after previewing the associated thumbnail image of the file.
	Future



	CPM-CONV-067
	The CPM Enabler SHALL store File Transfer file and support later delivery to the CPM User who was invited but either:

· temporarily become unavailable or,

· has not accepted, 

subject to service provider policies.
	CPM V2.0


Change 4:  Section 6.1.5.
	
	Non-CPM Storage
	

	CPM-STOR-003a
	The CPM Enabler SHOULD be able to store non-CPM objects in the user’s network-based storage.
	CPM V2.1

	
	
	

	
	
	

	CPM-STOR-008a
	The CPM Enablers SHOULD support access (select, view, retrieve, etc.) to non-CPM objects stored in the user’s network-based storage.
	CPM V2.1

	
	
	

	
	
	

	CPM-STOR-015a
	The CPM Enabler SHOULD specify folder structure dedicated to storing non-CPM media objects (e.g. greetings, global voicemail settings).
	CPM V2.1

	External entities reusing the Message Store


	CPM-STOR-034
	The CPM Enabler SHOULD allow an external entity to have direct read/write access to the Message Store.
	CPM V2.1



Change 5:  Section 6.1.6. 

[…]

	CPM-MLD-020a
	The CPM Enabler MAY support delivery of CPM File Transfer files to all CPM User’s devices on which the CPM User has accepted the CPM File Transfer request.
	CPM V2.1

	CPM-MLD-007b
	The CPM Enabler MAY support all CPM User’s devices on which the CPM User  has accepted the CPM Session Invitation for a chat to participate in the CPM Session (i.e. sending and receiving chat messages) and maintain the same conversation view across all participating devices.
	CPM V2.1

	Primary and Secondary devices


	
	
	

	CPM-MLD-027
	The CPM Enabler SHOULD support a CPM User access to the CPM features via multiple devices: one Primary Device and multiple Secondary Devices, subject to service provider policies.
	CPM V2.1

	CPM-MLD-028
	The CPM Enabler SHALL support, subject to service provider policies, immediate delivery to the CPM User’s Primary Device without IP access available, for:

- a CPM Standalone Message, 

- a CPM Chat Message or,
- a CPM File Transfer, 

even if the CPM request was delivered also to at least one Secondary Device.
	CPM V2.1

	CPM-MLD-028a
	The CPM Enabler SHALL support, subject to service provider policies, immediate delivery to a CPM User’s Primary Device without an available IP access, via SMS interworking, if applicable to the type of content (e.g. text) in the CPM request.
	CPM V2.1

	CPM-MLD-029
	The CPM Enabler SHALL send an Undelivered Content Notification to the recipient CPM User on her/his Primary Device when content that was sent to her/him (e.g. media content or non-text) could not be delivered due to lack of IP connectivity of the CPM User Primary Device, subject to service provider policies.
	Future



	CPM-MLD-030


	The CPM Enabler SHALL generate a delivery report towards the sender when an Undelivered Content Notification was successfully sent to a Primary Device of a CPM User, if a delivery report has not already been sent by a Secondary Device of the CPM User.
	Future



	CPM-MLD-031


	The CPM Enabler SHALL populate in the Undelivered Content Notification an operator-configurable text message informing the CPM User on the Primary Device that he/she received content that cannot be delivered due to lack of IP connectivity.
	Future



	CPM-MLD-032


	The CPM Client on a Primary Device that has received an Undelivered Content Notification about undeliverable content SHALL synchronize with the CPM Message Store as soon as IP connectivity is restored. 
	Future



	CPM-MLD-033


	The CPM Enabler MAY populate in the Undelivered Content Notification the URL reference to the original content.
	Future



	CPM-MLD-034


	The CPM Client on a Primary Device SHALL discard and replace the associated Undelivered Content Notification with the original message or content, after it has obtained it. 
	Future



	CPM-MLD-035
	The CPM Enabler SHALL obtain information on CPM User’s Primary Device access technology in order to determine how to best deliver CPM requests to the CPM User: 

· via CPM technology if IP connectivity (preferred*), or 

· via interworking to legacy non-CPM technology (e.g. legacy SMS), 

whichever access becomes available to the CPM User’s Primary Device.

*NOTE: in case the device gets connectivity after e.g. airplane mode, it may first get CS cellular access and then IP access. The CPM Client SHOULD wait to determine if IP access is also available in addition to CS cellular, and give precedence to CPM technology via the IP connection.
	CPM V2.1

	CPM-MLD-036
	The CPM Enabler SHALL be able to notify one or more of the CPM User’s Client(s) that they need to initiate synchronization with the CPM Message Store, due to events that have occurred in the CPM Message Store.
	Future



	CPM User Activity

	CPM-MLD-037
	The CPM Enabler SHOULD support a mechanism for a CPM Client to communicate CPM User Activity to the CPM network, subject to service provider policies.

Note: How the CPM Client determines CPM User Activity is out of scope of this specification.
	CPM V2.1

	CPM-MLD-037a
	The CPM Enabler SHOULD support indicating the CPM User Activity to the CPM network at the time of the delivery of a CPM Message or CPM File Transfer to any of CPM User’s Clients, subject to service provider policies.
	CPM V2.1

	CPM-MLD-038
	The CPM Enabler SHOULD be able to determine when a CPM User explicitly leaves a CPM Session.

Note: In a multi-device scenario none of CPM User’s Clients SHALL stay connected in that CPM Session.
	CPM V2.1


	CPM-MLD-038a
	The CPM Enabler SHOULD be able to determine when a CPM User’s Client leaves a CPM Session.
	CPM V2.1



Table 7: High-Level Functional Requirements – Multi-devices Environment Items

Change 6:  Section 6.1.9. 

[…]

	CPM-IWF-026
	When a Long-lived CPM Group Session is re-started, the CPM Enabler SHALL consistently use the same interworking information associated with the Long-lived CPM Group Session towards a participant CPM User’s Non-CPM Communication Service or to a non-CPM participant.
	CPM V2.1

	CPM-IWF-027
	When a Long-lived CPM Group Session is idle, the CPM Enabler SHALL allow a non-CPM User participant to re-start it.
	Future

	CPM-IWF-028
	When a CPM Message is delivered via both CPM and non-CPM communication technologies to devices of the CPM User, the CPM Enabler SHALL ensure that each delivered message is only stored once in the network-based storage.
	CPM V2.1

	CPM-IWF-029
	The CPM Enabler SHALL provide the interworking information needed (e.g. the non-CPM technology used, correlation data) to support correlation of message objects stored in the CPM Message Store with the messages interworked to non-CPM technologies.
	CPM V2.1


Table 10: High-Level Functional Requirements – Interworking Items

Change 7:  Section 6.1.12. 

[…]

	CPM-USA-012
	To avoid presenting duplicate messages to the CPM User, the CPM Enabler SHALL support the CPM User’s devices to correlate message duplicates, in case different technologies were used to deliver that message to the devices of the CPM User.

Note: In some scenarios, a CPM Message can be delivered as CPM Standalone Message to a tablet and be interworked as SMS to a mobile device. When stored in the CPM Message Store, the message is stored as e.g. standalone message, so when the mobile device synchronizes with the CPM Message Store it should be able to identify that it’s the same message as the SMS and only show it to the user once.
	CPM V2.1


Table 14: High-Level Functional Requirements – Usability Items

Change 8:  Section 6.1.12. 

6.1.12. Service Enablement
	Label
	Description
	Enabler Release

	CPM-SVE-001 
	The CPM Enabler SHOULD support using CPM as a transport to direct CPM User requests to an appropriate application.
	CPM V2.1

	CPM-SVE-002 
	When using CPM as a transport enabler, the CPM Enabler SHALL distinguish CPM User requests directed to the application. 
	CPM V2.1

	CPM-SVE-003 
	When using CPM as a transport enabler, the CPM Enabler SHALL support different handling of CPM User requests directed to an application, than the normal CPM requests.  The different behaviour includes prohibiting some of the CPM features (e.g. interworking, deferral, storing in CPM Message Store), subject to service provider policies.
	CPM V2.1


Table 16: High-Level Functional Requirements – Service Enablement Items
Change 9:  End of changes

�Partially done, via the non-CPM folder. 


Not done for the concurrent write ops, exposing new i/f to network servers, etc


�Together w/ below


�Not sure ???


Did we add the different reason code on BYE at  expiration due to inactivity on one client
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