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1 Reason for Change
R01- added clarification Note on network nodes acting B2BUA (they should not try to create an implicit subscription)

The RFC7647 was published (from draft-ietf-sipcore-refer-clarifications, “Clarifications for the Use of REFER with RFC6665") and deprecates the SIP 202 responses to SIP REFER.  RFC7647  updates RFC3515.
The CR adds the RFC7647 reference to the Conv TS and aligns the CPM entities procedures to use 200 OK instead of 202.

Reference: IETF RFC 7647 (September 2015): "Clarifications for the Use of REFER with RFC6665".
The RFC mandates that UAs that accept a REFER must populate their GRUU in the sip response IF AN IMPLICIT SUBSCRIPTION to refer event is intended. This is NOT the case for CPM, so a clarification statement may be needed to state that ? TO DISCUSS WITH THE GROUP
“  A user agent (UA) accepting a REFER that creates a subscription MUST

   populate its Contact header field with a GRUU.

   A UA that might possibly become a notifier (e.g., by accepting a

   REFER request that creates a subscription) needs to include a GRUU in

   the Contact header field of dialog-forming and target-refresh methods

   (such as INVITE) [RFC7621].  This ensures that out-of-dialog REFER

   requests corresponding to any resulting INVITE dialogs arrive at this

   UA.  Extensions can relax this requirement by defining a REFER

   request that cannot create an implicit subscription, thus not causing

   the accepting UA to become an RFC 6665 notifier in the context of

   this dialog.  [RFC7614] is an example of such an extension.“

2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org .

4 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM Conversation Functions TS 2.1.
5 Detailed Change Proposal

Change 1:  Update sect 2.1 
2.1. Normative References

[…]
	[RFC3501]
	“Internet Message Access Protocol - Version 4rev1”, M. Crispin, March 2003, URL:http://www.ietf.org/rfc/rfc3501.txt

	[RFC3515]
	“The Session Initiation Protocol (SIP) Refer Method”, R. Sparks, April 2003, URL:http://www.ietf.org/rfc/rfc3515.txt


[…]

	[RFC6135]
	“An Alternative Connection Model for the Message Session Relay Protocol”, C. Holmberg et al, June 2010, URL:http://www.ietf.org/rfc/rfc6135.txt

	[RFC6665]
	“SIP-Specific Event Notification”, A. B. Roach, July 2012, URL:http://www.ietf.org/rfc/rfc6665.txt

	[RFC6714]
	“Connection Establishment for Media Anchoring (CEMA) for the Message Session Relay Protocol (MSRP)”, C. Holmberg et al, August 2012, URL:http://www.ietf.org/rfc/rfc6714.txt

	[RFC7701]
	“Multi-party Chat Using the Message Session Relay Protocol (MSRP)”, M. Garcia-Martin et al, December 2015, URL:http://www.ietf.org/rfc/rfc7701.txt

	[RFC7647]
	“Clarifications for the Use of REFER with RFC6665”, R. Sparks et al, September 2015, https://tools.ietf.org/html/rfc7647


Change 2:  Update sect 8.3.1.1

8.3.1. CPM Standalone Message Handling

8.3.1.1. Handle a Pager Mode CPM Standalone Message and SIP IMDNs

Upon receiving a SIP MESSAGE request with one of the CPM Feature Tag values listed in section 8.3 “Procedures in the Terminating Network” included in the Accept-Contact header, the CPM Participating Function:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;

3. MAY heck if the Authenticated Originator CPM Address of the SIP MESSAGE request is included in the standalone messages Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
4. MAY check in the recipient’s user preferences retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences” and if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains the ‘<standalone-message>’ element. If such a rule exists then the CPM Participating Function SHALL handle the value of the ‘<action>’ element as follows:

a. If the action element includes an ‘<allow-reject-invite>’ sub-element set to “true”, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. If the action element includes an ‘<allow-do-not-disturb>’ sub-element set to “true”. the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP  200 “OK” response according to [RFC7647].

1. Otherwise, continue with the rest of the steps.

c. If the action element includes an ‘<allow-interwork>’ sub-element set to “true” or if the action element includes an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL send the SIP MESSAGE directly to the ISF as described in section 6.5 “Communicating with the ISF and IWF”.
d. If the action element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL store the message in the user’s message store in the Message Storage Server according to procedures specified in section 6.3.1 “Object Store Operation” of [OMA-CPM_TS_MessageStorage].
ii. SHALL return a SIP 200 “OK” response.
Otherwise, continue with the rest of the steps;
e. If the action element includes an ‘<allow-forward>’ sub-element set to “true”, the CPM Participating Function SHALL change the address of the recipient to the one provided in the user preferences only if the Content-Type of the SIP MESSAGE is not set to “message/imdn+xml”, and send the CPM Standalone Message to that address through the SIP/IP core. If the Content-Type of the SIP MESSAGE is set to “message/imdn+xml”, then the CPM Participating Function SHALL NOT change the address of the recipient.

Otherwise, continue with the rest of the steps;

f. If the action element includes an ‘<allow-defer>’ sub-element set to “true”, the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response;
Otherwise, continue with the rest of the steps;

Change 3:  Update sect 9.1.1

9.1. CPM Standalone Message Handling

9.1.1. Pager Mode CPM Standalone Message Handling

Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’ included in the Accept-Contact header the CPM Controlling Function:

2. SHALL check if the authenticated originator's CPM Address is an authorized address to use functionalities of the CPM Controlling Function and if not authorized the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

3. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version not supported” according to rules and procedures of [RFC3261].

4. Otherwise, continue with rest of the steps;
5. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:

a. SHALL check if the SIP MESSAGE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the authenticated originator’s CPM Address. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" error response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

6. Otherwise, continue with the rest of the steps.

b. SHALL check if the number of recipients exceeds the maximum allowed by service provider policy. If it does, then the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response and SHALL include a SIP Warning header with the warning text set to “102 Too many recipients” in the response according to the rules and procedures of [RFC3261].

7. Otherwise, continue with the rest of the steps;

c. SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

8. Otherwise, continue with the rest of the steps;

d. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365].

9. Otherwise, the CPM Controlling Function:
a. SHALL check if the authenticated originator's CPM Address is authorized to send a CPM Standalone Message to the Pre-defined Group by the group policy. If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

10. Otherwise, continue with the rest of the steps;

b. SHALL check if the CPM Pre-defined Group address in the Request-URI exists in [OMA-XDM-Group]. If the CPM Pre-defined Group address does not exist, then the CPM Controlling Function SHALL return a SIP 404 "Not found" response according to the rules and procedures of [RFC3261].

11. Otherwise, continue with the rest of the steps;

c. SHALL check if the CPM Pre-defined Group address in the Request-URI is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM Pre-defined Group address does not support the CPM service, then the CPM Controlling Function SHALL return a SIP 488 "Not Acceptable" response according to the rules and procedures of [RFC3261].

12. Otherwise, continue with the rest of the steps;
d. SHALL check if the SIP MESSAGE request received for a CPM Pre-defined Group has anonymity requested and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

13. Otherwise, continue with the rest of the steps;

e. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the User-Agent header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “132 Version not supported” in the response according to rules and procedures of [RFC3261].

14. Otherwise, continue with rest of the steps;

f. SHALL check if the Request-URI identifies a CPM Pre-defined Group with empty Group List. If the Group List is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to ”129 No destinations” in the response according to the rules and procedures of [RFC3261].

15. Otherwise, continue with the rest of the steps;

g. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Group].

16. SHALL send a SIP MESSAGE request towards each CPM Group member, the CPM Controlling Function;

a. SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428];

b. SHALL copy the values in Accept-Contact header from the received SIP MESSAGE request in the outgoing SIP MESSAGE request, if any Accept-Contact header was received;

c. SHALL set the Request-URI to the CPM Address or non-CPM Address of the CPM Group member;

d. If the received SIP MESSAGE request was sent to a CPM Ad-hoc Group, the CPM Controlling Function SHALL include in the authenticated originator's CPM Address, the address of the sending CPM User;

e. If the received SIP MESSAGE request was sent to a CPM Pre-defined Group, the CPM Controlling Function SHALL include the authenticated originator’s CPM Address with the following clarification:

i. SHALL set the authenticated originator’s CPM Address to the CPM Pre-defined Group address;

ii. If privacy was requested by the sending CPM User, the CPM Controlling Function SHALL include a Referred-By header with anonymous URI;

iii. Otherwise, SHALL include a Referred-By header with the authenticated originator's CPM Address of the received SIP INVITE request, as specified in section 6.1 “Authenticated Originator’s CPM Address”;

f. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release Version in User-agent and Server headers”;

g. SHALL include all the other received SIP headers as well as the body of the received SIP MESSAGE request in each outgoing SIP MESSAGE request, with the following exceptions:

· SHALL NOT copy the resource-list body of the received SIP MESSAGE. Instead, a new resource-list body will be included, containing the addresses that had “to” and “cc” qualifiers in the resource-list body of the received SIP MESSAGE and SHALL set the Content-Dispostion header field to “recipient-list-history; handling=optional” as described in [RFC5366];

· the Require header field of the outgoing SIP MESSAGE request SHALL not mention “recipient-list-message”. Instead “recipient-list-message” SHALL be included in the Supported header field;

h. SHALL send the SIP MESSAGE request towards the SIP/IP core according to the rules and procedures of the SIP/IP core.

17. SHALL send a SIP 202 "Accepted
" response along the Signalling Path according to [RFC3261], with the Conversation-ID, Contribution-ID, and if present, the InReplyTo-Contribution-ID header field, copied from the received SIP MESSAGE request into the outgoing SIP 202 “Accepted” response and a Server header as specified in Appendix D “Release Version in User-agent and Server headers” SHALL be included.

If an error response is received when attempting to deliver the SIP MESSAGE request to a CPM Address, the CPM Controlling Function SHALL check service provider policies to determine if interworking is allowed, and if it is, SHALL send the CPM Standalone Message request to the ISF as described in section 6.5 “Communicating with the ISF and IWF”.

CPM Standalone Messages with a request for disposition notifications are additionally handled according to section 9.2.15 “Disposition Notification”.

Change 4:  Update sect 9.2.5.
9.2.5. Adding Participants Request

CPM SIP REFER requests are sent within the scope of the CPM Session dialog to which they are related. Upon receiving a SIP REFER request that includes an Accept-Contact header with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and the “method” parameter set to  “INVITE” in the Refer-To header, the CPM Controlling Function:

1. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send a SIP 421 “Extension Required” response  including a Require header with the option tag “norefersub”.
Note: any network entities along the path which act as a B2BUA SHOULD populate the Refer-Sub header field with a value of “false”.
2. In case of CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the inviting CPM User is allowed to invite other users by checking the <allow-invite-users-dynamically> action as specified in [OMA-XDM-Group] and if not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261];

3. In case of a CPM Ad-hoc group: it SHALL check the type of CPM Group Session, and if it is a CPM Closed Group Session it SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of steps;

4. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of steps;

5.  SHALL extract the address(es) of the users from the SIP REFER request to be invited either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] and [RFC7647] for inviting one user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for inviting multiple users.
6. SHALL generate a SIP 200 “OK” final response to the SIP REFER request according to the rules and procedures of [RFC7647]
7. SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
8. SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
9. SHALL check if each of the invited user(s) are not already listed among the active Participants of the CPM Group Session, or if an outstanding invitation was already sent to the invited user(s) and is pending a response. If any of these are true, then the CPM Controlling Function SHALL not continue with the next step;
10. SHALL follow the actions described in section 9.2.10 “Create Session with a Participant” for each address.

Change 5:  Update sect 9.2.6.
9.2.6. Removing Participant Request

CPM SIP REFER requests are sent within the scope of the CPM Session dialog to which they are related. Upon receiving a SIP REFER request that includes an Accept-Contact header with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and the “method” parameter set to “BYE” in the Refer-To header, the CPM Controlling Function:

1. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send a SIP 421 “Extension Required” response including a Require header with the option tag “norefersub”.
Note: any network entities along the path which act as a B2BUA SHALL populate the Refer-Sub header field with a value of “false”.
2. SHALL perform actions to verify that the authenticated originator’s CPM Address of the CPM User who initiated the request is authorized for the request;

a. in case of CPM Pre-defined Group, by checking the <allow-expelling> element as defined in [OMA-XDM-Group];

b. in all other cases based on service provider policy;

c.  if not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of steps;

3. SHALL check whether privacy is allowed for the authenticated originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of steps;

4.  SHALL extract the address(es) of the users from the SIP REFER request to be removed either:

a. from the Refer-To header according to the rules and procedures of [RFC3515] and [RFC7647] for removing one user; or

b. from the MIME resource-list body according to the rules and procedures of [RFC5368] for removing multiple users.
5. SHALL generate a SIP 200 “OK” response to the SIP REFER request according to the rules and procedures of [RFC7647] ;
6. SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to the rules and procedures of [RFC4488];
7. SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to the rules and procedures of [RFC4488];
8. SHALL follow the actions described in section 9.2.11 “Participant Removing Request” for each address;
Change 6:  End of changes
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