Doc# OMA-COM-CPM-2016-0037-INP_SEC_1_to_4_Proposal_WID0322_TS[image: image2.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-Template-InputContribution-20130101-I.doc
Input Contribution



Input Contribution

	Title:
	SEC_1_to_4_Proposal_WID0322_TS 22
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA CPM

	Submission Date:
	02/05/2016

	Source:
	Jerry Shih, AT&T
Jerry.shih@att.com

	Attachments:
	OMA-COM-CPM-2016-0037-INP proposed text
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

This input contribution proposes content for section 1 to 4 in the proposed skeleton TS for new WID 0322 Message_Storage_with-API V1.0
2 Summary of Contribution

Text proposed for new proposal TS for WID 0322 Message_Storage_with-API V1.0.
3 Detailed Proposal

The proposed TS name and skeleton is included for discussions
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group to discuss and agree the proposed content into WID 0322 TS.
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1. Scope


This document provides a technical specification of how the CPM message storage functionality of the CPM Enabler [OMA-CPM_TS_MessageStorage] may be realized using the RESTful interface defined in [OMA-RESTapi_MessageStore]. The goal of this document is to present an alternative interface for Clients and Servers that communicate with the CPM Message Store as defined in [OMA-CPM-AD].

As such, these technical specifications provide an alternative formal definition of the CPM-MSG interface that has been identified in [OMA-CPM-AD]. Also, these technical specifications formally define the expected behaviour of the Message Storage Client and Message Storage Server functional components that have been identified in [OMA-CPM-AD] when using the RESTful interface defined in [OMA-RESTapi_MessageStore].
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3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		For the purpose of this TS, all definitions from the OMA Dictionary apply [OMADICT].

Client-side Notification URL


An HTTP URL exposed by a client, on which it is capable of receiving notifications and that can be used by the client when subscribing to notifications.

CPM Address 


See [OMA-CPM-RD]. 


CPM Chat Message 


See [OMA-CPM-RD]. 


CPM Conversation 


See [OMA-CPM-RD]. 


CPM Conversation History 


See [OMA-CPM-RD]. 


CPM Conversation Identity 


See [OMA-CPM-SD]. 


CPM File Transfer 


See [OMA-CPM-RD]. 


CPM File Transfer History 


See [OMA-CPM-RD]. 


CPM Message 


See [OMA-CPM-RD]. 


CPM Participating Function 


See [OMA-CPM-AD]. 


CPM Pre-defined Group 


See [OMA-CPM-RD]. 


CPM Session 


See [OMA-CPM-RD]. 


CPM Session History 


See [OMA-CPM-RD]. 


CPM Session Invitation 


See [OMA-CPM-RD]. 


CPM Standalone Message 


See [OMA-CPM-RD]. 


CPM User 


See [OMA-CPM-RD]. 


Media Object 


See [OMA-CPM-AD]. 


Message Storage Client 


See [OMA-CPM-AD]. 


Message Storage Server 


See [OMA-CPM-AD]. 


Participant 


See [OMADICT]. 


Principal 


See [OMADICT]. 


Long Polling


A variation of the traditional polling technique, where the server does not reply to a request unless a particular event, status or timeout has occurred. Once the server has sent a response, it closes the connection, and typically the client immediately sends a new request. This allows the emulation of an information push from a server to a client.

Notification Channel


A channel created on the request of the client and used to deliver notifications from a server to a client. The channel is represented as a resource and provides means for the server to post notifications and for the client to receive them via specified delivery mechanisms. 


For example in the case of Long Polling the channel resource is defined by a pair of URLs. One of the URLs is used by the client as a callback URL when subscribing for notifications. The other URL is used by the client to retrieve notifications from the Notification Server.

Notification Server


A server that is capable of creating and maintaining Notification Channels.


Server-side Notification URL


An HTTP URL exposed by a Notification Server, that identifies a Notification Channel and that can be used by a client when subscribing to notifications.



		





3.3 Abbreviations

		OMA

		Open Mobile Alliance



		ACL 

		See [OMADICT]



		CPIM 

		Common Presence and Instant Messaging 



		CPM 

		See [OMADICT] 



		GSO 

		Group State Object 



		IMAP 

		See [OMADICT] 



		MIME 

		See [OMADICT] 



		OMA 

		See [OMADICT] 



		PSK 

		Pre Shared Key 



		REST


SASL 

		Representational state transfer

Simple Authentication and Security Layer 



		SIO 

		session info object 



		TLS 

		See [OMADICT] 



		UID 

		Unique (Message) Identifier 



		URL 

		See [OMADICT] 





4. Introduction

The CPM message storage functionality allows the storage of both legacy SMS/MMS message as well as CPM Messages, CPM File Transfer Histories, CPM Session Histories, CPM Conversation Histories, and any potential Media objects either stand-alone or attached to CPM Messages and CPM Session Histories in a network-based storage on behalf of CPM Users. 


The CPM message storage functionality authenticates and authorizes CPM Users to being able to retrieve, organize, set permissions, receive event notifications, synchronize with CPM Users device’s local message storage and manage (e.g., copy, remove, move etc.,) the storage objects that are stored on it. It also allows CPM Users to search the storage objects with key words. 


This Specification provides users with an alternative RESTful interface and redefines the procedures and methods described in [OMA-CPM_TS_MessageStorage] which is optimized around the IMAP protocol. There are many benefits for selecting REST over IMAP (as an interface), but these are not to be discussed here, instead this specification defines how the RESTful API standards concepts [OMA-RESTapi_MessageStore] are used for both Storage Server and Clients. 
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