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1 Reason for Change

This Change Request provides the changes in the AD to support the requirements of WID 324 and 325 with regard to the capability of the CPM Enabler to support Charging.
2 Impact on Backward Compatibility

The change provides a new function, no impact on backward compatibility 
3 Impact on Other Specifications

In the course of the finalisation of the WI a specification of the CPM Offline Charging Interface is required. In addition additions to the Data Definition Specification [OMA-DDS-Charging_Data] is expected.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>

6 Detailed Change Proposal

2.1 Normative References

	[3GPP TS23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP, TS23.228, URL:http://www.3gpp.org/

	[3GPP2 X.S0013-002]
	“All-IP Core Network Multimedia Domain - IP Multimedia Subsystem (IMS) - Stage-2”, 3GPP2, X.S0013-002-A, URL:http://www.3gpp2.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-CPM-SD]
	“Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_System_Description-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-DM-PRO]
	“Device Management Protocol”, Open Mobile Alliance™, OMA-TS-DM_Protocol-V1_2, URL:http://www.openmobilealliance.org/

	[OMA-IMS-AD]
	“Utilization of IMS capabilities Architecture”, Open Mobile Alliance™, OMA-AD-IMS-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-PRS-AD]
	“Presence SIMPLE Architecture”, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-PRS-RD]
	“Presence SIMPLE Requirements”, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-PUSH-AD]
	“Push Architecture”, Open Mobile Alliance™, OMA-AD-Push-V2_2, URL:http://www.openmobilealliance.org/

	[OMA-NMS-REST-API]
	“RESTful Network API for Network Message Storage”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_NMS-V1_0, URL:http://www.openmobilealliance.org/ 

	[OMA-XDM-AD]
	“XML Document Management Architecture”, Open Mobile Alliance™, OMA-AD-XDM-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-CHG-AD]
	“Charging Architecture”, Version 1.1, Open Mobile Alliance™, OMA-AD-Charging-V1 1,
URL:http://www.openmobilealliance.org/

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, C. Jennings et al, November 2002, URL:http://www.ietf.org/rfc/rfc3325.txt

	[RFC3428]
	“Session Initiation Protocol (SIP) Extension for Instant Messaging”, B. Campbell et al, December 2002, URL:http://www.ietf.org/rfc/rfc3428.txt

	[RFC3501]
	“INTERNET MESSAGE ACCESS PROTOCOL (IMAP4) - VERSION 4rev1”, M. Crispin, March 2003. URL:http://www.ietf.org/rfc/rfc3501.txt

	[RFC3550]
	“RTP: A Transport Protocol for Real-Time Applications”, H. Schulzrinne, July 2003, URL:http://www.ietf.org/rfc/rfc3550.txt

	[RFC4566]
	“SDP: Session Description Protocol”, M. Handley et al, July 2006, URL:http://www.ietf.org/rfc/rfc4566.txt

	[RFC4975]
	“The Message Session Relay Protocol”, B. Campbell et al, September 2007, 
URL:http://www.ietf.org/rfc/rfc4975.txt


2.2 Informative References

	[3GPP TS33.203]
	“3G security; Access security for IP-based services”, 3GPP, TS33.203, URL:http://www.3gpp.org/

	[3GPP TS33.210]
	“3G security; Network Domain Security (NDS); IP network layer security”, 3GPP, TS33.210, URL:http://www.3gpp.org/

	[3GPP2 S.R0086-0]
	“IMS Security Framework”, 3GPP2, S.R0086-0, URL:http://www.3gpp2.org/

	[OMA-CAB-AD]
	“Converged Address Book Architecture”, Open Mobile Alliance™, OMA-AD-CAB-V1_0, URL:http://www.openmobilealliance.org/

	
	

	[OMA-DICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMA-DS]
	“DS 1.2 Architecture”, Open Mobile Alliance™, OMA-ERP-DS-V1_2, URL:http://www.openmobilealliance.org/

	[OMA-OWSER]
	“OMA Web Services”, Open Mobile Alliance™, OMA-ERELD-OWSER-V1_1, URL:http://www.openmobilealliance.org/

	[OMA-POC]
	“Push to talk Over Cellular”, Open Mobile Alliance™, OMA-ERELD-POC-V2_0,
URL:http://www.openmobilealliance.org/

	[OMA-SEC_CF]
	“Application Layer Security Common Functions”, Open Mobile Alliance™, OMA-ERELD-SEC_CF-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-SIMPLE-IM]
	“Instant Messaging”, Open Mobile Alliance™, OMA-ERELD-SIMPLE_IM-V2_0,
URL:http://www.openmobilealliance.org/

	[RFC2617]
	“HTTP Authentication: Basic and Digest Access Authentication”, J. Franks et al, June 1999, URL:http://www.ietf.org/rfc/rfc2617.txt

	[RFC4918]
	“HTTP Extensions for Web Distributed Authoring and Versioning (WebDAV)”, L. Dusseault, Ed., June 2007, URL:http://www.ietf.org/rfc/rfc4918.txt


4.4 Version 2.2

This version of the CPM Enabler provides the following features:
1) Support of Offline Charging for CPM Messaging.
· The CPM Enabler acts as a Charging Enabler User for offline charging via the Offline Charging Interface (CH-1)
· The CPM Participating Function records usage data for incoming and outgoing CPM Standalone Messages and CPM Chat Messages and CPM File Transfers

· The CPM Controlling Function records usage data for incoming and outgoing CPM Chat Messages. 
5.2 Architectural Diagram
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 Figure 3: CPM architecture diagram.
Figure 3 gives a representation of the CPM architecture model, depicting the CPM Enabler functional components and their interactions with each other and with external functional components. In this figure the supporting Enablers are split into a clients-part (which reside on the Device) and a servers-part (which reside in the network). The exact interactions between the CPM functional components and the supporting Enablers are depicted in Figure 4 below.

NOTE 1:
Due to the framework nature of the CPM Enabler, functional components may or may not be deployed, depending on the required functionality for a deployment. When functional components are not deployed, then that deployment will not be able to fulfil the functionalities offered by the not deployed functional components in the CPM specified manner. Appendix B.1 shows a number of deployment configurations of the CPM Enabler.
The CPM Enabler consists of the following CPM functional components:
· The CPM Client, which allows the CPM User to use CPM-based Services by interacting with other CPM functional components such as the CPM Participating Function. See section 5.3.1.1 for details of this functional component.
· The CPM Participating Function, which acts as the network-side surrogate for the CPM User, including the coordination of the interaction with the multiple CPM Clients the CPM User may have. See section 5.3.1.3 for details of this functional component.
· The CPM Controlling Function, which is responsible for handling CPM Standalone Messages and CPM Sessions that need group functionalities (e.g. Pre-defined Groups, control of Media Streams, …). See section 5.3.1.4 for details of this functional component.

· The Interworking Selection Function, which selects an Interworking Function that should perform the actual interworking for a CPM Message, CPM File Transfer or CPM Session. See section 5.3.1.5 for details of this functional component.
· The Interworking Function(s), which provides interworking capabilities between CPM-based Services and external Non-CPM Communication Services. Multiple instances of the Interworking Function may exist in a deployment (e.g. specialized Interworking Functions for the various Non-CPM Communication Services). See section 5.3.1.6 for details of this functional component.
· The Message Storage Client, which manages CPM Messages, CPM File Transfer Histories, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them stored at Message Storage Server in the network as well as at the Device’s local storage. See section 5.3.1.2 for details of this functional component.
· The Message Storage Server, which provides management and storage functions for CPM Messages, CPM File Transfer Histories, CPM Conversation Histories, CPM Session Histories and Media Objects attached to them in the network. See section 5.3.1.7 for details of this functional component.
The CPM functional components expose their functionalities to the following external functional components:

· A remote CPM environment, which is a CPM environment residing in another (remote) network. See section 5.3.2.7 for details of this external functional component.

The CPM functional components interact with the following external functional components to be able to provide the functionalities of the CPM Enabler:
· A SIP/IP core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler. See section 5.3.2.1 for details of this external functional component.
· Supporting Enablers, which are other OMA Enablers being used to support the CPM Enabler. The following supporting Enablers are used by the CPM Enabler:
· The Presence Enabler for retrieving Presence Information from and publishing Presence Information to.

· The XDM Enabler for storage and manipulation of CPM User preferences, User Preferences Profiles, CPM Group definitions and user list definitions.

· The Push Enabler for the delivery of notifications to the Device(s) of a CPM User.

· The Device Management Enabler for the management of the CPM Client’s and the Message Storage Client’s settings.

See sections 5.3.2.2 to 5.3.2.5 for details on why and how the CPM Enabler uses these supporting Enablers.
· The Charging Enabler for the recording of usage data via Offline Charging.
· Non-CPM Communication Services, which are other communication Services to which the CPM Enabler connects via the Interworking Function(s). See section 5.3.2.6 for details of this external functional component.
NOTE 2:
Appendix B.2 contains co-location deployment scenarios for a number of CPM functional components, such as the CPM Interworking Selection Function and the CPM Controlling and Participating Functions.
Figure 4 shows the details of the interactions between the functional components of the CPM Enabler and the supporting Enablers.
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Figure 4: Interactions between the CPM Enabler functional components and the supporting Enablers.
55.3.2.8 Charging Enabler

The CPM Participating Function and the CPM Controlling Function act as Charging Enabler User to record usage data. The OMA Charging Enabler receives and manages the usage data generated by the CPM Enabler for CPM Standalone Messages, CPM Chat Messages and CPM File Transfers. The OMA Charging Enabler is defined in [OMA-CHG-AD]. The CPM Enabler makes use of the Offline Charging Interface (CH-1). 
5.5 Charging Considerations
The CPM Participating Function and the CPM Controlling Function may record usage data for CPM Standalone Messages, CPM Chat Messages and CPM File Transfers via the Offline Charging Interface (CH-1) as defined i n [OMA-CHG-AD]. Usage data for CPM messaging may be  used for charging and data analytics at the discretion of the service provider.
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