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1 Reason for Change

This Change Request adds the definition of the Conference Information Object for the Message Store.
2 Impact on Backward Compatibility

The principles for the negotiation of Participant Information Notifications via the Group State Object are to be included in the procedures. The applicability of the Participant Information Notifications via the Conference Information Object is negotiated via a=accept-types attribute in SDP.
3 Impact on Other Specifications

none identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and Approve CR.
6 Detailed Change Proposal

2.1 Normative References

	[GSMA-VVM]
	“Visual Voice Mail Interface Specifications”, Version 1.3, Open Mobile Terminal Platform, OMTP
URL:http://www.gsmworld.com/documents/
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	[OMA-EVVM]
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	[OMA-SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[OMA-SEC-CF]
	“Security Common Functions Requirements”, Open Mobile Alliance, OMA-RD-SEC_CF-V1.0, URL:http//www.openmobilealliance.org/

	[OMA-MMS-ENC]
	"Multimedia Messaging Service", Open Mobile Alliance™, OMA-MMS-ENC-V1_3, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2177]
	“IMAP IDLE command”, B. Leiba, June 1997, URL:http://www.ietf.org/rfc/rfc2177.txt

	[RFC2246]
	“The TLS Protocol Version 1.0”, T. Dierks et al, January 1999, URL:http://www.ietf.org/rfc/rfc2246.txt

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, August 1998, URL:http://www.ietf.org/rfc/rfc2387.txt

	[RFC2392]
	“Content-ID and Message-ID Uniform Resource Locator”, E. Levinson, August 1998,
URL:http://www.ietf.org/rfc/rfc2392.txt

	[RFC3458]
	“Message Context for Internet Mail”, E. Burger, January 2003,

URL:http://tools.ietf.org/rfc/rfc3458.txt

	[RFC3501]
	“Internet Message Access Protocol - version 4rev1”, M. Crispin, March 2003, URL:http://www.ietf.org/rfc/rfc3501.txt

	[RFC3516]
	“IMAP4 Binary Content Extension”, L. Nerenberg, April 2003, URL:http://www.ietf.org/rfc/rfc3516.txt

	[RFC3862]
	“Common Presence and Instant Messaging (CPIM) : Message Format”, G. Klyne et al, August 2004, 

URL:http://www.ietf.org/rfc/rfc3862.txt

	[RFC4314]
	“IMAP4 Access Control List (ACL) Extension”, A. Melnikov, December 2005, URL:http://www.ietf.org/rfc/rfc4314.txt

	[RFC4315]
	“Internet Message Access Protocol (IMAP) - UIDPLUS extension”, M. Crispin, December 2005,

URL:http://www.ietf.org/rfc/rfc4315.txt

	[RFC4467]
	“Internet Message Access Protocol (IMAP) – URLAUTH Extension”, M. Crispin, May 2006, URL:http://www.ietf.org/rfc/rfc4467.txt

	[RFC4575]
	A Session Initiation Protocol (SIP) Event Package for Conference State, J. Rosenberg, H. Schulzrinne, O. Levin, Ed., August 2006, URL: URL:http://www.ietf.org/rfc/ rfc4575.txt

	[RFC5092]
	“IMAP URL Scheme”, A. Melnikov, Ed. et al, November 2007, URL:http://www.ietf.org/rfc/rfc5092.txt

	[RFC5161]
	“The IMAP ENABLE Extension”, A. Gulbrandsen, Ed. et al, March 2008, URL:http://www.ietf.org/rfc/rfc5161.txt

	[RFC5257]
	“Internet Message Access Protocol - ANNOTATE Extension”, C. Daboo et al, June 2008, URL:http://www.ietf.org/rfc/rfc5257.txt

	[RFC5259]
	“Internet Message Access Protocol -CONVERT extension”, A. Melnikov, Ed. et al, July 2008, URL:http://www.ietf.org/rfc/rfc5259.txt

	[RFC5322]
	“Internet Message Format”, P. Resnick, October 2008. URL:http://www.ietf.org/rfc/rfc5322.txt

	[RFC5423]
	“Internet Message Store Event”, R. Gellens, et al, March 2009, URL:http://www.ietf.org/rfc/rfc5423.txt

	[RFC5464]
	“The IMAP METADATA extension”, C. Daboo, February 2009, URL:http://www.ietf.org/rfc/rfc5464.txt

	[RFC5465]
	“The IMAP NOTIFY Extension”, A. Gulbrandsen, et al, February 2009, URL:http://www.ietf.org/rfc/rfc5465.txt

	[RFC5547]
	“A Session Description Protocol (SDP) Offer/Answer Mechanism for File Transfer” , A. Garcia-Martin, May 2009; URL:http://tools.ietf.org/rfc/rfc5547

	[RFC5551]
	“Lemonade Notifications Architecture’, R. Gellens, August 2009, URL:http://www.ietf.org/rfc/rfc5551.txt

	[RFC5788]
	“IMAP4 Keyword Registry”, A. Melnikov et al, March 2010, URL:http://www.ietf.org/rfc/rfc5788.txt

	[RFC5819]
	“IMAP4 Extension for Returning STATUS Information in Extended LIST”, A. Melnikov et al, March 2010, URL:http://www.ietf.org/rfc/rfc5819.txt

	[RFC7162]
	“IMAP4 Extensions: Quick Flag Changes Resynchronization (CONDSTORE) and Quick Mailbox Resynchronization (QRESYNC) ”, A. Melnikov, May 2014, URL:http://www.ietf.org/rfc/rfc7162.txt


2.1 Definitions

	Conference Information Object
	An IMAP object in the CPM Message Store that is associated to a CPM Group Session and contains recoded conference information.

	CPM Address
	See [OMA-CPM-RD].

	CPM Chat Message
	See [OMA-CPM-RD].

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Conversation History
	See [OMA-CPM-RD].

	CPM Conversation Identity
	See [OMA-CPM-SD].

	CPM File Transfer
	See [OMA-CPM-RD].

	CPM File Transfer History
	See [OMA-CPM-RD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	See [OMA-CPM-AD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session History
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].


5.2 Storage Folder and Objects

Per the description provided in section 5.5 of the CPM System Description [OMA-CPM-SD], a CPM Message Storage Server may contain the following items.
· message object,

· session history folder,

· file transfer history object,

· conversation history folder,

· stand-alone Media Object,

· user folder,

· session info object,

· group state object and/or conference information object.

In this section, these storage objects are specified in terms of their names and identities, which can be used for various CPM message storage operations in accordance with IMAP4 [RFC3501] and its extensions.

5.2.1 Message Object

A message object, matching the message concept described in [RFC3501], is the base object defined in CPM for a Message Storage Server stored item. This implies an MIME object with header attributes (metadata) defined in table below, particularly Content-Type identifying the type and format of the message.

Common content types include:

· Simple types (e.g. Image/jpg, Text/plain)

· MIME multipart (e.g. multipart/mixed) which contains MIME body parts separated by a boundary string. Each body part has its own type and format as identified by the body-part’s Content-Type header (e.g. it could be a simple type or a multipart).

· Common Profile Instant Message format type (i.e. Message/CPIM) which encapsulates an arbitrary MIME message content, as defined in [RFC3862]. The type and format of the encapsulated MIME message is identified by its own Content-Type header (e.g. it could be a simple type or a multipart).
For execution of various IMAP commands, the message object is identified by a 3-component identifier consisting of a folder name, a message identification number associated to the message object and a folder validity value as specified below:

1. The folder name is the name of the folder in the Message Storage Server where the message is stored,

2. The message identification number is either a message sequence number or a 32-bit Unique Identifier (UID), which is specified according to [RFC3501],

3. The folder validity value or the Unique IDentifier validity (UIDVALIDITY) is another 32-bit value as defined in [RFC3501] distinguishing folders of the same name from each other.
The IMDN disposition notifications, sent or received, for any of the CPM Standalone Messages, CPM Chat Messages or CPM File Transfers are stored as message objects in the same Message Store folder as the original message they are associated with.

CPM Standalone Messages, CPM Chat Messages, disposition notifications, SMS Messages and MMS Messages sent or received are stored using the message object definition. The CPM File Transfer object definition is also based on, and extends, the message object.

The message object is a message formatted according to [RFC5322] with the MIME headers and clarifications given in Table 1 below.

Two examples of a chat message objects are shown in Appendix D and Appendix F.
	Internet Message Format [RFC5322] header
	Internet Message Format Parameter status
	Content

	From
	Mandatory
	Set to the address of the initiator of the CPM request or response, or legacy message.

For the CPM request or response, it is retrieved from the authenticated originator’s CPM Address in the SIP request, as follows:

· Set to the value of the Referred-By header field if it is present in the SIP request; or

· Set to the value of the P-Asserted-Identity received in the SIP request or response.

· For CPM Chat Messages exchanged in a 1-1 CPM Session it is set to the authenticated CPM Address of the CPM Chat Messages originator, as retrieved from the SIP request or response;

· For CPM Chat Messages exchanged within a CPM Group Session, it is set to the address of the originator of the message as retrieved from the CPIM From header.

For a legacy message (e.g. SMS, MMS) it is set to the authenticated address of the originating party:

· To comply with the MIME From header syntax, a domain part needs to be added to the telephone number. The appended domain part SHALL be a configurable String defined by the service provider, allowing the CPM Message Store Client to determine that the URI is not a real SIP URI, but is rather based on a telephone number only. (Example: +15145551234@phony.com)

	To
	Mandatory
	Set to the address of the recipient of the CPM request or response, or of the legacy message.

For the CPM request or response, it is retrieved from the authenticated recipient’s CPM Address in the SIP request or SIP 200 “OK” response to the SIP request, with the following clarifications:

· For CPM Chat Messages exchanged within a CPM Group Session, it is set to the address of the recipient of the CPM Chat Message, as retrieved from the CPIM To header of the MSRP message.

· In a CPM Chat Message sent by a Participant to the other CPM Group Session Participants, this is the address of the CPM Group Session Identity;

· in a CPM Chat Message received by a Participant in the CPM Group Session, it is the address of the Participant.
For a legacy message (e.g. SMS, MMS) it is set to the authenticated address of the recipient:

· To comply with the MIME To header syntax, a domain part needs to be added to the telephone number. The appended domain part SHALL be a configurable String defined by the service provider, allowing the CPM Message Store Client to determine that the URI is not a real SIP URI, but is rather based on a telephone number only. (Example: +15145551234@phony.com)

	Date
	Mandatory
	Set to, in order of preference:

· the Date of the SIP MESSAGE or SIP INVITE request if available, otherwise,
· the date and time when the recording of the CPM request was started.

	Subject
	Optional
	Set only if “Subject” header is set in the SIP request.

Note: it is not present in CPM Chat Messages (included in the session info object instead).

	P-Asserted-Service
	Optional
	Includes the CPM Feature Tag present in the SIP request. 

It SHALL be present in message objects containing:

· CPM Standalone Messages, 

· IMDN notifications received via SIP MESSAGE 

· File Transfer History objects.

Note: it is not present in:

· CPM Chat Messages (as it is included in the session info object instead)
· Group State Object and/or Conference Information Object (as it is included in the session info object instead) 

· legacy messages (containing SMS or MMS).

	Conversation-ID
	Mandatory
	Set to the Conversation-ID of the SIP MESSAGE or SIP INVITE request.

NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C

	Contribution-ID
	Mandatory
	Set to the Contribution-ID of the SIP MESSAGE or SIP INVITE request.

NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C

	InReplyTo-Contribution-ID
	Optional
	Set to the InReplyTo -Contribution-ID of the SIP MESSAGE or SIP INVITE request.

NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C
NOTE: it is not present in CPM Chat Messages (included in the session info object instead).

	IMDN-Message-ID
	Mandatory
	For messages received via MSRP, it is set to the imdn.Message-ID header field value described in sect. 6.3 of [RFC5438] when available in the CPM request (e.g., within a CPM Standalone Large Message Mode, or CPM Session, or CPM File Transfer).

For SMS Messages, MMS Messages, CPM Pager Mode Messages without an imdn. Message-ID, session info objects, Group State Objects and Session Information Objects a unique value needs to be generated and assigned by the storing entity (e.g. CPM Participating Function, CPM Message Store Client), with similar definition and uniqueness requirements as described in sect. 6.3 of [RFC5438].
NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C

	Message-Correlator
	Optional
	For correlation of legacy messages such as SMS and MMS.
For SMS message objects the value SHALL contain a fragment or the full text contained in the user data of the short message, depending on the length of the message.

For MMS message objects the value SHALL be set to the Message-ID field value as defined in [OMA-MMS-ENC].

The type of value of the Message-Correlator SHALL correspond to the context indicated in the value of the Message-Context header.
NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C.

	Message-Context
	Optional
	This MIME header field is defined in [RFC3458].

It is only present when a CPM Message was sent or delivered via legacy messaging such as SMS or MMS.

It SHALL be present if a Message-Correlator header is present.

In this case, this MIME header is set to the value “pager-message” for SMS and to “multimedia-message” for MMS.
For received messages, the value is set when the message is delivered to a primary device:

· via SMS , the value is “pager-message”;
· via MMS, the value is set to “multimedia-message”.
For originated messages, when the legacy message was sent:

· via SMS, the value is set to “pager-message”;
· via MMS, the value is set to “multimedia-message”.

	Content-Type
	Mandatory
	Set to the following value: “Message/CPIM” for objects including a CPM Standalone Message, a legacy message or an IMDN message.
Other Content-Types than “Message/CPIM” MAY be stored inside the “Message/CPIM” wrapper, some examples are listed above in this section.

	Message-body
	Mandatory
	Contains the CPM Message content as received.

NOTE: for message objects storing private messages exchanged during a CPM Group Session, if the actual recipient list for each message is recorded, this MAY be recorded in the CPIM “To” headers of the MSRP messages.


Table 1: MIME headers for the Message Object.
5.2.3 Message Object

A message object, matching the message concept described in [RFC3501], is the base object defined in CPM for a Message Storage Server stored item. This implies an MIME object with header attributes (metadata) defined in table below, particularly Content-Type identifying the type and format of the message.

Common content types include:

· Simple types (e.g. Image/jpg, Text/plain)

· MIME multipart (e.g. multipart/mixed) which contains MIME body parts separated by a boundary string. Each body part has its own type and format as identified by the body-part’s Content-Type header (e.g. it could be a simple type or a multipart).

· Common Profile Instant Message format type (i.e. Message/CPIM) which encapsulates an arbitrary MIME message content, as defined in [RFC3862]. The type and format of the encapsulated MIME message is identified by its own Content-Type header (e.g. it could be a simple type or a multipart).
For execution of various IMAP commands, the message object is identified by a 3-component identifier consisting of a folder name, a message identification number associated to the message object and a folder validity value as specified below:

4. The folder name is the name of the folder in the Message Storage Server where the message is stored,

5. The message identification number is either a message sequence number or a 32-bit Unique Identifier (UID), which is specified according to [RFC3501],

6. The folder validity value or the Unique IDentifier validity (UIDVALIDITY) is another 32-bit value as defined in [RFC3501] distinguishing folders of the same name from each other.
The IMDN disposition notifications, sent or received, for any of the CPM Standalone Messages, CPM Chat Messages or CPM File Transfers are stored as message objects in the same Message Store folder as the original message they are associated with.

CPM Standalone Messages, CPM Chat Messages, disposition notifications, SMS Messages and MMS Messages sent or received are stored using the message object definition. The CPM File Transfer object definition is also based on, and extends, the message object.

The message object is a message formatted according to [RFC5322] with the MIME headers and clarifications given in Table 1 below.

Two examples of a chat message objects are shown in Appendix D and Appendix F.
	Internet Message Format [RFC5322] header
	Internet Message Format Parameter status
	Content

	From
	Mandatory
	Set to the address of the initiator of the CPM request or response, or legacy message.

For the CPM request or response, it is retrieved from the authenticated originator’s CPM Address in the SIP request, as follows:

· Set to the value of the Referred-By header field if it is present in the SIP request; or

· Set to the value of the P-Asserted-Identity received in the SIP request or response.

· For CPM Chat Messages exchanged in a 1-1 CPM Session it is set to the authenticated CPM Address of the CPM Chat Messages originator, as retrieved from the SIP request or response;

· For CPM Chat Messages exchanged within a CPM Group Session, it is set to the address of the originator of the message as retrieved from the CPIM From header.

For a legacy message (e.g. SMS, MMS) it is set to the authenticated address of the originating party:

· To comply with the MIME From header syntax, a domain part needs to be added to the telephone number. The appended domain part SHALL be a configurable String defined by the service provider, allowing the CPM Message Store Client to determine that the URI is not a real SIP URI, but is rather based on a telephone number only. (Example: +15145551234@phony.com)

	To
	Mandatory
	Set to the address of the recipient of the CPM request or response, or of the legacy message.

For the CPM request or response, it is retrieved from the authenticated recipient’s CPM Address in the SIP request or SIP 200 “OK” response to the SIP request, with the following clarifications:

· For CPM Chat Messages exchanged within a CPM Group Session, it is set to the address of the recipient of the CPM Chat Message, as retrieved from the CPIM To header of the MSRP message.

· In a CPM Chat Message sent by a Participant to the other CPM Group Session Participants, this is the address of the CPM Group Session Identity;

· in a CPM Chat Message received by a Participant in the CPM Group Session, it is the address of the Participant.
For a legacy message (e.g. SMS, MMS) it is set to the authenticated address of the recipient:

· To comply with the MIME To header syntax, a domain part needs to be added to the telephone number. The appended domain part SHALL be a configurable String defined by the service provider, allowing the CPM Message Store Client to determine that the URI is not a real SIP URI, but is rather based on a telephone number only. (Example: +15145551234@phony.com)

	Date
	Mandatory
	Set to, in order of preference:

· the Date of the SIP MESSAGE or SIP INVITE request if available, otherwise,
· the date and time when the recording of the CPM request was started.

	Subject
	Optional
	Set only if “Subject” header is set in the SIP request.

Note: it is not present in CPM Chat Messages (included in the session info object instead).

	P-Asserted-Service
	Optional
	Includes the CPM Feature Tag present in the SIP request. 

It SHALL be present in message objects containing:

· CPM Standalone Messages, 

· IMDN notifications received via SIP MESSAGE 

· File Transfer History objects.

Note: it is not present in:

· CPM Chat Messages (as it is included in the session info object instead)
· Group State Object and/or Conference Information Object (as it is included in the session info object instead) 

· legacy messages (containing SMS or MMS).

	Conversation-ID
	Mandatory
	Set to the Conversation-ID of the SIP MESSAGE or SIP INVITE request.

NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C

	Contribution-ID
	Mandatory
	Set to the Contribution-ID of the SIP MESSAGE or SIP INVITE request.

NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C

	InReplyTo-Contribution-ID
	Optional
	Set to the InReplyTo -Contribution-ID of the SIP MESSAGE or SIP INVITE request.

NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C
NOTE: it is not present in CPM Chat Messages (included in the session info object instead).

	IMDN-Message-ID
	Mandatory
	For messages received via MSRP, it is set to the imdn.Message-ID header field value described in sect. 6.3 of [RFC5438] when available in the CPM request (e.g., within a CPM Standalone Large Message Mode, or CPM Session, or CPM File Transfer).

For SMS Messages, MMS Messages, CPM Pager Mode Messages without an imdn. Message-ID, session info objects, Group State Objects and Session Information Objects a unique value needs to be generated and assigned by the storing entity (e.g. CPM Participating Function, CPM Message Store Client), with similar definition and uniqueness requirements as described in sect. 6.3 of [RFC5438].
NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C

	Message-Correlator
	Optional
	For correlation of legacy messages such as SMS and MMS.
For SMS message objects the value SHALL contain a fragment or the full text contained in the user data of the short message, depending on the length of the message.

For MMS message objects the value SHALL be set to the Message-ID field value as defined in [OMA-MMS-ENC].

The type of value of the Message-Correlator SHALL correspond to the context indicated in the value of the Message-Context header.
NOTE: this is a new field, extending the Internet Message Format in accordance with 3.6.8 of [RFC5322]. The ABNF for this field is described in Appendix C.

	Message-Context
	Optional
	This MIME header field is defined in [RFC3458].

It is only present when a CPM Message was sent or delivered via legacy messaging such as SMS or MMS.

It SHALL be present if a Message-Correlator header is present.

In this case, this MIME header is set to the value “pager-message” for SMS and to “multimedia-message” for MMS.
For received messages, the value is set when the message is delivered to a primary device:

· via SMS , the value is “pager-message”;
· via MMS, the value is set to “multimedia-message”.
For originated messages, when the legacy message was sent:

· via SMS, the value is set to “pager-message”;
· via MMS, the value is set to “multimedia-message”.

	Content-Type
	Mandatory
	Set to the following value: “Message/CPIM” for objects including a CPM Standalone Message, a legacy message or an IMDN message.
Other Content-Types than “Message/CPIM” MAY be stored inside the “Message/CPIM” wrapper, some examples are listed above in this section.

	Message-body
	Mandatory
	Contains the CPM Message content as received.

NOTE: for message objects storing private messages exchanged during a CPM Group Session, if the actual recipient list for each message is recorded, this MAY be recorded in the CPIM “To” headers of the MSRP messages.


Table 1: MIME headers for the Message Object.
7.2.1 Conference Information Object

The Conference Information Object is a message object as defined in section 5.2.1, with an XML content defined in Appendix X of [OMA-CPM-Conv]. All the MIME headers defined for the message object apply also for the Conference Information Object, with the additional clarifications and differences given in Table below.
The content inserted in the CPM MIME headers of this message is retrieved from the CPM Session Invitation. 
The body of the Conference Information Object is an XML object with XML Content Types defined in [RFC5438] containing the conference information.
	Internet Message Format [RFC5322] header
	Internet Message Format Parameter status
	Content

	P-Asserted-Service
	Not applicable
	Not present for the conference information, since it belongs always to the CPM Group Sessions.

	IMDN-Message-ID
	Mandatory
	For a message with a Conference Information Object a unique value needs to be generated and assigned by the storing entity (e.g. CPM Participating Function, CPM Message Store Client), with similar definition and uniqueness requirements as described in section 6.3 of [RFC5438].

	Message-Correlator
	Not applicable
	Not present for Conference Information Objects.

	Message-Context
	Not applicable
	Not present for Conference Information Objects.

	Content type
	Mandatory
	content types value for the Conference Information Object is application/conference-info+xml
If an icon file body is contained in the CPM Group State Object it is set to the following value:

multipart/related

	Message body
	Mandatory
	Contains the Conference Information Object content as defined in [RFC 4575] in accordance with the rules, procedures and extensions defined in [OMA-CPM-Conv]. 

In addition an icon file body may be stored.


Table 4: Conference Information Object MIME header fields’ differences with the message object
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