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Recommendation

The group to discuss and agree the proposed changes
Detailed Change Proposal

Change 1:  Add the following new text to the new 4.x CPM 3.0 introduction section
RCS supports the following modes of CPM-based communication

· One-to-One and One-to-Many Pager Mode Standalone messaging including interworking 

· One-to-One and One-to-Many Large Message Mode Standalone Messaging including interworking 

· Deferred Messaging

· Receiving a CPM File Transfer for Geolocation Push during a call as described in [RCS 7.0], meaning that 

· per session only one location shall be transferred 

· the transfer is to only one other user (i.e. not to a group), 

· a thumbnail isn’t used,

· disposition notifications are not requested,

· CPIM wrapping is not used and 

· the requesting the transmission of the file or resuming a File Transfer is not in scope. 

· Deferral of the File Transfer is not in scope

· Recording of the File Transfer is not in scope

· from a functional perspective, the File Transfer is thus not required to be routed through the CPM Participating Function.
· One-to-one session (including interworking) and Ad-hoc session mode messaging 

RCS does not support the following modes of CPM-based communication


· Pre-defined group messaging 
· Interworking of CPM Group Sessions

· Closed CPM Group Messaging

· Initiating a File Transfer and using File Transfer for use cases other than Geolocation Push.

· Interoperability of different MSRP session matching algorithms. 

RCS also does not support or make use of following CPM Concepts:

· The CPM Client requesting anonymity when sending a CPM Standalone Message or setting up a CPM Session. 
For RCS a client shall not request Privacy and the CPM Controlling and Participating Functions shall apply a Service Provider Policy where privacy is not allowed when handling incoming requests and responses.

· User Preferences managed by the user through XML (extensible Markup Language) Document Management (XDM). 
For RCS, preferences shall be the same for all users and therefore set by the network either as fixed policies in the CPM Participating Function or by pre-provisioning XDM documents on behalf of the user:

· Recording shall always be applied for RCS based on Service Provider policies i.e. equivalent to a rule with the <allow-offline-storage> sub-element of the action element set to “true”
· Delivery policies in the terminating CPM Participating Function shall be as follows:

· Deliver and interwork if the user has a non-CPM capable primary device when handling a message (e.g. a device with only CS/SMS connectivity) the equivalent of a <allow-delivery-and-interwork> sub-element of the action element set to “true”
· Regular delivery for users of which the primary device is currently CPM capable or when handling a disposition notification

· The CPM rules to always reject invites (i.e. an ‘<allow-reject-invite>’ sub-element set to “true), do not disturb (i.e. an ‘<allow-do-not-disturb>’ sub-element set to “true”), direct interworking (i.e. an ‘<allow-interwork>’ sub-element set to “true”), direct delivery to the Message Store (i.e. an ‘<allow-store>’ sub-element set to “true”), forwarding of incoming messages (i.e. an ‘<allow-forward>’ sub-element set to “true”) and direct deferral of incoming (i.e. ‘<allow-defer>’ sub-element set to “true”) is thus not used for RCS.

· A client-based blacklist shall be used. The CPM Participating Function shall thus not have to compare the Authenticated Originator CPM Address against a list stored in the XMDS.

· There will be no rules to exclude CPM clients from delivery. All clients registered for the corresponding CPM Service shall be considered suitable to receive the SIP INVITE or MESSAGE request. 

· Expired Deferred Messages shall always be discarded and shall thus not be delivered to the CPM Message Store

· The verification of the User-Agent header to require support of a specific User Agent Version

· CPM Clients requesting “negative-delivery” disposition notifications when sending a message

· Support for CPM Clients that do not support IMDN

· Support for GRUU. 
When the CPM Participating Function needs to address a specific client, for RCS this shall always be done using a sip.instance parameter as described in section 6.1.2 and [RCS 7.0]
· The CPM participating Function requesting event(s) to the CPM client and therefore also CPM Activity Events

· Interworking of File Transfers. For RCS a File Transfer shall never be sent to the ISF. 

· Interoperability with OMA SIMPLE IM Clients

· Client CPM-based Service Identification. RCS has its own extension identification format which can be used beyond CPM-based services as described in [RCS 7.0].

· Aggregation of IMDNs
For RCS, the CPM Participating and Controlling Functions will never aggregate IMDNs

· Denoting Messages in CPM Standalone Group Conversations and CPM Group Sessions

· For CPM Sessions:

· The functioning of the CPM Participating Function as a Proxy. For RCS the Participating Function shall always work as a Back-to-Back User Agent (B2BUA) and shall always stay in the media path.

· Using multiple media streams in a session 
For RCS, there shall be only one media stream in a CPM session and it will be an MSRP stream. 
For RCS the CPM Participating Function shall thus also not have to handle cases where only part of the media streams have been accepted and at most one IWF will be involved in a session. Therefore, if an IWF indicates closure of the CPM session, Service Provider policy shall thus always be to close the CPM session completely.

· The use of real-time continuous media, using RTP (Real Time Protocol) / Real Time Control Protocol) RTCP (in combination with CPM that is).
· The modification of an ongoing CPM session. 
For RCS a client shall not request to add or remove media streams in an ongoing session and the handling of incoming requests requesting such modifications is thus out-of-scope for RCS. For RCS the only use case for sending a SIP INVITE request in an ongoing dialog for a CPM Session shall be to refresh the SIP Session timer as described in [RFC4028].
The CPM Participating Function shall therefore reject any CPM Session Modification Requests with a SIP 488 Not Acceptable Here response.

· The extension of a CPM 1-to-1 Session to a CPM Group Session. 
Instead, an RCS client shall set up a new CPM Group Session without referring to the CPM 1-to-1 session in the SIP INVITE for that CPM Group Session.

· Temporarily declining a session with a SIP 480 response

· Redirecting an incoming session with a SIP 302 response

· Rejecting an incoming invitation for a 1-to-1 session with a SIP 603 response

· Sending regular Messages to only one other participant in a CPM Group Chat conversation. 
The functionality is used only for sending disposition notifications.

· CPM Group Sessions that are not CPM Long-Lived Group Sessions. 
For RCS all CPM Group Sessions will be considered to be long-lived and a CPM client will always be allowed to restart it provided that the CPM User is considered to be a participant in the CPM Group Session. Service Provider policy in the CPM Participating Function will thus always allow the user to restart the CPM Long-lived Group Session 

· The Terminating CPM Participating Function establishing the Chat Session with only the first CPM Client that answered 200 OK or establishing the Chat Session with all the CPM user’s CPM Clients until a message or “isComposing” notifications 
For RCS the Terminating CPM Participating Function shall establish Chat Session with all the CPM user’s clients and keep those sessions established for the duration of the Chat Session or until the client loses connectivity.

· Not storing the SDP in attributes associated with the media streams in the Session Info Object. 
For RCS, the SDP shall always be stored.

· Recording the Chat at the end of the session. 
For RCS, the content shall always be recorded live.

· Releasing a CPM Ad-hoc Group Session when the initiator leaves

· Not buffering the MSRP messages exchanged by the other Participants in the CPM Group Session until a 2xx final response is received from the pending Participant. 
For RCS, messages exchanged while a SIP INVITE request is pending towards a participant shall always be buffered until a final SIP response is received from that participant.

· The “all Participants” Participant Removal Policy. 
For RCS, the CPM Controlling Function shall indicate the “Administrator only” Participant Removal Policy and if no policy was indicated, RCS clients shall assume that the “no Participant Removal policy” applies.

· Setting the icon in a Group Chat using the <icon-uri> element in the Group Session Data Management 
RCS clients shall set icons for CPM Group Sessions only by use of the "file-info" element in the set icon request.
· Support for updating the bulletin in CPM Group Session Data Management and Participant Notifications. The bulletin shall not be used for RCS.

· For CPM Standalone Messages:

· Including stored data without downloading it to the client (i.e. referring to external bodies) when sending a CPM Standalone Message. 
An RCS client shall always send the content as part of the message itself and RCS Clients and Participating Functions shall not download external content referred to from a CPM Standalone Message. 

· Conversion in the network from a Pager Mode CPM Standalone Message to a Large Message Mode CPM Standalone Message. 
It is assumed that since the body is not changed, a message that can be delivered to the CPM Participating Function as Pager Mode, can be sent onwards as such even if the total size would have gotten be above the 1300 bytes limit due to inclusion of additional SIP header fields.

· Pulling of deferred CPM Standalone Messages is not applicable for RCS. 
The network shall always push deferred messages when a client of the user comes online. An RCS client shall thus not subscribe to the “deferred-messages” event package.

· Furthermore, the policy shall be such that if the participating function has information that a user did not come online, but can receive a message provided that it is interworked, the participating function can decide to push the deferred messages to the ISF. How the participating function obtains this information is out of the scope of this document. The participating function can do this as soon as the message is deferred or later on when it finds out that the user’s capability for receiving a message that is interworked has changed.
· In-band and Out-of-Band Notifications on availability and expiry of Deferred CPM Standalone Messages. 
For RCS a Participating Function shall not send such notifications and the handling when receiving them is thus not applicable for RCS clients

· Addressing a CPM Standalone Message to a destination address that is neither SIP URI address nor TEL URI address
· Using the “TO” and “CC” qualifiers in the recipient list when sending a multi-party CPM Standalone Message. For RCS only “BCC” shall be used.
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