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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

This document provides the Technical Specifications designed to fulfil the requirements and architecture pertaining to the:

· CPM Client,
· CPM Participating Function,

· CPM Controlling Function, 

· CPM-PF1,

· CPM-PF2, and
· CPM-CF
outlined in the Converged IP Messaging Requirements document [OMA-CPM-RD], and the Converged IP Messaging Architecture [OMA-CPM-AD].
2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

	Pager Mode
	See [OMA-CPM-AD]

	Large Message Mode
	See [OMA-CPM-AD]

	CPM Feature Tag
	See [OMA-CPM-SD]


3.3
Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	Third Generation Partnership Project 2

	ABNF
	Augmented Backus–Naur Form

	B2BUA
	Back to back user agent

	CPM
	Converged IP Messaging

	GRUU
	Globally Routable UA URI

	IETF
	Internet Engineering Task Force

	IMDN
	Instant Message Disposition Notification

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extensions

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	RFC
	Request For Comments

	SCR
	Static Conformance Requirements

	SDP
	Session Description Protocol

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	TCP
	Transmission Control Protocol

	UAC
	User Agent Client

	UAS
	User Agent Server

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	WAP
	Wireless Application Protocol

	XDM
	XML Document Management

	XDMS
	XML Document Management Server

	XML
	eXtensible Markup Language

	
	

	
	

	


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the specification.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the specification.   It should describe at a high level the main changes made to the specification compared to the previous version.  The description should be brief, target length should be one paragraph.
DELETE THIS COMMENT

5. Format of Messages in CPM

5.1 CPM Message

A CPM Message is either a Pager Mode message carried in a SIP MESSAGE request as described in [RFC3428] or a Large Message Mode message. The size of a Pager Mode message should not exceed 1300 bytes. If a Pager Mode message is larger than 1300 bytes, the contents of the message are not inserted into the SIP MESSAGE message but are carried using MSRP as defined in [RFC4975]. A SIP session is established between the interested parties (sender and all receivers) with MSRP as the media component. The CPM contents are then transmitted using MSRP using segmentation if necessary. This SIP session should not be confused with a CPM Session as no CPM Session is established. The SIP session is only used to transmit exactly one Large Message after which the SIP session is torn down.
5.2 CPM Session

A CPM Session uses SIP session functionality as defined by [RFC3261] to exchange multimedia content as well as chat sessions between two or more CPM Users or between a CPM User and non-CPM Users. A CPM Session can be established between two users as a one to one session or between several users as a Group Session. In the latter case, a CPM Controlling Function acts as a conference focus as defined by [RFC4353]. 

A CPM 1-1 Session can be extended by one of the participants to a Group Session as described in section 7.3.5. “Extending a CPM 1-1 Session to a CPM Group Session”.
A CPM User can invite other CPM and non-CPM Users to a CPM Session. The invitees are either a CPM Pre-defined Group or a number of ad-hoc recipients that the CPM User selects dynamically. A CPM Pre-defined group is a “Shared Group” as described in [OMA-XDM-Shared-Group]. Ad-hoc recipients are carried as a 'recipient-list' body in the SIP INVITE request as described in [RFC5366]. 

The duration of a CPM Session depends on whether it is a 1-1 CPM Session or a CPM Group Session. In the case of a CPM 1-1 Session, the session is terminated when one of the two participants ends the session. In case the CPM 1-1 Session is extended to a 1-N session, the session normally ends when the session initiator leaves the session. For Ad-hoc Group Sessions, the session usually ends when the session initiator ends the session. For CPM Pre-defined Group Sessions, the ending of the session depends on the conditions set in the policy of that group as described in [OMA-XDM-Shared-Group].  

An CPM Client can receive a SIP INVITE to set up three different types of CPM features:

a. Large Message session
b. File Transfer
c. CPM Session

To differentiate between the three cases above, the CPM Client SHALL check the feature-tags received in the SIP INVITE:

· If the feature tag ‘+g.oma.cpm.largemsg’ is received, then the CPM Client SHALL process the INVITE according to 7.2.3 ”Receiving Large Message”, else
· If the feature tag ‘+g.oma.cpm.filetransfer’ is received, then the CPM Client SHALL process the INVITE according to xx “Receiving File Transfer request” else
· If the feature tag ‘+g.oma.cpm.chat’ is received, then the CPM Client SHALL process the INVITE according to  7.3.2 “Receiving CPM Session Initiation” in case of a 1-1 session or 7.4.2.1 “CPM Client invited to a CPM Group Session” in case of a CPM Group Session.

Editor’s note: The exact feature tag to be used is FFS.

6. Common Procedures at CPM Conversation Functions
6.1 Interworking Decision on originating Side

Editor's note: Priority: HIGH
6.2 Authenticated Originator’s CPM Address

The Authenticated Originator's CPM Address is the CPM Address of the originating CPM Client that has been authenticated by the SIP/IP Core or the Group Identity when the CPM Controlling Function invites users to a CPM Group Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's CPM Address is contained in the P-Asserted-Identity header according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] and as described in [RFC3325] and [draft-update-pai]. The CPM Client MAY insert a P-Preferred-Identity header, which contains a client preferred identity, for the SIP/IP Core to be used inside the P-Asserted-Identity header. If privacy is required, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 

If the CPM Participating Function cannot obtain an Authenticated Originator's CPM Address for an initial request, it SHALL reject the request with a SIP 403 "Forbidden" response. The CPM Participating Function SHOULD include a Warning header to explain the reason in a human readable textual form.When the Referred-By header is set to the Authenticated Originator’s CPM Address, then both the SIP URI and TEL URI values in the P-Asserted-Identity header [RFC3325] SHALL be included in the Referred-By header. 
6.3 SIP/IP Core

The CPM Functional components SHALL interface to the underlying SIP/IP Core in accordance with the rules and procedures for that SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, these rules and procedures are described in [3GPP TS24.229] / [3GPP2 X.S0013.004]. 

7. Procedures at CPM Client

7.1 Register at SIP/IP Core

The CPM Client CPM Service registration or re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] and the SIP/IP Core.

When registering or re-registering for CPM Service, the CPM Client:

1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];
2. SHALL include the CPM Feature Tag in the Contact header;

Editor's note: It is FFS whether a separate CPM Feature Tag for the different modes of CPM is needed.
3. SHALL include the sip instance media feature tag with the Unique User Agent Identifier of the CPM Client in the Contact header according to [draft-ietf-sip-outbound];
4. SHALL include the Supported header with the option tag ‘gruu’ according to [draft-ietf-sip-gruu];
5. SHALL include the Require header with the option tag ‘gruu’ according to [draft-ietf-sip-gruu];
6. SHALL indicate CPM Client user agent capabilities in the Contact header according to [RFC3840];
7. MAY indicate name of the CPM Client in the display name part of the Contact header as provided by the CPM User; and,
Editor’s note: It is FFS if the “name of the CPM Client” refers to the SD notion of CPM Client name, and what that notion refers to.
8. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

To maintain the SIP registration for the CPM Service active, the CPM Client SHALL use the re-registration procedure as specified in [RFC3261].

When the CPM Service is no longer required and upon the CPM User’s request, the CPM Client SHALL send the SIP REGISTER request according to rules and procedures of [RFC3261] terminating the existing CPM registration.
Editor's note: The sentence above needs further investigation about a CPM User can actually stop a service.
7.2 CPM Message Handling

7.2.1 Sending CPM Messages

The CPM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC3428]. The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' according to rules and procedures of [RFC3841] in all initial SIP requests;
Editor's note: “xxx” is FFS.
2. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address; 
3. SHALL include  a Reply-To header if the CPM User requests a different reply address from the address included in the From header
4. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix C “Release version in User-agent and Server headers”.
5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

6. If the CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP MESSAGE request
a. In case of a new Message to the address of the target CPM User or the target non-CPM User;
b. In case of a reply, to the address of the Reply-To header if included in the received message which the CPM Message is replied to.    

7. If the CPM Message is to be sent to a CPM Ad-hoc Group, then the client;

a. SHALL set the Request-URI to the address of the CPM Controlling Function provisioned to the CPM Client;
b. SHALL include a MIME resource-list body with the receiving CPM Users and non-CPM Users as specified in [RFC5365];

c. In case of a reply, SHALL insert to the MIME resource-list body at least the address of Reply-To header if included in the received message which the message is replied to.
8. If the CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;
a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
9. If the CPM user wishes to obtain the disposition-state of the CPM Message (e.g. whether the message is delivered to the recipients or not, whether the recipients read the message or not), the CPM Client SHALL set the delivery report request according to the rules and procedures of [RFC5438];
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.
10. The CPM Client SHALL send the SIP MESSAGE message according to rules and procedures of the SIP/IP Core.
7.2.2 Sending a Large Message

The CPM Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' according to rules and procedures of [RFC3841] in all initial SIP requests;
2. SHALL include the CPM Feature Tag ‘xxx’ in the Contact header;
Editor's note: How to express CPM Feature Tag is FFS
3. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address; 
4. SHALL include  a Reply-To header if the CPM User requests a different reply address;
5. SHALL include the CPM release version in the User-Agent header;
Editor's note: How to express “CPM release version” is FFS.
6. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];

7. SHALL include the option tag 'timer' in the Supported header; and,

8. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028];
9. If the Large Message Mode CPM Message is to be sent to one CPM user or to one non-CPM User, the CPM Client SHALL set the Request-URI of the SIP INVITE request to the address of the target CPM User or the target non-CPM User;  

10. If the Large Message Mode CPM Message is to be sent to a CPM Ad-hoc Group, then the CPM Client:
a. SHALL include a MIME resource-list body with the receiving CPM Users and non-CPM Users as specified in [RFC5365];
b. SHALL set the Request-URI to the address of the CPM Controlling Function provisioned to the CPM Client.
11. If the Large Message Mode CPM Message is to be sent to a CPM Pre-defined Group, then the CPM Client;
a. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
Editor's note: How to obtain the disposition-state of the Large Message Mode CPM Message is FFS.
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.
12. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification:

a. SHALL set the SDP directional media attribute to a=sendonly;

b. SHALL set the content type as a=accept-types: message/cpim;

c. SHALL set MSRP URL for the MSRP connection setup as a=path: MSRP URL;
d. SHALL set the size as a= file-selector:size:actual message size.
13. The CPM Client SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
When the CPM User requests to cancel the session invitation for the Large Message Mode message request and the CPM Client has not yet received a final SIP response for the SIP INVITE request, the CPM Client SHALL send a SIP CANCEL according to rules and procedures of [RFC3261].

On receiving a SIP 200 OK response to the SIP INVITE request, the CPM Client: 

1. SHALL start the SIP session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028];

2. SHALL store the content of the Contact header field to be used for further communication (e.g. sending the acknowledgement, sending the SIP BYE request later on);

3. SHALL generate and send SIP ACK as an acknowledgement of the final response towards target CPM Client;

4. SHALL generate MSRP SEND request according to the rules and procedure of [RFC4975] with the following clarification:

a. SHALL set To-Path header according to the MSRP URI(s) received in the answer SDP;

b. SHALL set the content type as Content-Type = message/cpim;

5. SHALL establish the TCP connection according to the SDP received in the 200 OK response;

6. SHALL send MSRP SEND on the established TCP connection.

When the last chunk of the MSRP SEND request has been sent and acknowledged, the CPM Client:

1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

2. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

7.2.3 Receiving Large Message
When the CPM Client receives a SIP INVITE request to set up a session for Large Message Mode CPM Message, the CPM Client:
Editor’s note: It is FFS how the CPM Client knows that the SIP INVITE is for a Large Message Mode.
1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are acceptable to the CPM Client and if not, reject the request with a SIP 488 "Media Type Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
2. SHALL store the content of the Contact header field;
3. SHALL generate a SIP 200 OK response to the received initial SIP INVITE request according to rules and procedures of [RFC3261] with the following clarification, the CPM Client:

a. SHALL include a Server header to indicate the OMA CPM release version of the CPM Client as specified in Appendix C “Release version in User-agent and Server headers”
b. SHOULD include an Allow header with all supported SIP methods; 
c. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address as specified in subclause 6.2 “Authenticated Originator’s CPM Address”
d. SHALL include an answer SDP according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification, the CPM Client:
i. SHALL include media line proposing MSRP media parameters;

ii. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;

iii. SHALL set the SDP directional media attribute to a=recvonly;
iv. SHALL set the content type as a=accept-types: message/cpim.
Editor’s note: It is FFS if “a=accept-types: message/cpim” is the appropriate content type.
4. SHALL send the SIP 200 OK response according to rules and procedures of the SIP/IP Core.
When the CPM Client receives a SIP ACK acknowledgement, the CPM Client:
1. SHALL establish the TCP connection according to the offerer SDP;
2. SHALL prepare to receive MSRP SEND messages according to rules and procedures of [RFC4975].

When the CPM Client receives a MSRP SEND request, the CPM Client SHALL handle it according to rules and procedures of [RFC4975].

7.2.4 Forwarding/Including Stored Data without Downloading to the CPM Client
When a CPM Client generates a SIP MESSAGE or MSRP SEND request with the references to the stored data (e.g. attached Media Objects, CPM Messages, CPM Session Histories or CPM Conversation History) in the Message Storage Server and/or Content Storage Server, The CPM Client:
1. SHALL obtain the URL to the stored data from the Message Storage Client or the Content Storage Client. 

NOTE: The Message/Content Storage Client obtains the URL from the Message/Content Storage Server.  

2. SHALL include a Content-Type header as specified in [RFC4483] with “message/external-body”, access-type with “URL ” and include the name with URL which is obtained in step 1. When including URL, URL SHALL be modified to include the extension “?action=fetch”.

NOTE : If there are other Content-Type headers within the SIP MESSAGE, the CPM Client shall include the Content-Type header “multipart/mixed” with the proper boundary value to distinguish the URL part and existing parts as described in [RFC2046].
3. If the size of the message is over 1300 bytes, the CPM Client SHALL perform the procedures specified in 7.2.2 “Sending a Large Message”. Otherwise, the CPM Client SHALL perform the procedures specified in 7.2.1 “Sending CPM Messages”.
7.2.5 Receiving CPM Pager Mode Message
On receipt of a SIP MESSAGE request the CPM Client: 

1. MAY reject the SIP MESSAGE request with an appropriate reject code as specified in [RFC3428] if any of the conditions described below apply; otherwise continue at step 2.
a. when the CPM Client determines that there is not enough resources to handle the SIP MESSAGE; or,
b. in case of any other reason outside the scope of this specification.

NOTE:The decision to reject a SIP MESSAGE request can e.g. be based on procedures between the CPM Client and the CPM User outside the scope of this specification. 

2. If the body includes references to content external to the message having the Content-Type: message/external-body; the CPM Client SHALL treat them according to rules and procedures in [RFC4483];

3. SHALL check whether the message contains the request for successful delivery report and/or read report. If true, the CPM Client SHALL act according to the rules and procedures of [RFC5438].

The CPM Client:

1. SHALL generate a SIP response according to rules and procedures of [RFC3428]; 

2. SHALL include the CPM release version in the User Agent header;

3. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address as specified in section 6.2 “Authenticated Originator’s CPM Address”;

4. SHALL send the SIP response towards the initiating CPM Client according to rules and procedures of the SIP/IP Core.

7.2.6 Deferred Message handling

Editor's note: Priority: MEDIUM

7.2.7 Disposition Notification

When a CPM User requests to obtain the disposition-state of the sent CPM Message, the CPM Client SHALL request a disposition notification as defined in [RFC5438] for the sent CPM Message. Disposition notifications for CPM are delivery notification and read report. In a case that a CPM Message containing a disposition notification request is targeted at multiple recipients (i.e. pre-defined/ad-hoc group) or multiple different types of disposition notifications are requested for the same CPM Message, the originating user MAY receive aggregated disposition notifications based on service provider policy.

Editor's note: Priority: We need a solution for applying IMDN to large message mode.
7.2.7.1 Generate Delivery Notification

7.2.7.2 Generate Read Report

7.2.7.3 Receive Delivery Notification

7.2.7.4 Receive Read Report
7.3 CPM 1-1 Session Handling

7.3.1 Initiating a CPM 1-1 Session

The CPM Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261].  The CPM Client:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' , according to rules and procedures of [RFC3841];
Editor's note: “xxx” is FFS.
2. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address;
3. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix C “Release version in User-agent and Server headers”
4. SHOULD include an Allow header with all supported SIP methods; 
5. SHALL include the address of the sending CPM Client in the Contact header.
6. SHALL include the CPM Feature Tag 'xxx’ in the Contact header;
7. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
8. SHALL include the option tag 'timer' and option tag 'gruu' in the Supported header;
9. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028];
10. SHALL include the address of a target CPM User or a non-CPM user in the Request-URI.
11. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [ RFC4566] and [RFC4975];
12. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the CPM Client:
1. SHALL store the list of SIP methods it received in the Allow header to initiate further requests as necessary; 
2. SHALL store the content received in the Contact header field to be used for further communication (e.g. sending the acknowledgement, sending the SIP BYE request later on);

3. SHALL start the SIP session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].
4. SHALL initiate the Media Plane as described in section 8.5 ”CPM Session Media Plane handling”
7.3.2 Receiving CPM Session Initiation

On receipt of the initial SIP INVITE request of a CPM 1-1 Session, the CPM Client: 

1. MAY reject the SIP INVITE request by providing an appropriate response code as specified in [RFC3261] for example:

a. when the CPM Client determines that there is not enough resources to handle the CPM Session; or

b. any other reason outside the scope of this specification.

2. SHALL render the CPM Session Invitation to the CPM User; 

Editor’s note: the notion of auto-accept of a CPM Session Invitation needs to be addressed, including for multi-device environment.

3. MAY display to the CPM User the CPM Address of the inviting CPM User but SHALL NOT display it if Privacy header includes value 'id'; 

4. SHOULD render the text in Subject header to the CPM User if the text is included in the Subject header;

5. SHALL send a SIP 480 "Temporarily Unavailable" response if the CPM User or CPM Client declines the CPM Session invitation or a SIP 408 "Request Timeout" response if the invitation times out; Otherwise, continue with the rest of the steps;

6. SHALL cache the list of supported SIP methods if such methods were received in the Allow header; 

7. SHALL generate a SIP 200 "OK" response to the SIP INVITE request;

8. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request according to rules and procedures of  [RFC3264], [ RFC4566] and for MSRP sessions [RFC4975]; and

9. SHALL send the SIP 200 "OK" response towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

7.3.3 Closing a CPM Session

The closure of a CPM Session SHALL follow the rules and procedures of [RFC3261].

7.3.3.1 Sending a CPM Session Closure

Upon receiving a request from a CPM User to end a CPM 1-1 Session, the CPM Client:

1. SHALL generate a SIP BYE request; and,

2. SHALL send the SIP BYE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP BYE request the CPM Client: 

1. SHALL release all Media Plane resources corresponding to the CPM Session being closed.

7.3.3.2 Receiving a CPM Session Closure

Upon reception of a SIP BYE request, the CPM Client: 

1. SHALL send SIP 200 "OK" response towards the SIP/IP Core according to rules and procedures of the SIP/IP Core; and,

2. SHALL release all Media Plane resources corresponding to the CPM Session being closed.
7.3.4 Modify a CPM Session 

The CPM Client SHALL generate a SIP re-INVITE request according to rules and procedures of [RFC3261] and section 7.3.1 ”Initiating a CPM 1-1 Session” with the following additional clarifications. The CPM Client:

1. SHALL set the Request-URI to the address in Contact header of SIP INVITE request or 200 "OK" response received during the session establishment;

2. SHALL set each of To-tag, From-tag and CSeq header to the same value as used at the session establishment;

3. SHALL include a modified MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975];

4. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

On receipt of the SIP 200 "OK" response to the SIP re-INVITE request the CPM Client:

1. SHALL perform the receiving procedures as specified in section 7.3.1 ”Initiating a CPM 1-1 Session” but modifying the Media Plane according to  in re-negotiated SDP;

7.3.5 Extending a CPM 1-1 Session to a CPM Group Session

Editor's note: Priority: LOW

7.4 CPM Group Session Handling
7.4.1 Sending CPM Group Session initiation

7.4.1.1 CPM Client initiates an Ad-hoc CPM Group Session
Upon receiving a request from a CPM User to establish a CPM Group Session, the CPM Client:
1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]; and the CPM Client SHALL;
2.  set the Request-URI of the SIP INVITE request to the Controlling Function URI provisioned in the device;

3.  include a MIME resource-list body with the invited CPM Users as specified in [RFC5366];
4.  The CPM Client SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc CPM Group Session, as provisioned to the device. If exceeded, the CPM Client SHOULD notify the CPM User. Otherwise, continue with the rest of the steps;
5.  SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] , [ RFC4566] and [RFC4975] with the following additional clarification. The CPM Client: 
· SHALL set the SDP “accept-types” attribute to a = accept-types : message/cpim; and 

· MAY list other formats or use ‘*’ as defined in [RFC4975];
Editor's note: Priority: the step above needs to be made more generic than just for messaging.
6. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client: 

1. SHALL store the CPM Group Session Identity if received in the Contact header as described in [RFC4579]; and,
2.  SHALL initiate the Media Plane as in section 9.3 “CPM Group Session User Plane Handling”.

7.4.1.2 CPM Client initiates a Pre-Defined CPM Group Session
Upon receiving a request from a CPM User to establish a CPM Group Session, the CPM Client:

1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]
a. set the Request-URI of the SIP INVITE request to the CPM Pre-Defined Group URI;
b.  SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following additional clarification, the CPM Client; 
c. SHALL set the SDP “accept-types” attribute to  a = accept-types: message/cpim; and, 
d.  MAY list other formats or use ‘*’ as defined in [RFC4975];

Editor's note: Priority: the step above needs to be made more generic than just for messaging.
2. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client: 

1. SHALL store the CPM Group Session Identity if received in the Contact header as described in [RFC4579]; and,
2. SHALL initiate the Media Plane as in section 9.3 “CPM Group Session User Plane Handling”.
7.4.2 Receiving CPM Group Session Iniviation

Editor's note: Priority: HIGH

7.4.2.1 CPM Client invited to a CPM Group Session

On receipt of the initial SIP INVITE request the CPM Client: 

1. MAY reject the SIP INVITE request with an appropriate response code as specified in [RFC3261] for example:

a. when the CPM Client determines that there is not enough resources to handle the CPM Session; 
b. any other reason outside the scope of this specification.

2. SHALL store the list of supported SIP methods if received in the Allow header; 
3. SHALL store as the CPM Group Session Identity the content of the Contact header;
4. If the CPM user accepts the CPM Session invitation, perform steps 5, 6 ,7 and 8. If the CPM client declines the CPM Session invitation, perform step 9; 
5. SHALL generate a SIP 200 “OK” response to the SIP INVITE request;
6. SHALL include the accepted Media Parameters and “accept-types” a-line attribute in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264], [RFC4566], and for MSRP sessions [RFC3428] and [RFC4975];
7.  MAY include a display name as specified in subclause 6.x “Display Name” in the SIP 200 “OK” response to the initial SIP INVITE request;

8. SHALL send the SIP 200 “OK” response; and,
9. SHALL send a SIP 480 “Temporarily Unavailable” response if the CPM User or CPM Client declines the CPM Session invitation or a SIP 408 “Request Timeout” response if the invitation times out.
7.4.3 Leave CPM Group Session

When the Participant wants to leave the CPM Group Session the CPM Client:

1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

2. SHALL set the Request-URI to the CPM Group Session Identity of the CPM Group Session to leave;

3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,

4. SHALL send a SIP BYE request towards the SIP/IP Core according to rules and procedures of SIP/IP Core.

5. MAY store the CPM Group Session Identity for a short period of time to be able to re-join the session. This time period is implementation dependent.

On receiving a SIP 200 "OK" response to the SIP BYE request the CPM Client: 

1. SHALL release all Media Plane resources corresponding to the CPM Group Session being closed.

7.4.4 Invite other Users to existing CPM Group Session

Upon receiving a request from the CPM User to add one or more Users to an ongoing CPM Group Session, the CPM Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515] and with the additional clarification as specified as follows; 
a. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx’, according to rules and procedures of [RFC3841];
b. SHALL include a User-Agent header to indicate the CPM release version. 
c. SHOULD include an Allow header with all supported SIP methods;
d. SHALL include the CPM Feature Tag ‘xxx’ in the Contact header;
e. SHALL include value “id” in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];

NOTE 1:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [OMA-XDM-Shared-Group] the CPM Session will not be allowed by the CPM Controlling Function hosting the CPM Group. 
2. SHALL set the Request-URI of the SIP REFER request to the CPM Group Session Identity; 
3. SHALL, if only one CPM User is invited: 
a. set the Refer-To header of the SIP REFER request to the CPM Address of the Invited CPM User according to rules and procedures of [RFC3515]; and,
b. ii. SHALL set the Refer-Sub header to “true” according to rules and procedures of [RFC4488];
4. SHALL, if more then one CPM user is invited:
a. include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [RFC5368];
b. SHALL include a MIME resource-lists body with the list of the CPM Users to be added according to rules and procedures of [RFC5368];
c. SHALL set the Refer-Sub header to “true” according to rules and procedures of [RFC4488] and [RFC5368]; and, 
d. SHALL include the “multiple-refer” option-tag in the Require header field of the REFER according to rules and procedures of [RFC4488] and [RFC5368].
5. SHALL check that the number of Invited CPM Users added to the CPM Users already participating to the CPM Group Session does not exceed the maximum number of Participants allowed in an Ad-hoc CPM Group Session, as provisioned to the device. If exceeded, the CPM Client SHOULD notify the CPM User. Otherwise, continue with the rest of the steps;
6.  SHALL send the SIP REFER request towards SIP/IP Core. 
7.4.5 Remove Participants from a CPM Group Session

Upon receiving a request from the CPM User to remove one or more CPM User from an ongoing CPM Group Session, the CPM Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515] and with the additional clarifications as specified as follows;
a. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx’, according to rules and procedures of [RFC3841];
b. SHALL include a User-Agent header to indicate the CPM release version;
c. SHOULD include an Allow header with all supported SIP methods;
d. SHALL include the CPM Feature Tag ‘xxx’ in the Contact header;
e.  SHALL include value “id” in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
f.  SHALL include the option tag ‘timer’ in the Supported header;
g. SHOULD include the Session-Expires header with the refresher parameter set to “uac” according to rules and procedures of [RFC4028];
2. SHALL set the Request-URI of the SIP REFER request to the CPM Group Session Identity of an ongoing CPM Session if the SIP REFER will be sent in an existed SIP Dialog;
3. SHALL perform the following actions, if only one Participant is removed, either
a.  if the Participant to be removed is not an anonymous one, then set the Refer-To header of the SIP REFER request to the CPM Address of the removed Participant according to rules and procedures of [RFC3515]. Otherwise set the Refer-To header of the SIP REFER request to the Anonymous CPM Address of the removed Participant.
4. SHALL perform the following actions, if more than one Participant is removed:
a.  include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [RFC5368];
b. include a MIME resource-lists body with the list of the CPM Users to be removed according to rules and procedures of [RFC5368] if a participant to be removed is anonymous then the anonymous CPM Address SHALL be used in the MIME resource-lists; and,
c. include 'multiple-refer' option tag to the Require header according to rules and procedures of [RFC5368].

5. SHALL set the “method” parameter to “BYE” according to rules and procedures of [RFC3515];

6. MAY set the Refer-Sub header to “false” according to rules and procedures of [RFC4488] if not willing to receive notifications of the status of the refer; and,

7. SHALL send the SIP REFER request towards the CPM Controlling Function according to rules and procedures of the SIP/IP Core.

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the CPM Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the CPM User based on the information in the SIP NOTIFY body.
7.4.6 Receive release from a CPM Group Session

Editor's note: Priority: LOW

7.4.7 Join a CPM Group Session for a Join-in Group
The CPM Client SHALL generate a SIP INVITE request according to rules and procedures of [RFC3261], the CPM Client SHALL
1. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;
2. SHALL include an Accept-Contact header with the CPM Feature Tag ‘xxx' according to rules and procedures of [RFC3841];
Editor's note: “xxx” is FFS.
3. SHALL include the CPM Address of the CPM User as the Authenticated Originator's CPM Address;
4. SHALL include  a User-Agent header to indicate the OMA CPM release version of the CPM Client as specified in Appendix C “Release version in User-agent and Server headers”
5. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].
NOTE:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [OMA-XDM-Shared-Group] the CPM Session Invitation will not be allowed by the CPM Controlling Function hosting the CPM Group.

6. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566].
Editor’s Notes: how to carry the CPM Conversation Identity and CPM Contribution Identity is FFS.
7. The CPM Client SHALL send the SIP INVITE according to rules and procedures of the SIP/IP Core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client:
1. SHALL store the CPM Session Identity as received in the Contact header; and,
2. SHALL store the CPM Conversation Identity and CPM Contribution Identity if received; and,

3. SHALL initiate the Media Plane as in section 9.3.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the CPM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
7.4.8 CPM Client receiving an CPM Session modification request
Upon receiving a SIP re-INVITE request with a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC4566], the CPM Client:

1. SHALL check whether the session to be modified by the received SIP re-INVITE exists. If the session does not exist the CPM Client SHALL reject the request with a SIP 606 "Not Acceptable" response towards the CPM Server according to the rules and procedures of SIP/IP Core, including a warning header text indicating that the session does not exist. Otherwise, continue with the rest of the steps;

2. SHALL validate the Media Parameters and content types listed in “accept-types”. If none of the media parameters are acceptable then reject the request with a SIP 488 "Not Acceptable Here" response towards the CPM Server according to the rules and procedures of SIP/IP Core and exit this procedure. Otherwise select a subset of the acceptable received Media Parameters and content types, to replace the original SDP parameters, and continue with the rest of steps;
a.  reject the request with a SIP 488 "Not Acceptable Here" response towards the CPM Server according to the rules and procedures of SIP/IP Core. Otherwise, continue with the rest of the steps.
Editor’s note: Error code above needs to be checked (488 vs. 606).

3. SHALL change Media Parameters as specified in [RFC4975];
4. SHALL generate a SIP 200 "OK" according to rules and procedures of [RFC3261]; 
5. SHALL include the Session-Expires header in the SIP 200 "OK" response to SIP re-INVITE request with the refresher parameter set to 'uas' and re-start the SIP Session timer according to rules and procedures specified in [RFC4028]; 
6. SHALL include the option tag 'timer' in the Supported header; 
7. SHALL include the accepted Media Parameters and “accept-types” a-line attribute in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC4566]; and [RFC4975] with the following additional clarification:
· The “accept-types” a-line attribute SHALL contain at least message/CPIM MIME type according to [RFC3428] and [RFC3862]; and
Editor’s note: The usage of message/CPIM vs. text/plain is to be further studied.
8. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core. 
7.4.9 CPM Group Session Information

When a CPM Client subscribes to the CPM Group Session information by sending a SIP SUBSCRIBE request. the CPM Client:

1. SHALL generate a SIP SUBSCRIBE request, according to rules and procedures of [RFC3265] and [RFC4575];

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the CPM Group Session Identity; and,

3. SHALL send the SIP SUBSCRIBE request according to rules and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [RFC4575], and rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" or a SIP 202 “Accepted” response to the SIP SUBSCRIBE request the CPM Client:

1. SHALL store the contents of the Contact header field.

Upon receiving an incoming SIP NOTIFY request the CPM Client:

1. SHALL handle the request according to rules and procedures of [RFC3265] and [RFC4575]; 

2. SHALL display the current CPM Group Session information (e.g. joined/left users, group session information, participants information) of the CPM Group Session to the CPM User; 
3. SHALL identify the receiving CPM Client’s own information with the “yourown” attribute of the <user> element as defined in Appendix M of [OMA-SIMPLE-IM]. 

4. The CPM Client SHALL check the joined users against the access policy of the CPM User and display the blocked users who joined in the CPM Group Session. The access list is stored in the [OMA-XDM-Shared-Policy] and MAY be cached on the CPM Client.
When needed the CPM Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].
7.4.9.1 Subscribe to Receiving a Participant Information
7.4.9.2 Receive Participant Information notification
Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request for subscribing to participation information, the CPM Client:

1. SHALL handle the request according to rules and procedures of [RFC3265] and [RFC4575];
2. SHALL display the current Participant Information (e.g. joined/left users) of the CPM Group Session to the CPM User; 
Editor’s note: The following sentences are FFS: 
“3. SHALL check the joined users against the access policy of the CPM User and display the blocked users who joined in the conference. The access list is stored in the [Shared-Policy-XDMS] and MAY be cached on the CPM Client.

NOTE: The CPM Client fetches the joined/existing users in the CPM conference from the SIP NOTIFY request body and checks whether those users are in the block list of the CPM User. The block list may be stored in the CPM Client or fetched from the [Shared-Policy-XDMS].”
8. Procedures at CPM Participating Function

8.1 Registration

In order for the CPM Participating Function to obtain registration information of a CPM Client the CPM Participating Function receives from and/or subscribes to the SIP/IP Core as described in this subclause.

The SIP/IP Core sends all SIP REGISTER requests where at least one of the contacts in the SIP REGISTER request includes the CPM Feature Tag.
8.1.1 Receive SIP REGISTER Notification

The CPM Participating Function SHOULD support receiving 3rd party REGISTER from the SIP/IP core according to [3GPP TS24.229] clause 5.4.1.7. 
Upon receiving a SIP REGISTER request the CPM Participating Function:

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,
2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core.
If the CPM Participating Function does not already subscribe to the "reg" event package as specified in [RFC3680] for the CPM User Address received in the SIP REGISTER request, the CPM Participating Function:
1. SHALL generate a SIP SUBSCRIBE request according to rules and procedures of [RFC3265] and [RFC3680]; 

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the CPM User Address received in the SIP REGISTER request; 
3. SHALL set the Authenticated Originator's CPM Address to the SIP URI of the CPM Participating Function;

4. MAY set an expiration timer in Expires header, if set, the value of the timer SHALL be set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core; and,
SHALL send the SUBSCRIBE request to the SIP/IP Core.
8.1.2 Receive Registration Event Information Notifications
Upon receiving a SIP NOTIFY request from SIP/IP Core as the result of the "reg" event subscription the CPM Participating Function:

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3265] and [RFC3680];
2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core;
3. SHALL handle the received registration information as specified in subclause 8.1.3 “Handling Registration Event Information”; and,
4. SHALL terminate the subscription as specified in [RFC3265] and [RFC3680].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the CPM Participating Function SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] with the clarifications given in this subclause.
8.1.3 Handling Registration Event Information
Editor's note: Priority: MEDIUM. 

Editor's note: Priority: It is FFS how and what Registration Event Information is handled.

8.2 User Preferences

8.2.1 Retrieving User Preferences

Editor's note: Priority: MEDIUM

8.3 CPM Message Handling

8.3.1 Originating Side

8.3.1.1 Receive message 

Editor's note: Priority: HIGH

8.3.1.1.1 Receive Pager Mode CPM Message from CPM Client

Upon receiving from the served CPM Client a SIP MESSAGE request,
1. The CPM Participating Function SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not,
· It SHALL respond with a SIP 403 “Forbidden” response to the CPM Client;
· It SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not,
a. It SHALL respond with SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. Otherwise, continue with rest of the steps;
Editor’s note: How to express “User Agent version” is FFS

3. If the CPM Participating Function does not allow anonymity and anonymity is requested,
b. It SHALL return a SIP 403 “Forbidden” response
c. It SHOULD include a Warning header with the warning text according to rules and procedures of [RFC3261]
Otherwise, continue with the rest of the steps;
4. If the “Expires” header is included, the CPM Participating Function SHALL check if the message is still valid. If not valid, the message is handled as specified in [RFC3428], otherwise continue with the rest of the steps;
5. For each Content-Type header set to the value “message/external-body” and whose access-type is set to the value “URL” and whose URL contains the parameter “action=fetch”, the CPM Participating Function SHALL follow the procedures as described in section 8.3.1.2 “Fetch and include Media from Content and/or Message Storage”. Otherwise, continue with the rest of the steps.
6. the CPM Participating Function SHALL check the originator’s user preferences retrieved from XDMS as described in 8.2.1 “Retrieving User Preferences”, and if set to store the CPM Conversation History, it SHALL execute the processing described in 8.6 “Record CPM Conversation History” 
7.  the CPM Participating Function SHALL forward the SIP MESSAGE request to the SIP/IP Core. 

Upon receiving a SIP final response, the CPM Participating Function SHALL forward the SIP final response along the signalling path towards the initiating CPM Client.

8.3.1.1.2 Receive Large Message Mode CPM Message

Upon receiving an initial SIP INVITE request with the CPM Feature Tag corresponding to Large Message Mode CPM Message, the CPM Participating Function:
1. The CPM Participating Function SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not,

a. It SHALL respond with a SIP 403 “Forbidden” response;
b. It SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps; 
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not,
a. It SHALL respond with SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. Otherwise, continue with rest of the steps;
3. If the CPM Participating Function does not allow anonymity and anonymity is requested,
a. It SHALL return a SIP 403 “Forbidden” response;
b. It SHOULD include a Warning header with the warning text according to rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
4. If the “Session-Expires” header is included, the CPM Participating Function SHOULD handle the header according to procedures of [RFC3428];
5. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the SIP session; 

6. SHALL send the SIP INVITE request as specified in the section 8.3.1.1.3 “Large Message Mode CPM Message Request Originating at CPM Participating Function”.
Upon receiving a SIP 200 OK response of the SIP INVITE request sent in the step 6, CPM Participating Function: 

1. SHALL store the list of supported SIP methods if received in the Allow header;

2. SHALL store the contact information received in the Contact header;
3. SHALL generate a SIP 200 OK response according to the rules and procedures of [RFC3261]; 

4. SHALL include the SDP received in the response of SIP INVITE request as answerer SDP according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975]with the following clarification, CPM Participating Function: 
a. SHALL include media line proposing MSRP media parameters ;

b. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;

c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= recvonly.  

5. SHALL include the CPM release version in the Server header;

6. SHOULD include Allow header with all supported SIP methods by CPM Participating Function;

7. SHALL include a URI identifying its own address in the Contact header;

8. SHALL send the SIP 200 OK response according to rules and procedures of SIP/IP Core; and,
9. the CPM Participating Function SHALL check the originator’s user preferences retrieved from XDMS as described in 8.2.1 “Retrieving User Preferences”, and if set to store the CPM Conversation History, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
Upon receiving a SIP ACK acknowledgement, CPM Participating Function:

1. SHALL establish TCP connection according to the answer SDP;

Editor’s note: Creation of TCP connection between intermediary MSRP nodes (e.g. which node is passive/active), is FFS.
2. SHALL send the SIP ACK acknowledgement  to SIP/IP Core according to rules and procedures of the SIP/IP Core.
Upon receiving a MSRP SEND, CPM Participating Function:

1. SHALL send the MSRP SEND request towards adjacent MSRP node via established TCP connection according to rules and procedures of [RFC4975].

Upon receiving a MSRP 200 OK, CPM Participating Function, 

1. SHALL send the MSRP 200 OK acknowledgement of the reception of the MSRP SEND request according to rules and procedures of [RFC4975].
8.3.1.1.3 Large Message Mode CPM Message Request Originating at CPM Participating Function

When the CPM Participating Function has to create an outgoing SIP INVITE request for Large Message Mode CPM Message, the CPM Participating Function:

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL generate a SIP INVITE request according to rules and procedures of [RFC3261];
3. SHALL insert a URI identifying its own address in the Contact header;
4. SHALL include Accept-Contact header with the CPM Feature Tag for large message mode;
Editor’s note: How to express CPM feature tag, is FFS.
5. SHALL include the Request-URI received in the SIP INVITE received in the section 8.3.1.1.2 “Receive Large Message Mode CPM Message”; 
6. SHALL include a MIME SDP body received in the SIP INVITE received in the section 8.3.1.1.2 “Receive Large Message Mode CPM Message” as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification, CPM Participating Function:
a. SHALL include media line proposing MSRP media parameters;
b. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path: MSRP URI.

c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= sendonly;

e. SHALL set the size as a= file-selector:size:actual message size.
7. SHALL send the SIP INVITE request to SIP/IP Core according to rules and procedures of the SIP/IP Core.
8.3.1.2 Fetch and include Media from Content and/or Message Storage

The CPM Participating Function;

1. SHALL fetch the Media Objects, CPM Messages, CPM Session Histories or CPM Conversation History indicated by the URL from the Message and/or Content Storage Server. URL is defined in the name parameter in the Content-Type header.  
2. SHALL replace the value “message/external-body” in the Content-Type header with an appropriate value depending on the fetched data type. 
Editor’s  note : The value in Content-Type header can be obtained from the stored data’s Content-Type value.(e.g. if stored data is a text file whose Content-Type is “text/plain”, the “text/plain” can be copied to the Content-Type header in CPM Message.)
3. SHALL include the fetched data in the message/cpim body. 
4. SHALL check the originator’s user preferences retrieved from XDMS as described in 8.2.1 “Retrieving User Preferences”, and if set to store the CPM Conversation History, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
5. SHALL check the message size. If the maximum size of the message is not larger than1300 bytes, the CPM Participating Function SHALL forward the SIP MESSAGE request to the SIP/IP Core. Otherwise, continue with the rest of the steps.
6. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261].

7. SHALL copy the Accept-Contact header to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request.

Editor's note: How to express CPM Feature Tag is FFS
8. SHALL include the CPM Feature Tag ‘xxx’ in the Contact header.

9. SHALL copy the Authenticated Originator’s CPM Address to the Outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request.
10. SHALL copy the Reply-To header to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request.
11. SHALL include the CPM release version of the CPM Server in the User-Agent header.
Editor's note: How to express “CPM release version” is FFS.
12. SHALL copy the Privacy header to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request.
13. SHALL include the option tag ‘timer’ in the Supported header.
14. SHOULD include the Session-Expires header with the refresher parameter set to “uac” according to rules and procedures of [RFC4028].
15. SHALL copy the Request-URI header to the outgoing SIP INVITE request from the incoming SIP MESSAGE request.
16. SHALL copy the MIME resource-list body to the outgoing SIP INVITE request if it was included in the incoming SIP MESSAGE request;
Editor's note: How to obtain the disposition-state of the Large Message Mode CPM Message is FFS.
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.
17. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification:
a. SHALL set the SDP directional media attribute to a=sendonly;
b. SHALL set the content type as a=accept-types: message/cpim;
c. SHALL set MSRP URL for the MSRP connection setup as a=path: MSRP URL;
d. SHALL set the size as a= file-selector:size:actual message size.
18. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.
On receiving a SIP 200 OK response to the SIP INVITE request, the CPM Participating Function:
1. SHALL send the 200 OK response to the SIP MESSAGE request to the initiating CPM Client;
2. SHALL start the SIP session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028];
3. SHALL store the content of the Contact header field to be used for further communication (e.g. sending the acknowledgement, sending the SIP BYE request later on);
4. SHALL generate and send SIP ACK as an acknowledgement of the final response;
5. SHALL generate MSRP SEND request according to the rules and procedure of [RFC4975] with the following clarification:
a.  SHALL set To-Path header according to the MSRP URI(s) received in the answer SDP;
b. SHALL set the content type as Content-Type = message/cpim;
6. SHALL establish the TCP connection according to the SDP received in the 200 OK response;
7. SHALL send MSRP SEND on the established TCP connection.
When the last chunk of the MSRP SEND request has been sent and acknowledged, the CPM Participating Function:
1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];
2. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.
8.3.1.3 Interworking decision on Originating side

Editor's note: Priority: HIGH

8.3.1.4 Forward CPM Message

Editor's note: Priority: HIGH

8.3.1.5 Receiving Disposition Notification

Editor's note: Priority: LOW

8.3.2 Terminating Side

8.3.2.1 Deliver CPM Pager Mode Message to a CPM Client
Upon receiving a SIP MESSAGE request destined to a terminating CPM User, the CPM Participating Function:
1. SHALL check that  the Authenticated Originator's CPM Address of the sender in the CPM message is not rejected according to the Access Policy as follows: 

a. Check for rules where the <conditions> element  evaluates to true for the CPM service by evaluating the <service-list> elements and  <service> elements with the attribute “featuretag” the value “+g.oma.sip-cpm” as described in [OMA-XDM-Shared-Policy]. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

Editor's note: It is assumed that the [OMA-XDM-Shared-Policy] will be updated to store the user preferences related to access policy for CPM. 

Editor's note: The parameters used in this procedure are the same as those already defined in [OMA-XDM-Shared-Policy].

Editor's note: The value for the CPM Feature Tag may be modified during development of the TS.

b. Check for rules where the <conditions> child element <media-list> evaluates to true for the defined CPM media pager-mode-message. If such rules exist, continue to evaluate the rules in the next step, otherwise continue in step 2.

c. Check for rules where the <conditions> element evaluates to true for the sending CPM User. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

d. Check for rules that evaluates to true for the CPM media pager mode message with the value “true”  in the <allow-reject-invite > action element defined in [OMA-XDM-Shared-Policy] 

If a rule in step d) has been evaluated to true, the incoming CPM message SHALL be rejected, and the CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;

2. Shall apply service provider policies on message size and content as follows: 

SHALL check the message content against the Service provider policies specified for the service and for the CPM User. If the content does not conform to the policies, the CPM Participating Function SHALL respond with a SIP 415 “Unsupported Media Type” response with the list of supported formats and/or media types to the originating client. Otherwise, continue with the rest of the steps; 

3. If the “Expires” header is included, it SHALL check if the CPM Message is still valid. If not, the CPM Message is handled based on local policy (e.g. discard the CPM Message);

4. SHALL check the Active User Preference Profile for the user’s instruction on how to handle the incoming message 

a. If the user is not registered or has set his availability status to “not available” and his preferences are to

i. Reject the message

The CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;
ii. Defer the message

The CPM Participating Function SHALL put the message in the deferred messages queue and SHALL respond with a SIP 202 OK response.

iii. Store the message
The CPM Participating Function SHALL store the message in the user’s message store and SHALL determine whether specific content needs to be stored in the content store as described in yyy. The CPM Participating Function SHALL respond with a SIP 200 OK response.
iv. Deliver the message as a non-CPM message
The CPM Participating Function SHALL invoke the Interworking Selection Function by sending the message to the ISF as described in xxx.
How to set the availability status of the CPM user is TBD

The actual names of the parameters in step 1 used to check the user preferences will be included once they are defined by PAG in XDM 2.1

b. If the user is registered, continue with the rest of the steps. 
Editor’s note: align this set of options with the SD
5. SHALL check if the CPM User’s preference for history recording is set to active and if set to “active”, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
6. The CPM Participating Function sends the request to the SIP/IP Core which will fork the request to the user’s registered devices.

Upon receiving a SIP final response the CPM Participating Function SHALL forward the SIP final response along the signalling path towards the originating CPM Client according to rules and procedures of [RFC3261]. 
8.3.2.1.1 Deliver Large Message Mode CPM Message

 Upon receiving a SIP INVITE request with the CPM Feature Tag corresponding to Large Message Mode CPM Message, the CPM Participating Function:
1. The CPM Participating Function SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not,

a. It SHALL respond with a SIP 403 “Forbidden” response to the CPM Client;
b. It SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not,
a. It SHALL respond with SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. Otherwise, continue with rest of the steps;
3. If the CPM Participating Function does not allow anonymity and anonymity is requested,
a. It SHALL return a SIP 403 “Forbidden” response;
b. It SHOULD include a Warning header with the warning text according to rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
4. If the “Session-Expires” header is included, the CPM Participating Function SHOULD handle the header according to procedures of [RFC3428].
Editor's note: Procedure for CPM Message delivery to a CPM User with multi-device, is FFS.
Editor's note: Procedure for preference based CPM Message delivery for Not Available (e.g. not willing, off-line etc) CPM User, is FFS..
5. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the session;

6. SHALL send the SIP INVITE request as specified in the section 8.3.2.1.2 “Large Message Mode CPM Message Request Originating at CPM Participating Function”;
Upon receiving a SIP 200 OK response of the SIP INVITE request sent in the step 6, the CPM Participating Function: 

1. SHALL generate SIP 200 OK response according to the rules and procedures of the [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE request as answerer  SDP according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification, CPM Participating Function: 
a. SHALL include media line proposing MSRP media parameters;

b. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;

c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= recvonly.
3. SHALL include a Server header to indicate the OMA CPM release version of the CPM Server as specified in Appendix C “Release version in User-agent and Server headers”
4. SHOULD include Allow header with all supported SIP methods by CPM Participating Function;

5. SHALL include a URI identifying its own address in the Contact header;
6. SHALL send the SIP 200 OK response according to procedures of SIP/IP Core; and,

7. SHALL check the recipient’s user preferences retrieved from XDMS as described in 8.2.1 “Retrieving User Preferences”, and if set to store the CPM Conversation History, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
Upon receiving a SIP ACK acknowledgement, CPM Participating Function, 

1. SHALL establish TCP connection according to the answer SDP;

Editor’s note: Creation of TCP connection between intermediary MSRP nodes (e.g. which node is passive/active), is FFS.
2. SHALL send the SIP ACK acknowledgement to SIP/IP Core according to rules and procedures of the SIP/IP Core.
Upon receiving a MSRP SEND, CPM Participating Function:

1. SHALL send the MSRP SEND request towards adjacent MSRP node via established TCP connection according to rules and procedures of [RFC4975].

Upon receiving a MSRP 200 OK, CPM Participating Function, 

1. SHALL send the MSRP 200 OK acknowledgement of the reception of the MSRP SEND request according to rules and procedures of [RFC4975].
8.3.2.1.2 Large Message Mode CPM Message Request Originating at CPM Participating Function

When the CPM Participating Function has to create an outgoing SIP INVITE request for Large Message Mode CPM Message, the CPM Participating Function:

a. SHALL generate a SIP INVITE request according to rules and procedures of [RFC3261];
b. SHALL insert a URI identifying its own address in the Contact header;
c. SHALL include Accept-Contact header with the CPM Feature Tag for large message mode;
d. SHALL include the Request-URI received in the SIP INVITE received in the section 0 “Upon receiving a SIP MESSAGE request destined to a terminating CPM User, the CPM Participating Function:
7. SHALL check that  the Authenticated Originator's CPM Address of the sender in the CPM message is not rejected according to the Access Policy as follows: 

a. Check for rules where the <conditions> element  evaluates to true for the CPM service by evaluating the <service-list> elements and  <service> elements with the attribute “featuretag” the value “+g.oma.sip-cpm” as described in [OMA-XDM-Shared-Policy]. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

Editor's note: It is assumed that the [OMA-XDM-Shared-Policy] will be updated to store the user preferences related to access policy for CPM. 

Editor's note: The parameters used in this procedure are the same as those already defined in [OMA-XDM-Shared-Policy].

Editor's note: The value for the CPM Feature Tag may be modified during development of the TS.

b. Check for rules where the <conditions> child element <media-list> evaluates to true for the defined CPM media pager-mode-message. If such rules exist, continue to evaluate the rules in the next step, otherwise continue in step 2.

c. Check for rules where the <conditions> element evaluates to true for the sending CPM User. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

d. Check for rules that evaluates to true for the CPM media pager mode message with the value “true”  in the <allow-reject-invite > action element defined in [OMA-XDM-Shared-Policy] 

If a rule in step d) has been evaluated to true, the incoming CPM message SHALL be rejected, and the CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;

8. Shall apply service provider policies on message size and content as follows: 

SHALL check the message content against the Service provider policies specified for the service and for the CPM User. If the content does not conform to the policies, the CPM Participating Function SHALL respond with a SIP 415 “Unsupported Media Type” response with the list of supported formats and/or media types to the originating client. Otherwise, continue with the rest of the steps; 

9. If the “Expires” header is included, it SHALL check if the CPM Message is still valid. If not, the CPM Message is handled based on local policy (e.g. discard the CPM Message);

10. SHALL check the Active User Preference Profile for the user’s instruction on how to handle the incoming message 

a. If the user is not registered or has set his availability status to “not available” and his preferences are to

i. Reject the message

The CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;
ii. Defer the message

The CPM Participating Function SHALL put the message in the deferred messages queue and SHALL respond with a SIP 202 OK response.

iii. Store the message

The CPM Participating Function SHALL store the message in the user’s message store and SHALL determine whether specific content needs to be stored in the content store as described in yyy. The CPM Participating Function SHALL respond with a SIP 200 OK response.

iv. Deliver the message as a non-CPM message

The CPM Participating Function SHALL invoke the Interworking Selection Function by sending the message to the ISF as described in xxx.
How to set the availability status of the CPM user is TBD

The actual names of the parameters in step 1 used to check the user preferences will be included once they are defined by PAG in XDM 2.1

b. If the user is registered, continue with the rest of the steps. 
Editor’s note: align this set of options with the SD
11. SHALL check if the CPM User’s preference for history recording is set to active and if set to “active”, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
12. The CPM Participating Function sends the request to the SIP/IP Core which will fork the request to the user’s registered devices.

Upon receiving a SIP final response the CPM Participating Function SHALL forward the SIP final response along the signalling path towards the originating CPM Client according to rules and procedures of [RFC3261]. 
e. Deliver Large Message Mode CPM Message
”; 
f. SHALL include the CPM release version in the User-Agent header;
g. SHALL include the MIME SDP body received in the SIP INVITE received in the section 0 “Upon receiving a SIP MESSAGE request destined to a terminating CPM User, the CPM Participating Function:
13. SHALL check that  the Authenticated Originator's CPM Address of the sender in the CPM message is not rejected according to the Access Policy as follows: 

a. Check for rules where the <conditions> element  evaluates to true for the CPM service by evaluating the <service-list> elements and  <service> elements with the attribute “featuretag” the value “+g.oma.sip-cpm” as described in [OMA-XDM-Shared-Policy]. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

Editor's note: It is assumed that the [OMA-XDM-Shared-Policy] will be updated to store the user preferences related to access policy for CPM. 

Editor's note: The parameters used in this procedure are the same as those already defined in [OMA-XDM-Shared-Policy].

Editor's note: The value for the CPM Feature Tag may be modified during development of the TS.

b. Check for rules where the <conditions> child element <media-list> evaluates to true for the defined CPM media pager-mode-message. If such rules exist, continue to evaluate the rules in the next step, otherwise continue in step 2.

c. Check for rules where the <conditions> element evaluates to true for the sending CPM User. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

d. Check for rules that evaluates to true for the CPM media pager mode message with the value “true”  in the <allow-reject-invite > action element defined in [OMA-XDM-Shared-Policy] 

If a rule in step d) has been evaluated to true, the incoming CPM message SHALL be rejected, and the CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;

14. Shall apply service provider policies on message size and content as follows: 

SHALL check the message content against the Service provider policies specified for the service and for the CPM User. If the content does not conform to the policies, the CPM Participating Function SHALL respond with a SIP 415 “Unsupported Media Type” response with the list of supported formats and/or media types to the originating client. Otherwise, continue with the rest of the steps; 

15. If the “Expires” header is included, it SHALL check if the CPM Message is still valid. If not, the CPM Message is handled based on local policy (e.g. discard the CPM Message);

16. SHALL check the Active User Preference Profile for the user’s instruction on how to handle the incoming message 

a. If the user is not registered or has set his availability status to “not available” and his preferences are to

i. Reject the message

The CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to '122 Function not allowed' Otherwise, continue with the rest of the steps;
ii. Defer the message

The CPM Participating Function SHALL put the message in the deferred messages queue and SHALL respond with a SIP 202 OK response.

iii. Store the message

The CPM Participating Function SHALL store the message in the user’s message store and SHALL determine whether specific content needs to be stored in the content store as described in yyy. The CPM Participating Function SHALL respond with a SIP 200 OK response.

iv. Deliver the message as a non-CPM message

The CPM Participating Function SHALL invoke the Interworking Selection Function by sending the message to the ISF as described in xxx.
How to set the availability status of the CPM user is TBD

The actual names of the parameters in step 1 used to check the user preferences will be included once they are defined by PAG in XDM 2.1

b. If the user is registered, continue with the rest of the steps. 
Editor’s note: align this set of options with the SD
17. SHALL check if the CPM User’s preference for history recording is set to active and if set to “active”, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
18. The CPM Participating Function sends the request to the SIP/IP Core which will fork the request to the user’s registered devices.

Upon receiving a SIP final response the CPM Participating Function SHALL forward the SIP final response along the signalling path towards the originating CPM Client according to rules and procedures of [RFC3261]. 
h. Deliver Large Message Mode CPM Message
” as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification, CPM Participating Function:
a. SHALL include media line proposing MSRP media parameters;
b. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path: MSRP URI.

c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= sendonly.

e. SHALL set the size as a= file-selector:size:actual message size.
Editor’s note: NAT traversal need to be addressed.
i. SHALL send the SIP INVITE request to SIP/IP Core according to rules and procedures of the SIP/IP Core.
8.3.2.1.3 Handling of Messages with reference to the Media

Editor's note: Priority: MEDIUM

8.3.2.1.4 Content Adaptation

Editor's note: Priority: LOW

8.3.2.2  Receive Disposition Notification

Editor's note: Priority: LOW

8.3.2.3 Defer CPM Messages 

Editor's note: Priority: MEDIUM

8.3.2.4 Deliver deferred CPM Messages

Editor's note: Priority: MEDIUM

8.3.2.5 Interworking Decision on Terminating Side

Editor's note: Priority: HIGH

8.4 CPM Session Signalling Plane handling

The CPM Participating Function may or may not stay in the media path depending on service provider’s policies. The policies may be static such that the CPM Participating Function always stays or always does not stay in the media path, or the policies may depend on parameters such as:

· If the Conversation History Function is supported and a user has his history settings active when he receives a CPM Session Invitation or a Large Message Mode Invitation;

·  If the CPM Participating Function needs to do charging.

· If the CPM Participating Function needs to handle multiple devices for the CPM User for session invitations

When the CPM Participating Function stays in the media path acting as a back-to-back user agent (B2BUA), the following applies:

· The CPM Participating Function acts as a user agent for both SIP sessions it connects. The B2BUA behaves as a User Agent Server for the incoming side and as a User Agent Client for the outgoing side(s). 

· The Participating Function then: 

Correlates both sides of the SIP session, by mapping the corresponding SIP session identities of the SIP sessions, and it maintains call state for all SIP sessions it handles, thus enabling end-to-end communication.

8.4.1 Session Invitation on Originating Side

8.4.1.1 Receive Session Invitation 

Upon receiving from the served CPM Client a SIP INVITE request of a CPM 1-1 Session or a CPM Group Session,
1. The CPM Participating Function SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not,
· It SHALL respond with a SIP 403 “Forbidden” response to the CPM Client;
· It SHOULD include a Warning header with the proper warning text according to rules and procedures of [RFC3261];
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not,
· It SHALL respond with SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. Otherwise, continue with rest of the steps;
Editor’s note: How to express “User Agent version” is FFS

3. If the CPM Participating Function does not allow anonymity and anonymity is requested,
· It SHALL return a SIP 403 “Forbidden” response
· It SHOULD include a Warning header with the warning text according to rules and procedures of [RFC3261]
Otherwise, continue with the rest of the steps;
4. 1. If the CPM Participating Function stays in the media path, the CPM Participating Function:
a. SHALL copy the received Request-URI; 
b. SHALL cache the list of supported SIP methods if such methods were received in the Allow header;
c. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the CPM Session; 
d. SHALL generate a SIP INVITE request;
e. SHOULD include an Allow header with all supported SIP methods;
f. SHALL insert a URI identifying its own address and include the CPM Feature Tag ‘xxx’ in the Contact-header of the SIP INVITE request;  
g. SHALL include a  SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] , [RFC4566] and [RFC4975] and information received in the SDP from the originating client; and,
h. SHALL send the SIP INVITE request according to rules and procedures of the SIP/IP Core.

2. If the CPM Participating Function does not stay in the media path, the CPM Participating Function:

a. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the CPM Session;
b. SHALL include a Record-Route header containing a URI identifying its own address; and,
c. SHALL forward the SIP INVITE according to rules and procedures of [RFC3261] and SIP/IP Core.
Upon receiving a SIP 200 "OK" response, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 

1. SHALL cache the list of supported SIP methods if such methods were received in the Allow header for further communications;
2. SHALL store the contact received in the Contact header for further communications;
3. SHALL generate a SIP 200 "OK" response; 
4. SHALL include the received SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and for MSRP sessions [RFC4975];
Editor’s note: Need for the following step is FFS:
5. SHALL include a SIP URI for the Contact header as follows:
a. constructed such that the CPM Participating Function can resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response; 
6. SHALL send the SIP 200 "OK" response to the CPM Client according to rules and procedures of SIP/IP Core; and,
7. the CPM Participating Function SHALL check the originator’s user preferences retrieved from XDMS as described in 8.2.1 ”Retrieving User Preferences”, and if set to store the CPM Conversation History, it SHALL execute the processing described in 8.6 ”Record CPM Conversation History”. 
Upon receiving a SIP 200 "OK" response, and when the CPM Participating Function is acting as a SIP proxy, the CPM Participating Function:

1. SHALL forward the SIP 200 "OK" response toward the initiating CPM Client according to rules and procedures of [RFC3261] and SIP/IP Core; and,
2. SHALL continue to act as a SIP proxy for the duration of the CPM Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the CPM Participating Function SHALL forward the SIP final response along the signalling path towards the initiating CPM Client.

8.4.1.2 Receive Cancel message

Editor's note: Priority: MEDIUM

8.4.2 Session Invitation on Terminating Side

Upon receiving a SIP CANCEL request from the CPM Client, the CPM Participating Function performing as a B2BUA: 

1. SHALL act as UAS according to rules and procedures of [RFC3261]; and,

2. SHALL cancel the SIP INVITE request towards the SIP/IP core according to rules and procedures of [RFC3261].

When acting as a SIP proxy, rules and procedures as specified in [RFC3261] SHALL be applied.
8.4.3 Closing CPM 1-1 Session

Editor's note: Priority: HIGH

8.4.4 Modifying a CPM 1-1 Session

Editor's note: Priority: MEDIUM

8.4.5 Media Streams usage

Editor's note: Priority: MEDIUM

8.4.6 Anonymous Participation

Editor's note: Priority: LOW

8.4.7 Forward of CPM Group Session requests

Editor's note: Priority: HIGH

8.5 CPM Session Media Plane handling

Editor's note: Priority: HIGH

8.6 Record CPM Conversation History

Editor's note: Priority: LOW

9. Procedures at CPM Controlling Function

9.1 CPM Message 

9.1.1 Pager Mode CPM Message to CPM Pre defined Group

Upon receipt of a SIP MESSAGE request containing the CPM Pre-defined Group as the target address of the CPM Message the CPM Controlling Function:

1. SHALL check that the Group Identity in the Request-URI, identifying a Pre-defined Group as defined in [OMA-XDM-Shared-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service.

· If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response.
· Otherwise, continue with the rest of the steps;
2. SHALL check the Authenticated Originator's CPM Address and authorize the request

· If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to ‘Service not authorised'.
· Otherwise, continue with the rest of the steps;

3. SHALL check if the SIP MESSAGE received for a CPM Pre-defined Group has anonymity requested
and whether privacy is allowed for the Authenticated originator’s CPM Address. Allowing privacy for a specific Authenticated Originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Shared-Group].
· If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'.
· Otherwise, continue with the rest of the steps;

4. SHALL check if the Request-URI identifies a CPM Pre-defined Group with empty Group List 

· If the Group List is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 'No destinations'.

· Otherwise, continue with the rest of the steps;

5. SHALL send the SIP MESSAGE requests towards each CPM Address or non-CPM Address as specified in the section 9.1.5 “Pager Mode CPM Message Request originating at the Controlling Function”; 

6. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating CPM Client according to [RFC3261].
9.1.2 Large Message Mode CPM Message to CPM Pre-defined Group

Upon receiving an initial SIP INVITE request, the CPM Controlling Function:
1. SHALL check the Authenticated Originator's CPM Address and authorize the request, if not authorized, the CPM Controlling Function:
· SHALL respond with a SIP 403 “Forbidden” response to the CPM Client;
· SHOULD include a Warning header with the warning text set to ‘Service not authorised';
Otherwise, continue with rest of the steps;
2. SHALL check that the CPM Group Identity in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Shared-Policy], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM Service.;
· If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response;

Otherwise, continue with the rest of the steps;
3. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
· SHALL respond with SIP 403 “Forbidden” response to the CPM Client. 
· SHALL include an “Error-Info” header to explain reason as specified by [RFC3261]. 

Otherwise, continue with rest of the steps;
4. SHALL check if anonymity is requested and whether anonymity is allowed for the Authenticated originator’s CPM Address. Allowing anonymity for a specific Authenticated Originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Shared-Group]. If not allowed, the CPM Controlling Function:

· SHALL respond with a SIP 403 "Forbidden" response to the originating network.

· SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'.
Otherwise, continue with the rest of the steps; 

Note: The word “anonymity”is referring to the word “privacy” used in [RFC3323]
5. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028]; 
6. SHALL act  as a conference focus according to rules and procedures of [RFC4353];
7. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the SIP session; 
8. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Shared-Group];
9. SHALL send the SIP INVITE requests towards each  CPM Pre-defined Group member as specified in the section 9.1.6 “Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving the first SIP 200 OK response, CPM Controlling Function: 

1. SHALL generate SIP 200 OK response according to rules and procedures of [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE Request as an answerer SDP according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification:
a. SHALL include media line proposing MSRP media parameters;
b. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= recvonly.

3. SHALL include the CPM release version in the Server header;

4. SHOULD include Allow header with all supported SIP methods by CPM Controlling Function;

5. SHALL include a URI identifying its own address in the Contact header, and 

6. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];
7. SHALL send the SIP 200 OK response according to rules and procedures of SIP/IP Core.
Editor’s note: How to express User-Agent and Server headers is FFS.
Upon receiving a SIP ACK acknowledgement, CPM Controlling Function: 
1. SHALL establish TCP connection with the corresponding node according to the information received in the answerer SDP.

Upon receiving a MSRP SEND, CPM Controlling Function:

1. SHALL send the MSRP SEND requests towards each CPM Address or non-CPM Address via established TCP connections.

Upon receiving a SIP BYE request from the sender CPM User, CPM Controlling Function: 

1. SHALL respond to the BYE request as described in [3GPP TS 24.229] and [RFC3261]; 

2. SHALL send BYE request towards each CPM Pre-defined Group member; and

3. SHALL release the resources, related to the CPM Pre-defined Group.

9.1.3 Pager Mode CPM Message to CPM Ad-Hoc Group

Upon receipt of a SIP MESSAGE request containing the Request-URI to the address of the CPM Controlling Function, the CPM Controlling Function:

1. SHALL check the Authenticated Originator's CPM Address and authorize the request

· If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to ‘Service not authorised'.
· Otherwise, continue with the rest of the steps;

2. SHALL check if the SIP MESSAGE received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the Authenticated originator’s CPM Address.
· If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" error response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 'Anonymity not allowed'.
· Otherwise, continue with the rest of the steps.

3. SHALL check if the number of recipients exceeds the maximum allowed by local policy.

· If it does, then the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 'Too many recipients'

· Otherwise, continue with the rest of the steps;

4. SHALL check if the MIME resource-list body includes an empty URI list 

· If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 'No destinations'.

· Otherwise, continue with the rest of the steps;

5. SHALL send the SIP MESSAGE requests towards each CPM Address or non-CPM Address as specified in the section 9.1.5 “Pager Mode CPM Message Request originating at the Controlling Function”; 

6. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating CPM Client according to [RFC3261].
9.1.4 Large Message Mode CPM Message to CPM Ad-hoc Group
Upon receiving an initial SIP INVITE request containing the address of the CPM Controlling Function in the Request-URI, the CPM Controlling Function:
1. SHALL verify the received CPM Feature Tag ‘xxx’, if the received CPM Feature Tag is corresponding to Large Message Mode CPM Message, if verified successfully continue with rest of the steps;
Editor’s note: How to express CPM large message feature in CPM Feature Tag is FFS.
2. SHALL check whether the Authenticated Originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function:
· SHALL return SIP 403 “Forbidden” response;
· SHOULD include a Warning header with the warning text set to ‘Service not authorised';
Otherwise, continue with rest of the steps;
3. SHALL check from the MIME <resource-lists> body that the maximum number of receivers allowed in an CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function:
· SHALL return SIP 486 “Busy Here” response;
· SHOULD include a Warning header with the warning text set to 'Too many recipients'.
Otherwise, continue with the rest of the steps;
4. If the CPM Controlling Function requires a specific User Agent version to be supported, the CPM Controlling Function SHALL check the “User Agent” header field to determine if the CPM Controlling Function supports the User Agent version and if not, the CPM Controlling Function:
· SHALL respond with SIP 403 “Forbidden” response
· SHOULD include an “Error-Info” header to explain reason as specified by [RFC3261];
Otherwise, continue with rest of the steps;
5. SHALL check if the SIP INVITE received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the Authenticated originator’s CPM Address. If not allowed, the CPM Controlling Function:
· SHALL return a SIP 403 “Forbidden” response;
· SHOULD include a Warning header with the warning text set to 'Anonymity not allowed';
Otherwise, continue with the rest of the steps; 
6. If the “Session-Expires” header is included, the CPM Controlling Function SHOULD handle the header according to procedures of [RFC4028];
7. SHALL act  as a conference focus according to rules and procedures of [RFC4353];
8. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the SIP session; 
9. SHALL fetch member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365];
10. SHALL send the SIP INVITE requests towards each member as specified in the section 9.1.6 “Large Message Mode CPM Message Request Originating at Controlling Function”.
Upon receiving the first SIP 200 OK response, CPM Controlling Function: 

1. SHALL generate SIP 200 OK response according to rules and procedures of [RFC3261]; 

2. SHALL include the SDP received in the response of SIP INVITE Request as an answerer SDP according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification:
a. SHALL include media line proposing MSRP media parameters
b. SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= recvonly.
3. SHALL include the CPM release version in the Server header;

4. SHOULD include Allow header with all supported SIP methods by CPM Controlling Function;

5. SHALL include a URI identifying its own address in the Contact header, and

6. SHALL include the "isfocus" feature parameter in accordance with the procedures of  [RFC3840];
7. SHALL send the SIP 200 OK response according to rules and procedures of SIP/IP Core.
Editor’s note: How to express User-Agent and Server headers is FFS.
Upon receiving a SIP ACK acknowledgement, CPM Controlling Function: 
1. SHALL establish TCP connection with the corresponding node according to the information received in the answerer SDP.

Upon receiving a MSRP SEND, CPM Controlling Function:

1. SHALL send the MSRP SEND requests towards each CPM Address or non-CPM Address via established TCP connections.
Upon receiving a SIP BYE request from the sender CPM User, CPM Controlling Function: 

1. SHALL respond to the BYE request as described in [3GPP TS24.229] and [RFC3261]; 
2. SHALL send BYE request towards each CPM Ad-hoc Group member; and
3. SHALL release the resources, related to the CPM Ad-hoc Group.
9.1.5 Pager Mode CPM Message Request originating at the Controlling Function

When the CPM Controlling Function has to create an outgoing SIP MESSAGE request, the CPM Controlling Function:

1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

2. SHALL copy the values received in each Accept-Contact header to a corresponding Accept-Contact header in the outgoing SIP MESSAGE request, if any Accept-Contact headers were received;

3. In the case of CPM Ad-hoc Group message , the CPM Controlling Function SHALL include Authenticated Originator's ‘CPM Address of the sending CPM user;
4. In the case of a CPM Pre-defined Group message, the CPM Controlling Function SHALL include Authenticated Originator’s CPM Address with the following clarification:
a. The URI in the Authenticated Originator’s CPM Address is set to the CPM Group Identity;
b. SHALL include a Referred-By header with the Authenticated Originator's CPM Address of the sending CPM User, unless privacy was requested by the sending CPM user.
c. SHALL include a Referred-By header with anonymous URI, if privacy was requested by the sending CPM user.

5. SHALL set the Request-URI to the CPM Address or non-CPM Address of the intended message recipient; 

6. SHALL perform one of the following if the SIP MESSAGE is to be sent to more than one CPM User:
· Generate a SIP MESSAGE for each member contained in MIME resource-list body according to procedures specified in [RFC5365], if the SIP MESSAGE was received for an Ad-hoc Group; 
· Generate a SIP MESSAGE to each member of the CPM Pre-defined Group by retrieving the CPM and non-CPM Addresses of the user belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Shared-Group], if the SIP MESSAGE was received for a CPM Pre-defined Group;    

7. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
Editor's note: The addition of the CPM Conversation identity, the CPM Contribution identity and the CPM Contribution identity being replied to, is FFS.

Editor’s note: It is FFS how to handle disposition notification requests in an incoming request towards the CPM CF.

Editor’s note: Needs additional step about including the SIP MESSAGE body.
9.1.6 Large Message Mode CPM Message Request Originating at Controlling Function

When the CPM Controlling Function has to create an outgoing SIP INVITE request for Large Message Mode CPM Message, the CPM Controlling Function:

1. SHALL generate a SIP INVITE request according to rules and procedures of [RFC3261];
2. SHALL copy the values in Accept-Contact header in the SIP INVITE received in the section 9.1.2 “Large Message Mode CPM Message to CPM Pre-defined Group” or 9.1.4 “Large Message Mode CPM Message to CPM Ad-hoc Group” to a corresponding Accept-Contact header in the outgoing SIP INVITE request, if any Accept-Contact header was received;
3. SHALL set the Request-URI to the CPM Address or non-CPM Address of the intended message recipient;
4. SHALL set the Contact header to the URI identifying its own address, including the "isfocus" feature parameter;

5. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [RFC4028];
6. SHALL include the Supported header set to "timer";
7. SHALL include value ''id'' in Privacy header if received in the incoming SIP INVITE request received in the section  9.1.2 “Large Message Mode CPM Message to CPM Pre-defined Group” or 9.1.4 “Large Message Mode CPM Message to CPM Ad-hoc Group”;

8. SHALL include a MIME SDP body received in the SIP INVITE received in the section  9.1.2 “Large Message Mode CPM Message to CPM Pre-defined Group” or 9.1.4 “Large Message Mode CPM Message to CPM Ad-hoc Group” as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] with the following clarification: 
a. SHALL include media line proposing MSRP media parameters;
b. SHALL include its own  MSRP URI for the MSRP connection setup as a=path: MSRP URI;
c. SHALL set the content type as Content-Type = message/cpim;

d. SHALL set the SDP directional media attribute to a= sendonly;

e. SHALL set the size as a= file-selector:size:actual message size.
9. In the case of CPM Ad-hoc Group, the CPM Controlling Function SHALL include the Authenticated Originator’s CPM Address as specified in section 6.2 “Authenticated Originator’s CPM Address” received in the incoming SIP INVITE request;
10. In the case of a CPM Pre-defined Group, the CPM Controlling Function SHALL include the Authenticated Originator’s CPM Address as specified in section 6.2 “Authenticated Originator’s CPM Address” with the following clarification:
a. The URI in the Authenticated Originator’s CPM Address is set to the CPM Group Identity;
b. SHALL include a Referred-By header with the Authenticated Originator's CPM Address of the sending CPM User, unless privacy was requested by the sending CPM user.
c. SHALL include a Referred-By header with anonymous URI, if privacy was requested by the sending CPM user.

11. SHALL send the SIP INVITE request to SIP/IP Core according to rules and procedures of the SIP/IP Core.
9.1.7 Disposition Notification 

Editor's note: Priority: LOW

9.2 CPM Group Session Signalling Plane handling

9.2.1 Incoming Requests
Editor's note: Priority: HIGH

9.2.1.1 Ad-Hoc Session Invitation Request

9.2.1.2  Pre-defined Group Session Invitation Request

9.2.1.3 Joining Pre-defined Group session Request
Upon receiving an initial SIP INVITE request the CPM Controlling Function

1. SHALL check that the CPM Group Identity in the Request-URI, identifying a Pre-defined Group as defined in [OMA-XDM-Shared-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service.
Editor’s Note: if failure, how to process is FFS.
2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header 
Editor’s Note: if failure, how to process is FFS.
3. SHALL perform actions to verify the Authenticated Originator's CPM Address of the Inviting CPM User and authorize the request;
Editor’s Note: if failure, how to process is FFS.
4. SHALL store the supported SIP methods if received in the Allow header;
5. SHALL validate that the SDP Media Parameters are acceptable for the CPM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
6. if the CPM Group does not have an active CPM Session then the CPM Controlling Function SHALL establish a conference focus and allocate CPM Session Identity for the CPM Session as described in [RFC4353], and the CPM Controlling Function SHALL check if the value of < invite-members > element is “false”, if it is, the CPM Controlling Function SHALL store the CPM Conversation Identity and CPM Contribution Identity received in the CPM Session Invitation.

7. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP INVITE request 

a. the CPM Controlling Function SHALL include the stored CPM Conversation Identity and CPM Contribution Identity in the SIP 200 “OK” response, 

b. SHALL include a SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264], [RFC4566];
9.2.1.4 Rejoining Pre-Defined Group Session Request

9.2.1.5 Adding Participants Request

Upon receiving a SIP REFER request that is with a method parameter “INVITE” in the Refer-To header, the CPM Controlling Function:
1. In case of CPM Pre-defined Group, SHALL perform actions to verify the Authenticated Originator’s CPM Address of the inviting CPM User and authorize the request according to CPM Pre-defined Group policy and if it is not authorized, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a warning header with a proper text. Otherwise, continue with the rest of steps;
Editor’s Note:  How to authorize the request in Group policy is  FFS.
2. SHALL check whether privacy is allowed for the Authenticated Originator’s CPM Address, when anonymity is requested with the Privacy header containing the tag ‘id’. If not allowed, the CPM Controlling Function SHALL return SIP 403 “Forbidden” response and SHOULD include a warning header with a proper text. Otherwise, continue with the rest of steps;
3.  SHALL extract the CPM Address(es) of the users from the SIP REFER request to be invited either:
a.  from the Refer-To header according to rules and procedures of [RFC3515] for a inviting user; or
b. from the MIME resource-list body according to rules and procedures of [RFC5368] for inviting multiple users.
4. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
5. SHALL if the SIP REFER request was an initial SIP request received outside of an existing SIP dialog, then the CPM Controlling Function SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to rules and procedures of [RFC4488];
6. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the CPM Controlling Function SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [RFC4488];
7. in case of CPM Pre-defined Group, SHALL perform for the CPM Addresses allowed according to the CPM Pre-defined Group policy. 

Editor’s Note:  How to get the Group policy is FFS.
8. SHALL follow the actions described in section 9.2.2.1 “Session Invitation Request” for each User; and,
9. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the inviting CPM Client SIP NOTIFY request(s) as specified in the section 9.2.2.6 “Session Information Request”.
9.2.1.6 Removing Participant Request

9.2.1.7 Session Leaving Request

Upon receiving a SIP BYE request, the CPM Controlling Function:

1. SHALL send a SIP 200 "OK" response towards the CPM Client according to rules and procedures of the SIP/IP Core;
2. SHALL release all Media Plane resources corresponding to the CPM Session being closed 

3. SHALL terminate subscription of the CPM Client requesting to leave the CPM Group Session for CPM Session Participant Information for the CPM Session;
4. SHALL check CPM Group Session release policy as specified below 

a) if a Pre-defined or Ad-hoc CPM Group Session has as many as or less than specified Participants left the CPM Controlling Function SHALL remove any remaining Participant from the CPM Session according to Section 9.2.2.4 ”Participant Removing Request“ and release the CPM Session. The possible values should be 0 or 1. 
b) If the CPM Session is an Ad-hoc Group Session and the originator of the CPM Session leaves the CPM Session then the CPM Controlling Function SHALL remove the rest of the Participants from the CPM Session it hosts according to Section 9.2.2.4 ”Participant Removing Request“ and release the CPM Session;
9.2.1.8 Session Modification Request

9.2.1.9 Session Information Request

9.2.2 Outgoing Requests
Editor's note: Priority: HIGH

9.2.2.1 Session Invitation Request

9.2.2.2 Session Cancellation Request

9.2.2.3 Session Modification Request

9.2.2.4 Participant Removing Request 

9.2.2.5 Session Ending Request

9.2.2.6 Session Information Request

9.2.2.7 Ending Session Information Request
9.2.3 Participant Information

9.2.3.1 Session Information Request
Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [RFC4575], the CPM Controlling Function:
1. SHALL, if the Request-URI contains a CPM Group Session Identity, check whether the CPM Group Session Identity in Request-URI is owned by the CPM Controlling Function. If not, the CPM Controlling Function SHALL respond with a SIP 403 “Forbidden” response; Otherwise continue with the rest of the step;

2. SHALL perform the actions to verify the Authenticated Originator's CPM Address and authorize the request and if it is not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include an Warning header with the proper warning text; Otherwise, continue with the rest of the steps;
3.  in case of CPM Ad-hoc Group, SHALL check if the requesting CPM User is a participant. If not, the CPM Controlling Function SHALL respond with a SIP 403 “Forbidden” response and SHOULD include an Warning header with the proper warning text to the originating network. Otherwise, continues with the rest of step;
4. in case of CPM Pre-defined Group, SHALL check whether the Authenticated Originator’s CPM Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [OMA-XDM-Shared-Group] and if user is a participant. If it is no allowed or if the requesting CPM User is not a participant, the CPM Controlling Function SHALL respond with a SIP 403 “Forbidden” response and SHOULD include an Warning header with the proper warning text to the originating network. Otherwise, continues with the rest of step;
5. SHALL create a subscription to the conference state of the CPM Group Session according to rules and procedures of [RFC3265] and [RFC4575] with the following clarifications:
a. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of [RFC3265] and  [RFC4575];
6. SHALL set the Contact header of the SIP response to the address of the CPM Controlling Function;
7. SHALL send the SIP response towards the CPM Client according to rules and procedures of the SIP/IP Core;
8. SHALL generate an initial SIP NOTIFY request as specified in section  9.2.3.2 “Sending Participant Information notifications”;
9. SHALL send the SIP NOTIFY request to the CPM Client according to rules and procedure of the SIP/IP Core.
When a change in the subscribed state occurs, the CPM Controlling Function SHOULD generate and send a SIP NOTIFY request as specified in section 9.2.3.2 “Sending Participant Information notifications”and according to rules and procedures of SIP/IP Core respectively.
When needed the CPM Controlling Function SHALL terminate the subscription and indicate it to the CPM Client as described in the section 9.2.3.3 “Terminating the subscription”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the CPM Controlling Function SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
9.2.3.2 Sending Participant Information notifications

The CPM Controlling Function SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this section.
The CPM Controlling Function SHOULD limit the rate of SIP NOTIFY requests sent toward a CPM Client.
NOTE: How a CPM Controlling Function limits the rate of SIP NOTIFY requests towards the CPM Client is out of scope of this specification.
When reporting changes in the Participant information the CPM Controlling Function SHALL use partial notification according to rules and procedures of [RFC4575].
The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to rules and procedures of [RFC4575] with the following limitations:
1. The CPM Controlling Function SHALL include the CPM Group Session Identity in the <entity> attribute of the <conference-info> element;
2. The CPM Controlling Function SHALL include a <user> element. The "user" element:
a. SHALL include the <entity> attribute. The <entity> attribute:
i. SHALL for the originating CPM Client include the Authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
ii. SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
iii. SHALL for an invited CPM Client include the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
iv. SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
v. SHALL include, for each participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the participant’s own information as defined in Error! Reference source not found.M of  [OMA-SIMPLE-IM].
b. MAY include the <display-text> element. If include, the <display-text> element SHALL include the Display Name of the identity which was used in the <entity> attribute as defined in a).c. SHALL include a single <endpoint> element. The <endpoint> element
i. SHALL include the <entity> attribute;
ii. SHALL include the <status> element. The <status> element SHOULD have one of the following values:
A. "connected", when the Participant has joined to the CPM Group Session; or,
B. "disconnected", when the Participant has left the CPM Group Session since the last SIP NOTIFY request was sent.
Editor’s Note: It is FFS whether other <status-type> element is needed for CPM.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the CPM Controlling Function SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS24.229]/ [3GPP2 X.S0013.004] with the clarifications given in this section.
9.2.3.3 Terminating the subscription

The CPM Controlling Function:

1. SHALL terminate all subscriptions for Participant information for the CPM Group Session when the CPM Group Session is released and not accept any re-subscriptions;

2. MAY terminate the subscription for an CPM Client when it leaves the CPM Session;

3. For each subscription that shall be terminated the CPM Controlling Function:

a. SHALL generate a SIP NOTIFY request according to rules and procedures specified in [RFC3265];

b. SHALL set the Subscription-State header to "terminated; reason=noresource"; and,

c. SHALL send the SIP NOTIFY request to the CPM Client according to rules and procedure of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the CPM Controlling Function SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

9.3 CPM Group Session User Plane Handling

Editor's note: Priority: HIGH
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Appendix C. Release version in User-agent and Server headers

User-Agent and Server headers are used to indicate the release version and product information of the CPM Client, the CPM Participating Function and the CPM Controlling Function.

The CPM Client, the CPM Participating Function and the CPM Controlling Function shall implement the User-Agent and Server headers, according to rules and procedures of [RFC3261] with the clarifications in this subclause specific for CPM.

The User-Agent and Server headers ABNF are specified in [RFC3261] and extended as follows:

Server = "Server" HCOLON server-val *(LWS server-val)

User-Agent =  "User-Agent" HCOLON server-val *(LWS server-val)

server-val =  product / comment
product  =  CPM-product / token [SLASH product-version]

product-version = token

This specification allows having several server-val tags. The first of those server-val tags shall be encoding according to the following ABNF:

CPM -product = "CPM-" cpm-device-token (SLASH cpm-product-version)

CPM -device-token = "client" | "serv" token

CPM -product-version = "OMA1.0"
Where
client = CPM Client

serv = CPM Server

CPM -product-version = OMA CPM release version

Example 1:

In this example CPM Client acting as UAC and the the CPM Participating Function acting as UAS are OMA CPM release version 1.0 products. The CPM Client has inserted its own company and product name and version "Arena-Messaging1000/v1.01".

User-Agent: CPM-client/OMA1.0 Arena-Messaging1000/v1.01

Server: CPM-serv/OMA1.0 

Example 2:

In this example both the CPM Participating Function acting as UAC and the CPM Client acting as UAS are OMA CPM release version 1.0 products.

User-Agent: CPM-serv/OMA1.0

Server: CPM-client/OMA1.0
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