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[bookmark: _Toc51149232]This document provides the technical specifications for the interworking functionality of the CPM Enabler. The document covers the interworking selection procedures and the principles of interworking of CPM Standalone Messages, CPM disposition notifications, CPM File Transfers and CPM Sessions with Non-CPM Communication Services. The technical specifications are designed to fulfil the requirements, architecture and system concepts that are described in [OMA-CPM-RD], [OMA-CPM-AD] and [OMA-CPM-SD]. As such, these technical specifications provide the formal definitions of the CPM-IW1 and CPM-IW2 interfaces that have been identified in [OMA-CPM-AD]. Also, these technical specifications formally define the expected behaviour of the ISF and Interworking Function components that have been identified in [OMA-CPM-AD].
This version of the document specifies the interworking with:
· SMS;
· MMS;
· e-mail.
NOTE:	CPM interworking with other Non-CPM Communication Services is possible but the specific adaptations towards these other Non-CPM Communication Services are not described in this version of the document.
[bookmark: _Toc246325323][bookmark: _Toc267991382][bookmark: _Toc495419236]References
[bookmark: _Toc51147377][bookmark: _Toc246325324][bookmark: _Toc267991383][bookmark: _Toc495419237][bookmark: _Toc51149235]Normative References
	[3GPP TS23.040]
	“Technical realization of Short Message Service (SMS)”, 3GPP, TS 23.040, URL:http://www.3gpp.org/

	[3GPP TS23.140]
	“Multimedia Messaging Service (MMS); Stage 2”, 3GPP, TS 23.140, URL:http://www.3gpp.org/

	[3GPP TS23.204]
	“Support of Short Message Service (SMS) over generic 3GPP Internet Protocol (IP) access; Stage 2”, 3GPP, TS 23.204, URL:http://www.3gpp.org/

	[3GPP TS26.140]
	“Multimedia Messaging Service (MMS); Functional Description; stage 2”, 3GPP, TS26.140, URL:http://www.3gpp.org/

	[3GPP TS26.141]
	“IP Multimedia Systems (IMS) Messaging and Presence; Media Formats and codecs”, 3GPP, TS26.141, URL:http://www.3gpp.org/

	[bookmark: OLE_LINK1][bookmark: OLE_LINK2][3GPP TS29.311]
	“Service Level Interworking for Messaging Services”; 3GPP, TS 29.311, URL:http://www.3gpp.org/

	[MSRP-SESSMATCH]
	IETF Draft: “Session Matching Update for the Message Session Relay Protocol (MSRP)”, June 2010, URL:http://www.ietf.org/id/draft-ietf-simple-msrp-sessmatch-06.txt

	[OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-CPM-SD]
	“Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_System_Description-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-CPM-TS-Conv-Func]
	 “Converged IP Messaging Conversation Functions”, Open Mobile Alliance™, OMA-TS-CPM_Conversation_Function-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-DDS-Presence_Data]
	“Presence Simple DATA Specification”, Open Mobile Alliance™, OMA-DDS-Presence_Data_Ext-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-Presence]
	“Presence SIMPLE”, Version 2.1, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-SIMPLE-IM]
	“Instant Messaging using SIMPLE”; Open Mobile Alliance™, OMA-TS-SIMPLE_IM-V2_0 URL:http://www.openmobilealliance.org/

	[RFC2852]
	“Deliver By SMTP Service Extension”, D. Newman, June 2000, URL:http://www.ietf.org/rfc/rfc2852.txt

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg, June 2002, URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3264]
	“An Offer/Answer Model with the Session Description Protocol (SDP)”, J. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3264.txt

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, J. Peterson, November 2002, URL:http://www.ietf.org/rfc/rfc3323.txt

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for  Asserted Identity within Trusted Networks”, C. Jennings et al, November 2002, URL:http://www.ietf.org/rfc/rfc3325.txt

	[RFC3428]
	“Session Initiation Protocol (SIP) Extension for Instant Messaging”, B. Campbell et al, December 2002, URL: http://www.ietf.org/rfc/rfc3428.txt

	[RFC3761]
	“The E.164 to Uniform Resource Identifier (URI) Dynamic Delegation Discovery System (DDDS) Application (ENUM)”, P. Faltstrom et al, April 2004, URL:http://www.ietf.org/rfc/rfc3761.txt

	[RFC3798]
	“Message Disposition Notification”, T. Hansen et al, May 2004, URL:http://www.ietf.org/rfc/rfc3798.txt

	[RFC3862]
	“Common Presence and Instant Messaging (CPIM) : Message Format”, G. Klyne et al, August 2004, URL:http://www.ietf.org/rfc/rfc3862.txt

	[RFC3966]
	“The tel URI for Telephone Numbers”, H. Schulzrinne, December 2004, URL:http://www.ietf.org/rfc/rfc3966.txt

	[RFC4145]
	“TCP-Based Media Transport in the Session Description Protocol (SDP)”, D. Yon et al, September 2005, URL:http://www.ietf.org/rfc/rfc4145.txt

	[RFC4566]
	“SDP: Session Description Protocol”, M. Handley et al, July 2006, URL:http://www.ietf.org/rfc/rfc4566.txt

	[RFC4975]
	“The Message Session Relay Protocol (MSRP)”, B. Campbell et al, September 2007, URL:http://www.ietf.org/rfc/rfc4975.txt

	[RFC5321]
	“Simple Mail Transfer Protocol”, J. Kelsin, October 2008,URL:http://www.ietf.org/rfc/rfc5321.txt

	[RFC5322]
	“Internet Message Format”, P. Resnick, October 2008. URL:http://www.ietf.org/rfc/rfc5322.txt

	[RFC5365]
	“Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)”, M. Garcia-Martin et al, October 2008, URL:http://www.ietf.org/rfc/rfc5365.txt

	[RFC5366]
	“Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)”, G. Camarillo et al, October 2008, URL:http://www.ietf.org/rfc/rfc5366.txt

	[RFC5438]
	“Instant Message Disposition Notification (IMDN)”, E. Burger et al, January 2009, URL:http://www.ietf.org/rfc/rfc5438.txt

	[RFC5547]
	“A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer”, M. Garcia-Martin et al, May 2009, URL:http://www.ietf.org/rfc/rfc5547.txt

	[RFC6135]
	“An Alternative Connection Model for the Message Session Relay Protocol”, C. Holmberg et al, June 2010, URL:http://www.ietf.org/rfc/rfc6135.txt

	[RFC6714]
	“Connection Establishment for Media Anchoring (CEMA) for the Message Session Relay Protocol (MSRP)”, C. Holmberg et al, August 2012, URL:http://www.ietf.org/rfc/rfc6714.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures-V1_0, URL:http://www.openmobilealliance.org/

	[SMPP]
	“SMPP v3.4: ‘Short Message Peer-to-Peer Protocol Specification”, URL:http://www.smsforum.net

	[STD11]
	“Standard for the Format of ARPA Internet Text Messages”, D. Crocker, August 1982, URL:http://www.ietf.org/rfc/rfc822.txt

	[X.S0004-641]
	“Mobile Application Part (MAP) – SMS”, X.S0004-641-E v2.0 URL:http://3gpp2.org/

	[X.S0016-000]
	“3GPP2 MMS Specification Overview Multimedia Messaging System Specification - Revision B”, X.S0016-000-B v1.0. URL:http://3gpp2.org/


[bookmark: _Toc51147378][bookmark: _Toc246325325][bookmark: _Toc267991384][bookmark: _Toc495419238]Informative References
	[MAILEXT]
	Internet Draft: “Common Internet Message Header Fields”,  September 2002, URL:http://people.dsv.su.se/~jpalme/ietf/mail-headers/mail-headers.html

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_9, URL:http://www.openmobilealliance.org/


[bookmark: _Toc246325326][bookmark: _Toc267991385][bookmark: _Ref374016480][bookmark: _Toc495419239]Terminology and Conventions
[bookmark: _Toc51147380][bookmark: _Toc246325327][bookmark: _Toc267991386][bookmark: _Toc495419240][bookmark: _Ref511812783][bookmark: _Toc51149239]Conventions
The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].
All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.
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	CPM Address
	See [OMA-CPM-RD].

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Chat Message
	See [OMA-CPM-RD].

	CPM Client
	See [OMA-CPM-AD].

	CPM Contribution Identity
	See [OMA-CPM-SD].

	CPM Controlling Function
	See [OMA-CPM-AD].

	CPM Conversation Identity
	See [OMA-CPM-SD].

	CPM Feature Tag
	See [OMA-CPM-SD].

	CPM File Transfer
	See [OMA-CPM-RD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	See [OMA-CPM-AD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM Standalone Message
	See [OMA-CPM-RD].

	CPM User
	See [OMA-CPM-RD].

	ENUM
	Telephone number mapping standard (E.164 NUmber Mapping) as defined in [RFC3761].

	Interworking Function
	See [OMA-CPM-AD].

	Interworking Selection Function
	See [OMA-CPM-AD].

	Large Message Mode
	See [OMA-CPM-AD].

	Media
	See [OMA-CPM-RD].

	Media Plane
	See [OMA-CPM-AD].

	Media Type
	See [OMA-DICT].

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Non-CPM Communication Service Identifier
	See [OMA-CPM-SD].

	Pager Mode
	See [OMA-CPM-AD].
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	CPIM
	Common Presence and Instant Messaging

	CPM
	See [OMADICT]

	CS
	Circuit Switch (2G)

	DNS
	See [OMADICT]

	ENUM
	E.164 NUmber Mapping

	ESME
	External Short Message Entity

	IMDN
	See [OMADICT]

	IP
	See [OMADICT]

	IP-SM-GW
	See [OMADICT]

	ISF
	See [OMADICT]

	IWF
	See [OMADICT]

	MIME
	See [OMADICT]

	MMS
	See [OMADICT]

	MMS R/S
	Multi Media Service Relay/Server

	MSRP
	See [OMADICT]

	OMA
	See [OMADICT]

	PS
	Packet Switch

	SDP
	See [OMADICT]

	SIP
	See [OMADICT]

	SM
	Short Messages

	SMIL
	See [OMADICT]

	SMPP
	Short Message Peer to Peer protocol

	SMS
	See [OMADICT]

	SM-SC
	Short Message Service Centre

	SMTP
	See [OMADICT]

	TCP
	Transmission Control Protocol

	XML
	See [OMADICT]

	Note:  Abbreviations defined in the OMA Dictionary complements this section.
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[bookmark: _Toc51149240]The CPM interworking functionality allows CPM Users to communicate with users that do not have the possibility to use CPM as their communication service. It also allows CPM Users to continue to communicate when their network conditions are such that CPM connectivity is not possible or desirable.
The CPM interworking functionality ensures that CPM Standalone Messages, CPM File Transfers, CPM Sessions and CPM disposition notifications are delivered towards a Non-CPM Communication Service and supports that messages, file transfers, sessions and disposition notification from the Non-CPM Communication Service that are targeted towards CPM Users are delivered within the CPM domain.
NOTE:	The CPM interworking functionality will only support the interworking of features of a Non-CPM Communication Service towards CPM that are actually supported by the Non-CPM Communication Service, (e.g., if the Non-CPM Communication Service does not support sessions or file transfers these will not be interworked from non-CPM to CPM). For the direction of interworking from CPM to a Non-CPM Communication Service it is left to this specification and, for Non-CPM Communication Services other than SMS, MMS, and e-mail, to non-standardized interworkings which CPM features to map or not.
The interworking functionality of CPM is executed in three stages:
1. Interworking decision: this is where it is decided that interworking is to occur. The interworking decision procedures are described in [OMA-CPM-TS-Conv-Func].
2. Interworking selection: this is where it is decided to which Non-CPM Communication Service to interwork to. The interworking selection procedures are specified in section 5 “Procedures at Interworking Selection Function”.
3. Interworking execution: this is where the actual interworking occurs and CPM requests are translated into non-CPM requests and vice-versa. The interworking execution procedures are specific in section 6 “Procedures at Interworking Function”.
For interworking from a Non-CPM Communication Service towards CPM, it is left unspecified how the Non-CPM Communication Service decides whether to interwork towards CPM or not. However, the interworking execution is described in section 6 “Procedures at Interworking Function”.
More information on the CPM interworking functionality can be found in the CPM Requirements Document [OMA-CPM-RD], the CPM Architecture Document [OMA-CPM-AD] and the CPM System Description [OMA-CPM-SD].
[bookmark: _Toc160850338][bookmark: _Ref161456245][bookmark: _Toc246325331][bookmark: _Toc267991390][bookmark: _Toc495419244]CPM Version 1.0
[bookmark: _Toc160850339]Version 1.0 of this document covers the following functionality and procedures:
· The interworking selection process of the ISF for the selection of an appropriate Non-CPM Communication Service to interwork CPM Standalone Messages, CPM File Transfers, CPM Sessions and CPM disposition notifications.
· The generic procedures an IWF has to implement to be able to interwork CPM Standalone Messages, CPM File Transfers, CPM Sessions and CPM disposition notifications towards a Non-CPM Communication Service.
· The specific procedures an IWF has to implement to be able to interwork CPM Standalone Messages, CPM File Transfers, CPM Sessions and CPM disposition notifications towards:
· SMS,
· MMS,
· e-mail.
NOTE 1:	For SMS, MMS and e-mail to CPM interworking only the interworking of messages and message disposition notifications towards CPM is supported. For the other direction, i.e., for CPM to SMS, MMS or e-mail interworking, this specification details which CPM features are interworked.
NOTE 2:	The above generic and specific procedures can be used to derive additional specific procedures for interworking towards Non-CPM Communication Services other than SMS, MMS, or e-mail. Such additional mappings are left to deployments or later releases of CPM.
[bookmark: _Toc495419245]CPM Version 2.0
Version 2.0 of this document covers the following functionality and procedures:
· Interworking towards [OMA-SIMPLE-IM].
[bookmark: _Ref443062966][bookmark: _Toc495419246]CPM Version 2.1
Version 2.1 of this document covers the following new functionality and procedures:
· In support of a single messaging delivery logic in the CPM PF, the IWF added the following capabilities:
· When an interworked delivery to SMS failed, it can monitor when the CPM User is registered in CS domain and is SMS capable, so that it can inform the CPM PF via CPM interworking events (using CPM Event Framework);
· When an interworked delivery to SMS or MMS was successful, the IWF provides the following interworking information to the CPM PF for storage in to the CPM Message Store:
· The legacy technology used for interworking,
· Any additional correlation information needed;
· Support in ISF to generate, cache and provide to IWF and CPM PF, the unique interworking numbers allocated to interworking CPM Group Sessions to SMS or MMS;
· Support in the IWF to receive and reuse the same unique interworking number when interworking a Long-Lived GC Session to legacy (SMS, MMS), to support a better service experience for the CPM User when receiving group chat messages from a Long-Lived GC via interworking or via CPM.
CPM Version 3.0
Version 3.0 of this document covers the following new functionality and procedures:
· Align with GSMA RCS use cases and remove features that are not needed.
· RCS supports the following in the area of interworking
· Interworking of Pager Mode and Large Message Mode CPM (Converged IP Messaging) Standalone Messages to and from SMS 
· Interworking of Pager Mode and Large Message Mode CPM Standalone Messages to and from MMS 
· Interworking of CPM 1-to-1 Sessions to SMS in the terminating network
· Interworking of disposition notifications
· RCS does not support the following in the area of interworking:	
· Interworking of CPM 1-to-1 sessions in the Originating Network
· Interworking of CPM sessions to MMS
· Interworking of CPM Group Sessions
· Interworking of File Transfer
· Interworking to and from e-mail
· Interworking with SIMPLE IM
· Interworking with non-CPM communication services other than SMS and MMS
· Interworking of CPM communication from CPM users not having an address that can be mapped to an E.164-based address (i.e. users for which no tel URI or SIP URI with user=phone parameter is provided)
· In this case a SIP 488 Not Acceptable Here error response will be returned.
· Interworking a CPM session with multiple media stream
· RCS also doesn’t support or make use of following CPM Concepts:
· The possibility for anonymous messages
· When receiving MMS messages requesting anonymity (i.e. with Sender visibility set to Hide), such messages shall not be interworked.
· The checking of the target user’s preferred delivery mechanisms in XDMS in the terminating network
· RCS assumes implementation specific user preferences or operator policies that determine the legacy service selection
· Re-selection of an IWF (Interworking Function) in the ISF (Interworking Selection Function) if delivery through the original IWF results in an error response
· Asking a non-CPM user about whether or not to accept the CPM Session 
· For RCS the IWF shall always accept the session on behalf of the non-CPM user and there shall be no possibility for the non-CPM user to leave the session given that it is always 1-to-1 communication.
· Informing a non-CPM user of the closing of a session
· The non-CPM user shall not be informed given because closing the session is only a technical event. 
· Modification of established CPM Sessions
· The use of Message Session Relay Protocol (MSRP) Success Reports
· Such reports shall not be requested.
· The use of negative-delivery Instant Messaging Disposition Notifications (IMDN). 
· Such reports shall not be requested and shall thus also not be generated.
[bookmark: _Toc267946832][bookmark: _Toc267946954][bookmark: _Toc267991391][bookmark: _Ref246215536][bookmark: _Ref246215541][bookmark: _Ref246215550][bookmark: _Toc246325333][bookmark: _Toc267991392][bookmark: _Toc495419247][bookmark: _Toc51147387][bookmark: _Toc51149241]Procedures at Interworking Selection Function
[bookmark: _Toc265689811]The main function of the ISF is to select the Non-CPM Communication Service to which a CPM Standalone Message, a CPM Standalone Message disposition notification, a CPM File Transfer or a CPM Session needs to be interworked. The ISF bases its selection decision on a number of input criteria.
[bookmark: _Toc495419248]Non-CPM Communication Service Selection
When selecting a Non-CPM Communication Service to interwork to, the ISF:
1. [bookmark: _Ref247596753]SHALL check service provider policies to determine if interworking to a particular Non-CPM Communication Service is not allowed, and if so, eliminate the IWF associated with the Non-CPM Communication Service from the list of potential IWFs to be selected;
2. [bookmark: _Ref247596755]If interworking is occurring in the terminating network, SHALL check service provider policies to determine if interworking to a particular Non-CPM Communication Service is allowed for this particular target user, and if not, eliminate the IWF associated with the Non-CPM Communication Service from the list of potential IWFs to be selected;
3. [bookmark: _Ref247596759]For each remaining IWF, SHALL check if the CPM originator already has or can be assigned during interworking a routable non-CPM user address. If there is no routable address assigned to the CPM originator for any Non-CPM Communication Service, the ISF SHALL reject the CPM request with  SIP 488 “Not Acceptable Here” error response;
4. SHALL bypass the remaining steps if a CPM Standalone Message disposition notification that needs to be interworked is accompanied by a Non-CPM Communication Service Identifier, as defined in Appendix D, and SHALL deliver the disposition notification via the indicated IWF;
5. [bookmark: _Ref247596760]SHALL use the characteristics of the CPM Standalone Message, of the CPM File Transfer or of the CPM Session to influence the selection of an appropriate IWF;
NOTE 1: The characteristics relate to factors like message size and media attached for CPM Standalone Messages, content type of the transferred file for CPM File Transfers or media, size and content type for CPM Sessions used.
NOTE 2: In the case of interworking large CPM Standalone Messages (e.g., 560 bytes or more) or CPM File Transfers to Non-CPM, it is better not to select SMS Interworking to prevent deterioration of the SMS user’s experience. For the other direction of interworking (i.e., Non-CPM to CPM), it may be appropriate though to interwork a set of concatenated SMS’es to a large CPM Standalone Message.
6. [bookmark: _Ref247596762]SHALL, if allowed by service provider policies, use the Non-CPM Communication Service Identifier that may be part of the destination address, as defined in Appendix D to influence the selection of an appropriate IWF;
7. [bookmark: _Ref247596763]If interworking is occurring in the terminating network, the ISF MAY check the target user’s preferences retrieved from XDMS to determine if the CPM User has indicated a preferred delivery mechanism (e.g., SMS, MMS, e-mail). In this case, the ISF SHALL use this information to influence the selection of an appropriate IWF;
a. For Long-lived CPM Group Sessions interworking to SMS or MMS, it SHALL determine if a previous interworking of that CPM Group Session already had allocated and used a unique interworking number, associating that Long-lived CPM Group Session with the CPM User, as follows;
i. SHALL extract the CPM Group Session Identity from the Contact SIP header field;
ii. SHALL extract the Conversation-ID and Contribution-ID SIP header fields;
iii. SHALL extract the recipient’s address from the Request-URI; and
iv. SHALL use the information extracted above to determine if an associated unique interworking number was already allocated to the Long-lived CPM Group Session;
v. If an associated unique interworking number is found:
1. it SHALL indicate it to the selected IWF by populating the IW-Number SIP header field defined in Appendix C of [OMA-CPM-TS-Conv-Func] with the value of the unique interworking number allocated, to be further used for interworking of the CPM Chat Messages belonging to this Long-lived CPM Group Session (i.e. upon being restarted by a Participant);
vi. otherwise:
1. it SHALL allocate and cache an interworking number that associates the CPM User with that CPM Group Session (i.e. the CPM User Authenticated Address, the Conversation-ID, Contribution-ID and the CPM Group Session Identity), and SHALL provide it to the selected IWF (SMS or MMS) by populating the IW-Number SIP header field defined in Appendix C of [OMA-CPM-TS-Conv-Func] with the value of the unique interworking number allocated.
vii. SHALL populate the P-Asserted-Identity SIP header field with the value of the unique interworking number allocated to the CPM Group Session, so that IWF can further map it to the appropriate non-CPM technology headers.
8. For Long-lived CPM Group Sessions interworking to SMS or MMS, it SHALL determine if a previous interworking of that CPM Group Session already had allocated and used a unique interworking number, associating that Long-lived CPM Group Session with the CPM User, as follows;
a. SHALL extract the CPM Group Session Identity from the From SIP Header field;
b. SHALL extract the Conversation-ID and Contribution-ID SIP header fields;
c. SHALL extract the recipient’s address from the Request-URI; and
d. SHALL use the information extracted above to determine if an associated unique interworking number was already allocated to the Long-lived CPM Group Session;
e. If an associated unique interworking number is found:
i. it SHALL indicate it to the selected IWF by populating the IW-Number SIP header field defined in Appendix C of [OMA-CPM-TS-Conv-Func] with the value of the unique interworking number allocated, to be further used for interworking of the CPM Chat Messages belonging to this Long-lived CPM Group Session (i.e. upon being restarted by a Participant);
f. otherwise:
i. it SHALL allocate and cache an interworking number that associates the CPM User with that CPM Group Session (i.e. the CPM User Authenticated Address, the Conversation-ID, Contribution-ID and the CPM Group Session Identity), and SHALL provide it to the selected IWF (SMS or MMS) by populating the IW-Number SIP header field defined in Appendix C of [OMA-CPM-TS-Conv-Func] with the value of the unique interworking number allocated.
g. SHALL populate the P-Asserted-Identity SIP header field with the value of the unique interworking number allocated to the CPM Group Session, so that IWF can further map it to the appropriate non-CPM technology headers.
9. SHALL use the information compiled in steps 1, 2, 3, 5, 6, 7, and 8 to select the most appropriate IWF.
NOTE 3: Further detail on the selection process can be found in Appendix D of [OMA-CPM-SD].
10. [bookmark: _Ref247596830]SHALL act as a proxy andforward the CPM request to the selected IWF including a SIP Record-Route header field with its own address, without involvement of the SIP/IP core;
11. If handing over the CPM Standalone Message, CPM File Transfer or CPM Session results in an error response, the ISF, based on service provider policies,
a. SHALL determine whether re-selection is allowed, and if re-selection is not allowed, send the error response received from the IWF towards the originating CPM Client and end this procedure; otherwise
b. SHALL exclude the IWFs attempted so far from the list of potential IWFs to be selected;
c. SHALL re-perform the selection and repeat interworking attempt as specified in steps 1 to 10 above;
d. If no other IWF is available for interworking, SHALL send a SIP 488 “Not Acceptable Here” error response towards the originating CPM Client.
NOTE 4: CPM Standalone Message disposition notifications are not submitted to re-attempts via alternative interworkings.
12. Upon receiving a  SIP 200 "OK" response for the CPM Standalone Message, CPM Standalone Message disposition notification, CPM File Transfer or CPM Session Invitation from the IWF, the ISF SHALL forward the SIP 200 "OK" to the entity that sent the CPM request towards the ISF (e.g., CPM Participating Function), without involvement of the SIP/IP core adding a SIP Record-Route header field with its own address if the response is to a SIP INVITE request. For CPM Group Sessions, if the IW-Number SIP header field was present in the SIP 200 "OK" from IWF, the ISF SHALL preserve it in the response sent further, otherwise if not present, it SHALL add it and set it to the value of the associated unique interworking number for that CPM Group Session.
13. When receiving a SIP 408 “Request Timeout” response to a CPM Session Invitation for a CPM long-lived Group Chat, the ISF shall release the associated unique interworking number for that CPM Group Session if one was assigned as part of handling the SIP INVITE request.
14. In the case of interworking a CPM Session, a CPM File Transfer or a Large Message Mode CPM Standalone Message:
a. Upon receiving a SIP ACK request from the entity that sent the initial SIP INVITE request (e.g., the CPM Participating Function), the ISF SHALL forward the SIP ACK request to the selected IWF, without involvement of the SIP/IP core;
b. Upon receiving a SIP BYE request from the entity that sent the initial SIP INVITE request (e.g., the CPM Participating Function), the ISF SHALL forward the SIP BYE request to the selected IWF, without involvement of the SIP/IP core;
c. Upon receiving a SIP BYE request from the selected IWF, the ISF SHALL forward the SIP BYE request to the entity that sent the initial SIP INVITE request (e.g., the CPM Participating Function), without involvement of the SIP/IP core.
[bookmark: _Toc495419249]Interworking to a Long-lived CPM Group Session
Void. 
[bookmark: _Ref245278484][bookmark: _Toc246325337][bookmark: _Toc267991393][bookmark: _Toc495419250]Procedures at Interworking Function
NOTE:	Throughout sections 6.2, 6.3, and 6.4 many tables contain a "(Value) Status" column. The content of entries in that column is either: Mandatory, Optional, or Conditional. These values were derived from the normative references referred to in the mapping tables, and are with respect to the parameter to be mapped to. This status is not an indication of whether a certain translation is optional or mandatory; all translations are considered to be mandatory unless stated otherwise.
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The purpose of the IWF is to interwork CPM Standalone Messages, CPM disposition notifications, CPM File Transfers and CPM Sessions from the CPM environment to Non-CPM Communication Services and to interwork messages, disposition notifications, file transfers and sessions from the Non-CPM Communication Services to the CPM environment.
When interworking CPM Standalone Messages, the IWF SHALL ignore CPIM headers and formatting [RFC3862] and recipient-list-body [RFC5366] of the received CPM Standalone Message when mapping the message contents to a format suitable for the Non-CPM Communication Service.
In general, the handling of CPM requests in the Interworking is as follows:
When the IWF receives a Pager Mode CPM Standalone Message (i.e., a SIP MESSAGE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.msg”), it SHALL handle this Pager Mode CPM Standalone Message as defined in section 6.1.1 “Pager Mode CPM Standalone Message Handling”.
When the IWF receives a Large Message Mode CPM Standalone Message (i.e., a SIP INVITE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.largemsg”), it SHALL handle this Large Message Mode CPM Standalone Message as defined in section 6.1.2 “Large Message Mode CPM Standalone Message Handling”.
When the IWF receives a CPM File Transfer (i.e., a SIP INVITE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.filetransfer”), it SHALL handle this CPM File Transfer as defined in section 6.1.3 “CPM File Transfer Handling”.
When the IWF receives a CPM Session Invitation (i.e., a SIP INVITE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.session”), it SHALL handle this CPM Session as defined in section 6.1.4 “CPM Session Invitation Handling”, section 6.1.5.1 “CPM Session Media Handling”, section 6.1.5 “CPM Session Modification Handling”, and section 6.1.6 “CPM Session ”.
[bookmark: _Toc267946837][bookmark: _Toc267946959][bookmark: _Toc267991396][bookmark: _Toc267946838][bookmark: _Toc267946960][bookmark: _Toc267991397][bookmark: _Ref258905471][bookmark: _Toc267991398][bookmark: _Toc495419252]Pager Mode CPM Standalone Message Handling
Upon receiving a SIP MESSAGE request with the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.msg” from the ISF, the IWF:
1. SHALL check if the wrapped Content-Type(s) is acceptable to the IWF. If not, reject the request with a 415 “Unsupported Media Type” response as defined in [RFC3261].
2. SHALL handle the received SIP headers according to rules and procedures in [RFC3428] with the following clarification:
a. SHALL store the Conversation-ID, Contribution-ID and  InReplyTo-Contribution-ID headers as defined in Appendix C of [OMA-CPM-TS-Conv-Func] and the Expires header until 
a. the SIP dialog is terminated, in case no disposition notification is requested for this CPM Standalone message or 
b. all requested reports have been received and relayed or 
c. the Non-CPM Message would have expired 
whichever comes first;
b. SHALL store the CPIM headers for IMDN defined in [RFC5438] if present until
a. a delivery report was received if one was requested and no display notification was requested or is available or 
b. a display notification was received or
c. until a response is received on the submission of the message to the non-CPM Communication Service if no delivery report or display notification was requested or
d. the non-CPM Message would have expired
3. SHALL convert the received SIP MESSAGE request into the appropriate non-CPM message based on the conversion rules as defined for each Non-CPM Communication Service. See sections 6.2, 6.3, and 6.4 for mapping towards SMS, MMS and e-mail respectively.
NOTE: Depending on the Non-CPM Communication Service, some of the CPM specific headers may be mapped into a specific header of the non-CPM message.
4. SHALL send the non-CPM message towards the corresponding Non-CPM Communication Service.
Upon receiving the response from the Non-CPM Communication Service, the IWF SHALL handle the response according to the Non-CPM Communication Service. See sections 6.2, 6.3, and 6.4 for SMS, MMS and e-mail respectively. If providing a response to the CPM entity that generated the request, the IWF SHALL include the stored the stored Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID headers as well as a Server header
The IWF MAY respond to the SIP MESSAGE request with either a SIP 202 “Accepted” or a SIP 408 “Request Timeout” response prior to receiving a response from the Non-CPM System, depending on service provider policies.
[bookmark: _Toc267946840][bookmark: _Toc267946962][bookmark: _Toc267991399][bookmark: _Ref258904986][bookmark: _Toc267991400][bookmark: _Toc495419253]Large Message Mode CPM Standalone Message Handling
Upon receiving a SIP INVITE request with the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.largemsg”, the IWF:
1. SHALL check if the accept-wrapped-type attribute(s) of the SDP m-line in the SIP INVITE request are acceptable to the IWF and, if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
2. SHALL store the Conversation-ID, Contribution-ID, InReplyTo-Contribution-ID and Message-Expires header fields until 
a. the SIP session is terminated, in case no disposition notification is requested for this CPM Standalone message or 
b. all requested reports have been received and relayed or 
c. the Non-CPM Message would have expired 
whichever comes first
3. SHALL act as a user agent server according to rules and procedures of [RFC3261];
4. SHALL generate a SIP 200 "OK" response to the received initial SIP INVITE request according to rules and procedures of [RFC3261] with the following clarifications: the IWF:
a. SHALL include a Server header to indicate the OMA CPM release version of the IWF as specified in Appendix C.
b. SHALL include stored Conversation-ID, Contribution-ID, InReplyTo-Contribution-ID.
c. SHALL include the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field 
d. SHALL include the SDP received in the SIP INVITE request as an answer SDP according to rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [RFC6714] with the following clarifications: the IWF:
· SHALL include its own MSRP URI for the MSRP connection setup as a=path: MSRP URI;
· SHALL set the SDP directional media attribute to a=recvonly;
· SHALL set the a=setup attribute as “passive”.
5. SHALL act as “passive” endpoint according to [RFC6135] to establish the MSRP connection.
6. SHALL send the SIP 200 "OK" response, without involvement of the SIP/IP core.
Upon receiving a SIP CANCEL request, the IWF:
1. SHALL act as UAS to handle the SIP CANCEL request according to the rules and procedures of [RFC3261].
Upon receiving a SIP ACK acknowledgement, the IWF SHALL execute no specific actions
Upon receiving an MSRP SEND request, the IWF SHALL act as a gateway between the CPM service and the Non-CPM Communication Service with the following clarifications: the IWF:
1. SHALL respond with a MSRP 200 response to all chunks received except for the last chunk of the message
2. SHALL store the CPIM headers for IMDN if they are present in the request until
a. the SIP session is terminated, in case no disposition notification is requested for this standalone message or 
b. all requested reports have been received and relayed, or
c. the message would have expired previously
whichever comes first.
3. SHALL wait until the whole Large Message Mode CPM Standalone Message is received (if the Large Message Mode CPM Standalone Message is sent chunked using multiple MSRP SEND requests);
4. SHALL handle the Large Message Mode CPM Standalone Message to communicate with the corresponding Non-CPM Communication Service. See sections 6.2, 6.3, and 6.4 for mapping towards SMS, MMS and e-mail.
Upon receiving a response from the Non-CPM Communication Service, the IWF SHALL handle the response according to the Non-CPM Communication Service and map it to a response to the final chunk that was received. See sections 6.2, 6.3, and 6.4 for SMS, MMS, and e-mail.
The IWF MAY respond to the final MSRP SEND request with a 408 response prior to receiving a response from the Non-CPM System (e.g., per service provider policies).
Upon receiving a SIP BYE request, the IWF:
1. SHALL discard all received content if not all chunks forming the message have been received;
2. SHALL release all Media Plane resources corresponding to the MSRP session being closed;
3. SHALL generate a SIP 200 "OK" response and send it according to rules and procedures of [RFC3261].
[bookmark: _Toc267946842][bookmark: _Toc267946964][bookmark: _Toc267991401][bookmark: _Ref261767701][bookmark: _Toc267991402][bookmark: _Toc495419254]CPM File Transfer Handling
Void. 
[bookmark: _Toc267946844][bookmark: _Toc267946966][bookmark: _Toc267991403][bookmark: _Ref265691960][bookmark: _Toc267991404][bookmark: _Toc495419255]CPM Session Invitation Handling
Upon receiving a SIP INVITE request with the CPM Feature Tag corresponding to CPM Session, the IWF:
1. SHALL check if the offered SDP parameters are acceptable. If none of the offered SDP parameters is acceptable, the IWF SHALL reject the SIP INVITE request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;
2. SHALL act as a User Agent Server according to rules and procedures of [RFC3261];
3. SHALL store the content of the Contact header in the SIP INVITE request;
4. SHALL store the Conversation-ID, Contribution-ID and InReplyTo-Contribution header fields received in the SIP INVITE request until the SIP session is terminated;
5. If the Non-CPM Communication Service to be interworked to does not support sessions, the IWF SHALL proceed with step 6, step 7 or step 8 according to service provider policy. Otherwise, the IWF SHALL convert the received SIP INVITE request to an appropriate session invitation for the Non-CPM Communication Service session according to the specification of the Non-CPM Communication Service;
6. When accepting the SIP INVITE request on behalf of the non-CPM user according to service provider policy, the IWF SHALL generate a  SIP 200 "OK" response according to rules and procedures of [RFC3261] with the following clarifications: the IWF:
a. SHALL include a Server header to indicate the OMA CPM release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”;
b. SHALL include the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field 
c. SHALL include the Contribution-ID, Conversation-ID, InReplyTo-Contribution-ID header fields if stored
d. SHALL include a Session-Expires header field in the SIP 200 "OK" response to the SIP INVITE request with the refresher parameter set based on the value received in the SIP INVITE request and SHALL start the SIP session timer according to the rules and procedures specified in [RFC4028];
e. SHALL include the option tag 'timer' in the Supported header field and in the Required header field;
f. SHOULD include an Allow header with all supported SIP methods;
g. SHALL include the Address of the non-CPM user as the Authenticated Originator's CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” of [OMA-CPM-TS-Conv-Func]; and,
h. SHALL include a MIME SDP body as an SDP answer according to rules and procedures of [RFC3264], [RFC4145], [RFC4566] and in case of MSRP sessions, in addition according to [RFC4975], [RFC6135] and [RFC6714] and section 5.2.1.3 “SDP Handling at Terminating Nodes” of [OMA-CPM-TS-Conv-Func]. The IWF SHALL include in the SDP answer descriptions of all Media Streams specified in the received SIP INVITE request that it wishes to accept.
i. SHALL act as “passive” endpoint according to [RFC6135] to establish the MSRP connection.
7. When rejecting the SIP INVITE request for reasons unrelated to the requested media types , the IWF SHALL generate a SIP 480 "Temporarily Unavailable" response according to rules and procedures of [RFC3261];
8. When asking the non-CPM user about whether or not to accept the CPM Session according to service provider policy, the IWF:
a. SHALL convert the SIP INVITE request to a non-CPM message format based on the mapping tables as specified in sections 6.2, 6.3 and 6.4 for SMS, MMS and e-mail, respectively including the relevant information from the SIP INVITE request (e.g. the value of the Subject header field). 
b. SHALL send a SIP 180 Ringing response according to the rules and procedures of [RFC3261]
c. SHALL send the converted non-CPM message according to rules and procedures of the corresponding Non-CPM Communication Service; and
d. SHALL generate a SIP 200 "OK" response according to the procedures as specified in step 6 above when an accept response is received from the Non-CPM Communication Service. If the non-CPM user or non-CPM client declines the invitation, the IWF SHALL generate a SIP 480 "Temporarily Unavailable" or a SIP 603 "Decline" response according to rules and procedures of [RFC3261] and the circumstances to decline. The IWF SHALL ignore any other response (e.g. that delivery of the non-CPM message was deferred).
e. MAY generate a message to the non-CPM user if receiving an accept response from the Non-CPM Communication Service after the SIP INVITE transaction has timed out.  
9. SHALL send the generated SIP response towards the entity that sent the SIP INVITE request.
The IWF MAY respond to the SIP INVITE request with a SIP 408 "Request Timeout" response prior to receiving a response from the Non-CPM System (e.g., time-out reporting).
Upon receiving a SIP ACK acknowledgement from the originating CPM network, the IWF SHALL handle it as specified in [RFC3261]
If establishing MSRP session(s) was negotiated, the IWF:
1. SHALL act as MSRP client according to [RFC4975] and [RFC6714];
2. SHALL act as an "active" or “passive” endpoint as negotiated, according to [RFC4975] and [RFC6135]; and
3. SHALL establish the MSRP connection according to the [RFC6714];
4. SHALL send an empty MSRP SEND request to bind connection to MSRP session from the perspective of the passive endpoint according to rules and procedures of [RFC4975].
NOTE:	Interworking to Non-CPM Communication Services supporting continuous Media beyond what is covered in MSRP is not standardized in CPM 1.0 but, due to the framework and open nature of CPM, can be supported in deployment specific ways.
[bookmark: _Toc267946846][bookmark: _Toc267946968][bookmark: _Toc267991405][bookmark: _Ref265692055][bookmark: _Toc267991406][bookmark: _Toc495419256]CPM Session Modification Handling

[bookmark: _Ref265692011]CPM Session Media Handling
This subsection specifies the IWF process about handling of received Media after a CPM Session is established.
Upon receiving Media via a CPM Session the IWF:
1. SHALL ignore the CPIM From and To headers if the CPM Session is a one-to-one session
2. SHALL respond with a MSRP 200 response to all chunks that are used to carry the message except the last one;
3. SHALL create the non-CPM message from the received Media as specified in section 6.2 or 6.3 if the Non-CPM Communication Service is SMS or MMS service, respectively. Otherwise, it MAY perform the protocol conversion according to the specification of the Non-CPM Communication Service and service provider mapping rules;
4. SHALL send the output of step 1 to the corresponding Non-CPM Communication Service.
5. SHALL respond on the last MSRP SEND request with a response reflecting the response received from the Non-CPM Communication Service.
Upon receiving Media from the Non-CPM Communication Service, the IWF:
1. SHALL create one or more MSRP SEND requests (more than one if chunking is needed to transfer the CPM Standalone Message) from the received non-CPM message as specified in section 6.2 or 3 if the Media is received in SMS or MMS, respectively. Otherwise, it SHALL perform, if needed, the protocol conversion according to service provider mapping rules between CPM and the Non-CPM Communication Service;
The Interworking Function MAY respond to the Non-CPM System prior to receiving a response to the MSRP SEND, depending on service provider policies.
2. SHALL set the CPIM From and To headers to “sip:anonymous@anonymous.invalid” if the CPM Session is a one-to-one session
3.  SHALL send the output of step 1 according to the Media path established in the CPM domain.
[bookmark: _Toc267946848][bookmark: _Toc267946970][bookmark: _Toc267991407][bookmark: _Toc267946849][bookmark: _Toc267946971][bookmark: _Toc267991408][bookmark: _Ref258905281][bookmark: _Toc267991409][bookmark: _Ref271188649][bookmark: _Toc495419257]CPM Session Leaving
[bookmark: _Ref271118347]CPM Initiated
Upon receiving a SIP BYE request with the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.session”, the IWF:
1. SHALL generate a SIP 200 "OK" response according to the rules and procedures of [RFC3261];
2. SHALL send the SIP 200 "OK" response;
3. SHALL generate a non-CPM message for session leaving according to the mapping rules as specified in section 6.2, 6.3, or 6.4 if the Non-CPM Communication Service is SMS, MMS or e-mail service, respectively. Otherwise, the IWF SHALL generate a session leaving request appropriate for the Non-CPM Communication Service;
4. SHALL send the output of step 3 to the corresponding Non-CPM Communication Service; and
5. SHALL release all Media Plane resources corresponding to the CPM Session being closed.
Non-CPM Initiated
Void. 
[bookmark: _Toc267946851][bookmark: _Toc267946973][bookmark: _Toc267991410][bookmark: _Toc267946852][bookmark: _Toc267946974][bookmark: _Toc267991411][bookmark: _Toc267991412][bookmark: _Toc495419258]Participant Information Handling
Void. 
[bookmark: _Toc267946854][bookmark: _Toc267946976][bookmark: _Toc267991413][bookmark: _Toc267946855][bookmark: _Toc267946977][bookmark: _Toc267991414][bookmark: _Ref239027916][bookmark: _Toc246325339][bookmark: _Toc267991415][bookmark: _Toc495419259]Interworking with SMS
Interworking between CPM and SMS consists of translating CPM Standalone Messages, CPM Session Invitations or CPM Chat Messages to SMS messages as well as translating SMS messages to Pager Mode CPM Standalone Messages, Large Message Mode CPM Standalone Messages or CPM Chat Messages.
Two interworking realizations are described in this version of the specification:
· An IP Short Message Gateway (IP-SM-GW) realization, and
· An External Short Message Entity (ESME) realization.
They are functionally equivalent, and are described below.
When interworking messages between CPM and SMS, with respect to handling SMIL content:
· Upon interworking from CPM to SMS, the IWF receiving a CPM Standalone Message that uses SMIL (for media synchronization and scene description) SHALL, before delivering the content to SMS remove all content non compatible with SMS (e.g., clips, SMIL).
· Upon interworking from SMS to CPM, the IWF receiving an SMS SHALL provide it to CPM without adding any SMIL.
[bookmark: _Ref245278520][bookmark: _Toc267991416][bookmark: _Toc495419260]IP Short Message Gateway (IP-SM-GW) Realization
The following documents describe the interworking between CPM and SMS using the IP-SM-GW realization:
· [bookmark: _Ref245278533][bookmark: _Toc267991418][3GPP TS23.204], which provides information on the flows for message delivery, delivery notifications and read reports, and session interworking. As an addition, in the CPM to SMS cases when the CPM Participating Function holds the deferred delivery functions for all access domains, the CPM Interworking Function SHALL inform the CPM Participating Function about failed SMS deliveries and then obtain information about that recipient CPM User’s availability for SMS delivery (e.g. registration in CS domain). In that case, the CPM Interworking Function SHALL also notify the CPM Participating Function when the CPM User is available again in CS domain for a SMS delivery;
· [3GPP TS29.311], which provides detailed message and parameter mapping for service level SMS interworking for:
i. [bookmark: _Toc267946858][bookmark: _Toc267946980][bookmark: _Toc267991417]CPM Session interworking to and from SMS, and
ii. SIMPLE IM Standalone Message Pager Mode with SMS. The detailed SIP message and parameter mapping defined for SIMPLE IM Pager Mode interworking with SMS applies for the interworking with CPM Pager Mode Standalone Message, with the additional clarifications and differences defined in this specification. 
· The appropriate CPM CPM Feature Tag is used instead of the SIMPLE IM feature tags;
· The body of the SIP MESSAGE SHALL contain the contents of the short message(s) wrapped in a CPIM (Common Presence and Instant Messaging) wrapper as defined in section 7.2.1.3 of [OMA-CPM-TS-Conv-Func];
· Standalone Large Message Mode interworking to SMS is out of scope of [3GPP TS29.311], but Standalone Large Message Mode is used to interwork concatenated SMS messages when they exceed the size of the Standalone Pager Mode message. The detailed parameter mapping of SMS into a SIMPLE IM Standalone Large Message Mode applies the same to the interworking to CPM Standalone Large Message Mode, with clarifications and differences defined in this specification.
In addition to section 6.1 “General Principles”, the following clarifications and differences with [3GPP TS29.311] apply for CPM interworking with SMS:
a) The Conversation-ID and Contribution-ID header fields as defined in Appendix C of [OMA-CPM-TS-Conv-Func] SHALL be populated by CPM Interworking Function in all SMS to CPM interworking scenarios (CPM Standalone Messages and CPM Session);
b) As CPM Participating Function provides deferred delivery, the CPM Client capability to receive CPM Messages does not depend on its registration status. The CPM Interworking Function using an IP-SM-GW SHALL NOT use the registration as indication for CPM Client capability to receive CPM Messages. Hence all SMS messages sent to a CPM User and received by the CPM Interworking Function SHALL be interworked and the delivery result and associated delivery data (if applicable) SHALL be sent further to the CPM Participating Function.
c) For interworking SMS to CPM Large Message Mode and CPM Session:
1) Message-Expires header field SHALL NOT be included;
2) A Supported header field with a value of ‘timer’ and a Session-Expires header with a refresher parameter set to ‘uac’ SHALL be included;
3) the SDP (Session Description Protocol) body SHALL be composed as defined in:
· [bookmark: _Ref266189338]section 7.2.1.2 of [OMA-CPM-TS-Conv-Func] for delivery via CPM Standalone Large Message Mode message; 
· section 5.2.1.1 of [OMA-CPM-TS-Conv-Func] for delivery via CPM Session;
4) The MSRP To-path, From-path header fields SHALL be set as described in [OMA-CPM-TS-Conv-Func] following [RFC6714], instead of the procedures from [3GPP TS29.311] using [MSRP-SESSMATCH]; 
5) The Success-Report and Failure-Report header fields in MSRP SEND SHALL be set based on the service provider’s policy for the specific CPM feature (e.g. CPM Session and CPM Standalone Large Message Mode);
6) When a 2xx response to a CPM Standalone Large Message is received, the behaviour as described in 6.1.4.3.2 of [3GPP 29.311]  is not applicable for CPM, the procedure for handling the SIP session and the MSRP requests defined in section 7.2.1.2 of [OMA-CPM-TS-Conv-Func] SHALL be used instead; When a response different from 2xx is received to a CPM Standalone Large Message, a SIP ACK request SHALL be sent in order to acknowledge its reception and a delivery report (including appropriate User error parameter) SHALL be sent, as described in sect. 6.1.4.4 of [3GPP 29.311];
7) When a SIP BYE request is received during the transmission of a CPM Message, the transmission will be stopped, a 200 OK response will be returned to the SIP BYE request and the Media Plane resources SHALL be released. A delivery report (including appropriate User error parameter) SHALL be sent, as described in sect. 6.4.1.4 of [3GPP 29.311];
8) When an error occurs during the MSRP transmission (loss of the TCP connection, or a non-2xx response is received for a MSRP SEND request), the MSRP transmission SHALL be stopped, a SIP BYE request SHALL be sent and when a response is received for the SIP BYE request, the Media Plane resources will be released. A delivery report (including appropriate User error parameter) SHALL be sent, as described in sect. 6.1.4.4 of [3GPP 29.311].
9) When a response is received on SIP BYE request, the Media Plane resources SHALL be released and a status report SHALL be sent.
Note 1: SMS messages containing user messages SHALL be delivered via service level interworking as CPM Messages (Standalone Messages, CPM Session), as described in this specification.
Note 2: [3GPP TS29.311] defines the following SMS delivery methods for service level interworking to SMS listed below. Their applicability is subject to service provider policies, device and access type (e.g. tablet on broadband), type of SMS message (user message, system message/binary SMS):
· SMS delivered over CS, or
· SMS delivered over PS, or
· SMS over IP (transport level interworking).


[bookmark: _Ref408492923][bookmark: _Ref408492939][bookmark: _Ref408492953][bookmark: _Toc495419261]External Short Message Entity Realization
The SMS IWF acts as an ESME interfacing the SM-SC as defined in [SMPP]. Figure 1 shows the architecture of interworking between CPM and SM-SC.


[bookmark: _Ref443231488][bookmark: _Ref263079238][bookmark: _Toc267991449][bookmark: _Toc482120486]Figure 1 CPM - SMS interworking architecture
NOTE 1:	Typically, the SM-SC is located in the same network as the SMS IWF and MAY in practice be the actual SM-SC or a SMPP Gateway that is used for routing purposes with both being equivalent from a CPM perspective.
The SMS IWF SHALL be able to translate CPM Standalone Messages to SMPP messages and SMPP messages to CPM Standalone Messages as described in the following sub-sections. The tables in the following sub-sections contain a description of the parameters that are necessary for CPM to/from SMS interworking.
The SMPP messages being used are as follows:
· submit_sm,
· submit_sm_resp,
· deliver_sm,
· deliver_sm_resp.
[bookmark: _Ref265695240]When the CPM Participating Function supports the deferred delivery over all access domains, then the CPM InterworkingFunction SHALL use only transactional SMPP messages data_sm and data_sm_resp.  This allows exercising aggregated deferral functions in the CPM Participating Function.
NOTE 2:	The SMS IWF has to perform an SMPP bind operation before being able to send or receive these SMPP messages.
NOTE 3:	when data_sm and data_sm_resp messages are used as alternatives for submit_sm and submit_sm_resp as described in [SMPP], the same translation tables as described below for submit_sm and submit_sm_resp will be used for data_sm and data_sm_resp in that case.
NOTE 4:	SMPP operations for which there is no translation issue will not be considered in this document.
NOTE 5:	When sending SMS messages to the SM-SC, the SMS IWF may leave generation of concatenated messages to the SM-SC. However this is not in scope of this document as it is not a typical case.
[bookmark: _Ref443063069]Interworking from CPM to SMS
The handling of the SMS IWF for interworking CPM requests to SMS message is as follows:
· When the SMS IWF receives a Pager Mode CPM Standalone Message (e.g., SIP MESSAGE request containing the ‘3gpp-service.ims.icsi.oma.cpm.msg’ feature tag), it SHALL handle the Pager Mode CPM Standalone Message as described in section 1.1.1.1.1 “Pager Mode CPM Standalone Message to SMS Message”. When the payload of the received CPM Standalone Message cannot be delivered by one short message due to the size limit, then the SMS IWF SHALL translate the received CPM Standalone Message into concatenated short messages.
· When the SMS IWF receives a CPM Session Invitation for the exchange of CPM Chat Messages (i.e., a SIP INVITE request containing the ’3gpp-service.ims.icsi.oma.cpm.session’ feature tag), it SHALL handle the CPM Session Invitation as described in section 0 “CPM Session Invitation to SMS Message”.
· When the SMS IWF receives a CPM CPM Chat Message within an existing CPM Session, it SHALL handle the CPM Chat Message as described in section 6.2.2.1.5 “CPM Chat Message to SMS Message”.
· When the SMS IWF receives from the SM-SC an SMS status report that is associated with a previously interworked CPM Standalone Message, it SHALL handle the SMS status report as described in section 6.2.2.1.2 “SMS Status Report to CPM Delivery Notification”.
· When the SMS IWF receives a CPM Session Leaving request, it SHALL handle the CPM Session Leaving as described in section 6.2.2.1.4 “CPM Session Leaving Request to SMS Message”.
· When the SMS IWF receives a Participant Information notification, it SHALL handle the Participant Information notification as described in section 0 “Participant Information to SMS Message Procedures and Parameters mapping”.
OMA-TS-CPM_Interworking_Function-V3_0-20171224-D	Page 3  V(81)
[bookmark: _Toc263078963][bookmark: _Ref245278593]
[bookmark: FootText1][bookmark: FootText2][bookmark: TemplateName] 2017 Open Mobile Alliance All Rights Reserved.
Used with the permission of the Open Mobile Alliance under the terms as stated in this document.	[OMA-Template-Spec-20170904-I]
 2017 Open Mobile Alliance All Rights Reserved.
Used with the permission of the Open Mobile Alliance under the terms as stated in this document.	[OMA-Template-Spec-20170904-I]
[bookmark: _Ref443232336]Pager Mode CPM Standalone Message to SMS Message
When the SMS IWF receives a SIP MESSAGE request with the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.msg”, it SHALL handle the SIP MESSAGE as described in section 6.1.1 “Pager Mode CPM Standalone Message Handling” considering the message as acceptable if the content can be converted to a text message and the destination address can be converted to an E.164 number as specified in Table 1.
If the message is accepted, the SMS IWF SHALL check the size of the received payload of the SIP MESSAGE request. If the size of the payload is too large to be sent as one submit_sm, the payload SHALL be divided into concatenated submit_sm(s). Otherwise, the SMS IWF SHALL generate a submit_sm request based on the received SIP MESSAGE request and in accordance with [SMPP], with the clarifications given in Table 1 below and send the submit_sm request towards the SM-SC.
When the SMS IWF receives a submit_sm-resp it SHALL store the message_id parameter in order to find the corresponding SMS transaction upon receiving deliver_sm containing the status report information from the SM-SC later, SHALL generate a SIP response based on the received submit_sm_resp and in accordance with [SMPP], with the clarification given in Table 2 below and send the SIP response towards the ISF. If the SMS messages sent to the SM-SC were concatenated messages, the SMS IWF SHALL wait until all the submit_sm_resp for each Submit_sm request have been received. In this case, the SIP response SHALL be sent when the SMS IWF receives the last submit_sm-resp.
If the CPM Client has requested a CPM delivery notification and a SMS status report is received from the SM-SC as a result of the delivery, the SMS IWF SHALL handle the received SMS status report as described in 6.2.2.1.2.
	[bookmark: _Ref239100490][bookmark: _Toc267991487]submit_sm parameters
	SMPP parameters
status
	CPM SIP MESSAGE  headers [headers from [RFC3428] unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set by the IWF to NULL.

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise From
	Translated by the IWF to the corresponding routable originating user’s address by extracting the E.164 number from a tel URI or a SIP URI with a user=phone parameter

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	Request-URI or To
	Translated by the IWF to the corresponding routable target user’s address by extracting the E.164 number from a tel URI or a SIP URI with a user=phone parameter.

	esm_class
	Mandatory
	
	Set by the IWF to “Store and Forward” as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set by the IWF to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA).

	priority_flag
	Mandatory
	Priority
	Set to 
normal = Level1 priority,
in the case of GSM.


	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	Expires
	Set based on the value of the Expires header if present; otherwise, set as per service provider policy.

	registered_delivery
	Mandatory
	imdn.Disposition-Notification [RFC5438]
	Set to the corresponding value based on [SMPP] when imdn.Disposition-Notification is set to positive-delivery, negative-delivery, interworking or any combination of them with the following clarification:
positive-delivery = xxxxxx01
negative-delivery = xxxxxx10
interworking = xxxxxx01
Any combinations of positive-delivery with negative-delivery and/or with interworking = xxxxxx01.
If none was requested, set to NULL.
NOTE: In SMS, “xxxxxx01” corresponds to both positive and negative delivery, while “xxxxxx10” corresponds to negative delivery only.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	Content-Type
	Set by the IWF along with character set parameter of Content-Type based on [SMPP] and service provider policy. If there is no character set parameter or corresponding value, set to NULL.

	sm_default_msg_id
	Mandatory
	
	Set by the IWF to NULL.

	sm_length
	Mandatory
	Content-Length
	Set by the IWF to be the length of the payload of the resulting short message.

	short_message
	Mandatory
	body
	NOTE: The payload needs to be encoded using the encoding scheme indicated by data_coding.
NOTE: The mapping is restricted to only the text.

	language_indicator
	Optional
	Content-Language
	Set by the IWF, if any, to the corresponding value based on the [SMPP] and service provider policy. Otherwise, set to NULL.

	sar_msg_ref_num
	Optional
	
	Set by the IWF to the newly generated reference number to the concatenated SMs based on [SMPP].

	sar_segment_seqnum
	Optional
	
	Set by the IWF to the ordering number of each concatenated SM based on [SMPP].

	sar_total_segments
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].


[bookmark: _Toc482120420]Table 1: Pager Mode CPM Standalone Message to SMS - submit_sm request details

	CPM SIP MESSAGE  headers [headers from [RFC3428] unless otherwise noted]
	CPM Headers status
	Comment

	response code and reason phrase based on [RFC3261]
	Mandatory
	Set the response code and reason phrase according to the command_status header in the submit_sm-resp, e.g.,
· 202 "Accepted" sent when command_status is 0
· 400 "Bad Request" sent when command_status is 3
· 404 "Not Found" sent when command_status is B
· 503 "Service Unavailable" sent when command_status is 58
· 480 “Temporarily Unavailable” sent when received in data_sm_resp, and command status is ESME_RDELIVERYFAILURE 0x000000FE Delivery Failure.
NOTE: Use of reserved values in SMPP error codes is out of scope.

	Call-ID
	Mandatory
	Set to the Call-ID header field received in the SIP MESSAGE request.

	To
	Mandatory
	Set to the To header field received in the SIP MESSAGE request.

	Via
	Mandatory
	Set to the Via header field received in the SIP MESSAGE request.

	From
	Mandatory
	Set to the From header field received in the SIP MESSAGE request.

	Cseq
	Mandatory
	Set to CSeq header field received in the SIP MESSAGE request.

	Content-Length
	Mandatory
	Set to 0.


[bookmark: _Ref374016995][bookmark: _Toc482120421][bookmark: _Ref374015673]Table 2: Pager Mode CPM Standalone Message to SMS - SIP response details
[bookmark: _Ref243966662]SMS Status Report to CPM Delivery Notification
[bookmark: _Ref255369070]When the IWF receives a deliver_sm request with a status report from SM-SC, it SHALL perform the following:
1. Check if there is the same stored message_id received in submit_sm-resp as the receipted_message_id parameter received in deliver_sm with the following clarification:
a. If there is no matching message_id, then respond with an error towards the SM-SC setting Command Status header to ESME_RINVMSGID based on [SMPP];
b. Otherwise, continue with the rest of the steps;
2. Check if for the receipted_message_id received in deliver_sm a Disposition Notification of the corresponding type was requested (e.g. the deliver-sm indicating a failed delivery and the CPM Message didn’t include negative-delivery in the IMDN.Disposition-Notification CPIM header):
a. If the corresponding Disposition Notification was not requested, then respond with a deliver_sm_resp towards the SM-SC following the rules and procedures in [SMPP];
b. Otherwise, continue with the rest of the steps;
3. Generate a SIP MESSAGE request with a delivery notification in accordance with [RFC5438] and section , with the clarifications given in Table 3: CPM to SMS message - CPM Delivery Notification details below, using a CPIM body per [RFC3862] that carries a Disposition Notification XML document. The MIME type of the Disposition Notification XML document is "message/imdn+xml";
4. Send the SIP MESSAGE request towards the CPM Client in accordance with the rules and procedures of the SIP/IP core;
5. Respond with a deliver_sm_resp towards the SM-SC following the rules and procedures in [SMPP].
	CPM Delivery Notification  header
[headers from
CPM,
 [RFC3261], [RFC3862], and [RFC5438] unless otherwise noted]
	CPM Presence
	deliver_sm
[status report]
	Comment

	SIP header: Asserted-Identity and/or From
CPIM header: From
	Mandatory
	source_addr_ton, source_addr_npi, source_addr
	Translated by the IWF to the corresponding routable originating user’s address.
NOTE: the SIP headers P-Asserted-Identity, From and CPIM header From are identical to the received SIP header To and the CPIM header To in the corresponding Pager Mode CPM Standalone Message.

	SIP header: Request-URI,
SIP header: To
CPIM header: To
	Mandatory
	dest_addr_ton, dest_addr_npi, destination_addr
	Translated by the IWF to the corresponding routable target CPM User’s address.
NOTE: the SIP headers Request-URI and To and the CPIM header To are set to a tel URI or SIP URI with user=phone parameter carrying the MSISDN extracted from the P-Asserted-Identity as described in Table 1.

	SIP header: Conversation-ID
	Mandatory
	
	Set to the Conversation-ID of the original SIP request (stored as described in section 6.1.1)

	SIP header: Contribution-ID
	Mandatory
	
	Set to the Contribution-ID of the original SIP request (stored as described in section 6.1.1)

	User-Agent
	Mandatory
	
	Set to the OMA CPM IWF release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”.

	CPIM header: imdn.Message-ID
	Mandatory
	
	Set to a message id newly generated by the IWF based on [RFC5438].

	CPIM header: Content-Disposition : notification
XML body: <delivery-notification>            <status>
and/or
<interworking-notification>            <status>
	Mandatory
	message_state
	Set the <delivery-notification> <status> to the corresponding value of message_state (e.g., DELIVERED=delivered, REJECTED=forbidden, UNKNOWN=error, etc) based on service provider policy.
Set the <interworking- notification>, sub-element <status> to the corresponding value of message_state (e.g., DELIVERED=legacy-sms, REJECTED=error, UNKNOWN=error, etc) based on service provider policy.
NOTE: IMDN notifications are populated depending on which IMDN notification types have been requested, or based on service provider policy.

	XML body: <datetime>
	Mandatory
	
	Set by the IWF to the received CPIM DateTime header of the corresponding Pager Mode CPM Standalone Message, or if not present, set by the IWF to the date and time the corresponding Pager Mode CPM Standalone Message was received by the IWF.

	XML body: <message-id>
	Mandatory
	
	Set to the received imdn.Message-ID in the corresponding Pager Mode CPM Standalone Message based on [RFC5438].

	CPIM header: IMDN-Route
	Conditional
	
	Set to IMDN-Record-Route header, if present and received in the corresponding Pager Mode CPM Standalone Message.

	XML body:  <original-recipient-uri>
	Conditional
	
	Set to Original-To header, if present, received in the corresponding Pager Mode CPM Standalone Message.

	XML body:  <recipient-uri>
	Optional
	
	Set by the IWF according to [RFC5438] (i.e., set to CPIM To header received in the corresponding Pager Mode CPM Standalone Message).

	SIP header: Call-ID
	Mandatory
	
	Set by the IWF according to [RFC3261].

	SIP header: CSeq
	Mandatory
	
	Set by the IWF according to [RFC3261].

	SIP header: Content-Type
	Mandatory
	
	Set SIP Content-Type header to message/cpim according to [RFC5438].


[bookmark: _Ref408493013][bookmark: _Toc482120422][bookmark: _Toc267991489][bookmark: _Ref239027512]Table 3: CPM to SMS message - CPM Delivery Notification details

[bookmark: _Ref443232611]CPM Session Invitation to SMS Message
When the SMS IWF receives a SIP INVITE request and if it is supposed to accept the session invitation on behalf of the SMS user based on the service provider policy, the SMS IWF SHALL complete the SIP signaling on behalf of the SMS Client as described in section 6.1.4 “CPM Session Invitation Handling”.
When the SMS IWF receives a SIP INVITE request and if it is supposed to ask for the recipient’s response based on service provider policy or if it is supposed to inform the recipient that they have been invited to a CPM session, the SMS IWF:
1. For  a CPM 1-1 Session, the SMS IWF SHALL either assign a new address to be used as the sender for all messages sent in relation to this session or use the TEL URI of the inviting CPM User as the address of the sender for this session. If a new address has been assigned, the identity of the inviting CPM User SHALL be included in the body of the SMS message.
2. For a CPM Group Session invitation, the address provided by the ISF in the IW-Number SIP header field defined in Appendix C of [OMA-CPM-TS-Conv-Func] SHALL be assigned to represent the group for the SMS user, and SHALL be used as the sender for all messages sent in relation to this session. In this case, the SMS user SHALL also receive the identity of the inviting CPM User as well as information about the group in the body of the SMS message.
3. SHALL generate a submit_sm request based on the received SIP INVITE  request and in accordance with [SMPP], with the clarifications given in Table 4 below,
4. SHALL send the submit_sm request towards the SM-SC.
Upon receiving the submit_sm-resp, if the submit_sm-resp contains an error response and if no final response was send to the INVITE request yet, then the SMS IWF SHALL generate a SIP response based on the received  submit_sm-resp and [RFC3261], with the clarifications given in Table 2 in section 6.2.2.1.1 “Pager Mode CPM Standalone Message to SMS Message” and subsequently send the SIP response towards the ISF. Otherwise, the SMS IWF waits for the recipient’s response.
When the SMS IWF receives a deliver_sm request, it performs the following:
1. SHALL check whether the number provided as the destination address of the deliver_sm request was assigned to a session
A. If not assigned, the SMS IWF handles the message as a Pager Mode CPM Standalone Message or a SMS status report based on the value of the received parameters.
B. Otherwise, continue with the rest of the steps;
2. SHALL check whether the number provided as the source address of the deliver_sm request was invited to the session
A. If not invited, the SMS IWF handles the message as a Pager Mode CPM Standalone Message or a SMS status report based on the value of the received parameters.
B. Otherwise, continue with the rest of the steps.
3. SHALL check if the deliver_sm message contains a user response based on [SMPP]. 
A. If the received deliver_sm does not contain a user response, the SMS IWF handles the message as a Pager Mode CPM Standalone Message or a SMS status report based on the value of the received parameters. 
B. Otherwise, continue with the rest of the steps.
NOTE: As for GSM, the deliver_sm contains the text indicating the response of the recipient. The SMS IWF has to interpret the received text accordingly based on the service provider policy.
4. SHALL generate a SIP response based on the received deliver_sm request and according to [RFC3261], and according to the received user response code as defined in Table 5 below.
5. SHALL send the SIP response towards the ISF.
6. SHALL send a deliver_sm_resp towards the SM-SC following the rules and procedures in [SMPP].
After the MSRP session has been established, payload from the CPM Client is delivered using MSRP SEND request(s) to the SMS IWF and it is handled as described in 6.2.2.1.5 “CPM Chat Message to SMS Message”. SMS message(s) received from the SM-SC are handled as described in 6.2.2.2.2 “SMS Message to CPM Chat Message”.
	[bookmark: _Ref375036936][bookmark: _Ref255370153][bookmark: _Toc267991490][bookmark: _Ref255369201]submit_sm parameters
	SMPP parameters status
	SIP INVITE [headers from RFC3261 unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set to NULL

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise 
From
	Translated to the corresponding routable originating user’s address.

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	Request-URI or To
	Translated to the corresponding routable target user’s address.

	esm_class
	Mandatory
	
	Set to “Store and Forward” as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA).

	priority_flag
	Mandatory
	
	Set based on service provider policy.

	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	
	Set based on the service provider’s policy.

	registered_delivery
	Mandatory
	
	Set as follows:
· CDMA: 0x80 (SME Manual/User Acknowledgement requested)
· GSM: Null
According to the network type following the rules in [SMPP].
NOTE: The specific code above is for requesting user acknowledgement about whether to accept the session invitation or not.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	
	Set based on service provider policy.

	sm_default_msg_id
	Mandatory
	
	Set based on the service provider policy. Otherwise, set to Null.
NOTE: This can only be used when the SM-SC has a pre-defined SM text set for prompting the user to select the options (e.g., ‘accept’, ‘reject’). How to organize the prompting text on the device is implementation specific.

	sm_length
	Mandatory
	
	Set to the length of the user data.

	short_message
	Mandatory
	
	Set to the appropriate value depending on the network type and service provider policy (e.g., CDMA/TDMA: None, GSM: pre-defined text).
NOTE: For GSM, the pre-defined text is for prompting the user to select ‘accept’ or ‘reject’ The exact definition of the pre-defined text is out-of-scope in this document. But at least it needs to carry a keyword for each session ‘accept’ and ‘reject’.


[bookmark: _Toc482120423]Table 4: CPM Session Initiation to SMS - submit_sm request details
	Response to SIP INVITE
	CPM headers status
	deliver_sm parameters
	Comment

	Response code and phrase
	Mandatory
	user_response_code (for CDMA/TDMA) or short_message (for GSM)
	Set to 200 "OK" if the recipient accepts the invitation. Otherwise, set to 603 “Decline”.
NOTE: Actual user_response_code or appropriate SM text from the recipient is based on the service provider policy.
NOTE: For GSM, the keyword for session ‘accept’ or ‘reject’ in the replying text from the recipient is mapped into the appropriate response code by the IWF. The exact definition of the replying text is out-of-scope in this document. But at least it needs to carry a keyword for either session ‘accept’ or ‘reject’.

	Call-ID
	Mandatory
	
	Set to the received Call-ID in the SIP INVITE request.

	To
	Mandatory
	
	Set to the received To in the SIP INVITE request.

	Via
	Mandatory
	
	Set to the received Via in the SIP INVITE request.

	From
	Mandatory
	
	Set to the received From in the SIP INVITE request.

	CSeq
	Mandatory
	
	Set to the received CSeq in the SIP INVITE request.

	Content-Length
	Mandatory
	
	Set to the length of the SDP body.

	body
	Conditional
	
	If the Response code is 2xx, body is set as an SDP answer as described in section 6.1.4. Otherwise, there will not be an SDP body.

	body
	Conditional
	
	If the Response code is 2xx, body is set as an SDP answer according to [RFC3264], [RFC4566] and [RFC4975]. Otherwise, there will not be an SDP body.


[bookmark: _Ref374013614][bookmark: _Toc482120424][bookmark: _Toc267991491][bookmark: _Ref255370220]Table 5: CPM Session Initiation to SMS – SIP response details

[bookmark: _Ref265681651]CPM Session Leaving Request to SMS Message
Void. 
[bookmark: _Ref245279927]CPM Chat Message to SMS Message
[bookmark: _Ref271248691]NOTE 1: This section assumes that a CPM Session for CPM Chat Message delivery has been established, with an SMS　user participating.
When the SMS IWF receives an MSRP SEND request, the SMS IWF:
1. SHALL wait until the entire CPM Chat Message is received according to the procedures as defined in [RFC4975] and section 6.1.5.1.
NOTE 2: A CPM Chat Message may or may not be received as chunked messages.
2. SHALL check whether the content can be interworked to SMS
a. SHALL reply to the last chunk of the message with a MSRP 413 response
b. Otherwise, continue with the rest of the steps.
NOTE 3: What content can be interworked is out of scope of this specification..
3. SHALL generate one or more submit_sm requests based on the received CPM Chat Message and in accordance with [SMPP], with the clarifications given in Table 7 below and with the following clarification:
a. If the message is too large to be transferred in one SMS message, then SHALL split the message into concatenated submit_sm (s).
b. Otherwise, continue with the rest of the steps.
4. SHALL send the submit_sm request(s) towards the SM-SC.
5. If no error occurred, SHALL send an MSRP 200 "OK" response according to [RFC4975]. Otherwise, the SMS IWF SHALL respond with an appropriate error response code according to [RFC4975].
NOTE 3: The MSRP 200 “OK” response is sent when all the submit_sm(s) have been sent towards the SM-SC.
[bookmark: _Toc246325345]When the SMS IWF receives the submit_sm-resp, it SHALL store the message-id parameter received in submit_sm-resp.
	submit_sm parameters
	SMPP parameters status
	MSRP SEND request(s) [headers from [RFC4975] unless otherwise noted]
	Comment

	service_type
	Mandatory
	
	Set to NULL.

	source_addr_ton, source_addr_npi, source_addr
	Mandatory
	
	Translated to the corresponding routable address as per section 6.2.2.1.3.

	dest_addr_ton, dest_addr_npi, destination_addr
	Mandatory
	
	Translated to the corresponding routable target user’s address based on To header or Request-URI received in SIP INVITE request.

	esm_class
	Mandatory
	
	Set to ‘Store and Forward’ as defined in [SMPP].

	protocol_id
	Mandatory
	
	Set to the appropriate value defined in [SMPP] based on the network type (e.g., GSM, CDMA).

	priority_flag
	Mandatory
	
	Set by the IWF based on the service provider policy.
NOTE: As different technologies use different priority values, how to map the level of priority between CPM side and SM-SC is network-dependent.

	schedule_delivery_time
	Mandatory
	
	Set to NULL for immediate delivery.

	validity_period
	Mandatory
	
	Set to NULL.

	replace_if_present_flag
	Mandatory
	
	Set to NULL.

	data_coding
	Mandatory
	Content-Type
	Set to the corresponding value based on [SMPP] if the character set parameter exists. Otherwise, set to the SM-SC default.

	sm_default_msg_id
	Mandatory
	
	Set to NULL.

	sm_length
	Mandatory
	Content-Length
	Set to the length of the payload of the resulting short message.

	short_message
	Mandatory
	CPIM header: From [RFC3862] and
body
	If the CPIM header: From is present in a CPM Group Session, its value which contains the actual sender of the MSRP SEND request is included as part of the Content.
If requested by service provider policy, service provider generated text indicating instructions on how to leave a session will be included.  Additionally Participant Information may also be included according to service provider policy.
NOTE 1: The payload needs to be encoded using the encoding scheme indicated by data_coding
NOTE 2: The mapping is restricted to only the text.

	sar_msg_ref_num
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].

	sar_segment_seqnum
	Optional
	
	Set by the IWF to the ordering number of each concatenated SM based on [SMPP].

	sar_total_segments
	Optional
	
	Set by the IWF to the total number of concatenated SMs based on [SMPP].

	[bookmark: _Ref374013725][bookmark: _Ref255369126][bookmark: _Toc267991493][bookmark: _Ref243798703]registered_delivery
	Mandatory
	imdn.Disposition-Notification [RFC5438]
	Set to the corresponding value based on [SMPP] when imdn.Disposition-Notification is set to positive-delivery, negative-delivery, interworking or any combination of them with the following clarification:
positive-delivery = xxxxxx01 or interworking = xxxxxx01
negative-delivery = xxxxxx10
If none requested, set to NULL.
NOTE: In SMS, “xxxxxx01” corresponds to both positive and negative delivery, while “xxxxxx10” corresponds to negative delivery only.


[bookmark: _Ref443232951][bookmark: _Toc482120426]Table 7: CPM Chat Message to SMS - submit_sm request details
When it is a CPM Chat Message delivery and the SMS IWF receives the deliver_sm as a status report from the SM-SC, then the SMS IWF:
1. Checks if it has a stored message_id (received in submit_sm-resp) that corresponds to  the receipted_message_id parameter received in deliver_sm with the following clarification:
a. If there is no matching message_id, then respond with an error towards the SM-SC setting Command Status header to ESME_RINVMSGID based on [SMPP];
b. Otherwise, continue with the rest of the steps;
2. Builds an MSRP SEND message with a delivery notification according to the rules and procedures defined in [RFC5438] and section 6.5.1.4 of [OMA-CPM-TS-Conv-Func] .
3. It responds with a deliver_sm_resp towards the SM-SC following the rules and procedures in [SMPP].

Participant Information to SMS Message Procedures and Parameters mapping
Oid. 
[bookmark: _Ref265749842]SMS to CPM
The handling of the SMS IWF for interworking SMS messages to CPM requests is as follows:
· When the SMS IWF receives a Short Message (deliver_sm [SMPP]) from an SM-SC that needs to be interworked to a CPM Standalone Message with a size smaller than or equal to 1300 bytes, it SHALL handle the Short Message as described in section 6.2.2.2.1 “SMS Message to Pager Mode CPM Standalone Message”.
· When the SMS IWF receives concatenated Short Messages from an SM-SC that need to be interworked to a CPM Standalone Message with a size bigger than 1300 bytes, it SHALL handle Short Messages as described in section 6.2.2.2.3 “SMS Message to Large Message Mode CPM Standalone Message”.
· When the SMS IWF receives a Short Message (deliver_sm [SMPP]) from an SM-SC that can be interworked to a CPM Chat Message within an existing CPM Session, it SHALL handle the Short Message as described in section 6.2.2.2.2 “SMS Message to CPM Chat Message”.
· When the SMS IWF receives a Short Message (deliver_sm [SMPP]) from an SM-SC that can be interworked to a CPM Session leaving request, it SHALL handle the Short Message as described in section 6.2.2.2.4 “SMS Message to CPM Session leaving request”.
[bookmark: _Ref245278650]SMS Message to Pager Mode CPM Standalone Message
When the SMS IWF receives a deliver_sm from SM-SC, it SHALL perform the following:
1. If the SMS Sender is not identified by an E.164 based number steps 2-4 SHALL be skipped and the IWF SHALL send a deliver_sm_resp response with a command_status of 0x65;
2. If the received deliver_sm is a concatenated message, then SMS IWF SHALL wait for the rest of the concatenated deliver_sm’s based on sar_msg_ref_num, sar_segment_seqnum and sar_total_segments parameters.
3. If the size of the received payload of SMS message(s) can be sent as one SIP MESSAGE request, then the SMS IWF SHALL generate SIP MESSAGE request based on the information in the received deliver_sm and in accordance with section 7.2.1 of [OMA-CPM-TS-Conv-Func], with the clarifications given in Table 9 below.
4. SHALL send the SIP MESSAGE request towards the CPM Client according to the rules and procedures of the SIP/IP core.
When the SMS IWF receives the SIP response, it SHALL generate a deliver_sm_resp based on the received SIP response and in accordance with [SMPP], with the clarifications given in Table 10 below, and send it towards the SM-SC.
	CPM SIP MESSAGE headers [headers from [RFC3428] unless otherwise noted]
	CPM Headers status
	deliver_sm parameters
	Comment

	Content-Language
	Optional
	language_indicator
	

	Content-Length
	Optional
	sm_length
	

	Content-Type
	Mandatory
	data_coding
	Set to ‘text/plain’ and character set parameter is set along with the received SMS parameter by the IWF.

	P-Asserted-Identity [RFC3325] and/or From
	Mandatory
	source_addr_ton, source_addr_npi, source_addr
	Translated by the IWF to the corresponding routable originating user’s address.
NOTE: If a SIP URI is available, the IWF will include it in the From and P-Asserted-Identity headers. The IWF will translate the MSISDN into a TEL URI and insert it in the P-Asserted-Identity header. If a SIP URI is not available, the IWF will translate MSISDN into a TEL URI and insert it in the From and P-Asserted-Identity headers.
The IWF SHALL include a Non-CPM Communication Service Identifier as defined in Appendix D with the value set to “SMS”.

	Priority
	Optional
	priority_flag
	Set to corresponding value of the received deliver_sm (e.g., 0=non-urgent; 1=normal; 2=urgent; in the case of GSM (SMS)).
NOTE: As different technologies use different priority values, how to map the level of priority accordingly between CPM side and SM-SC side is network-dependent.

	To and Request-URI
	Mandatory
	dest_addr_ton, dest_addr_npi, destination_addr
	Translated by the IWF to the corresponding routable target CPM User’s address. 
NOTE: the IWF will use SIP URI if available, and otherwise translate MSISDN into TEL URI.

	User-Agent
	Mandatory
	
	Set to the OMA CPM IWF release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”.

	[bookmark: _Ref374018104][bookmark: _Ref243967051][bookmark: _Toc267991495][bookmark: _Ref239101161]short_message
	body
	the content of the SMS message will be wrapped in a CPIM wrapper as specified in section 7.2.1.3 of [OMA-CPM-TS-Conv-Func]
	short_message


[bookmark: _Toc482120428]Table 9: SMS to Pager Mode CPM Standalone Message - SIP MESSAGE request details
	deliver_sm_resp Header
	CPM SIP MESSAGE response headers
	Comment

	command_status
	Response code
	Set command_status header accordingly based on Response code, e.g.,
· Set 0x0 if 202 “Accepted” is received
· Set 0xB if 404 “Not Found” is received
· Set 0x64 if 503 “Service Unavailable” is received
· Set 0x65 if 403 “Forbidden” is received

	sequence_number
	
	Set by the SMS IWF to the received value in deliver_sm.


[bookmark: _Ref374013898][bookmark: _Toc267991496][bookmark: _Ref239101163][bookmark: _Toc482120429]Table 10: SMS to Pager Mode CPM Standalone Message – deliver_sm_resp details
[bookmark: _Ref265693728]SMS Message to CPM Chat Message
[bookmark: _Toc271625470][bookmark: _Toc271625541][bookmark: _Toc267946860][bookmark: _Toc267946982][bookmark: _Toc267991419][bookmark: _Ref443062941][bookmark: _Ref239027922][bookmark: _Toc246325352][bookmark: _Toc267991420]NOTE 1: This section assumes that a CPM Session has been established with the IWF on behalf of the SMS user. When the SMS message is received for a MSISDN dedicated to a session that is not assigned to a session or to a session in which the sender is not a participant, the message will be handled as a potential response to an invitation as described in section 6.2.2.1.3. The response returned on the deliver_sm request depends on Service Provider policy.
If the deliver_sm request, contains content which according to service provider policy indicates that the SMS user wishes to leave the session, all further processing SHALL be skipped and section 6.2.2.2.4 SHALL be applied.
When the IWF receives a deliver_sm from the SM-SC, it SHALL perform the following:	
1. If the received deliver_sm is a concatenated message, then the IWF waits for the rest of the concatenated deliver_sm’s based on sar_msg_ref_num, sar_segment_seqnum and sar_total_segments parameters.
2. Once all of the concatenated deliver_sm have been received, the IWF generates one or more MSRP SEND request(s) based on [RFC4975] and section 6.1.5.1 with the following clarifications:
a. The IWF SHALL set the content-type as Content-Type=message/cpim.
b. The IWF SHALL set the MSRP From and To headers according to the values negotiated during the set up of the session
c. The IWF SHALL set the CPIM Content-Type header to text/plain
d. The IWF MAY set Success-Report and/or Failure-Report headers based on the service provider’s policy in the case of Session Mode Message Delivery.
e. The payload of the CPIM body in the MSRP SEND request(s) SHALL be restricted to text only.
NOTE 2: More than one MSRP SEND request is generated when the CPM Chat Message is sent in multiple chunks.
3. The IWF SHALL send the MSRP SEND request(s) towards the CPM Client.
Upon receiving the final MSRP response, the IWF:
1. SHALL set the command_status header value of the deliver_sm_resp along with the Response_code of the final MSRP response.
2. SHALL send the deliver_sm_resp towards the SM-SC.
[bookmark: _Ref245280044]SMS Message to Large Message Mode CPM Standalone Message
When the SMS IWF receives a deliver_sm from SM-SC, it performs the following:
1. If the SMS Sender is not identified by an E.164 based number steps 2-5 SHALL be skipped and the IWF SHALL send a deliver_sm_resp response with a command_status of 0x65
2. [bookmark: _Ref476934984]If the received deliver_sm is a concatenated message, then the SMS IWF SHALL wait for the rest of the concatenated deliver_sm’s based on sar_msg_ref_num, sar_segment_seqnum and sar_total_segments parameters.
3. If the size of the received payload of SMS messages is too large to be sent as one SIP MESSAGE request and there is no established MSRP session for that message, then the SMS IWF SHALL generate a SIP INVITE request according to section 7.2.1.2 “Sending a Large Message Mode CPM Standalone Message” of [OMA-CPM-TS-Conv-Func] with the clarifications given in Table 11 below.
4. The IWF SHALL send the SIP INVITE request towards the CPM Client according to the rules and procedures of the SIP/IP core.
5. [bookmark: _Ref476934990]After the MSRP session has been established, the payload is sent in one or more MSRP SEND request(s) as defined in 6.2.2.2.2 “SMS Message to CPM Chat Message”.
After the payload has been sent, the SMS IWF SHALL finish the MSRP session by sending a SIP BYE request towards the CPM Client according to rules and procedures of [RFC3261].
	SIP INVITE headers [headers from [RFC3261] unless otherwise noted]
	CPM Headers status
	deliver_sm parameters
	Comment

	To and Request-URI
	Mandatory
	dest_addr_ton, dest_addr_npi, destination_addr
	Translated by the IWF to the corresponding routable target CPM User’s address.
NOTE: the IWF will use SIP URI if available, and otherwise translate MSISDN into TEL URI for To and Request-URI headers.

	P-Asserted-Identity [RFC3325] and/or  From
	Mandatory
	source_addr_ton, source_addr_npi, source_addr
	Translated by the IWF to the corresponding routable originating user’s address.
NOTE: If a SIP URI is available, the IWF will include it in the From and P-Asserted-Identity headers. The IWF will translate the MSISDN into a TEL URI and insert it in the P-Asserted-Identity header. If a SIP URI is not available, the IWF will translate MSISDN into a TEL URI and insert it in the From and P-Asserted-Identity headers.

	Call-ID
	Mandatory
	
	Set by the IWF according to [RFC3261]

	CSeq
	Mandatory
	
	Set by the IWF according to [RFC3261].

	Max-Forwards
	Mandatory
	
	Set by the IWF according to [RFC3261].

	Via
	Mandatory
	
	Set to the address of the IWF.

	Contact
	Mandatory
	
	Set by the IWF including the CPM Feature Tag according to Appendix H of the [OMA-CPM-TS-Conv-Func] and [RFC3841].

	Content-Type
	Mandatory
	
	Set by the IWF to “application/sdp”.

	Accept-Contact
	Mandatory
	
	Set by the IWF including the CPM Feature Tag (i.e., “3gpp-service.ims.icsi.oma.cpm.largemsg”) according to Appendix H of the [OMA-CPM-TS-Conv-Func] and [RFC3841].

	Message-Expires
	Optional
	
	Set by the IWF according to service provider policy.

	Date
	Optional
	
	Set by the IWF to the current date and time.

	User-Agent
	Mandatory
	
	Set to the OMA CPM IWF release version as specified in Appendix C “Release Version in User-Agent and Server Headers”.


[bookmark: _Ref374013929][bookmark: _Ref243967731][bookmark: _Toc267991497][bookmark: _Ref243967742][bookmark: _Toc482120430]Table 11: SMS to Large Message Mode CPM Standalone Message - SIP INVITE request details
[bookmark: _Ref268007441]SMS Message to CPM Session leaving request
Void. 
[bookmark: _Toc495419262]Unsuccessful SMS delivery
The CPM Interworking Function SHALL determine that an interworked CPM Standalone Message, or CPM Session, or its CPM Chat Messages, had failed to reach the UE via SMS delivery in CS domain in any one of the following scenarios:
a) If the recipient CPM User was absent in HLR at the time the CPM Interworking Function interrogated the HLR (e.g. MAP: SRI SMS) for routing address for SMS delivery; or
b) a failure SMS Delivery report (i.e. containing an User error parameter) is received by the CPM Interworking Function for a previous SMS delivery request. In that case, the User error parameter mapping to SIP response error codes from [3GPP 29.311] table 6.1.5.4.1.1. applies with the following changes:
	Value of the User error parameter 
	SIP response Status code

	Illegal Subscriber indicates that delivery of the mobile terminated Short Message failed because the mobile station failed authentication
	480 Temporarily unavailable (instead of 500 Server Internal error)

	Illegal equipment indicates that delivery of the mobile terminated Short Message failed because an IMEI check failed, i.e. the IMEI was blacklisted or not white-listed;
	480 Temporarily unavailable (instead of 500 Server Internal error)

	System Failure
	480 Temporarily unavailable (instead of 500 Server Internal error)


c) a SMS Status report containing failure result is received by the CPM Interworking Function for a previous SMS delivery request. In that case, the parameter mapping between TP-Status element and the delivery reports IMDN applies from [3GPP 29.311] table 6.1.6.5.1.
In all the above cases, the CPM Interworking Function sends:
1) a “negative-delivery” IMDN, if one was requested; or
2) if no IMDN, or an IMDN with only “positive-delivery” was requested, then the CPM Interworking Function SHALL notify the CPM Participating Function that the SMS delivery has failed via the CPM Event Reporting Framework, following the procedures described in section 6.7 “CPM Event Reporting Framework” and its sub-sections in [OMA-CPM-TS-Conv-Func]. The CPM Interworking Function SHALL generate a SIP MESSAGE request as described in section 6.2.3.2 “CPM Interworking Events handling”, with the following event data in the body:
i. SHALL populate the event data in the <failed-iw> element of the <cpm-event-iw> event, including the following:
1. the Authenticated CPM User’s address in the <cpm-user-address> element, and;
2. the <message-id> element containing the IMDN.message-id of the message for which the interworked delivery has failed, as originally received from the CPM Participating Function. 
For interworking of CPM requests to SMS:
A. If the SMS delivery failure occurred before CPM Interworking Function has sent a SIP answer back to the CPM ISF (hence to CPM Participating Function), then the CPM Interworking Function SHALL return a SIP 480 response to CPM Participating Function, which indicates a temporary SMS delivery issue. This allows the CPM Participating Function to trigger the deferral procedures, if applicable, for a delivery at a later time. The SIP 480 response SHALL be sent in one of the following cases:
1) If the recipient CPM User was absent in HLR at the time the CPM Interworking Function interrogated the HLR (e.g. MAP: SRI SMS) for routing address for SMS delivery; or
2) If the recipient was registered/attached and CPM Interworking Function received the routing information for SMS delivery from the HLR, but the SMS delivery failed afterwards due to inability to reach the CPM User (e.g. UE in a tunnel);
B. If the SMS delivery fails for a message that was interworked from an MSRP message received from the CPM Participating Function, the CPM Interworking Function SHALL send a MSRP 413 response back, followed by a SIP BYE request where it SHALL include a Reason header field with a value set to SIP;cause=480; and MAY have a text parameter containing an explanatory String (e.g.”Bearer unavailable”, or other). When a response to the SIP BYE is received, the CPM Interworking Function SHALL release the Media Plane resources associated with that SIP session.
For all above cases, the CPM Interworking Function SHALL report the unsuccessful SMS Delivery further to the HLR/HSS, via a Report SM Delivery Status message (e.g. REPORT-SM-DELIVERY-STATUS over MAP defined in [3GPP TS 29.002]) with the following clarifications:
a) The CPM Interworking Function SHALL include its own address, set as the SMS-SC address parameter, in the Report SM Delivery Status message to the HSS/HLR, in order to be alerted when the user becomes ready to receive SMS again.
Alert procedure when UE is available for SMS
At any time after the unsuccessful SMS delivery attempt, the CPM User’s UE may regain connectivity (i.e. attach in the PS and/or CS domain) again, in which case the HLR/HSS becomes aware that the CPM User can receive SMS as described in [3GPP TS 23.040].
The HLR/HSS initiates an “Alert Service Centre” procedure to the CPM Interworking Function if the HLR/HSS has previously recorded the Messages Waiting Data (MWD), with a failure reason that the message failed to be sent by CPM Interworking Function due to the CPM User’s UE not being available.
[bookmark: _Toc428867938]Upon receiving the “Alert Service Centre” message, the CPM Interworking Function SHALL generate a SIP MESSAGE request as described in section 6.2.3.2 “CPM Interworking Events handling”, with the CPM event reporting framework content, following the procedures described in section 6.7 “CPM Event Reporting Framework” and its sub-sections in [OMA-CPM-TS-Conv-Func]. The CPM Interworking Function SHALL use the interworking event <ready-for-sms> element, as defined in the section 6.7.5.2 “CPM Interworking Events” of the [OMA-CPM-TS-Conv-Func]:
· It SHALL populate the Authenticated CPM User’s address in the <cpm-user-address> element.
[bookmark: _Ref443234777]CPM Interworking Events handling
When the CPM Interworking Function needs to send CPM interworking event information to the CPM Participating Function, it SHALL generate a SIP MESSAGE request, as follows:
1) SHALL populate the service identification for CPM Event Reporting in the Accept-Contact, and in the P-Asserted-Service header fields, as defined in section 6.7.1 “Service Identification” of [OMA-CPM-TS-Conv-Func];
2) SHALL set the From and the P-Asserted-Id header fields to the CPM IWF own address (e.g. CPM-IWF@ ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org”);
3) SHALL set the To header field and the Request-URI to the FQDN  address of the CPM Participating Function (e.g. “CPM-PF@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org”);
4) SHALL set the User-Agent header field to the OMA CPM IWF release version of the IWF, as specified in Appendix C “Release Version in User-Agent and Server Headers”;
5) SHALL populate the Content-Type header field with the CPM Event Reporting Content-Type as defined in section 6.7.3 “CPM Event Reporting Data Format”;
6) SHALL populate the appropriate event data in the body of the SIP MESSAGE request, in the child(ren) element(s) of the <cpm-event-iw> event.
[bookmark: _Ref443062956][bookmark: _Toc495419263]Successful SMS delivery
Upon a successful SMS delivery, the CPM Interworking Function SHALL provide the following information to the CPM Participating Function:
1) If an IMDN interworking delivery notification was requested, it SHALL populate the sub-element <status> of the  <interworking-notification> element with the child element <legacy-sms>  defined in the Appendix  of the [OMA-CPM-TS-Conv-Func], to indicate that the delivery was successfully done via non-CPM technology i.e. SMS;
2) SHALL send the IMDN to the CPM Participating Function via one of the following methods:
a. via MSRP SEND, as described in section 5.4.1 “Generate Delivery Notifications” of the [OMA-CPM-TS-Conv-Func], if the IMDN is associated with an interworked CPM Chat Message and the IWF is still in the CPM Session with CPM Participating Function, then it SHALL send the IMDN; or
b. via SIP MESSAGE, as described in section 5.4.1 “Generate Delivery Notifications” of the [OMA-CPM-TS-Conv-Func], if the IMDN is not associated with an interworked CPM Chat Message, or if it is but the IWF is no longer in the CPM Session with CPM Participating Function.
The IWF SHALL send to the CPM Participating Function in:
A) the 200 “OK” SIP response to a SIP MESSAGE request for a Pager Mode CPM Standalone Message; or
B) the  200 “OK” SIP response to a SIP BYE request for a Large Message CPM Standalone Message; or 
the following SIP header fields defined in Appendix C of [OMA-CPM-TS-Conv-Func]:
1. The Message-Context MIME header field set to the value of:
a. “pager-message”, indicating that SMS was used for that message;
2. The Message-Correlator set to the value of:
a. the SMS fingerprint for that CPM Message, calculated as described in Appendix F.
The IWF SHALL send to the CPM Participating Function in:
A) the 200 “OK” SIP response to a SIP INVITE request for a CPM Session;
the following SIP header fields defined in Appendix C of [OMA-CPM-TS-Conv-Func]:
a) The Message-Context MIME header field set to the value of:
i. “pager-message”, indicating that SMS was used for that message.
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When interworking messages between CPM and MMS, with respect to handling SMIL content, since MMS supports SMIL [3GPP TS26.140] compatible with CPM [3GPP TS26.141]:
1) When interworking messages from CPM to MMS, the IWF receiving a message (that either uses SMIL for media synchronization and scene description, or not) SHALL provide it to MMS unmodified.
a) The IWF SHALL reject CPM Standalone messages containing only content which isn’t supported on the interface towards the MMS-C (MMS-Centre) natively or, if available, after applying transcoding with a SIP 488 Not Acceptable Here response
b) The IWF SHALL reject CPM Standalone messages containing content that is larger than the maximum message size allowed on the interface towards the MMS-C, even after transcoding, with a SIP 488 Not Acceptable Here response
c) The IWF SHALL reject CPM Session messages containing only content which isn’t supported on the interface towards the MMS-C (MMS-Centre) natively or, if available, after applying transcoding with a MSRP 415 response
d) The IWF SHALL reject CPM Standalone messages containing content that is larger than the maximum message size allowed on the interface towards the MMS-C, even after transcoding, with a MSRP 413 response
e) The IWF SHALL for CPM Standalone messages or CPM Session messages for which at least part of the content can be supported natively on the interface towards the MMS-C, if available, potentially after applying transcoding, continue handling the message and SHALL NOT include content which isn’t supported in the resulting MMS message.
2) When interworking messages from MMS to CPM, the IWF receiving an MMS (that either uses SMIL for media synchronization and scene description, or not) SHALL provide it to CPM unmodified.
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The MMS IWF is acting as an MMS relay server node in the MMS network (see [3GPP TS23.140] and/or [X.S0016-000]). 
Figure 2 shows the architecture and protocols used for interworking between CPM and MMS.


[bookmark: _Ref374024222][bookmark: _Toc482120487]Figure 2 CPM-MMS interworking architecture
The MM4 interface consists of three message groups that are supported by the IWF:
· The MM4 Forward Request and Response messages;
· The MM4 Delivery Report Request and Response messages;
· The MM4 Read Reply request and Response messages.
The IWF SHALL be able to translate CPM Standalone Messages to MM4 messages and MM4 messages to CPM Standalone Messages as described in the following sections.
NOTE: The tables in the following sections contain a description of the parameters that are necessary for CPM to/from MM4 interworking. Not all of the CPM or MMS parameters are needed for interworking.
NOTE: Interworking may occur in either the originating or terminating network as defined in [OMA-CPM-TS-Conv-Func].

Interworking from CPM to MMS
When the MMS IWF receives a CPM request that is to be sent to an MMS user, it SHALL use a MMS Relay/Server determined by Service Provider Policy (e.g., the MMS Relay/Server in the own network).
In general the handling of the MMS IWF for interworking CPM requests to MMS messages is as follows:
· When the MMS IWF receives a Pager Mode CPM Standalone Message (i.e., a SIP MESSAGE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.msg”) it SHALL handle the Pager Mode CPM Standalone Message as described in section 6.3.1.1.1 “Pager Mode CPM Standalone Message to MMS Message”.
· When the MMS IWF receives a Large Message Mode CPM Standalone Message (i.e., a SIP INVITE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.largemsg”), it SHALL handle the Large Message Mode CPM Standalone Message as described in section 6.3.1.1.2 “Large Message Mode CPM Standalone Message to MMS Message”.
· When the MMS IWF receives from the MMS network an MMS delivery notification (i.e., an MM4_delivery_report.REQ [3GPP TS23.140]) that is associated with a previously interworked CPM Standalone Message, it SHALL handle the MMS delivery notification as described in section 6.3.1.1.3 “MMS Delivery Report to CPM Disposition Notification”.
· When the MMS IWF receives from the MMS network an MMS read reply (i.e., an MM4_read_reply.REQ [3GPP TS23.140]) that is associated with a previously interworked CPM Standalone Message, it SHALL handle the MMS read reply as described in section 1.1.1.1.1 “MMS Read Reply to CPM Standalone Message Disposition Notification”.
· When the MMS IWF receives a CPM File Transfer (i.e., a SIP INVITE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.filetransfer”), it SHALL handle the CPM File Transfer as defined in section 6.3.1.1.5 “CPM File Transfer to MMS Message”.
· When the MMS IWF receives a CPM Session Invitation (i.e., a SIP INVITE request containing the CPM Feature Tag “3gpp-service.ims.isci.oma.cpm.session”), it SHALL handle the CPM Session as defined in section 6.3.1.1.6.1 “CPM Session Invitation to MMS Message”, 6.3.1.1.6.2 “CPM Chat Message to MMS Message”, 6.3.1.1.6.4 “CPM-Originated Session Leaving request ”, and 6.3.1.1.6.6 “Sending Participant Information to MMS User”.
[bookmark: _Ref245278761]Pager Mode CPM Standalone Message to MMS Message
[bookmark: _Toc267991501][bookmark: _Ref225152846]When the IWF receives a Pager Mode CPM Standalone Message, carried as a SIP MESSAGE message request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.msg”, it SHALL perform the following:
1. It checks whether the content can be interworked to MMS as described in section 6.3
2. It determines the address of the MMS relay server to be used.
3. It generates an MM4_forward.REQ request based on the received Pager Mode CPM Standalone Message and in accordance with [3GPP TS23.140], with the clarifications given in Table 13 below.
4. It sends the MM4_forward.REQ message in an SMTP transaction with the details as described in Table 12 below.
5. Upon receipt of the corresponding MM4_forward.RES message, it generates a SIP response message as described in section 6.1.1 based on the MM4_forward.RES response and in accordance with [RFC3428], with the clarifications given in Table 14 below.
	SMTP Command
	CPM SIP MESSAGE header
	Comment

	MAIL From
	P-Asserted-Identity [RFC3325], if present, otherwise, 
From
	Interworked by the MMS IWF (to get an MMS useable format) selecting an E.164-based address if available and multiple addresses are provided.

	RCPT To:
	Request-URI
	Interworked by the MMS IWF.

	DATA
	
	The generated MM4_forwards.REQ request (Table 13).
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	MM4 Information element
	MM4 Parameter status
	CPM SIP MESSAGE header
[headers from [RFC3428] unless otherwise noted]
	Comment

	3GPP MMS Version
	Mandatory
	
	Set according to the MMS protocol version supported by the IWF.

	Message Type
	Mandatory
	
	Set to “MM4_forward.REQ”

	Transaction ID
	Mandatory
	
	Unique transaction identifier generated by the IWF.

	Message ID
	Mandatory
	Conversation-ID and Contribution-ID.
	IWF generated unique ID for the message, related to the Conversation-ID and the Contribution-ID.

	Recipient(s) address
	Mandatory
	Request-URI (when sent to one recipient or when sent to a CPM Pre-defined Group)
URI list body carrying the “recipient-list-history” [RFC5365] (when sent to more than one recipient)
	Interwork the recipient(s) address either from the value of the “Request-URI” header (in case of one recipient or when sent to a CPM Pre-defined group) or from the list of recipients in the “URI-List” in the case of multiple recipients including only the addresses that are compatible with MMS.
The URIs with copyControl="to" are mapped to the MM4 Recipient(s) Address To: header (as defined in [STD11]).
The URIs with copyControl="cc" are mapped to the MM4 Recipient(s) Address Cc: header (as defined in [STD11]).

	Sender address
	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise, From
	NOTE: When the Privacy header is set to “id”, the From header value might be set to an anonymous URI according to [RFC3323]. In this case the MMS client will route its delivery report and read reply report as best effort.

	Content type
	Mandatory
	Content-Type
	

	Date and time
	Mandatory
	Date 
or 
CPIM header: DateTime [RFC5438]
	Set the MMS date and time to, in order of preference:
· CPIM header: DateTime if available, otherwise,
· the Date of the SIP MESSAGE request if available, otherwise,
· the current date and time at the IWF.

	Time of Expiry
	Conditional
	Expires
	Set to received value in “Expires” otherwise set according to service provider policy.

	Delivery report
	Conditional
	imdn.Disposition-Notification [RFC5438]
	Set to true when Disposition Notification is requested with value set to “positive-delivery”, “negative-delivery”, “interworking” or any combination of them.

	Priority
	Conditional
	
	Set to medium


	Sender visibility
	Conditional
	Privacy header [RFC3323] and [RFC3325]
	Set if Privacy header value is present and set as per [RFC3323] and [RFC3325] (e.g., Privacy: id).

	Read reply
	Conditional
	imdn.Disposition_Notification: display [RFC5438]
	When the incoming imdn Disposition-Notification is set to “display”, then set the Read reply to “Yes”.

	Subject
	Conditional
	Subject
	Set only if “Subject” header is set in CPM Standalone Message.

	Acknowledgement Request
	Optional
	
	Always set to yes since SIP MESSAGE request must be acknowledged.

	Forward counter
	Conditional
	
	Set per service provider policy.

	Originator-System-Address
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Forward-Route
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Content
	Conditional
	Body
	Set to corresponding body types received in SIP MESSAGE request body.
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	CPM SIP MESSAGE response header [headers from [RFC3428] unless otherwise noted]
	CPM Header status
	MM4 Information element
	Comment

	Server
	Mandatory
	
	Set to the OMA CPM IWF release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”.

	response code [RFC3261]
reason phrase [RFC3261]
	Mandatory
	Request Status
	Set the response code and reason phrase according to the Request Status.
· 202 “Accepted” when X-Mms-Request-Status-Code is "OK"
· If Request Status is: "Error-unspecified"  or "Error-network-problem", set response code to “400”, and reason phrase to "Bad request"
· If Request status is: "Error-service-denied", set response code to "403", and reason phrase to “Forbidden”
· If Request Status is: "Error-content-not-accepted" or "Error-message-format-corrupt", set response code to "415", and reason phrase to "Unsupported Media Type".

	Call-ID
	Mandatory
	
	Set per the Call-ID header field received in the CPM Standalone Message.

	To
	Mandatory
	
	Set per the To header field received in the CPM Standalone Message.

	Via
	Mandatory
	
	Set per the Via header field received in the CPM Standalone Message.

	From
	Mandatory
	
	Set per the From header field received in the CPM Standalone Message.

	CSeq
	Mandatory
	
	Set per the CSeq header field received in the CPM Standalone Message.

	Content-Length 
	Mandatory
	
	Set to 0.


[bookmark: _Ref375037211][bookmark: _Toc482120433]Table 14: Pager Mode CPM Standalone Message to MMS – SIP response details
[bookmark: _Ref267994150]Large Message Mode CPM Standalone Message to MMS Message
When the IWF receives a SIP INVITE request containing the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.largemsg” for a Large Message Mode CPM Standalone Message, it SHALL send a 200 "OK" response if no errors are found in the SIP INVITE request or an appropriate error response otherwise.
When the IWF subsequently receives an MSRP SEND request, it SHALL perform the following:
1. It checks whether the content can be interworked to MMS as described in section 6.3
2. It waits until all MSRP SEND request(s) for the Large Message  Mode CPM Standalone Message have been received (based on the Byte-Range header in the MSRP SEND request(s)) as described in section 6.1.2,
3. The IWF determines the address of the MMS relay server to be used.
4. The IWF generates an MM4_forward.REQ request based on the received Large Message Mode CPM Standalone Message and in accordance with [3GPP TS23.140], with the clarifications given in Table 16 below.
5. The IWF sends the MM4_forward.REQ request to the recipient in an SMTP transaction, with the clarifications given in Table 15 below,
6. When an acknowledgement has been requested in the MM4_forward.REQ upon receipt of the MM4_forward.RES, the IWF SHALL send a MSRP 200 response to the last chunk of the Large Message Mode CPM Standalone Message as described in section 6.1.2. Furthermore if the IWF receives a negative response and a delivery notification was requested by the sender, it composes a delivery notification message as shown in 6.3.1.1.3.
NOTE: If a delivery notification was requested, the IWF must wait for the MM4_delivery_report message and then send the delivery notification using a SIP MESSAGE request that contains the message identifier and the delivery notification (see: 6.3.1.1.3 in this document, and 7.2.4 “Disposition Notification” of [OMA-CPM-TS-Conv-Func]).
	[bookmark: _Ref375037255][bookmark: _Ref374014177]SMTP/MM4_forward.REQ
	SIP INVITE header
	Comment

	MAIL From
	P-Asserted-Identity [RFC3325], if present, otherwise, 
From
	Interworked by the MMS IWF (to get an MMS useable format) selecting an E.164-based address if available and multiple addresses are provided.

	RCPT To:
	Request-URI
	Interworked by the MMS IWF.

	DATA
	
	The generated MM4_forward.REQ request (Table 16).
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	MM4 Information element
	MM4 Parameter status
	CPM headers
[headers from SIP INVITE [RFC3261] or MSRP [RFC4975] unless otherwise noted]
	Comment

	3GPP MMS Version
	Mandatory
	
	Set according to the MMS protocol version supported by the IWF.

	Message Type
	Mandatory
	
	Set to “MM4_forward.REQ”.

	Transaction ID
	Mandatory
	
	Unique transaction identifier generated by the IWF.

	Message ID
	Mandatory
	Conversation-ID and Contribution-ID
	IWF generated unique ID for the message, related to the Conversation-ID and the Contribution-ID

	Recipient(s) address
	Mandatory
	Request-URI (when sent to one recipient or when sent to a CPM Pre-defined Group)
URI list body carrying the “recipient-list-history” [RFC5366] (when sent to more than one recipient) 
	Interwork the recipient(s) address either from the value of the “Request-URI” header (in case of one recipient or when sent to a CPM Pre-defined group) or from the list of recipients in the “URI-List” in case of multiple recipients including only the addresses that are compatible with MMS.
The URIs with copyControl="to" are mapped to the MM4 Recipient(s) Address To: header (as defined in [STD11]).
The URIs with copyControl="cc" are mapped to the MM4 Recipient(s) Address Cc: header (as defined in [STD11]).

	Sender address
	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise, 
From
	 NOTE: When the Privacy header is set to “id”, the From header might be set to an anonymous URI according to [RFC3323]. In this case the MMS client will route its delivery report and read reply report as best effort.

	Content type
	Mandatory
	Content-Type
	

	Date and time
	Mandatory
	Date 
or 
CPIM header: DateTime [RFC5438] 
	Set the MMS date and time to, in order of preference:
· CPIM header: DateTime if available, otherwise,
· the Date of the SIP INVITE request if available, otherwise,
· the current date and time at the IWF.

	Time of Expiry
	Conditional
	Message-Expires (see [OMA-CPM-TS-Conv-Func])
	May be set by service provider policy if Message-Expires is not provided.

	Delivery report
	Conditional
	imdn.Disposition-Notification [RFC5438]
	When the Disposition-Notification is set to at least one of the following values: “positive-delivery”, “negative-delivery”, “interworking” then set the Delivery report to “Yes”.

	Read reply
	Conditional
	imdn.Disposition-Notification: display [RFC5438]
	When the Disposition-Notification is set to “display”, set the Read reply to “Yes”.

	Priority
	Conditional
	
	Set to medium


	Sender visibility
	Conditional
	Privacy header [RFC3323] and [RFC3325].
	Set if Privacy header value is present and set as per [RFC3323] and [RFC3325] (e.g., Privacy: id).

	Subject
	Conditional
	Subject

	Set only if “Subject” header is set in the Large Message Mode CPM Standalone Message.

	Acknowledgement Request
	Optional
	
	Set per service provider policy.

	Forward counter
	Conditional
	
	Set per service provider policy.

	Originator-System-Address
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Forward-Route
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.

	Content
	Conditional
	
	Set per the payload received via MSRP.
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[bookmark: _Toc265689862][bookmark: _Ref265670065]MMS Delivery Report to CPM Disposition Notification
[bookmark: _Toc267991504][bookmark: _Ref233699353]When the IWF receives an MM4_delivery_report.REQ, it SHALL perform the following:
1. If a positive-delivery or a negative-delivery were requested in the original CPM request and the received MM4_delivery_report.REQ corresponds to the type of disposition notification that was requested, then:
a. It generates a delivery notification based on the received MM4_delivery_report.REQ and in accordance with [RFC3862] and [RFC5438], with the clarifications given in Table 17 below. The CPIM body per [RFC3862] carries a disposition notification XML document. The MIME type of the Disposition Notification XML document is "message/imdn+xml".
Otherwise, the IWF shall go immediately to step 4
2. If an IMDN interworking delivery notification was requested, it SHALL populate the sub-element <status> of the  <interworking-notification> element with the child element <legacy-mms>  as defined in the Appendix O. of the [OMA-CPM-TS-Conv-Func], to indicate that the delivery was successfully done via MMS;
3. SHALL send the IMDN to the CPM Participating Function via one of the following methods:
a. via MSRP SEND, as described in section 5.4.1 “Generate Delivery Notifications” of the [OMA-CPM-TS-Conv-Func], if the IMDN is associated with an interworked CPM Chat Message and the IWF is still in the CPM Session with CPM Participating Function; or
b. via SIP MESSAGE, as described in section 5.4.1 “Generate Delivery Notifications” of the [OMA-CPM-TS-Conv-Func], if the IMDN is not associated with an interworked CPM Chat Message, or if it is, but the IWF is no longer in the CPM Session with CPM Participating Function.
4. [bookmark: _Ref477189382]It generates an MM4_delivery_report.RES response in accordance with [3GPP TS23.140], with the clarifications given in Table 19 below.
5. It sends the MM4_delivery_report.RES in an SMTP transaction, with the clarifications given in Table 18 below.
	[bookmark: _Ref375037290]CPM Delivery Notification SIP header, CPIM header and payload information elements
[headers from [RFC3261], [RFC3862], and [RFC5438] unless otherwise noted]
	CPM Header status
	MM4 Information element
	Comment

	For SIP MESSAGE: User-Agent
	Mandatory
	
	Set to the OMA CPM IWF release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”.

	For SIP MESSAGE: SIP header: P-Asserted-Identity [RFC3325] 
and/or For both MSRP SEND and SIP MESSAGE: From
CPIM header: From
	Mandatory
	Recipient Address
	NOTE: If a SIP URI is available, the IWF will include it in the From and P-Asserted-Identity headers. The IWF will translate the MSISDN into a TEL URI and insert it in the P-Asserted-Identity header. If a SIP URI is not available, the IWF will translate MSISDN into a TEL URI and insert it in the From and P-Asserted-Identity headers.

	For SIP MESSAGE: SIP header: To
SIP Header: Request-URI 
For both MSRP SEND and SIP MESSAGE: CPIM header: To
	Mandatory
	Sender Address
	Set SIP:To, and Request-URI to “Sender Address” information element.
In the case the received CPM Standalone Message this IMDN relates to contained a “Referred-by” header, set CPIM: To to the “Referred-By” header received in the CPM Standalone Message this disposition notification relates to.
Otherwise set CPIM: To to “Sender Address” information element.
NOTE: the IWF will use SIP URI if available, and otherwise translate MSISDN into TEL URI for SIP To, Request-URI and CPIM To headers.

	For SIP MESSAGE:
SIP header: Conversation-ID
Contribution-ID
	Mandatory
	
	Set to the same values as the Conversation-ID and Contribution-ID SIP headers in the received CPM Standalone Message

	For both MSRP SEND and SIP MESSAGE: CPIM header: Content-Disposition
XML body: <delivery-notification> <processing-notification>
<interworking-notification>
	Mandatory
	MM Status
	Set CPIM:Content-Disposition header to “:notification”.
Set the following elements to the corresponding value of MM4_delivery_report:
a) the <interworking-notification> XML element, to include the appropriate element under <status> (report (X-Mms-MM-Status-Code: Retrieved = legacy-mms; Rejected = failed, expired=failed,  unrecognized=failed); 
and/or
b) the <delivery notification> XML element (X-Mms-MM-Status-Code: Retrieved = delivered; Rejected = failed, expired=failed,  unrecognized=failed)
and/or
c) the <processing-notification> XML element (X-Mms-MM-Status-Code: Indeterminate = processed, forwarded=processed, deferred=stored).

	For both MSRP SEND and SIP MESSAGE: CPIM header: Message-ID
	Mandatory
	
	Set to a message id newly generated by the IWF based on [RFC5438].

	For both MSRP SEND and SIP MESSAGE: CPIM header: IMDN-Route
	Conditional
	
	Set CPIM:IMDN-Route header according to IMDN-Record-Route header received in the corresponding CPM Standalone Message.

	For both MSRP SEND and SIP MESSAGE: XML body:  <original-recipient-uri>
	Conditional
	
	If the CPM Standalone Message recipient is a CPM Ad-hoc Group member, set <original-recipient-uri> element according to Original-To header (if present) received in the corresponding CPM Standalone Message.

	For both MSRP SEND and SIP MESSAGE: XML body:  <message-id>
	Mandatory
	
	Set <message-id> element to Message-ID header received in the corresponding CPM Standalone Message that triggered the delivery report.

	For both MSRP SEND and SIP MESSAGE: XML body:  <recipient-uri>
	Optional
	
	Set by the IWF according to [RFC5438] (i.e., set to CPIM To header received in the corresponding CPM Standalone Message).

	For SIP MESSAGE: SIP header: Date
	Optional
	Date and Time
	Set the Date per the MM4 Date and Time.

	For both MSRP SEND and SIP MESSAGE: XML body: <datetime>
	Mandatory
	
	Set the XML body: <datetime> to the CPIM DateTime received in the corresponding CPM Standalone Message.

	For SIP MESSAGE: SIP header: Call-ID
	Mandatory
	
	Set by the IWF according to [RFC3261].

	For SIP MESSAGE: SIP header: CSeq
	Mandatory
	
	Set by the IWF according to [RFC3261].

	For SIP MESSAGE: SIP header: Content-Type
	Mandatory
	
	Set SIP:Content-Type header to message/cpim according to [RFC5438].


[bookmark: _Ref443235827][bookmark: _Toc482120436]Table 17: MMS delivery report to CPM - CPM Delivery Notification details
	SMTP/MM4_delivery_report.RES
	Comment

	MAIL From
	Set by the MMS IWF to its own SMTP address.

	RCPT To:
	Set by the MMS IWF to the “Mail From” command parameter that was carried in the MM4_delivery_report.REQ.

	DATA
	The generated MM4_delivery_report.RES response (Table 19).
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	MM4 Information element
	MM4 Parameter status
	Comment

	3GPP MMS Version
	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	Message Type
	Mandatory
	Set to “MM4_delivery_report.RES”.

	Transaction ID
	Mandatory
	Set by the MMS IWF to the “Transaction ID” received in the MM4_delivery_report.REQ.

	Message ID
	Mandatory
	Set by the MMS IWF to the “Message ID” received in the MM4_delivery_report.REQ.

	Request Status
	Mandatory
	Set by the IWF to the appropriate value, as defined for X-Mms-Request-Statius-Code.

	Originator-Recipient-Address
	Optional
	Set by the IWF, adding its own address (formatted as an MMS R/S address), after the one received in the MM4_delivery_report.REQ.

	Return-Route
	Optional
	Set per the content of the Forward-Route received in the MM4_delivery_report.REQ.
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[bookmark: _Ref443239229]MMS Read Reply to CPM Standalone Message Disposition Notification
When the IWF receives an MM4_read_reply_report.REQ, it SHALL perform the following:
1. It generates a SIP MESSAGE request with a display notification based on the received MM4_read_reply_report.REQ and in accordance with section 5.4.2 of  [OMA-CPM-TS-Conv-Func] , [RFC3862] and [RFC5438], with the clarifications given in Table 20 below. The CPIM body per [RFC3862] carries a Disposition Notification XML document. The MIME type of the Disposition Notification XML document is "message/imdn+xml".
2. It sends the SIP MESSAGE request towards the CPM Client, according to the rules and procedures of the SIP/IP core.
3. It generates an MM4_read_reply_report.RES response in accordance with [3GPP TS23.140], with the clarifications given in Table 22 below.
4. It sends the MM4_read_reply_report.RES in an SMTP transaction, with the clarifications given in Table 21 below.
	CPM Delivery Notification SIP header, CPIM header and payload information elements
[headers from [RFC3261], [RFC3862], and [RFC5438] unless otherwise noted]
	CPM Header status
	MM4 Information element
	Comment

	User-Agent
	Mandatory
	
	Set to the OMA CPM IWF release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”.

	SIP header: P-Asserted-Identity [RFC3325] and/or From
CPIM header: From
	Mandatory
	Recipient Address
	NOTE: If a SIP URI is available, the IWF will include it in the From and P-Asserted-Identity headers. The IWF will translate the MSISDN into a TEL URI and insert it in the P-Asserted-Identity header. If a SIP URI is not available, the IWF will translate MSISDN into a TEL URI and insert it in the From and P-Asserted-Identity headers.

	SIP headers: To, Request-URI
CPIM header:
To
	Mandatory
	Sender Address
	Set the SIP headers To and Request-URI to “Sender Address” information element.
NOTE: the IWF will use SIP URI if available, and otherwise translate MSISDN into TEL URI for the SIP header To, the Request-URI, and the CPIM header To. In the case the received CPM Standalone Message this IMDN relates to contained a “Referred-by” header, set the CPIM To header to the “Referred-By” header received in the corresponding CPM Standalone Message.
Otherwise set the CPIM To to “Sender Address” information element.

	SIP headers: Conversation-ID
Contribution-ID
	Mandatory
	
	Set to the same values as the Conversation-ID and Contribution-ID SIP headers in the received CPM Standalone Message

	CPIM header : Content-Disposition
XML body <display-notification> <status>
	Mandatory
	Read Status
	Set the CPIM Content-Disposition header to “:notification”.
Set <display notification> <status> element of the XML body to the corresponding value of MM4_read_reply_report (X-Mms-Read-Status: “read” to <display-notification> <status> = displayed).
X-Mms-Read-Status: “Deleted without being read” to <display-notification> <status> = error), where a CPM Client should understand that “error” means “deleted without being read”.

	CPIM header: IMDN-Route
	Conditional
	
	Set the CPIM IMDN-Route header according to IMDN-Record-Route header received in the CPM Standalone Message this IMDN relates to.

	XML body: <original-recipient-uri>
	Conditional
	
	If the CPM Standalone Message recipient is a CPM Ad-hoc Group member, set <original-recipient-uri> element according to Original-To header (if present) received in the corresponding CPM Standalone Message.

	CPIM header:
Imdn.Message-ID
	Mandatory
	
	Set to a newly generated message id according to [RFC5438].

	XML body: <recipient-uri>
	Optional
	
	Set according to [RFC5438] (i.e., set to CPIM To header received in the corresponding CPM Standalone Message).

	XML body: <message-id>
	Mandatory
	
	Set to the value of the imdn.Message-ID header received in the corresponding CPM Standalone Message that triggered the read reply report.

	SIP header: Date
	Optional
	Date and Time
	Set the Date per the MM4 Date and Time.

	XML body: <datetime>
	Mandatory
	
	Set the XML body: <datetime> to the CPIM DateTime received in the corresponding CPM Standalone Message.

	SIP header: Call-ID
	Mandatory
	
	Set according to [RFC3261].

	SIP header: CSeq
	Mandatory
	
	Set according to [RFC3261].

	SIP header: Content-Type
	Mandatory
	
	Set the SIP Content-Type header to message/cpim according to [RFC5438].


[bookmark: _Ref375037352][bookmark: _Toc267991507][bookmark: _Ref233699782][bookmark: _Toc482120439]Table 20: MMS read reply to CPM - CPM Delivery Notification details
	SMTP/MM4_read-reply_report.RES
	Comment

	MAIL From
	The MMS IWF sets to its own SMTP address.

	RCPT To:
	Set to the “Mail From” command parameter that was carried in the MM4_read_reply_report.REQ.

	DATA
	The generated MM4_read_reply_report.RES response (Table 22).


[bookmark: _Ref375037373][bookmark: _Toc482120440][bookmark: _Toc267991508][bookmark: _Ref233699819]Table 21: MMS read reply to CPM - SMTP transaction details
	MM4 Information element
	MM4 Parameter status
	Comment

	3GPP MMS Version
	Mandatory
	Set according to the MMS protocol version supported by the IWF.

	Message Type
	Mandatory
	Set to “MM4_read_reply_report.RES”.

	Transaction ID
	Mandatory
	Set to the “Transaction ID” received in the MM4_read_reply_report.REQ.

	Message ID
	Mandatory
	Set to the “Message ID” received in the MM4_read_reply_report.REQ.

	Request Status
	Mandatory
	Set to the appropriate value, as defined for X-Mms-Request-Status-Code.

	Originator-Recipient-Address
	Optional
	The IWF adds its own address (formatted as an MMS R/S address), after the one received in the MM4_read_reply_report.REQ.

	Return-Route
	Optional
	Set per the content of the Forward-Route received in the MM4_read_reply_report.REQ.


[bookmark: _Ref375037363][bookmark: _Toc482120441][bookmark: _Toc267991509][bookmark: _Ref233699865]Table 22: MMS read reply to CPM – MM4_read_reply_report.RES details
[bookmark: _Toc267991510][bookmark: _Ref267994251]CPM File Transfer to MMS Message
[bookmark: _Ref374014330]Void. 
CPM Session Interworking
Void. 
[bookmark: _Ref374014554]Successful MMS Transmission
Upon a successful MMS transmission, the CPM Interworking Function SHALL provide the following information to the CPM Participating Function:
A) In the 200 “OK” SIP response to a SIP MESSAGE request for a Pager Mode CPM Standalone Message; or
B) In the  200 “OK” SIP response to a SIP BYE request for a Large Message CPM Standalone Message, or for a CPM File Transfer request;
the following SIP header fields defined in Appendix C of [OMA-CPM-TS-Conv-Func]:
1. The Message-Context SIP header field set to the value of:
a. “multimedia-message”, indicating that MMS delivery was used for that message;
2. The Message-Correlator set to the value of:
a. the unique identifier of the MMS via the value of the MMS-Id header.
For CPM Sessions, the IWF SHALL send to the CPM Participating Function in:
I. the 200 “OK” SIP response to a SIP INVITE request for a CPM Session, the following SIP header field defined in Appendix C of [OMA-CPM-TS-Conv-Func]:
a) SIP header field set to the value of: “multimedia-message”, indicating that MMS delivery was used for that message.
b) For CPM Group Sessions, it SHALL extract from the SIP INVITE request the IW-Number SIP header field containing the unique interworking number allocated for that CPM Group Session and SHALL include it in the 200 “OK” response to the CPM Participating Function.
[bookmark: _Toc267991524][bookmark: _Toc267991525]Interworking from MMS to CPM
In general the handling of the MMS IWF for interworking MMS messages to CPM requests is as follows:
· When the MMS IWF receives an MM4_forward.REQ request [3GPP TS23.140] for an MMS message that can be interworked to a CPM Standalone Message with a size smaller than or equal to 1300 bytes, it SHALL handle the MM4_forward.REQ as described in section 6.3.1.2.1 “MMS to Pager Mode CPM Standalone Message”.
· When the MMS IWF receives an MM4_forward.REQ request [3GPP TS23.140] for an MMS message that needs to be interworked to a CPM Standalone Message with a size bigger than 1300 bytes, it SHALL handle the MM4_forward.REQ as described in section  6.3.1.2.2 “MMS Message to a Large Message Mode CPM Standalone Message”.
· When the MMS IWF receives a CPM Standalone Message disposition notification containing a delivery status that is associated with a previously interworked MMS Message, it SHALL handle the CPM Standalone Message disposition notification as described in section 0 “CPM Delivery Notification to MMS MM4_delivery_report”.
· When the MMS IWF receives a CPM Standalone Message disposition notification containing a display status that is associated with a previously interworked MMS Message, it SHALL handle the CPM Standalone Message disposition notification as described in section 6.3.1.2.4 “CPM Read Report to MMS”.
· When the MMS IWF receives an MM4_forward.REQ request [3GPP TS23.140] for an MMS message that is sent within the scope of an existing CPM Session and the MMS message contents does not represent the service provider defined text indicating the MMS user wants to leave the session, it SHALL handle the MM4_forward.REQ as described in section 1.1.1.1.1 “MMS Message to CPM Chat Message”.
· When the MMS IWF receives and MM4_forward.REQ request [3GPP TS23.140] for an MMS message that is sent within the scope of an existing CPM Session and the MMS message contents represents the service provider defined text indicating the MMS user wants to leave the session, it SHALL handle the MM4_forward.REQ as described in section 6.3.1.1.6.5 “MMS Originated Session Leaving request Handling”.
NOTE: The sender’s MMS Relay/Server may send the same MM4_forward.REQ request to many recipients in a single SMTP transaction, each identified by its own RCPT To. The MMS IWF will have to generate individual CPM messages per RCPT To.
[bookmark: _Ref245278840]MMS to Pager Mode CPM Standalone Message
When the IWF receives an MM4_forward.REQ, it SHALL perform the following:
1. If the MMS Sender requested anonymity (that is if Sender visibility is set to Hide) and anonymity is not allowed according to Service Provider Policy, steps 2-5 are skipped and the IWF SHALL set in the response that is sent in step 6 a Request-Status of “Error-unsupported-message”
2. [bookmark: _Ref477193378]When the message is short (e.g., at most 1300 bytes) it generates Pager Mode CPM Standalone Messages based on the received MM4_forward.REQ request and in accordance of section 7.2.1 of [OMA-CPM-TS-Conv-Func], with the clarifications given in Table 35 and Table 36 below.
3. It sends the Pager Mode CPM Standalone Message towards the intended recipient CPM User, according to the rules and procedures of the SIP/IP core.
4. If a delivery report or a read report is requested in the MM4_forward.REQ, the MMS IWF SHALL store the SMTP Message-ID together with the CPIM Message-ID(s) until the message expires or the requested report(s) have been sent. 
5. [bookmark: _Ref477193386]It generates an MM4_forward.RES response and in accordance with [3GPP TS23.140], with the clarifications given in Table 38 below.
6. [bookmark: _Ref477193393]It sends the MM4_fowards.RES response to the MMS relay server that sent the MM4_forward.REQ, in an SMTP transaction, with the clarifications given in Table 37 below.
	CPM SIP MESSAGE header [headers from [RFC3261] unless otherwise noted]
	SMTP/MM4_forward.REQ
	Comment

	Request-URI and 
To
	RCPT To:
	Interworked by the MMS IWF to the corresponding TEL URI format for the MSISDN carried in the RCPT To:
If RCPT To includes multiple addresses, the MMS IWF SHALL generate a Pager Mode CPM Standalone Message for every recipient listed


[bookmark: _Ref375037708][bookmark: _Toc482120454][bookmark: _Ref374014657]Table 35: MMS to Pager Mode CPM Standalone Message - SMTP level

	CPM SIP MESSAGE header [headers from [RFC3428] or [RFC3261] unless otherwise noted]
	CPM SIP MESSAGE Headers  status
	MM4 Information element
	Comment

	User-Agent
	Mandatory
	
	Set to the OMA CPM IWF release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”.

	If there is more than one recipient, all recipients are added in the CPM Standalone Message body as part of a recipient-list-history body as per [RFC5365]

	Optional
	Recipient(s) address
	Translated by the IWF to the corresponding routable CPM addresses.
NOTE 1: the IWF will use SIP URI if available, and otherwise translate MSISDN into TEL URI
NOTE 2: a proper mapping from the MMS Recipient(s) address fields (To, Cc, and Bcc) towards the corresponding fields in the SIP URI List [RFC5365] is to be made.
NOTE 3: Recipient(s) address is not used if there is only one recipient.
NOTE 4: The RCPT To: is used to set Request-URI and To: as per Table 35.

	P-Asserted-Identity [RFC3325] and/or From
	Mandatory
	Sender address
	In the case where the MMS sender requested anonymity the address is not revealed in the From and Privacy header is set accordingly (e.g., Privacy:  id).
The IWF SHALL include a Non-CPM Communication Service Identifier as defined in Appendix D with the value set to “MMS”.
NOTE: If a SIP URI is available, the IWF will include it in the From and P-Asserted-Identity headers. The IWF will translate the MSISDN into a TEL URI and insert it in the P-Asserted-Identity header. If a SIP URI is not available, the IWF will translate MSISDN into a TEL URI and insert it in the From and P-Asserted-Identity headers.

	Date
	Optional
	Date and time
	Set to date provided in MM4_forward.REQ, otherwise set to current date and time at the IWF.

	Expires

	Optional
	Time of Expiry
	If the value received in “Time of Expiry” exceeds the service provider policy, set to the service provider value; otherwise set to the received value in “Time of Expiry”.

	[bookmark: _Ref374014667]CPIM imdn.Disposition-Notification [RFC5438]
	Conditional
	Delivery report
	When Delivery Report is requested, value of Disposition-Notification is set to “positive-delivery, negative-delivery”.

	Privacy header [RFC3323] and [RFC3325].
	Conditional
	Sender visibility
	When Sender visibility is set to Hide, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325].

	CPIM imdn.Disposition-Notification [RFC5438]
	Optional
	Read reply
	If Read reply is requested, then Set imdn.Disposition-Notification = “display”.

	Subject
	Optional
	Subject
	Set only if “Subject” header is set in MMS message.

	Max-Forwards
	Mandatory
	
	Set per service provider policy.

	Body
	Conditional
	Content
	Interwork the incoming MM4_forward.REQ Content to an [RCF3862] Body.

	Via
	Mandatory
	
	Set to the SIP URI address of the IWF.

	CSeq
	Mandatory
	
	Set by the IWF.

	Call-ID
	Mandatory
	
	Set by the IWF.


[bookmark: _Ref375037726][bookmark: _Toc482120455]Table 36: MMS to Pager Mode CPM Standalone Message - MM4_foward.REQ level
	SMTP/MM4_forward.REQ
	CPM SIP MESSAGE header [headers from [RFC3428] unless otherwise noted]
	Comment

	MAIL From
	
	Set by the MMS IWF to its own SMTP address.

	RCPT To:
	
	Set by the MMS IWF to the “Mail From” command parameter that was carried in the MM4_forward.REQ.

	DATA
	
	The generated MM4_forward.RES response (Table 38).


[bookmark: _Ref375037741][bookmark: _Toc482120456][bookmark: _Toc267991528][bookmark: _Ref225152507]Table 37: MMS to Pager Mode CPM Standalone Message - response SMTP transaction details
	MM4 Information element
	MM4 Parameter status
	CPM SIP MESSAGE header [headers from [RFC3261] unless otherwise noted]
	Comment

	Request Status
	Mandatory
	response code, and reason phrase
	Set the X-Mms-Request-Status-Code per the response code [RFC3261] value. e.g.:
· For SIP 200 "OK" or SIP 202 "Accepted", set X-Mms-Request-Status-Code to "Ok"
· For SIP 401 "Unauthorized" or SIP 503 "Service Unavailable", set X-Mms-Request-Status-Code to "Error-service-denied".

	3GPP MMS Version
	Mandatory
	
	Set according to the MMS protocol version supported the IWF.

	Message Type
	Mandatory
	
	Set to “MM4_forward.RES”.

	Transaction ID
	Mandatory
	
	Set to the “Transaction ID” received in the MM4_forward.REQ.

	Message ID
	Mandatory
	
	Set to the “Message ID” received in the MM4_forward.REQ.

	Return-Route
	Optional
	
	Set to the “Forward-Route” received in the MM4_forward.REQ.

	Originator-Recipient-Address
	Optional
	
	Set by the IWF, adding its own address (formatted as an MMS R/S address), after the one received in the MM4_forward.REQ.


[bookmark: _Ref375037735][bookmark: _Toc482120457][bookmark: _Toc267991529][bookmark: _Ref225152524]Table 38: MMS to Pager Mode CPM Standalone Message – MM4_forward.RES details
[bookmark: _Ref268001299]MMS Message to a Large Message Mode CPM Standalone Message
[bookmark: _Toc267991530][bookmark: _Ref268002139][bookmark: _Ref271631193]When the IWF receives an MM4_forward.REQ for a message larger than 1300 bytes, it SHALL perform the following:
1. If the MMS Sender requested anonymity (that is if Sender visibility is set to Hide) and anonymity is not allowed according to Service Provider Policy, steps 2-3 are skipped and the IWF SHALL set in the response that is sent in step 4 a Request-Status of “Error-unsupported-message”
2. [bookmark: _Ref477194428]It initiates a session towards the targeted CPM User (with the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.largemsg”, see Appendix H of [OMA-CPM-TS-Conv-Func]) by generating a SIP INVITE request based on the received MM4_forward.REQ request in accordance of section 7.2.1.2 of [OMA-CPM-TS-Conv-Func], with the clarifications given in Table 39 and Table 40 below, and subsequently sending this SIP INVITE request towards the CPM User, according to the rules and procedures of the SIP/IP core.
a. the accept-wrapped-types attribute in the SDP SHALL be set according to the content types included in the received MMS message
3. [bookmark: _Ref477194435]If a delivery report or a read report is requested in the MM4_forward.REQ, the MMS IWF SHALL store the SMTP Message-ID together with the CPIM Message-ID(s) until the message expires or the requested report(s) have been sent. 
4. [bookmark: _Ref477195119]It generates an MM4_forward.RES with a status code of “OK” unless errors were found in the message. Table 37 and Table 38 SHALL be used to map respectively the SMTP and the MM4_forward.RES details
5. If a SIP final response is received, 
a. The IWF sends a SIP ACK response in the SIP INVITE dialog
b. If the final response was a SIP 200 “OK”, the IWF subsequently sends as many MSRP SEND request as needed to transmit to the CPM system the content (e.g., payload) received in the MM4_forward.REQ request, with the clarifications given in Table 41.
6. [bookmark: _Ref477194447]Upon receipt of the final MSRP response, the IWF:
a. Sends a SIP BYE request and the CPM Group Session has been left or the CPM 1-1 Session has been closed, and
b. Release the media plane resources after receiving a final response to the SIP BYE request.
NOTE: The sender’s MMS R/S may send the same DATA package to many recipients, each identified by its own RCPT To. The MMS IWF will have to generate individual one Large Message Mode CPM Standalone Message per RCPT To.
	CPM SIP INVITE header [headers from [RFC3261] unless otherwise noted]
	SMTP command
	Comment

	Request-URI and 
To
	RCPT To:
	Incoming MSISDN interworked by the MMS IWF to the CPM address of the CPM User and populate the Request-URI and To headers.
If RCPT To includes multiple addresses, the MMS IWF SHALL generate a Large Message Mode CPM Standalone Message for every recipient listed


[bookmark: _Ref375037793][bookmark: _Toc482120458]Table 39: MMS to Large Message Mode CPM Standalone Message – SIP INVITE, SMTP level
	CPM SIP INVITE header 
[headers from [RFC3261] unless otherwise noted]
	CPM SIP INVITE Parameter status
	MM4 Information element
	Comment

	User-Agent
	Mandatory
	
	Set to the OMA CPM IWF release version of the IWF as specified in Appendix C “Release Version in User-Agent and Server Headers”.

	If there is more than one recipient, all recipients are added in the CPM Standalone Message body as part of a recipient-list-history body as per [RFC5365]
	Optional
	Recipient(s) address
	Translated by the IWF to the corresponding routable CPM addresses.
NOTE 1: the IWF will use SIP URI if available, and otherwise translate MSISDN into TEL URI
NOTE 2: a proper mapping from the MMS Recipient(s) address fields (To, Cc, and Bcc) towards the corresponding fields in the SIP URI List [RFC5365] is to be made.
NOTE 3 Recipient(s) address is not used if there is only one recipient. 
NOTE 4: The RCPT To: is used to set Request-URI and To: as per Table 39.

	P-Asserted-Identity [RFC3325] and/or From
	Mandatory
	Sender address
	In the case where the MMS sender requested anonymity the address is not revealed in the From or P-Asserted-Identity, and Privacy header is set accordingly (e.g., Privacy:  id).
The IWF SHALL include a Non-CPM Communication Service Identifier as defined in Appendix D with the value set to “MMS”.
NOTE: If a SIP URI is available, the IWF will include it in the From and P-Asserted-Identity headers. The IWF will translate the MSISDN into a TEL URI and insert it in the P-Asserted-Identity header. If a SIP URI is not available, the IWF will translate MSISDN into a TEL URI and insert it in the From and P-Asserted-Identity headers.

	Date
	Optional
	Date and time
	Set to date provided in MM4_forward.REQ, otherwise set to current date and time at the IWF.

	Message-Expires (see [OMA-CPM-TS-Conv-Func])
	Conditional
	Time of Expiry
	May be set by service provider policy if Time of Expiry is not provided.

	Privacy header [RFC3323] and [RFC3325].
	Conditional
	Sender visibility
	When Sender visibility is set to Hide, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally an alias or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325].

	Subject
	Optional
	Subject
	Set only if “Subject” header is set in MMS message.

	Max-Forwards
	Mandatory
	
	Set per the service provider policy.

	Accept-Contact
	Mandatory
	
	Set by the IWF including the CPM Feature Tag “3gpp-service.ims.icsi.oma.cpm.largemsg” according to [RFC3841] and Appendix H of [OMA-CPM-TS-Conv-Func]).

	Via
	Mandatory
	
	Set to the address of the IWF.

	CSeq
	Mandatory
	
	Set by the IWF.

	Call-ID
	Mandatory
	
	Set by the IWF.


[bookmark: _Ref375037800][bookmark: _Toc482120459][bookmark: _Toc267991531][bookmark: _Ref268002142]Table 40: MMS to Large Message Mode CPM Standalone Message - SIP INVITE, MM4_forward.REQ level
	CPM MSRP SEND header [headers from [RFC4975] unless otherwise noted]
	CPM MSRP  SEND Parameter status
	MM4 Information element
	Comment

	To-Path
	Mandatory
	
	Set by the IWF.

	From-Path
	Mandatory
	
	Set by the IWF.

	Message-ID
	
	
	Set by the IWF.

	Byte-Range
	
	
	Set by the IWF per the byte chunk being sent.

	[bookmark: _Ref245278852]MSRP Content-Type
	Mandatoty
	
	Set to Message/CPIM

	CPIM Content Type
	
	
	Set by the IWF.

	CPIM Imdn.Disposition-Notification [RFC5438]
	Conditional
	Delivery report
Read reply
	When the Delivery report is set to “Yes”, set the Disposition-Notification to “positive-delivery” and “negative-delivery”.
Also include a value of “display” when the MM4_forward.REQ included a request for a read reply

	CPIM Body
	
	Content
	Set by the IWF, function of the Byte-Range.


CPM Delivery Notification to MMS MM4_delivery_report
When the IWF receives a CPM delivery notification:
1. It SHALL generate an MM4_delivery_report.REQ request based on the received CPM delivery notification and in accordance with [3GPP TS23.140], with the clarifications given in Table 42 below.
2. It SHALL send the MM4_delivery_report.REQ request in an SMTP transaction, with the clarifications given in Table 41 below.
3.  It SHALL respond with a SIP 200 "OK", per [RFC5438].
	SMTP command
	CPM SIP MESSAGE header
	Comment

	MAIL From
	
	Set by the MMS IWF to its own SMTP address.

	RCPT To:
	Request-URI
	Interworked by the MMS IWF.

	DATA
	
	The MM4_delivery_report.REQ request (Table 42).


[bookmark: _Ref375037875][bookmark: _Toc482120460][bookmark: _Ref374014762]Table 41: CPM Delivery Notification to MMS - SMTP transaction details
	MM4 Information element
	MM4 Parameter status
	CPM Delivery Notification  header [headers from [RFC5438] unless otherwise noted]
	Comment

	3GPP MMS Version
	Mandatory
	
	Set according to the MMS protocol version supported by either the MM4 relay server or the IWF.

	Message Type
	Mandatory
	
	Set to “MM4_delivery_report.REQ”.

	Transaction ID
	Mandatory
	
	Unique transaction identifier generated by the IWF.

	Message ID
	Mandatory
	
	This is the Message ID of the original MMS.

	Recipient Address
	Mandatory
	To
	Set to the “To” header.

	Sender Address
	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise, 
From
	NOTE: The use case of a CPM Client anonymizing its identity while generating a delivery notification is questionable and hence not supported here.

	Date and time
	Mandatory
	Date
	 Set the MMS date and time to, in order of preference:
· the Date of the CPM Delivery Notification if available, otherwise,
· the current date and time at the IWF.

	Acknowledgement Request
	Optional
	
	Set according to service provider policy.

	MM Status
	Mandatory
	Content-Disposition : notification
Body: delivery-notification
	Set to corresponding value of MM4_delivery_report (i.e., X-Mms-MM-Status-Code):
delivered = Retrieved, failed = Rejected,  forbidden = Rejected, error = Indeterminate).
NOTE: The IWF should silently discard incoming processing-notification information received from CPM.

	Forward-Route
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.


[bookmark: _Ref375037867][bookmark: _Toc482120461][bookmark: _Ref374014751]Table 42: CPM Delivery Notification to MMS - MM4_delivery_report.REQ details
[bookmark: _Ref245278864]CPM Read Report to MMS MM4 Read Reply
When the IWF receives a CPM disposition notification with status displayed:
1. It SHALL generate an MM4_read_reply_report.REQ request based on the received CPM disposition notification and in accordance with [3GPP TS23.140], with the clarifications given in Table 44 below.
2. It SHALL send the MM4_read_reply.REQ request in an SMTP transaction, with the clarifications given in Table 43 below.
NOTE: If the original MMS sender asked for anonymity, the IWF will make a best effort to send him the related read reply report.
3. It SHALL generate an MM4_delivery_report.REQ request based on the received CPM delivery notification and in accordance with [3GPP TS23.140], with the clarifications given in Table 42 below.
4. It SHALL respond with a SIP 200 "OK", per [RFC5438].
	SMTP command
	CPM SIP MESSAGE header
	Comment

	MAIL From
	
	Set by the MMS IWF to its own SMTP address.

	RCPT To:
	Request-URI
	Interworked by the MMS IWF.

	DATA
	
	The generated MM4_read_reply.REQ request (Table 44).


[bookmark: _Ref375037906][bookmark: _Toc482120462][bookmark: _Toc267991535][bookmark: _Ref233700626]Table 43: CPM Read Report to MMS - SMTP transaction details
	MM4 Information element
	MM4 Parameter status
	CPM Delivery Notification  header [headers from [RFC5438] unless otherwise noted]
	Comment

	3GPP MMS Version
	Mandatory
	
	Set according to the MMS protocol version supported by either the MM4 relay server or the IWF.

	Message Type
	Mandatory
	
	Set to “MM4_read_reply_report.REQ”.

	Transaction ID
	Mandatory
	
	Unique transaction identifier generated by the IWF.

	Message ID
	Mandatory
	Conversation-ID and Contribution-ID
	IWF assigned unique ID for the message, related to the Conversation-ID and the Contribution-ID.

	Recipient Address
	Mandatory
	To
	Set to the “To” header.

	Sender Address
	Mandatory
	P-Asserted-Identity [RFC3325], if present, otherwise, 
From
	NOTE: The use case of a CPM Client anonymizing its identity while generating a delivery notification is questionable and hence not supported here.

	Date and time
	Mandatory
	Date
	 Set the MMS date and time to, in order of preference:
· the Date of the CPM Delivery Notification if available, otherwise,
· the current date and time at the IWF.

	Acknowledgement Request
	Optional
	
	Set according to service provider policy.

	Read Status
	Mandatory
	Content-Disposition : notification
Body: display-notification
	Set to X-Mms-Read-Status to the corresponding value of Content-Disposition (i.e., displayed = Read).
NOTE: The IWF should silently discard incoming processing-notification information received from CPM.

	Forward-Route
	Optional
	
	Set by the IWF to its own address, formatted as an MMS R/S address.


[bookmark: _Ref375037895][bookmark: _Toc482120463][bookmark: _Ref374014789]Table 44: CPM Read Report to MMS - MM4_read_reply_report.REQ details
[bookmark: _Toc267991537][bookmark: _Toc267991538][bookmark: _Toc267991539][bookmark: _Ref259055168][bookmark: _Ref265689381]
[bookmark: _Toc267991423][bookmark: _Toc267991424][bookmark: _Toc267991425][bookmark: _Toc267946864][bookmark: _Toc267946986][bookmark: _Toc267991426][bookmark: _Toc259063315][bookmark: _Toc259064890][bookmark: _Ref239027997][bookmark: _Toc246325357][bookmark: _Toc267991427][bookmark: _Ref443239346][bookmark: _Toc495419266]Interworking with E-mail
[bookmark: _Toc267946866][bookmark: _Toc267946988][bookmark: _Toc267991428][bookmark: _Toc267946868][bookmark: _Toc267946990][bookmark: _Toc267991430][bookmark: _Toc267946870][bookmark: _Toc267946992][bookmark: _Toc267991432][bookmark: _Toc242095270]Void. 
[bookmark: _Toc495419270]Interworking with OMA SIMPLE IM
Void.
[bookmark: _Toc267946872][bookmark: _Toc267946994][bookmark: _Toc267991434][bookmark: _Toc246325360][bookmark: _Toc267991435][bookmark: _Toc495419272]Interworking Security
Confidentiality and integrity for Media Plane media content should be taken into account for CPM interworking security if it is requested by the CPM User and subject to service provider policies. In this section, security for CPM interworking only with SMS and MMS will be addressed.
Since neither the SMS network nor the MMS network provides confidentiality protection (cf. [3GPP TS23.040] and/or [X.S0004-641]; [3GPP TS23.204]; [3GPP TS23.140] and/or [X.S0016-000]), it follows that the IWF cannot provide end to end protection of CPM requests when CPM interworking with SMS or MMS. Therefore:
1. For the requests from CPM to SMS or to MMS, an incoming CPM request requiring end to end protection SHALL be rejected by the SMS IWF or MMS IWF, respectively.
2. For the requests from SMS or MMS to CPM, an incoming SMS or MMS does not have confidentiality protection, so the IWF SHALL NOT end to end protect the CPM request resulting from the interworking with SMS or MMS.
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The notation used in this appendix is specified in [SCRRULES].
B.1 [bookmark: _Toc495419277]SCR for Interworking Selection Function
	[bookmark: _Toc84123009]Item
	Function
	Reference
	Requirement

	CPM-TS-Isf-S-001-M
	Procedures at Interworking Selection Function
	5
	


B.2 [bookmark: _Toc246325366][bookmark: _Toc267991441][bookmark: _Toc495419278]SCR for Interworking Function
	Item
	Function
	Reference
	Requirement

	CPM-TS-Int-S-001-M
	Procedures at Interworking Function
	6
	CPM-TS-Int-S-002-O OR CPM-TS-Int-S-010-O OR CPM-TS-Int-S-023-O

	CPM-TS-Int-S-002-O
	Interworking with SMS
	6.2
	CPM-TS-Int-S-003 OR CPM-TS-Int-S-004-O

	CPM-TS-Int-S-003-O
	IP Short Message Gateway (IP-SM-GW) Realization
	6.2.1
	

	CPM-TS-Int-S-004-O
	External Short Message Entity Realization
	6.2.2
	CPM-TS-Int-S-031-O AND CPM-TS-Int-S-005-O AND CPM-TS-Int-S-032-O AND CPM-TS-Int-S-033-O AND CPM-TS-Int-S-007-O AND CPM-TS-Int-S-008-O AND CPM-TS-Int-S-009-O AND CPM-TS-Int-S-029-O 

	CPM-TS-Int-S-031-O
	CPM to SMS, General
	6.2.2.1
	

	CPM-TS-Int-S-005-O
	CPM to SMS, Pager Mode CPM Message to SMS message mapping, submit_sm
	6.2.2.1.1, and Table 1, Table 2
	

	CPM-TS-Int-S-006-O
	CPM to SMS, SMS status report to CPM Delivery Notification
	6.2.2.1.2, and Table 3
	

	CPM-TS-Int-S-032-O
	CPM to SMS, MSRP to SMS message mapping
	6.2.2.1.5, and Table 7
	

	CPM-TS-Int-S-033-O
	CPM to SMS, CPM Session Invitation to SMS message mapping
	6.2.2.1.3, and 
Table 4, Table 5
	

	CPM-TS-Int-S-007-O
	SMS to CPM, General
	6.2.2.2
	

	CPM-TS-Int-S-008-O
	SMS Message to Pager Mode CPM Standalone Message
	6.2.2.2.1, and 
Table 9, Table 10
	

	CPM-TS-Int-S-009-O
	SMS Message to CPM Chat Message
	6.2.2.2.2
	

	CPM-TS-Int-S-029-O
	SMS Message to Large Message Mode CPM Standalone Message
	6.2.2.2.3, and Table 11
	

	CPM-TS-Int-S-010-O
	Interworking with MMS
	6.3
	CPM-TS-Int-S-011-O

	CPM-TS-Int-S-011-O
	Interworking with MMS, MM4 Realization
	6.3.1
	CPM-TS-Int-S-012-O

	CPM-TS-Int-S-012-O
	Interworking with MMS, MM4 Realization, messages
	6.3.1
	CPM-TS-Int-S-015-O AND CPM-TS-Int-S-018-O AND CPM-TS-Int-S-019-O AND CPM-TS-Int-S-022-O AND CPM-TS-Int-S-034-O AND CPM-TS-Int-S-037-O

	CPM-TS-Int-S-013-O
	Interworking with MMS, MM4 Realization, delivery notifications
	6.3.1
	CPM-TS-Int-S-016-O AND CPM-TS-Int-S-020-O

	CPM-TS-Int-S-014-O
	Interworking with MMS, MM4 Realization, read reports
	6.3.1
	CPM-TS-Int-S-017-O AND CPM-TS-Int-S-021-O

	CPM-TS-Int-S-034-O
	Interworking with MMS, MM4 Realization, session interworking
	6.3.1
	CPM-TS-Int-S-039-O AND CPM-TS-Int-S-040-O AND CPM-TS-Int-S-041-O AND CPM-TS-Int-S-042-O AND CPM-TS-Int-S-035-O AND CPM-TS-Int-S-036-O

	CPM-TS-Int-S-015-O
	Pager Mode CPM Standalone Message to MMS Message
	6.3.1.1.1, and Table 12, Table 13, Table 14
	

	CPM-TS-Int-S-016-O
	MMS Delivery Report to CPM Disposition Notification
	6.3.1.1.3, and Table 17, Table 18, Table 19
	

	CPM-TS-Int-S-017-O
	MMS Read Reply to CPM Standalone Message Disposition Notification
	6.3.1.1.4, and Table 20, Table 21, Table 22
	

	CPM-TS-Int-S-018-O
	Large Message Mode CPM Standalone Message to MMS Message
	6.3.1.1.2, and Table 15, Table 16
	

	CPM-TS-Int-S-037-O
	CPM File Transfer to MMS Message
	6.3.1.1.5, and Table 23, Table 24
	

	CPM-TS-Int-S-019-O
	MMS to Pager Mode CPM Standalone Message
	6.3.1.2.1, and Table 35, Table 36, Table 37, Table 38
	

	CPM-TS-Int-S-020-O
	CPM Delivery Notification to MMS MM4_delivery_report
	0, and Table 41, Table 42
	

	CPM-TS-Int-S-021-O
	CPM Read Report to MMS
	6.3.1.2.4, and Table 43, Table 44
	

	CPM-TS-Int-S-022-O
	MMS Message to a Large Message Mode CPM Standalone Message
	6.3.1.2.2, and Table 39, Table 40
	

	CPM-TS-Int-S-039-O
	CPM Session Invitation to MMS Message
	6.3.1.1.6.1, and Table 25, Table 26, Table 27
	

	CPM-TS-Int-S-040-O
	CPM Chat Message to MMS Message
	6.3.1.1.6.2, and Table 28, Table 29
	

	CPM-TS-Int-S-041-O
	CPM-Originated Session Leaving request 
	6.3.1.1.6.4, and Table 31, Table 32
	

	CPM-TS-Int-S-042-O
	Sending Participant Information to MMS User
	6.3.1.1.6.6, and Table 33, Table 34
	

	CPM-TS-Int-S-035-O
	MMS Message to CPM Chat Message
	6.3.1.2.5, and Table 46
	

	CPM-TS-Int-S-036-O
	MMS Originated Session Leaving request Handling
	6.3.1.1.6.5
	

	CPM-TS-Int-S-023-O
	Interworking with e-mail
	6.4
	CPM-TS-Int-S-024-O

	CPM-TS-Int-S-024-O
	Interworking with e-mail, SMTP Realization
	6.4.1
	CPM-TS-Int-S-025-O AND CPM-TS-Int-S-026-O AND CPM-TS-Int-S-027-O AND CPM-TS-Int-S-030-O AND CPM-TS-Int-S-038-O AND CPM-TS-Int-S-043-O AND CPM-TS-Int-S-044-O AND CPM-TS-Int-S-045-O AND CPM-TS-Int-S-046-O AND CPM-TS-Int-S-047-O AND CPM-TS-Int-S-048-O

	CPM-TS-Int-S-025-O
	Interworking with e-mail, CPM to e-mail, Pager Mode CPM Message to e-mail mapping
	6.4.2.1, and Table 45, Table 46, Table 47
	

	CPM-TS-Int-S-026-O
	Interworking with e-mail, e-mail mapping to CPM
	6.4.2.2, and Table 48, Table 49
	

	CPM-TS-Int-S-038-O
	CPM File Transfer to e-mail message
	6.4.2.3, and Table 50, Table 51
	

	CPM-TS-Int-S-043-O
	CPM Session Invitation to e-mail Message
	6.4.2.4, and Table 52, Table 53, Table 54
	

	CPM-TS-Int-S-044-O
	CPM Chat Message to e-mail Message
	6.4.2.4.1, and Table 55, Table 56
	

	CPM-TS-Int-S-045-O
	CPM Session Leaving request to e-mail Message
	6.4.2.4.2, and Table 57, Table 58
	

	CPM-TS-Int-S-046-O
	Sending Participant Information to e-mail user
	6.4.2.4.3, and Table 59, Table 60
	

	CPM-TS-Int-S-030-O
	Interworking with e-mail, e-mail mapping to CPM, e-mail to Pager  Mode CPM Message
	6.4.3.1, and Table 61, Table 62
	

	CPM-TS-Int-S-027-O
	Interworking with e-mail, e-mail mapping to CPM, e-mail to Large Message Mode CPM Message
	6.4.3.2, and  Table 63, Table 64, Table 65
	

	CPM-TS-Int-S-047-O
	E-mail Message to CPM Chat Message
	6.4.3.3, and Table 66
	

	[bookmark: _Ref248697239][bookmark: _Toc267991442]CPM-TS-Int-S-048-O
	E-mail Message to CPM Session Leaving request mapping
	6.4.3.4
	



[bookmark: _Ref268772445][bookmark: _Toc495419279]Release Version in User-Agent and Server Headers
[bookmark: _Toc495419280]Version 1.0
User-Agent and Server headers are used to indicate the release version and product information of the CPM Interworking Function.
The IWF shall implement the User-Agent and Server headers, according to rules and procedures of [RCF3261] with the clarifications in this subclause specific for IWF.
The User-Agent and Server headers ABNF are specified in [RFC3261] and extended as follows:
Server = "Server" HCOLON server-val *(LWS server-val)
User-Agent = "User-Agent" HCOLON server-val *(LWS server-val)
server-val = product / comment
product = IWF-product / token [SLASH product-version]
product-version = token
This specification allows having several server-val tags for Server and User-Agent headers. The first of those server-val tags shall be encoded according to the following ABNF:
IWF-product = iwf-type-token "-" iwf-device-token (SLASH iwf-product-version)
iwf-type-token = "IWF-SMS" / "IWF-MMS" / "IWF-e-mail" / token
iwf-device-token = "client" / "serv" / token
iwf-product-version = "OMA1.0"
Example 1:
In this example the IWF acting as a UAC is an OMA IWF release version 1.0 product. The IWF interworks with MMS. The IWF has inserted its own company and product name and version by appending "Arena-Messaging1000/v1.01".
User-Agent: IWF-MMS-client/OMA1.0 Arena-Messaging1000/v1.01
Example 2:
In this example the IWF acting as a UAS is an OMA IWF release version 1.0 product. The IWF interworks with MMS. The IWF has inserted its own company and product name and version by appending "Arena-Messaging1000/v1.01".
Server: IWF-MMS-serv/OMA1.0 Arena-Messaging1000/v1.01

[bookmark: _Toc495419281]Version 2.0
For CPM version 2.0 the above provisions apply and use the following value for:
iwf-product-version = "OMA2.0"
Example 1:
In this example the IWF acting as a UAC is an OMA IWF release version 2.0 product. The IWF interworks with MMS. The IWF has inserted its own company and product name and version by appending "Arena-Messaging1000/v2.01".
User-Agent: IWF-MMS-client/OMA2.0 Arena-Messaging1000/v1.01
Example 2:
In this example the IWF acting as a UAS is an OMA IWF release version 2.0 product. The IWF interworks with MMS. The IWF has inserted its own company and product name and version by appending "Arena-Messaging1000/v5.01".
Server: IWF-MMS-serv/OMA2.0 Arena-Messaging1000/v5.01
[bookmark: _Toc495419282]Version 2.1
For CPM version 2.1 the same provisions as for Version 2.0 above apply, with the following change:
iwf-product-version = "OMA2.1"
[bookmark: _Ref262531960][bookmark: _Toc267991443][bookmark: _Toc495419283]Non-CPM Communication Service Identifier
The Non-CPM Communication Service Identifier identifies the Non-CPM Communication Service a CPM request originated from.
The Non-CPM Communication Service Identifier is realized via a URI parameter to a SIP URI as defined in section 19.1 of [RFC3261] or to a tel URI as defined in section 3 of [RFC3966].
The Non-CPM Communication Service Identifier URI parameter SHALL be part of the ‘From’ address of a CPM request when that CPM request is originated by a non-CPM user, the Non-CPM Communication Service Identifier URI parameter MAY be part of the ‘To’ address of a CPM request when that CPM request is originated by a CPM User and the CPM request is a reply to a CPM request that was originated by a non-CPM User.
The following ABNF defines the Non-CPM Communication Service Identifier as a URI parameter:
NCCSID = “nccsid=" (“SMS” / “MMS” / “email” / other-nccsid)
other-nccsid = token
For SIP URIs this “NCCSID” rule is the instantiation of the “other-param” rule defined in [RFC3261] and for TEL URIs the NCCSID rule is the instantiation “parameter” rule defined in [RFC3966].
Example URIs including a Non-CPM Communication Service Identifier are as follows:
sip:alice@example.com;nccsid=SMS
tel:+11234561111;nccsid=MMS
sip:bob@example.com;nccsid=Skype
[bookmark: _Ref249159732][bookmark: _Toc267991444][bookmark: _Toc495419284]Mapping of CPM Standalone Message and e-mail identities	(Informative)
[bookmark: _Toc258989746][bookmark: _Toc259063326][bookmark: _Toc259064901][bookmark: _Toc253401525][bookmark: _Toc253401527]Void. 

1. [bookmark: _Ref443062633][bookmark: _Ref443062907][bookmark: _Toc495419289]Calculation of the Message-Correlator for SMS
Void. 
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