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Reason for Change
The reason for this CR is to incorporate to the EVVM RD document requirements proposed by DTAG. These requirements were already part of OMTP TG1.

Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
Following requirements are proposed to be part of RD document. Detailed introduction into use cases behind these requirements are in attached presentation (OMA-COM-EVVM-2010-0014-INP_DTAG_requirements_for_RD.ppt)
Req1) Support for SMS channel encryption
VVM STATUS/SYNC-MBU/SYNC-GU MT OOB SMSes are delivered to the handset in encrypted form in order not to show the content to the subscriber in case the handset displays the SMS to the subscriber.
Req2) Reliable exchange of the STATUS SMSes containing the UI attributes UI improvements of SMS acknowledgement
SMS acknowledgement assures reliable exchange of the STATUS SMSes containing the UI attributes.
The requirement address following issues
· Error cases when the SMS is not correctly delivered to the VVM server. The VVM server can lose the awareness about the client type. Such error cases results in the VVM client malfunction.
· Further client and system development. Any further client or system version can be so ever introduced, because the requirement provides capability to agree mutually (between the client and the system) the UI attributes.
Req3) Support for automatic client detection
Automatic client detection (protocol type determination) allows detection of the terminal/client swap in error cases, when the insecure SMS exchange fails and the system does not receive necessary client type information relating to the terminal/client swap. This requirement enables OMTP VVM protocol to be used in parallel with other VVM protocols (e.g., iPhone).
Detailed Change Proposal
EVVM RD Document Section 6.1.x  High-Level Functional Requirements 
[bookmark: _Toc18142919][bookmark: _Toc196557511][bookmark: _Toc272914488]
6.1.2	Protocol alignment
To address requirements related to modifications, improvement and alignment of protocols used for VVM
	Label
	Description
	Release

	EVVM-SECPRO-001
	The EVVM Enabler SHALL support SMS acknowledgement assuring reliable exchange of the STATUS SMSes containing the UI attributes.

	EVVM1.0


Table 3: Protocol Alignment Requirements Items

6.1.7	Security
To address requirements related to service security
	Label
	Description
	Release

	EVVM-SEC-001
	The EVVM Enabler SHALL support VVM STATUS OOB SMS encryption.
	EVVM1.0

	EVVM-SEC-002
	The EVVM Enabler MAY support VVM SYNC-MBU/SYNC-GU OOB SMS encryption.
	EVVM1.0

	EVVM-SEC-003
	The EVVM Enabler MAY support generation of an informative message after the MT SMS delivery in order to replace original (unreadable).
	EVVM1.0


Table 7: High-Level Functional Requirements – Security Items

6.1.10	Interoperability
To address requirements related to service interoperability
	Label
	Description
	Release

	EVVM-SECIOP-001
	The EVVM Enabler SHALL support automatic client detection.

	EVVM1.0


Table 15: High-Level Functional Requirements – Interoperability Items
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