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1 Reason for Change

This change request addresses RDRR comments from RIM that are related to security and other system requirements in section 6.1.6 thru 6.2, including both editorial and technical comments.

Some changes require updating other sections of the RD. These change are not included, we have added it as an action item for the editor.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update the requirement document as follows.
6.1.6
Security


	Label
	Description
	Release

	
	
	

	
	
	

	EVVM-SEC-001
	The EVVM Enabler SHALL provide at least the same level of security as VVM.
	EVVM V1.0

	EVVM-SEC-002
	The EVVM Enabler SHALL allow protecting EVVM Users from unsolicited voice messages.
	EVVM V1.0

	EVVM-SEC-003
	The EVVM Enabler SHALL preserve the integrity and confidentiality of communication between all entities.
	EVVM V1.0


Table 7: High-Level Functional Requirements – Security Items

6.1.6.1 Authentication


	Label
	Description
	Release

	EVVM-AUT-001
	The EVVM Enabler SHALL provide mutual authentication (user, client, service) prior to accessing the service.
	EVVM V1.0

	EVVM-AUT-002
	The EVVM Enabler SHALL provide authentication information in the notifications.
	EVVM V1.0


Table 8: High-Level Functional Requirements – Authentication Items
6.1.6.2 

	
	
	

	
	
	



6.1.6.3 Data Integrity


	Label
	Description
	Release

	
	
	

	EVVM-INT-001
	The EVVM Enabler MAY support digital signatures.
	EVVM V1.0


Table 10: High-Level Functional Requirements – Data Integrity Items

6.1.6.4 Confidentiality


	Label
	Description
	Release

	
	
	

	EVVM-CON-001
	The EVVM Enabler SHALL support confidentiality of STATUS SMS content.
	EVVM V1.0

	EVVM-CON-002
	The EVVM Enabler MAY support confidentiality of SYNC SMS content.
	EVVM V1.0


Table 11: High-Level Functional Requirements – Confidentiality Items

6.1.2 

	
	
	

	
	
	





	
	
	

	
	
	



Usability


	Label
	Description
	Release

	EVVM-USA-001
	The EVVM Enabler SHALL support EVVM Clients without SMS capability, such as personal computers relying solely on IP connectivity.
	EVVM V1.0

	EVVM-USA-002
	The EVVM Enabler SHALL allow reporting spam by reference, or, by partial upload of the voice message.
	EVVM V1.0

	EVVM-USA-003
	The EVVM Enabler SHALL support email address internationalization.
	EVVM V1.0


Table 14: High-Level Functional Requirements – Usability Items



	
	
	

	
	
	





	
	
	

	
	
	



Overall System Requirements


	Label
	Description
	Release

	EVVM-OVE-001
	The EVVM Enabler SHALL re-use and build upon the OMTP VVM 1.3 specifications [OMTP VVM].
	EVVM V1.0


Table 17: High-Level System Requirements

Change 2:  Remove intro text from all other sections.

· Action item for editor: Remove intro text from all other sub-sections under section 6.
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