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1 Reason for Change

This CR is about to resolve these comments from RDRR:
	
	
	
	
	



	


	
	
	
	
	



	


	A215
	2011.02.21
	T
	6.1.6
	Source: ZTE

Form: INP doc

Comment: While interworking with non-EVVM services (e.g., forwarding a voice mail as a MMS/EMAIL/SMS message), the EVVM Enabler should transfer the data integrity and confidentiality to the non-EVVM services with best efforts.

Proposed Change: Add this requirement into Section 6.1.6, Security.
	Status: CLOSED


	A230
	2011.02.21
	T
	6.1.6.3
	Source: ZTE

Form: INP doc

Comment: Data Integrity should be provided by the EVVM Enabler.

Proposed Change: Add this requirement into Section 6.1.6.3, Data Integrity.
	Status: CLOSED


	
	
	
	
	



	


	A228
	2011.03.21
	T
	6.1.6.3


	Source: China Unicom

Form: INP doc

Comment: Providing a machenism to ensure “Data Integrity” is important. 

Proposed Change: Suggest adding a new feature EVVM-SEC-002 with the sentence as follows:

The EVVM Enabler SHALL provide a mechanism to ensure the data integrity when transfer voice messages. 

A CR will be submitted.
	Status: OPEN




CR48R01:
According to the discussion with RIM off line, A213, A214 have been handled in the CR58. CR48R01 removes A213, A214 from the RC list.

A234 was handled in the CR55R03 which was agreed on Tuesday of Prague EVVM Meeting. CR48R01 removes A234 from the RC list
CR48R01 addresses comment A228.
2 Impact on Backward Compatibility

n/a 

3 Impact on Other Specifications

n/a 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This Change Request is proposed for agreement by EVVM SWG.

6 Detailed Change Proposal

Change 1:  Add the following requirement item to Section 6.1.
6.1.6
Security

To address EVVM security requirements.
	Label
	Description
	Release

	EVVM-SEC-001
	The EVVM Enabler SHALL support confidentiality of STATUS SMS content.
	EVVM V1.0

	EVVM-SEC-002
	The EVVM Enabler MAY support confidentiality of SYNC SMS content.
	EVVM V1.0

	
	
	

	
	
	

	EVVM-SEC-005
	While interworking with non-EVVM services, the EVVM Enabler SHALL transfer the data integrity and confidentiality to the non-EVVM services if the non-EVVM services support data integrity and confidentiality mechanisms.
	EVVM V1.0


Table 7: High-Level Functional Requirements – Security Items

7.1.1.1 

	
	
	

	
	
	



7.1.1.2 

	
	
	

	
	
	



7.1.1.3 Data Integrity

<intro text for Data Integrity requirements here>

	Label
	Description
	Release

	
	The EVVM Enabler SHALL provide Data Integrity of VMs when delivering VMs.
	


Table 10: High-Level Functional Requirements – Data Integrity Items

7.1.1.4 Confidentiality

<intro text for Confidentiality requirements here>

	Label
	Description
	Release

	
	
	


Table 11: High-Level Functional Requirements – Confidentiality Items
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