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1 Reason for Change

This CR addresses the following EVVM requirement item allocated to ALU to describe its corresponding implications on the architectural functionality:
	EVVM-AUT-002
	The EVVM Enabler SHALL provide authentication information in the notifications.


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The functional impacts and implications of fulfilling this requirement travels end-to-end through a number of components of the EVVM architecture and their interfaces. They are shown in Section 6 below, and the EVVM group is recommended to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update Section 6.3.1.2
EVVM Server

6.3.1.2 EVVM Server

The EVVM Server resides in a Server Domain. It stores resources and provides access to these resources to other EVVM functional components.
The EVVM Server is responsible for:
· Serving connection requests, authenticating the user, maintaining and closing established connections as requested.

· Providing storage for voice mails, greetings, voice signatures and user preferences.

Editorial Notes: providing storage is for VVM 1.3, where and how to provide storage for EVVM 1.0 is FFS

· Processing and validation of requests originating from the EVVM Client and the TUI.

· Apply the service provider policies to requests from the EVVM Client and the TUI, as applicable.

· Performing requested operations, if permitted:

· Voicemail handling:
· Sending voicemail to destination.

· Delivering voice mail with appropriate codec.

· Storing incoming voicemail.

· Greeting and voice signature management:
· Storing greetings (voice or text) and voice signatures.

· Playing the appropriate greetings based on EVVM user’s preference.

· Content adaptation:

· Realizing voice mail transcription.

· Realizing text to speech conversation
· Providing transcribed text to the client
· Notifications:

· Delivering subscriber status.

· Dispatching event notifications.
· Provide authentication information in the notifications.
· Reporting the result of the requested operation to the EVVM Client and the TUI, as applicable.
· Forwarding transcribed text from the client to the destination
· Security:

· Accepting the encryption algorithm preferred by the EVVM Client.

· Accepting the encryption key generated by the EVVM Client.

· Encryption of sensitive SMS content, e.g., STATUS/SYNC SMS using the encryption key generated by the EVVM Client and encryption algorithm according to the EVVM Client preference. (Encryption of SYNC SMS content is optional depending on operator’s policy)
Change 2:  Update Section   6.3.2.2  EVVM -2 Interface
6.3.2.2   EVVM-2


The EVVM-2 interface is exposed by the EVVM Client to allow the EVVM Server to access the EVVM Client.
Supported functionalities include:

· Sending subscriber provisioning status.

· Sending notifications.
· Providing authentication information in the notifications.
· Sending the encrypted SMS content , e.g., STATUS SMS, SYNC SMS.
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