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1 Reason for Change

In the EVVM RD, there is a number of requirement items related to user preferences, group list, black/white list, etc. To fulfil these requirements, It seems a quite logical approach to re-use the already existing OMA XDM platform and not to duplicate it within the EVVM Server. Specifically, there are three different listings to be prepared and managed in XML documents.  
I. To resolve the issues of user preferences mentioned in the following requirements.
	EVVM-HLF-013
	The EVVM Enabler MAY support storing copies of sent VMs in a storage separated from the inbox according to user preferences and service provider policy.
	EVVM V1.0

	EVVM-HLF-019
	The EVVM Enabler SHALL support sending notification to the recipient EVVM user, which includes the information and status of the voice mail recall attempt made by the recalling EVVM user, according to the recalling EVVM user’s preferences.
	EVVM V1.0

	EVVM-GRM-008
	The EVVM Enabler MAY support a mechanism for resolving the EVVM user’s conditional greeting conflicts based on the EVVM user’s preferences. 
	EVVM V1.0

	EVVM-PRO-001
	The EVVM Enabler SHALL support multiple media formats and the selection of a preferred format based on various factors: e.g., user preferences, device capabilities, operator policies).
	EVVM V1.0

	EVVM-UIM-001
	The EVVM Enabler SHALL support EVVM user preferences that govern the notification and subsequent delivery of voice mail messages.
	EVVM V1.0


II. For “creating and managing groups”. 
	EVVM-GRM-002
	The EVVM Enabler MAY support creating and managing groups (e.g., a predetermined list of colleagues stored in an address book, a white list) for greetings and associate greetings with groups.
	EVVM V1.0


III. For creating and managing a black list.
	EVVM-HLF-002
	The EVVM Enabler MAY allow an EVVM user to block specific users from leaving voice mails. 
	EVVM V1.0


This CR proposes to re-use the XDM as a “Supporting enabler” in the EVVM Specifications.
R01 addresses the comments received from Tuesday meeting in Budapest.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The EVVM group is recommended to review and agree to the changes proposed in Section 6.
6 Detailed Change Proposal

Change 1:  Add the following entry in Section 2.1
Normative References
	[OMA-XDM]
	“XML Document Management Architecture”, Open Mobile Alliance™, OMA-AD-XDM-XX, URL:http://www.openmobilealliance.org/


Change 2:  Update Section 6.2
Architectural Diagram
Architectural Diagram
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Figure 2: OMA EVVM logical architecture

In alignment with the OMA Service Environment [OMA-OSE], Figure 2 presents the EVVM logical architecture model, depicting the EVVM Enabler’s functional components and their interactions with each other and with external entities such as the Supporting Enablers and the Remote EVVM Server. 
The EVVM Enabler consists of the following EVVM functional components:
· The EVVM Client, which resides in the user’s Device and allows the EVVM user to use the EVVM-based services by interacting with the EVVM Server and the components in the Device.
· The EVVM Server, which resides in the network domain and interacts with the EVVM Client and other components such as the Interworking Gateway and the Forwarding Gateway.
· The Interworking Gateway, which provides interworking between EVVM-based services and external standard non-OMA VM Services.
· The Forwarding Gateway, which forwards voice mails to external non-VM services such as Email, MMS and SMS.
· The Telephony User Interface (TUI), which allows the user to access his/her EVVM VM box via traditional telephony systems.
The EVVM functional components, if and when needed, interact with the following external functional components:
· The Supporting Enablers, which are other OMA Enablers used to support the EVVM Enabler. The following supporting Enablers are used by the EVVM Enabler:

· The XDM Enabler for creating, storing and managing EVVM user preferences, group lists for greetings and black-list for blocking incoming voice mails.
· The Remote EVVM Server, which is another EVVM server residing in another (remote) server domain.
Change 3:  Update Section 6.3.1.1
EVVM Client
6.3.1.1 EVVM Client

The EVVM Client resides in a Device. It is used to access network-based EVVM functional components and to manage voicemails, greetings and user preferences.
The EVVM Client is responsible for:

· Establishing connections as necessary, authenticating the user, maintaining and closing established connections as necessary:

· Providing information for mutual authentication between the EVVM User and the EVVM Server prior to accessing the EVVM based service.
· Providing information for mutual authentication between other EVVM functional entities and supporting resources, if applicable (e.g., VM storage, user preferences), prior to using resources and managing user’s data.
· Negotiations with the server:

· Disclosing the following capabilities:

· List of supported media formats.

· 
· 
· 
· 
· 
· Folder management:
· Selecting the current folder.

· Voice mail handing

· Creating a voice mail from voice or text

· Sending voicemail 
· Requesting to send a new or a stored voice mail to the recipient
· Requesting to forward a voice mail or part(s) of it

· Requesting to forward a transcription of the voice mail or parts of it

· Requesting to forward voice mail to SMS, MMS and/or Email

· Supporting international email addresses.

· Voicemail management:
· Creating a voice mail from voice or text.

· Obtaining list of voicemail.
· Deleting voicemail.

· Retrieving voice mails as 

· voice mail only

· transcribed text only

· voice mail and transcribed text
· Greeting (audio or text) and voice signature management:
· Creating greetings and voice signatures

· Uploading greetings and voice signatures.

· Obtaining list of greetings and voice signatures.
· Retrieving greetings and voice signatures.

· Deleting greetings and voice signatures.

· Updating greetings and voice signatures.

· Content adaptation:

· Request on-demand text to voice conversion.

· Request on-demand message transcription.

· Start/stop automatic message transcription.

· Notifications:

· Query subscriber provisioning status.

· Service activation/deactivation.

· Turn notifications on/off.

· Receive and consume notifications.
· Security:

· Choosing the preferred encryption algorithm for generating encryption keys

· Distributing the encryption key to the EVVM Server.

· Decrypting the encrypted SMS content, e.g. STATUS SMS, SYNC SMS.

· 
Change 4
Update Section 6.3.1.2
EVVM Server

6.3.1.2 EVVM Server

The EVVM Server resides in a Server Domain. It stores resources and provides access to these resources to other EVVM functional components.
The EVVM Server is responsible for:
· Serving connection requests, authenticating the EVVM user and the EVVM Client, maintaining and closing established connections as requested.

· Providing information for mutual authentication between other EVVM functional entities and supporting resources, if applicable (e.g., VM storage, user preferences), prior to using resources and managing user’s data.
· Providing storage for voice mails, greetings, voice signatures and the following user preferences:
· Preferred media formats.
Editorial Notes: providing storage is for VVM 1.3, where and how to provide storage for EVVM 1.0 is FFS

· Processing and validation of requests originating from the EVVM Client and the TUI.

· Apply the device capabilities, user preferences and service provider policies to requests from the EVVM Client and the TUI, as applicable.

· Performing requested operations, if permitted:

· 
· 
· 
· Voicemail handling:
· Sending voicemail to destination.

· Delivering voice mail with appropriate codec.

· If needed, perform on-the-fly transcription to the preferred media format(s).

· Storing incoming voicemail.

· Forwarding an already stored voice mail to the recipient user.

· Supporting international email addresses.

· Greeting and voice signature management:
· Storing greetings (voice or text) and voice signatures.

· Playing the appropriate greetings based on EVVM user’s preference.

· Content adaptation:

· Realizing voice mail transcription.

· Providing transcribed text to the client.
· Realizing text to voice conversion.
· Providing converted voice to the client.
· Notifications:

· Delivering subscriber status.

· Dispatching event notifications.

· Reporting the result of the requested operation to the EVVM Client and the TUI, as applicable.
· Forwarding transcribed text from the client to the destination
· Security:

· Accepting the encryption algorithm preferred by the EVVM Client.

· Accepting the encryption key generated by the EVVM Client.

· Encryption of sensitive SMS content, e.g., STATUS SMS, SYNC SMS using the encryption key generated by the EVVM Client and encryption algorithm according to the EVVM Client preference. (Encryption of SYNC SMS content is optional depending on operator’s policy)

· 
Change 5
Changes in Section 6.3.1.10   Supporting Enablers
6.3.1.3 Supporting Enablers
6.3.1.10.1 XML Document Management (XDM) Enabler
The XDM Enabler defines a common mechanism that makes user-specific service-related information accessible to the Enablers that need it. XDM specifies how such information is represented in XML documents. It uses a common protocol for access and manipulation (e.g. create, modify, delete, etc.) of such XML documents. 
 The XDM Enabler allows the EVVM users to create, store and manage user-specific service-related information. It provides XDM operations for:
· EVVM user preferences,
· EVVM Group-list for greetings,
· EVVM Black-list of incoming VM users.
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