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1. Scope

This document contains both the Error! Reference source not found. and the Error! Reference source not found. of the Enhanced Visual Voice Mail Enabler. 
Editor’s note: revisit when spec is more or less complete.
2. References

2.1 Normative References

	[OMA-EVVM-RD]
	“Enhanced Visual Voice Mail Requirements”, Open Mobile Alliance™, OMA-RD-EVVM-V1_0,
URL:http://www.openmobilealliance.org/

	[GSMA VVM]
	“Visual Voice Mail Interface Specifications”, Version 1.3, Open Mobile Terminal Platform, OMTP URL:http://www.omtp.org/Publications/Display.aspx?Id=6e36ebdb-5e52-4c91-81e5-d9565b658088
Editor’s Note: The OMA EVVM working group expects GSMA to take ownership of the existing OMTP VVM 1.3 Specifications. Therefore, the appropriate reference will be revisited during the consistency review.

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	Informative References

 [OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMA-OSE]
	“OMA Service Environment”, Open Mobile Alliance™, OMA-AD-Service-Environment-V1_0_5-20091008-A, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

All figures in the normative sections follow these conventions:


[image: image2.emf]Functional Component specified by EVVM

Functional Component not specified by EVVM

Interface specified by EVVM

Reference point not specified by EVVM


Figure 1: Conventions for figures in the normative sections
3.2 Definitions

	XYZ
	Definition of XYZ

	
	


3.3
Abbreviations

	EVVM
	Enhanced Visual VoiceMail

	GSMA
	GSM (Groupe Spéciale Mobile) Association

	NUT
	New User Tutorial

	OMA
	Open Mobile Alliance

	OMTP
	Open Mobile Terminal Platform

	VVM
	Visual VoiceMail

	
	

	
	


4. Introduction

The purpose of this specification is to provide the logical architecture model, the technical specification \and static conformance requirements for the OMA Enhanced Visual Voice Mail (EVVM) Enabler.

The logical architecture model is described in section Error! Reference source not found.. The purpose of the logical architecture model is to identify functional components and interfaces and describe their high level roles, functionalities and relationships.

The technical specification is described in section Error! Reference source not found.. The purpose of the technical specification is to describe the identified interfaces in detail: the associated protocols, the means of identification, the data formats and, in general, the procedures and behaviors of the individual functional components with regards to utilizing these interfaces.

The static conformance requirements are described in Error! Reference source not found.. The purpose of these static conformance requirements is to describe conformance definitions and their dependencies for this Enabler, ultimately allowing validating compliance of individual client and server implementations to this specification.

Editor’s note: revisit when spec is more or less complete.
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

The text will be re-used on the OMA release pages and it is therefore important that the description is brief; target length should be a few paragraphs, rather than several pages.
DELETE THIS COMMENT

Editor’s note: revisit when spec is more or less complete.

5. Requirements
(Normative)

The requirements driving this work have been captured in the Enhanced Visual Voice Mail Requirements specification, [OMA-EVVM-RD].

6. Architectural Model

The EVVM Enabler is realized using a client-server architecture based on a similar architecture from the OMTP VVM 1.3 Specifications. The OMA EVVM Enabler leverages the OMTP VVM 1.3 Specifications [GSMA VVM] by improving the existing voice mail service with market driven requirements and extending it with several new features and functions. It interacts with other network elements and re-uses concepts and technologies specified by other OMA Enablers and in Standard non-OMA specifications. The functions proposed for this Enabler are based on the requirements defined in [OMA-EVVM-RD].
6.1 Dependencies

<< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this release calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]
where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.

If this architecture has no dependencies, then this section only needs to contain a statement as such.

DELETE THIS COMMENT >>

.

6.2 Architectural Diagram


Figure 2: OMA EVVM logical architecture
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Figure 2
 presents the EVVM logical architecture model, depicting the EVVM Enabler’s functional components and their interactions with each other and with external entities such as the Supporting Enablers and the Remote EVVM Server. 
The EVVM Enabler consists of the following EVVM functional components:
· The EVVM Client, which resides in the user’s device and allows the EVVM User to use the EVVM-based services by interacting with the EVVM Server and the components in the Device.
· The EVVM Server, which resides in the network’s Server Domain and interacts with the EVVM Client and other network components such as the Interworking Gateway and the Forwarding Gateway.
· The Interworking Gateway, which provides interworking between EVVM-based services and external standard non-OMA VM Services.
· The Forwarding Gateway, which forwards voice mails to external non-VM services such as Email, MMS and SMS.
· The Telephony User Interface (TUI), which allows the user to access his/her EVVM VM box via traditional telephony systems.
The EVVM functional components, if and when needed, interact with the following external functional components:
· The Supporting Enablers, which are other OMA Enablers used to support the EVVM Enabler.
Editor’s Note: If no example of a supporting enabler is identified, this bullet item may be removed based on the group’s collective agreement.
· The Remote EVVM Server, which is another EVVM server residing in another (remote) server domain.
6.3 Functional Components and Interfaces/reference points definition

<< This section describes all of the architecture’s functional components and the specified interfaces and/or reference points. 

As a general guidance, the document SHOULD define interfaces, wherever possible. 
Each of the components should be described in a separate subsection and MUST contain at least the following information:

· Name

· Description

· Responsibility (e.g. what does the component do/perform)

Each component SHOULD have at least one interface or at least one reference point that can be used by some other functional component, enabler, application, etc.

All of the interfaces and/or the reference points should be described in this section. 

Interfaces and reference points MUST be described in a language-independent way.

Each interface description MUST include at least the following information:

· Name

· Description

· Entity that exposes the interface

Each reference point description MUST include at least the following information:

· Name

· Description of all the functions exposed between the two entities

· The two entities that are linked by this reference point

Each reference point description SHOULD include the following information:

· Name of each interface included in the reference point

Description of each interface included in the reference point

Interface/reference point naming convention: 

The name of an interface/reference point consists of a minimal number of characters (e.g. no longer than the WID's registered name), followed by a dash, followed by a running number (starting at “1” and counting upwards in steps of 1 for each new interface/reference point).  Each work group decides about the character(s) for their interfaces/reference point as long as there is no duplication with already existing names (work groups can consult ARC to confirm).  Names should be chosen in an intuitive way to allow easy recognition of the interface/reference point.  Some examples are:

     B-1
B stands for “Browsing”

     POC-5
POC stands for “Push to Talk over Cellular”

     MMS-7
MMS stands for “Multimedia Messaging”

Interface re-use convention: In case an interface from another enabler is re-used (e.g. exactly as is, as a profiled subset, or extended with additional Attribute Value Pairs), the interface name is that of the other enabler.  That is, the interface name does not change, since the interface does not fundamentally change.  The interface structure and placement of parameters and/or AVPs are already defined as part of the other enabler.
Reference points re-use convention: 
 In case a reference point from another enabler is re-used (i.e. all of its interfaces, and the two entities, as originally defined, linked through the reference point) then, the reference point name is that of the other enabler.  That is, the reference point name does not change, since the reference point does not fundamentally change.  The reference point structure and placement of parameters and/or AVPs are already defined as part of the other enabler.

Detailed recommendations on how to re-use reference points may be found in the “Architecture Best Practices” document.

Graphical representation convention:

Reference points are depicted as a line and interfaces are depicted as an arrow. 

DELETE THIS COMMENT >>

6.3.1 Functional Components

6.3.1.1 EVVM Client

The EVVM Client resides in a Device. It is used to access network-based EVVM functional components and to manage voicemails, greetings and user preferences.
The EVVM Client is responsible for:

· Establishing connections as necessary, authenticating the user, maintaining and closing established connections as necessary:
· Providing information for mutual authentication between the EVVM User and the EVVM Server prior to accessing the EVVM based service.
· Providing information for mutual authentication between other EVVM functional entities and supporting resources, if applicable (e.g., VM storage, user preferences), prior to using resources and managing user’s data.
· Negotiations with the server:

· Disclosing the following capabilities:

· List of supported media formats.

· User preference management:

· Obtaining list of user preferences.
· Retrieving user preferences.

· Deleting/clearing user preferences.

· Setting/updating user preferences.

· Folder management:
· Selecting the current folder.

· Voice mail handling

· Creating a voice mail from voice or text

· Sending voicemail 
· Requesting to send a new or a stored voice mail to the recipient(s)
· Requesting to forward a voice mail or part(s) of it to the recipient(s)
· Requesting to forward a transcription of the voice mail or parts of it to the recipient(s)
· Requesting to forward a voice mail to SMS, MMS and/or Email recipient(s)
· Supporting international email addresses.

· Voicemail management:
· Creating a voice mail from voice or text.

· Obtaining a list of voicemail(s).
· Deleting a voicemail.

· Retrieving a voice mail as 

· voice mail only

· transcribed text only

· voice mail and transcribed text together
· Greeting (audio or text) and voice signature management:
· Creating greetings and voice signatures

· Uploading greetings and voice signatures.

· Obtaining list of greetings and voice signatures.
· Retrieving greetings and voice signatures.

· Deleting greetings and voice signatures.

· Replacing existing greetings and voice signatures.

· Content adaptation:

· Requesting on-demand text to voice conversion.

· Requesting on-demand  voice mail transcription.

· Starting/stoping automatic voice mail transcription.

· Notifications:

· Querying subscriber provisioning status.

· Service activation/deactivation.

· Turning notifications on/off.

· Receiving and consuming notifications.
· Security
:

· Choosing the preferred encryption algorithm for generating encryption keys

· Distributing the encryption key to the EVVM Server.

· Decrypting the encrypted SMS content, e.g. STATUS SMS, SYNC SMS.

6.3.1.2 EVVM Server

The EVVM Server resides in a Server Domain. It stores resources and provides access to these resources to other EVVM functional components.
The EVVM Server is responsible for:
· Serving connection requests, authenticating the EVVM user and the EVVM Client, maintaining and closing established connections as requested.

· Providing information (e.g. EVVM User credentials) for mutual authentication between other EVVM functional entities and supporting resources, if applicable (e.g., VM storage, user preferences), prior to using resources and managing user’s data.
· Providing storage for voice mails, greetings, voice signatures and the following user preferences:
· Preferred media formats.
Editorial Notes: providing storage is for VVM 1.3, where and how to provide storage for EVVM 1.0 is FFS

· Processing and validation of requests originated from the EVVM Client and the TUI.

· Applying the device capabilities, user preferences and service provider policies to requests from the EVVM Client and the TUI, as applicable.

· Performing requested operations, if permitted:

· User preference management:
· Sending preferences .

· Storing preference updates.

· Voicemail handling:
· Sending voicemail to the recipient(s).

· Delivering voice mail with appropriate codec.

· If needed, performing on-the-fly transcription to the preferred media format(s).

· Storing incoming voicemail(s).

· Forwarding an already stored voice mail to the recipient(s).

· Supporting international email addresses.

· Greeting and voice signature management:
· Storing greetings (voice or text) and voice signatures.

· Playing the appropriate greetings based on EVVM user’s preference.

· Content adaptation:

· Realizing voice mail transcription.

· Providing transcribed text to the client.
· Realizing text to voice conversion.
· Providing converted voice to the client.
· Notifications:

· Delivering subscriber status .

· Dispatching event notifications.

· Reporting the result of the requested operation to the EVVM Client and the TUI, as applicable.
· Forwarding transcribed text to the recipient(s)
· Security
:

· Accepting the encryption algorithm preferred by the EVVM Client.

· Accepting the encryption key generated by the EVVM Client.

· Encryption of sensitive SMS content, e.g., STATUS SMS, SYNC SMS, using the encryption key generated by the EVVM Client and encryption algorithm according to the EVVM Client preference. (Encryption of SYNC SMS content is optional depending on operator’s policy)
6.3.1.3 TUI

The TUI resides in the Server Domain. It provides a voice-based interface to the resources residing on the EVVM Server.

The TUI is responsible for:

· Providing mapping between the user’s voice communications and the EVVM Server and vice versa.

· Serving voice call requests, authenticating the user, maintaining and closing established voice calls.

· TUI-specific features:
· Changing user password.

· Changing selected language.

· NUT
· Voicemail management:
· Obtaining list of voicemail(s).
· Listening to voicemail(s).

· Deleting voicemail(s).

· Greeting and voice signature management:
· Recording greetings and voice signatures.

· Obtaining the list of greetings and voice signatures.
· Listening greetings and voice signatures.

· Deleting greetings and voice signatures.

· Voice call handling:
· Playing the appropriate greeting and voice signature.

· Recording voicemail(s).
6.3.1.4 Interworking Gateway

6.3.1.5 Forwarding Gateway

6.3.1.6 Remote EVVM Server

6.3.1.7 Device

6.3.1.8 Other Clients

6.3.1.9 Server Domain

6.3.1.10 Supporting Enablers

6.3.1.11 Standard non-OMA VM Service

6.3.1.12 Email

6.3.1.13 MMS

6.3.1.14 SMS

6.3.1.15 Underlying Infrastructure

6.3.2 Interfaces

6.3.2.1 EVVM-1

The EVVM Server is exposing the EVVM-1 interface to the EVVM Client, allowing it to access the resources on the EVVM Server.

Supported functionalities include:

· EVVM User and Client authentication.

· Disclosing capabilities of the EVVM Client:

· Supported media formats.

· Sending, requesting forwarding, listing, retrieving, and deleting voicemail(s) while providing support for:
· International email addresses.

· EVVM Server also receiving:

· indication on how voice mails should be received (see 6.3.1.1). The EVVM Client sends this information via EVVM-1.

· transcribed text which the EVVM Client sends for forwarding purposes.

· one or more recipient’s addresses to forward the transcribed text

· type of message (i.e., SMS, MMS or Email) to forward as a voice mail
· Uploading, listing, retrieving, and deleting greetings (voice or text) and voice signatures.

· Managing preferred greeting selection

· Requesting voice mail transcription.

· On demand

· Automatically with every voice mail

· Requesting text to voice conversion on demand.

· Updating user preferences.

· Querying EVVM User’s provisioning status.
· Sending the encryption key generated by the EVVM Client.

· Sending the encryption algorithm preferred by the EVVM Client.

6.3.2.2 EVVM-2

The EVVM Client is exposing the EVVM-2 interface to the EVVM Server, allowing it to send notifications to the EVVM Client.
Supported functionalities include:

· Providing information for mutual authentication
· Sending subscriber provisioning status.

· Sending notifications.
· Sending the encrypted SMS content, e.g. STATUS SMS, SYNC SMS.

6.3.2.3 EVVM-3

The EVVM-3 interface is exposed by the Forwarding Gateway to allow the EVVM Server to access the functions provided by Forwarding Gateway.

Supported functionalities include:

· Requesting to send (with or without delivery and/or read report requested) a voice mail as SMS, MMS or Email to the recipient(s)
6.3.2.4 EVVM-4

6.3.2.5 EVVM-5

6.3.2.6 EVVM-6

6.3.2.7 EVVM-7

6.3.2.8 EVVM-8

7. Technical Specification
This section contains the detailed technical specifications.

7.1 Versioning

This section describes backward and forward compatibility issues.

7.2 Transport bindings

This section describes the protocols for each interface.

7.3 Data Model
This section describes the data/payload formats and encodings that EVVM uses:

· Identifiers in section 7.3.1.

· User preferences in section 7.3.2.

· Voice in section 7.3.3.

· Notifications in section 7.3.4.
7.3.1 Identifiers
This section describes the format of identifiers.

7.3.2 User preferences

This section describes the format of user preferences.

7.3.3 Voice

This section describes the format of embedded voice.

7.3.3.1 Voicemails

This section describes the format of voicemails.

7.3.3.2 Greetings

This section describes the format of greetings.

7.3.3.3 Voice signatures

This section describes the format of voice signatures.

7.3.4 Notifications

This section describes the format of notifications.

7.4 Procedures

This section describes the detailed procedures using flows, steps and interactions that functional components perform:

· Client-specific procedures in section 7.4.1.

· Server-specific procedures in section 7.4.2.

· Client-Server procedures in section 7.4.3.

· Server-Server procedures in section 7.4.4.
7.4.1 Client-specific procedures
This section describes procedures that take may place solely at the EVVM Client, without involving any other functional component.

Minimum conformance requirements:

· The EVVM Client MUST support:

· ...

· The EVVM Client SHOULD support:

· ...

· The EVVM Client MAY support:

· ...

7.4.2 Server-specific procedures
This section describes procedures that take may place solely at the EVVM Server, without involving any other functional component.

Minimum conformance requirements:

· The EVVM Server MUST support:

· ...

· The EVVM Server SHOULD support:

· ...

· The EVVM Server MAY support:

· ...
7.4.3 Client-Server procedures
This section describes procedures that involve the EVVM Client and the EVVM Server and requires interactions via the EVVM-1 and/or EVVM-2 interfaces.

Minimum conformance requirements:

· The EVVM Server MUST expose the EVVM-1 interface.
· The EVVM Client MUST expose the EVVM-2 interface.
· The EVVM Server and the EVVM Client MUST support:

· ...

· The EVVM Server and the EVVM Client SHOULD support:

· ...

· The EVVM Server and the EVVM Client MAY support:

· ...

7.4.3.1 Authentication

7.4.3.2 Capability exchange
7.4.3.3 Folder management

7.4.3.4 Voicemail management

7.4.3.5 Transcription

7.4.3.6 Notifications

7.4.3.6.1 Request subscriber status notification
7.4.3.6.2 Request turning notifications on/off

7.4.4 Server-Server procedures
This section describes procedures that involve two EVVM Servers via their respective EVVM-7 interfaces.

Minimum conformance requirements:

· The EVVM Server MAY expose the EVVM-7 interface.
· The EVVM Server exposing the EVVM-7 interface MUST support:

· ...

· The EVVM Server exposing the EVVM-7 interface SHOULD support:

· ...

· The EVVM Server exposing the EVVM-7 interface MAY support:

· ...
This section will refer to the secondary EVVM Server as ‘Remote EVVM Server’.

8. Release Information

8.1 Supporting File Document Listing 

<< List the documents besides this document that comprise this release.  This is where supporting files for elements such as Schemas, Managed Objects or Data Descriptions would be itemized.  Each such document is to be listed by fully qualified name as known in the permanent document area.  Each document should also include the reference from section 2 to provide linkage with other uses in this document.

For supporting files that need to be made available separate from the permanent document area (e.g. DTD in a publicly reachable directory), provide information on the expected path as well as the external file name.  These should be based on existing recommendations and not picked arbitrarily (see information on supporting files available in the REL support menu).
The following table includes example fields with dummy values to make it clear the type of information to be entered.  The actual table should be filled in for the specific release.

DELETE THIS COMMENT >>

	Doc Ref
	Permanent Document Reference
	Description

	Supporting Files

	
	
	

	
	
	


Table 1: Listing of Supporting Documents in FOO Release
8.2 OMNA Considerations
<< This section is to be used to describe any OMNA items included in the release.  This would include, among others:

· Usage of OMA-based Uniform Resource Names (URNs) (including those used as namespace identifiers in Schemas)

· AppiDs for Application Characteristics (AC)

· Managed Object (MO) identifier information for the MO registry

· ISO Object IDs

· PUSH Application Ids

· WAP Wireless Session Protocol (WSP) Content Types

· Presence <service-description> assignments

· Uniform Resource Identifier (URI)-List Registered Usage Names (for XDM)

The format of this section will be left up to the release owners to account for the particular needs they may run into.  It should be clear from the written material, though, as to the set of OMNA items needed.

If a new OMNA registry is needed to support the release – clearly this should have been worked with the REL Committee before submitting a Release Document.  Failure to do so may result in delays as the required tables are worked up and made publicly available.  Another risk is that the table desired is not supported by OMNA (is not a registry type table) and the group will need to re-think how they intend to resolve their needs.

Through the normal development process the OMNA entries or support registries should be accommodated.  This should not be trigger to remove the linkage from this section.  Thus, if an entry is added to OMNA after the initial Candidate version described the need – the material should stay in this section.  It may be useful in subsequent releases to add some text to indicate that the needed items have been accommodated (e.g. add a comment regarding its availability or support as appropriate).

If the release has absolutely no OMNA items to be accommodated – then it should indicate that explicitly with a short description (e.g. this release does not have any OMNA items for handling).  This determination probably can not be made until the end of the development phases and editors are encouraged to keep this advisory in place until the Consistency Review.

DELETE THIS COMMENT >>

8.3 Additional Items

<<If the release has any other elements needed to make it complete they should be noted in this section.  For example, if there are any external registrations (e.g IANA assigned values) or shared/dependent components they should be documented.

The format of the description in this section is left to the editor based on the information needed.  If there are no such elements, the editor may remove this sub-section.
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	Baseline as agreed in:

   OMA-COM-EVVM-2010-0041R01-INP_ER_Baseline

	
	25 Apr 2011
	6.3
	Added CRs:

OMA-COM-EVVM-2011-0127-CR_Req2Arc_Initial_Layout

	
	8 May 2011
	3.1, 6.2
	OMA-COM-EVVM-2011-0135R03

	
	26 May 2011
	
	OMA-COM-EVVM-2011-0125R06

OMA-COM-EVVM-2011-0132R02
OMA-COM-EVVM-2011-0139R02
OMA-COM-EVVM-2011-0142R01

OMA-COM-EVVM-2011-0144R01

OMA-COM-EVVM-2011-0145R01

OMA-COM-EVVM-2011-0146R01

OMA-COM-EVVM-2011-0149R01
OMA-COM-EVVM-2011-0151R01

	
	9 June 2011
	6.3.1
	OMA-COM-EVVM-2011-0145R01 correction of missing bullet

OMA-COM-EVVM-2011-0157R01
OMA-COM-EVVM-2011-0159
OMA-COM-EVVM-2011-0160R01
OMA-COM-EVVM-2011-0161R01
OMA-COM-EVVM-2011-0163
OMA-COM-EVVM-2011-0164R02


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

B.1 ERDEF for EVVM - Client Requirements

This section is normative.
	Item
	Feature / Application
	Requirement

	OMA-ERDEF-EVVM-C-001-M
	EVVM Client
	EVVM-C:MCF


Table 2: ERDEF for EVVM Client-side Requirements

B.2 ERDEF for EVVM - Server Requirements

This section is normative.

	Item
	Feature / Application
	Requirement

	OMA-ERDEF-EVVM-S-001-M
	EVVM Server
	EVVM-S:MSF


Table 3: ERDEF for EVVM Server-side Requirements

B.3 SCR for EVVM Client

	Item
	Function
	Reference
	Requirement

	EVVM-C-001-M
	Expose the EVVM-2 interface.
	Section 7.4.3
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


B.4 SCR for EVVM Server

	Item
	Function
	Reference
	Requirement

	EVVM-S-001-M
	Expose the EVVM-1 interface.
	Section 7.4.3
	

	EVVM-S-002-O
	Expose the EVVM-7 interface.
	Section 7.4.4
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