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1 Reason for Change

This CR addresses the EVVM requirement USA 001 and describes functionalities and flows when supporting SMS as wells as Non SMS capable devices.
	EVVM-USA-001
	The EVVM Enabler SHALL support  EVVM clients without SMS capability, such as personal computers relying solely on IP connectivity.


In SMS based VVM systems there are different types of SMS messages which are exchanged between client and server. These kinds of messages are described in VVM 1.3 documentation. 

To support also Non SMS capable devices this kind of messages must be replaced by IP based messages.

The CR addresses the replacement of such SMS messages to support also devices (clients) which have no SMS capability.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The functional impacts and implications of fulfilling this requirement travels end-to-end through a number of components of the EVVM architecture and their interfaces. They are shown in Section 6 below, and the EVVM group is recommended to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update Section 7.
Technical Specification
The following text is proposed to integrate in chapter 7.

7.4.3.2 Authentication
Authentication procedure is seen at the phase when the EVVM application is initial started on the client side.

It must be supported for SMS and non SMS capable devices. The following chapter describe the principle procedure for authentication if EVVM client is initial started.

7.4.3.2.1 Authentication for SMS capable devices

In case of SMS capable device the message flow and the protocols are identical to those which are specified in VVM 1.3. 

The following steps will be conducted:
Step1: Client sends an ACTIVATE or STATUS SMS to the server

Step2: The server responds with a MT STATUS SMS including username and password, using for the IMAP session

The belonging message flow can be found in Appendix C.
7.4.3.2.2 Authentication for Non SMS capable devices

In case of Non SMS capable device the message flow and the protocols are not identical to those which are specified in VVM 1.3. Due to the absence of SMS application within the device, the communication between client and server is purely IP based.

The following steps will be conducted:

Step1: Client sends a SIP message to the server to announce his initial start and to register to the EVVM server. SIP message contains client type and EVVM software version number.
Step2: Server responds with a Acknowledge message including username and password, using for the IMAP session.

SIP messages are seen as state of the art and very common at the time of writing this document. If any other mechanisms or protocols will be more appropriate in future than SIP could be replaced.

The belonging message flow can be found in Appendix C.
7.4.3.3 Capability exchange

7.4.3.4 Folder management

7.4.3.5 Voicemail management

The voice mail management must support SMS as well as non SMS capable devices. The following chapter describe the principle procedure for receiving messages from the server.

7.4.3.5.1 Getting New messages for SMS capable devices

In case of SMS capable device the message flow and the protocols are identical to those which are specified in VVM 1.3. 

The following steps will be conducted:

Step1: Server sends a SYNC SMS to the server

Step2: Client The server responds with a MT STATUS SMS including username and password, using for the IMAP session

The belonging message flow can be found in Appendix C.
In case of SMS capable device the message flow and the protocols are identical to those which are specified in VVM 1.3.

The belonging message flow can be found in Appendix C
7.4.3.5.2 Getting New messages for Non SMS capable devices

In case of Non SMS capable device the message flow and the protocols are not identical to those which are specified in VVM 1.3. Due to the absence of SMS application within the device, the communication between client and server is purely IP based.

The following steps will be conducted:

Step1: Server sends a SIP message to the client to announce his readiness to deliver voicemails. This message corresponds to the SYNC SMS from EVVM server to EVVM client in the case of SMS capable devices.

Step2: Client responds with IMAP session initiated and transmits username and password. This message should be the same like in the SMS enabled scenario – means the same as specified in VVM 1.3.
The belonging message flow can be found in Appendix C.
Appendix C. Flows

Authentication for SMS capable devices
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Getting New messages for SMS capable devices
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Getting New messages for Non SMS capable devices
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