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1 Reason for Change

This CR adds specification for the procedures initiated by either the EVVM Client or the EVVM Server.  But, the procedures involve both the EVVM Client and the EVVM Server and require interactions via the EVVM-1 and/or EVVM-2 interfaces. The proposed changes in this CR impact Section 7.4.3 of the OMA-ER-EVVM-V1_0-20110808-D document.
This CR contains sections with missing information flows and detailed texts and protocol references that are yet TBS (to be specified) and added.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

All proposed changes are presented in Section 6 below. It is recommended that the EVVM group reviews and agrees to the proposed changes.
6 Detailed Change Proposal

Change 1:  Filling Section 7.4.3 Client-Server Procedures
7.4.3     Client-Server procedures
This section describes procedures that involve the EVVM Client and the EVVM Server and require interactions via the EVVM-1 and/or EVVM-2 interfaces.

Minimum conformance requirements:

· The EVVM Server MUST expose the EVVM-1 interface.
· The EVVM Client MUST expose the EVVM-2 interface.
· The EVVM Server and the EVVM Client MUST support:

· Multiple devices environment and multiple user identifiers in all applicable procedures specified in this section 
Editor’s Note: Specific section are yet to be identified and cross-references to be listed.
· Mutual authentication [editor to insert cross-reference to 7.4.3.1]
· EVVM Client and EVVM Server disclosing their capabilities to each other [editor to insert cross-reference to 7.4.3.2]
· User’s access to and manage voice mails stored in his/her voicemail box using any of his/her identifiers associated with the voicemail box. [editor to insert cross-reference to 7.4.3.3]
· Creating and sending of voice mails to the intended recipient. [editor to insert cross-reference to sections 7.4.3.4.1.1 and 7.4.3.4.1.2]
· Receiving, trans-coding and terminating of received voicemails. [editor to insert cross-reference to 7.4.3.4.2]
· Voice to text conversion  [editor to insert cross-reference to 7.4.3.5.1]
· EVVM Server notifying the EVVM Client of requested operations and subscriber status [editor to insert cross-reference to 7.4.3.6]
· Spam detection and reporting [editor to insert cross-reference to 7.4.3.8]
· The EVVM Server and the EVVM Client SHOULD support:

· ...

· The EVVM Server and the EVVM Client MAY support:

· Deferred voice mails, delivery/read report and voicemail recall [editor to insert cross-reference to 7.4.3.4.1.3 through 7.4.3.4.1.5]
· Text to voice conversion  [editor to insert cross-reference to 7.4.3.5.2]
· Application-level encryption[editor to insert cross-reference to 7.4.3.7]
7.4.3.1     Authentication

· Responding to the EVVM Client request, the EVVM Server to establish connections, mutually authenticating the EVVM user and the EVVM Client, 
· Maintaining established connection and closing it down when requested.
7.4.3.2     Capability exchange
· Responding to the EVVM Client request, the EVVM Server to disclose its capabilities to the EVVM Client, e.g., List of supported media formats

· The EVVM Server to apply device capabilities, user preferences and service provider policies to requests from the EVVM Client as applicable.

7.4.3.3     Voicemail storage management

Responding to the EVVM Client request, the EVVM Server performs operations to managing (e.g., store, receive, send, retrieve) voicemails, greetings (voice or text) and voice signatures including contact information attachment (if present) for:
7.4.3.3.1

The EVVM Client to send a new or a stored voicemail to the recipient(s)
7.4.3.3.2

The EVVM user to send a stored EVVM voicemail without having to download it to the device. 

7.4.3.3.3

Fetching a stored voicemail(s) referenced in a receiving EVVM voicemail and placing it in the 
received voicemail. 

7.4.3.3.4

The EVVM Client to create a voicemail by referencing to voicemails stored in the EVVM voice 
mail storage

7.4.3.3.5

Performing requested operations in voicemail handling, to forward an already stored voicemail to 
the recipient(s), respecting white list/black list

7.4.3.3.6

When a user’s multiple identifers are associated with a single EVVM voice mailbox, to allow the 
user owning the mailbox  to manage voice mails with any of his/her identifiers after logging into his/her voice mail 
box.
NOTE: All operations related to the storage (storing voicemails, greetings and voice signatures and managing stored objects) MAY be performed either in the EVVM Server’s voicemail box or in the stand-alone CPM Message Storage Server and in accordance with user’s preferences, service provider’s policy and subject to each corresponding server’s capabilities.
7.4.3.4     Voicemail management

7.4.3.4.1

Sending voice mails (Originating Side)

7.4.3.4.1.1
The EVVM Server to process and validate requests originated from the EVVM Client.

7.4.3.4.1.2
Acting upon the EVVM Client request, the EVVM Server to send newly recorded or stored voicemails to the recipient(s) including:
· Fetching, from the EVVM Voice Mail Storage Server, the referenced media and replacing the references included in the voicemail.
· If present and requested, including emotion indication.

7.4.3.4.1.3
Acting upon the EVVM Client request, the EVVM Server to send newly recorded or stored voicemails to the recipient(s) at a later time.
7.4.3.4.1.4
Handing Delivery and/or Read Report

· The EVVM Server to receive a read and/or delivery report of a forwarded voicemail as SMS/MMS/Email 
· The EVVM Server to notify the EVVM Client, per EVVM user’s preferences, indicating that the corresponding forwarded voicemail was:  
· properly delivered to its destination and/or
· read by the recipient.

7.4.3.4.1.5
Acting upon the EVVM Client request, the EVVM Server recalling voicemail that was previously sent
7.4.3.4.2

Receiving voice mails (Terminating Side)

7.4.3.4.2.1
The EVVM Server to manage greeting and voice signature

· The user to be notified of the occurrence of any conditional greeting conflicts.

7.4.3.4.2.2
The EVVM Server receiving voice mails, sending  notifications and subsequently delivering voice 
mails per user’s request or preference including:
· Rejecting with respect to the white and black lists

· Accepting with respect to the white and black lists

· Recording an incoming voice mail 

· Storing the recorded voice mail to the Voice Mail Storage Server
7.4.3.4.2.3
Responding to the EVVM User/Client request, EVVM Server to forward an already stored 
voicemail to the recipient(s) respecting white list/black list

7.4.3.4.2.4
Responding to the EVVM Client’s request to retrieve the blocked information.

7.4.3.4.2.5
Responding to the request from the EVVM Client, the EVVM Server to unblock a user that was 
previously blocked from leaving a voicemail.

7.4.3.4.2.6
The EVVM Server sending Delivery/Read Status information according to user preference..

7.4.3.4.2.7
If available and requested, the EVVM Server forwarding transcribed voice to text (VTT) to the 
(recipient) EVVM Client (s).

7.4.3.5     Transcription

7.4.3.5.1

The EVVM Server providing transcribed voice to text (VTT) to the client.

7.4.3.5.2

The EVVM Server providing converted text to voice (TTV) to the client.

7.4.3.6     Notifications

· The EVVM Server informing the EVVM Client of the result of voice mail send operations requested by the EVVM Client applicable.
· The EVVM Server notifying user of the occurrence of any conditional greeting conflicts.

· Dispatching event notifications (types according to user preferences) including If roaming, respect notify while roaming preference and preferred roaming notification type.

· Providing authentication information in the notifications.
· The EVVM Server delivering voicemail recall status notifications to recalling and/or recipient EVVM User(s)
· Responding to the EVVM Client’s reques, the EVVM Server sending notification to the appropriate EVVM Client(s) on the subscriber status stating that the EVVM User no longer provisioned for EVVM-based services; i.e., network initiated service deactivation.
· Responding to the EVVM Client request to turn the notification on/off, the EVVM Server starts/stop sending the notifications operations to the Client,
7.4.3.7     Security Considerations
· Encryption/Decryption for Application-level encryption:

· Exchanging nonce(s), encryption key(s), etc. as required for encrypting notifications.
· If requested, the EVVM Server to send encrypting notifications to the EVVM Client.

7.4.3.8     Spam Detection and Reporting
· The EVVM Client reporting to Server to designate as spam, e.g., sender’s URI   
· The EVVM Server processing spam report received from EVVM Client.
· The EVVM Server identifying incoming voice mails as spam.
· The EVVM Client informing the EVVM Server that a previously reported spam is no longer a spam
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