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1 Reason for Change

This CR has been initicreated based on DTAG’s OMA-COM-EVVM-2011-0200R02-CR_AD_Fulfilling_USA_001 CR. The changes are substantial compared to the original DTAG contribution, therefore a new CR has been created (instead of revising the OMA-COM-EVVM-2011-0200R02-CR_AD_Fulfilling_USA_001).

Improvements in this CR:

· Initial general text about the notifications has been added.

· Initial notification types assigned and captured in a summary table (it is envisioned that these types will be used to manage the relevant preferences in XDM).

· The flows have been moved to the appendix to new sections.
· The flows have been revised a bit, and captions and descriptions have been added as well.

· Details for the following notification types have been added:
· Subscriber status (request/notify)

· Service notifications on/off

· Sync notification
· It is proposed that OMA EVVM does not use define equivalents for the VVM 1.3 notifications; rather, manage those settings directly using XDM (and both client and server to employ its own XDM Client for the task as it comes with all the management features+notifications).

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Create initial text for notifications, covering the general stuff that always applies
7.4.3.6 Notifications

This section describes notification mechanisms, types of notification and payloads. For backwards compatilibity, the OMA EVVM Enabler supports the existing notifications mechanisms and payloads already defined in VVM 1.3 [GSMA VVM]. For forward-compatibility, OMA EVVM defines additional types of notifications based on a more robust notification mechanism: OMA PUSH [OMA-PUSH] as it supports a broader range of delivery mechanisms (SMS, SIP). The mechanisms to dispatch and deliver the notifications via the OMA PUSH Enabler are defined in [OMA PUSH]; therefore, this specification defines only the payload in [TBD] and the PUSH application ID [TBD].
The EVVM Clients MAY request delivering notifications from the EVVM Server by storing a preference for the desired types of notifications and mechanisms. The EVVM Client MAY also request security enhancements such as encryption, digital signature, etc for all notifications payloads to be dispatched via the OMA PUSH Enabler. The management of the client-specific notification preferences is defined in [TBD]. The security enhancements for notifications are defined in [TBD]. The EVVM Server MUST apply the security settings to all outgoing notifications except notifications defined in VVM 1.3.
The EVVM Server MUST NOT send notifications to the EVVM Client unless the EVVM Client requested the EVVM Server to do so. The EVVM Server SHOULD send notifications to the EVVM Client according to the notification preferences of the EVVM Client. Note: the SHOULD only implies that there might be service provider policies in place that prevent honouring the notification preferences of the EVVM Client.
For backwards compatibility reasons, the OMA EVVM Enabler supports the VVM 1.3 notification mechanisms as indicated in the following sub-sections, whenever applicable. The OMA EVVM Server MUST support both VVM 1.3 notifications and all types of EVVM notifications based on OMA PUSH. The EVVM Client MAY support VVM 1.3 notifications and it MUST support all types of notifications based on OMA PUSH unless the EVVM Client resides in a device that is not capable of receiving neither short messages nor OMA PUSH notifications. In case of VVM 1.3 clients, the EVVM Server will create the appropriate notification settings after the client identified itself as a VVM 1.3 client [TBD].
The requirements above are valid for each and every sub-sections below and therefore they are not repeated.
The following table denotes all notification types supported by OMA EVVM:
	Name
	Uses
	Type
	Server req.
	Client req.
	Section

	Client-originated STATUS SMS
	VVM 1.3
	VVM-SSNC
	M
	O
	7.4.3.6.1.1

	System-originated STATUS SMS
	VVM 1.3
	VVM-SSNS
	M
	O
	7.4.3.6.1.1

	Sync notification
	VVM 1.3
	VVM-SYNS
	M
	O
	7.4.3.6.3.1

	Sync notification
	OMA PUSH
	SYNC
	M
	M
	7.4.3.6.3.2


Table 1: OMA EVVM notification types
Note to editor: Please replace the manual section numbers in the table above with the appropriate cross-references. Remove this note when done.
The ‘Uses’ column indicates the delivery mechanism used. VVM 1.3 is defined in [GSMA VVM], OMA PUSH is defined in [OMA PUSH].

The ‘Type’ column indicates the mnemonic used to manage the relevant preferences. See management of notification preferences in [TBD].
The ‘Server req.’ column indicates the support requirement for the EVVM Server.
The ‘Client req.’ column indicates the support requirement for the EVVM Client.

The ‘Section’ column indicates the section number of this document that describes the notification in detail.

Change 2:  Define Subscriber Status Notifications for VVM 1.3 and EVVM (well, the lack thereof in EVVM)
7.4.3.6.1 Subscriber status notification
There are two types of subscriber status notifications: client-originated subscriber status notifications and system-originated subscriber status notifications. The client-originated subscriber status notifications are used to query the current subscriber status, or, to update the subscriber status on the server side. The system-originated subscriber status notifications are either responses to client-originated subscriber status notifications, or, system-generated notifications; both are used to inform the client that the subscriber status on the server side has been updated.

7.4.3.6.1.1 VVM 1.3
The client-originated STATUS SMS and the system-originated STATUS SMS are defined in [GSMA VVM].
The [GSMA VVM] specification does not include message flows. For illustration purposes, example flows are included in sections [editor to add cross-reference to C.1.1] and [editor to add cross-reference to C.1.2].
Notification type for client-originated STATUS SMS: VVM-SSNC
Notification type for system-originated STATUS SMS: VVM-SSNS

7.4.3.6.1.2 OMA PUSH
The OMA EVVM subscriber status is not managed via notifications, rather, by managing the relevant settings directly using the XDM Enabler, as described in [TBD]. The notifications about changes to these preferences are also carried out by the XDM Enabler. An example flow is included in [editor to add cross-reference to C.1.5], detailing the general framework.
Change 3:  VVM Does not define this. There is a hint, but it is not specified actually. Remove.

Change 4:  Define SYNC notification for VVM 1.3 and EVVM
7.4.3.6.3 Sync notification
The sync notification is a system-originated notification, indicating that there has been a change in the message store. The payload of the notification contains information about the changes in the message storage.
FFS: Notifications in case of external storage.
7.4.3.6.3.1 VVM 1.3
The sync notification via SMS (SYNC SMS) is defined in [GSMA VVM].
The [GSMA VVM] specification does not include message flows; illustration purposes, an example flow is included in section [editor to add cross-reference to C.1.3 below].

Notification type VVM-SYNS

7.4.3.6.3.2 OMA PUSH
An example flow is included in section [editor to add cross-reference to C.1.4 below].

Notification type: SYNC
The sync notification payload is defined as follows:
[TBD]
Change 5:  (optional)Brief description of specific change

Appendix C. Flows 
[informative]
C.1 Notifications
The flows in this section depict examples of exchanges described in section [editor to add cross-reference to 7.4.3.6].
C.1.1. Client-initiated subscriber status notifications, VVM 1.3
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Figure 1: Client-initiated subscriber status notifications, VVM 1.3
1. A device-side event takes place, triggering the flow. For example, a new SIM card is inserted.
2. Client-originated SMS is sent to the server, querying, activating or deactivating the service,

3. Based on the contents of the client-originated SMS the VVM system checks or updates the provisioning status of the user.

4. Server-originated SMS is sent to the client, including information depending on the preceding request.
5. The VVM client is configured with the new information.
C.1.2. Server-initiated subscriber status notifications, VVM 1.3
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Figure 1: Subscriber status notifications, VVM 1.3
1. The provisioning status is updated on the server side without a request from the client, triggering the flow. For example, the password for the IMAP server was updated.
2. Server-originated SMS is sent to the client, including the updated information.

3. The VVM client is configured with the new information.

C.1.3. Sync notification, VVM 1.3
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Figure 1: Sync notification, VVM 1.3
1. A service-side event takes place, triggering the flow. For example, a new voicemail has been deposited.
2. A server-originated SYNC SMS is sent to the client, containing information about the change in the voicemail box.
3. The client establishes an IMAP4 session.

4. Reconciliation takes place, updating the client with server-side changes and vice versa.
5. The client closes the IMAP4 session.
C.1.4. Sync notification, EVVM 1.0
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Figure 1: Sync notification, EVVM 1.0

1. The EVVM Client registers itself to the Push Client as a pre-requisite to receiving push notifications.

2. A service-side event takes place, triggering the main flow. For example, a new voicemail has been deposited.

3. The EVVM Server requests push delivery from the Push Proxy Gateway and hands over the notification payload (containing information about the change).
4. The Push Proxy Gateway delivers the notification to the Push Client (note: while the figure indicates unicast push delivery, this may actually be multicast push delivery).

5. The Push Client hands over the notification payload to the EVVM Client.

6. The EVVM Client establishes an IMAP4 session.

7. Reconciliation takes place, updating the client with server-side changes and vice versa.

8. The EVVM Client closes the IMAP4 session.
C.1.5. XDM-EVVM notification framework
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Figure 1: XDM-EVVM notification framework
1. The XDM Client in the EVVM Server starts up when the EVVM Server is started.

2. The XDM Client in the Device starts up when the Device is started.

3. The XDM Client in the EVVM Server subscribes to changes (in the EVVM XML documents) with the XDM Server.

4. The XDM Client in the Device subscribes to changes (in the EVVM XML documents) with the XDM Server.

5. When the EVVM Client is started, it receives the XDM settings from the DM Client in the Device.

6. The EVVM Client request retrieving the EVVM XML documents from the XDM Client.

7. The XDM Client retrieves the requested documents from the XDM Server (unless already cached).
8. The XDM Client returns the requested documents to the EVVM Client.

9. The EVVM Client parses the XML documents.

10. The EVVM Client actualizes applicable settings, if any.
11. The EVVM Client updates the XML documents with user or client-specific settings, if any.
12. The EVVM Client request updating the EVVM XML document(s) from the XDM Client.

13. The XDM Client updates the requested document(s) on the XDM Server.

14. The XDM Client informs the EVVM Client that the XML document(s) have been stored.

15. The XDM Server sends out notifications to all subscribed XDM Clients via the OMA PUSH Enabler.

16. The XDM Client in the EVVM Server is notified about the update.
17. The XDM Client in the Device is notified about the update.

18. The XDM Client in the EVVM Server is notifies the EVVM Server.

19. The XDM Client in the Device suppresses the notification resulting from its own document update.
20. The EVVM Server requests its XDM Client to retrieve the updated XML document(s).
21. The XDM Client retrieves the requested documents from the XDM Server.

22. The XDM Client returns the requested documents to the EVVM Server.

23. The EVVM Server parses the XML documents.

24. The EVVM Server actualizes the new settings.

25. The EVVM Server sends notifications to all known XDM Clients via the OMA PUSH Enabler, informing them that the new settings have been applied.

26. The EVVM Client receives the notification from its PUSH Client in the Device.
27. The EVVM Client takes the new settings into use.
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