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1 Reason for Change

This CR follows the EVVM group’s agreement on CR#2011-0283R01, which proposed to add new sections to the layout of the ER document for the TS part.  Specifically, this CR proposes content for one of the newly added sections, “7.4.5   EVVM Server to Message Storage Server Procedures”.   It provides description for all required procedures that the MSG interface exposed by the EVVM stand-alone Message Storage Server entity must support. 

The proposed content of the changes in this CR are yet to be complete as fare as the addition of information flows, detailed specifications and protocol references are concerned.
The revisions made in this R01 vision are in response to the following comments received during the R&A process of 14-18 September 2011:

Comverse’s comments: 
1. A major reason to reuse CPM Message storage was so that we do not need to re-define it. Once we mandate that CPM-
MSG is the interface, it is not clear what the value is for further elaborating. How does this contribute to better interoperability? 

2. More specifically: 

A. Authentication - we already have text about mutual authentication between any two entities in the architecture. 

B. Folder management - this goes further too much into application definition rather than service definition. CPM-MSG is supposed to support folder management, so there is no value in further describing this feature here. It is there by the mere reuse of CPM-MSG. 

C. It is not clear what is the reason for mandating the SELECT operation. 

D. Stored object management/Access control - what is the value of this text ? It is all clear by reusing CPM-MSG. 

We propose to discuss a revision of this CR, which focuses solely on mandating the external storage to expose CPM-MSG. We can then have some text on anything EXCEPTIONAL, like the multiple identifiers (unless this is already explained elsewhere in the spec) 
ALU’s responses:
1.  Yes, “interoperability” has been (and still is) a major reason (for adding the standalone message storage) along with the following 8 reasons: 1.) meeting EVVM Requirements fully, 2.) spending less time on developing specification, 3.) accessibility, 4.) forward looking, 5.) inter-operability,  6.) extensibility, 7.) modularity and 8.) market reception as presented in INP#2011-0173 dated June 14, 2011. 
2.  A general answer to the following 4 specific items is that, we do not intend to add any new specifications for the four operations categories we identified in this CR except the references we make to two CPM specifications, TS System Description and CPM TS Message Storage.  
Answers specific to each of these items are as follows:
A. Yes, “we already have authentication”, this is actually a direct reference to the EVVM mutual 
authentication, for which, I detected a vague statement in Section 6.4.1 and had to prepare a CR to fix it. (See CR#2011-0305.) 

B. Folder Management is an EVVM service requirement regardless of what one might call it. Especially, EVVM has a requirement for having separate voicemailboxes, e.g., sentbox, inbox. 

C. Why Mandating Select Operations? Agree, but, the word used was lower case “must”. In order not to imply as a mandatory operation, rather a pre-requisite for other operations, the word “must” was removed from the sentence in this revised version.  

D. What is the value of Store Object Management? Well, we have 10 different operational capabilities in the CPM Message Storage to manage stored objects. At this point, not clear which one may NOT be used in EVVM. But, obviously, there are clear use cases in EVVM for operations such as storing, fetching, removing, forwarding, copying and sync-up.

Please note that the lengthy list of operations that have already been specified in the CPM specs should not imply that we have to further specify them in the EVVM TS. We shall reference them in the EVVM specs as we are proposing in this CR. 
Yes, the CPM Message Storage Server MUST expose CPM-MSG interface and that is clear in the AD and, here in this CR, we only listed and referenced the procedures that the EVVM Server will perform in its interactions with the Message Storage Server without specifying the procedure any further. FYI, the CPM Message Storage specs contains specifications for over 40 procedures.
This R02 revision incorporated comments from the EVVM group meeting of 27 September 2011, and some new comments from Comverse. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

All proposed changes are presented in Section 6 below. It is recommended that the EVVM group reviews and agrees to the proposed changes.
6 Detailed Change Proposal

Change 1:  Revision to Section 6.3.1.3   EVVM  Server
6.3.1.3 EVVM Server

The EVVM Server resides in a Server Domain. It stores resources and provides access to these resources to other EVVM functional components.
A remote EVVM Server is an EVVM Server residing in another (remote) EVVM Server Domain and supports full set or a subset of EVVM functions described in this document. The local EVVM Server interacts with the remote EVVM Servers to allow EVVM Users of the local EVVM Server Domain to interact with EVVM Users of the other (remote) EVVM Server Domain.

The EVVM Server MUST provide storage either internally, externally or both, see [TBD, new section in appendix with figure]. The interface between the EVVM Server and its internal storage is an implementation issue, and as such, it is out of the scope of this specification. The interface between the EVVM Server and its external storage MUST be CPM-MSG, as defined in [OMA-CPM-TS-MS], see [editor to add cross-reference to 7.4.5].
The EVVM Server is responsible for:
· Serving connection requests, authenticating the EVVM user and the EVVM Client, maintaining and closing established connections as requested.

· Providing information (e.g. EVVM User credentials) for mutual authentication between other EVVM functional entities and supporting resources, if applicable (e.g., VM storage, user preferences), prior to using resources and managing user’s data.
· Providing internal storage for voicemails, greetings and voice signatures 
· Interacting with external storage for voicemails, greetings and voice signatures.
· Support the storage of the following user preferences (either in external or in internal storage, not both):
· Preferred media formats.
· Processing and validation of requests originated from the EVVM Client and the TUI.

· Applying the device/client capabilities, user preferences and service provider policies to requests from the EVVM Client and the TUI, as applicable.

· Disclosing the server capabilities to the client:

· List of supported media formats
· Performing requested operations, if permitted:

· Client capability management via the XDM Enabler [6.3.1.11.1]
· Server apability management via the XDM Enabler [6.3.1.11.1]
· EVVM preferences via the XDM Enabler [6.3.1.11.1]

· Voicemail handling:
· Fetching, from the EVVM Voice Mail Storage Server, the referenced media and replacing the references included in the voicemail.
· Sending voicemail to the recipient(s) upon receiving a request

· If present, including emotion indication.

· Sending voicemail at the future time specified by the EVVM Client.

· Delivering voicemail with appropriate codec

· If needed, performing on-the-fly transcription to the preferred media format(s).

· If roaming, respecting delivery while roaming preference.

· Receiving  voicemail:

· Rejecting with respect to the white and black lists

· Accepting with respect to the white and black lists

· Recording an incoming voicemail 

· Storing the recorded voicemail to the Voice Mail Storage Server

· Storing incoming voicemail(s)

· Inserting images as attachments to a voicemail (e.g., display of logos, advertisements) based on service provider’s policy and with prior consent of the VM receiving user.
· Forwarding an already stored voicemail to the recipient(s)  respecting white list/black list

· Sending Delivery/Read Status information according to user preference.Supporting international email addresses.

· Supporting international email addresses.

· Recalling voicemail that was previously sent.
· Support for multiple identifiers

· Allowing associating multiple identifiers with one specific user
· Authenticating the user using his/her selected identifie

· Performing operations using selected EVVM user identifier

· Allowing using all associated identifiers during an authenticated/authorized session

· Delivery and/or read report handling:

· Receiving a read report, indicating when the corresponding voicemail forwarded as MMS/Email was read by the recipient.
· Receiving a delivery report, indicating when  the corresponding voicemail forwarded as SMS/MMS/Email was properly delivered to its destination.

· Notifying the EVVM Client of a received read and/or delivery report, according to user preferences.

· Greeting and voice signature management:
· Storing greetings (voice or text) and voice signatures including contact information attachment, if present.

· Notifying and resolving conditional greeting conflicts based on user’s preferences.

· Playing the appropriate greetings based on EVVM user’s preference:

· Based on calleridentifier

· Based on group

· Based on language

· Based on time-of-day, days of the week or calendar dates

· Content adaptation:

· Realizing voicemail transcription according to user preference.

· Providing transcribed text to the client.
· Realizing text to voice conversion according to user preference.
· Providing converted voice to the client.
· Notifications:

· Delivering subscriber status.

· Dispatching event notifications or not (according to user preferences) 

· If roaming, respecting notification setting while roaming preference and preferred roaming notification type.

· Delivering voicemail recall status notifications to recalling and/or recipient EVVM User(s).

· Providing authentication information in the notifications.
· Spam Management:
· Identifying incoming voicemails as spam.
· Processing spam report received from EVVM Client.
· Handling the spam voicemail according to the spam report, user preference and service provider policies
· Reporting the result of the requested operation to the EVVM Client and the TUI, as applicable.
· Receiving information from the EVVM Client that a previously reported spam is no longer a spam

· Responding to the EVVM Client’s request to retrieve the blocked information.

· Receiving request from the EVVM Client to unblock a user that was previously blocked from leaving a voicemail.

· Forwarding transcribed text to the recipient(s).
· Sending notification to the appropriate EVVM Client(s) that the EVVM User is no longer provisioned for EVVM services i.e. network initiated deactivation.

· Security:

· Identifying application-level encryption credentials per client.

[Editor’s Note] This bullet is meant for notification content encryption

· Application-level encryption:
· Selecting a suitable encryption method while taking into account client capabilities.

· Exchanging nonce(s), encryption key(s), etc. as required for encrypting notifications.

· If requested, encrypting notifications to be sent to the EVVM Client.
· Supporting EVVM operations in multi-device environment.

· Communicating with remote EVVM Servers in remote Server Domain, to transfer:

· Voicemails.
· Reports (delivery reports, read reports).
· Interworking with Standard non-OMA VM Service according to service provider’s policies:
· Identifying voicemail’s destination as a Standard non-OMA VM service and forwarding the voicemail to its destination.
· Identifying destination of report (e.g., delivery report, read report) as a Standard non-OMA VM service and forwarding the report to its destination.
· Receiving voicemails from Standard non-OMA VM Service;
· Receiving reports (delivery reports, read reports) from Standard non-OMA VM Service
Change 2:  Adds content to Section 7.4.5  EVVM Server to Message Storage Server Procedures

7.4.5     EVVM Server to Message Storage Server Procedures
This specification uses the CPM-MSG interface defined in [OMA-CPM-TS-MS] to manage the external storage. 
When the user (using an EVVM Client, a VVM client or the TUI) is managing his/her external storage via the EVVM Server, the EVVM Server MUST authenticate and manage the external storage on behalf of the user. For any other purposes, the EVVM Server MUST authenticate and manage the external storage on behalf of an administrative entity.

Addition information is available about the use of external storage [editor to add cross-reference to D.2.1].


· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 

Change 3:  Add appendix

D.2 General Information

D.2.1 External message storage

This section contains general information about the procedures available via the CPM-MSG interface.
D.2.1.1     Authentication
The mutual authenticate operation allows the EVVM Server authenticate itself to the Message Storage Server, and the Message Storage Server to authenticate the EVVM Server following the operations specified in [OMA-CPM-TS-MS]. The authentication result remains valid for the duration of the transport-level connection, i.e. the EVVM Server is considered to be authenticated for all subsequent operations performed within the transport-level connection. 

· 
· 
· 

D.2.1.2     Folder management
The EVVM standalone voicemail storage server is a multi-folder with hierarchical architecture allowing for the storage of EVVM voicemails, greetings and voice signatures as described in [OMA-CPM-TS-SD].  Each folder may be nested in order to provide additional layers of grouping of stored objects. 

· 
· 
· 
· 
· 
· 
· 

· 
· 
· 
· 
· 
· 
· 

D.2.1.3     Stored object management

Responding to the EVVM User/Client request, the EVVM Server performs operations to manage the stored objects in the user’s voicemail folders. The objects include voicemails, greetings (voice or text) and voice signatures with or without contact information attachment. These operations to manage the store objects are described in [OMA-CPM-TS-SD] and specified in [OMA-CPM-TS-MS]:
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
D.2.1.4     Access control
· All related to a particular folder(s), the Access Control operations are described in [OMA-CPM-TS-SD] and specified in [OMA-CPM-TS-MS]:
· 
· 
· 
· 
Change 4:  Adds new references

2.1    Normative References

	[OMA-CPM-TS-MS]
	“OMA Converged IP Messaging Message Storage”, Open Mobile Alliance™, OMA-TS-CPM-MessageStorage-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-TS-SD]
	“OMA Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_-System_Description-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-EVVM-RD]
	“Enhanced Visual Voice Mail Requirements”, Open Mobile Alliance™, OMA-RD-EVVM-V1_0,
URL:http://www.openmobilealliance.org/

	[GSMA VVM]
	“Visual Voice Mail Interface Specifications”, Version 1.3, Open Mobile Terminal Platform, OMTP URL:http://www.omtp.org/Publications/Display.aspx?Id=6e36ebdb-5e52-4c91-81e5-d9565b658088
Editor’s Note: The OMA EVVM working group expects GSMA to take ownership of the existing OMTP VVM 1.3 Specifications. Therefore, the appropriate reference will be revisited during the consistency review.
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