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1 Reason for Change

OMA-COM-EVVM-2011-0290-CR_User_preferences___initial_text  proposed the initial layout for the Preferences section, but it did not include details about the individual sub-sections.

This CR contains our initial proposal with the detailed user preferences – some require updates of the service preferences.
R01: Some errors were corrected.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Add reference

2.1 Normative References

	[OMA-EVVM-RD]
	“Enhanced Visual Voice Mail Requirements”, Open Mobile Alliance™, OMA-RD-EVVM-V1_0,
URL: http://www.openmobilealliance.org

	[3GPP 26.103]
	3GPP TS 26.103: "Speech codec list for GSM and UMTS"
URL: http://www.3gpp.org/ftp/Specs/html-info/26103.htm

	[ISO639-2]
	“Codes for the representation of names of languages-- Part 2: alpha-3 code”, Library of Congress, 2010-03-29, URL: http://www.loc.gov/standards/iso639-2/

	[OMTP VVM]
	“Visual Voice Mail Interface Specifications”, Version 1.3, Open Mobile Terminal Platform, OMTP
URL: http://www.gsmworld.com/documents/OMTP_VVM_Specification_v1_3_Final.pdf

	[OMA-Push-OTA]
	“Push over the Air”, Open Mobile Alliance™, OMA-TS-PushOTA-V2_3,
URL: http://www.openmobilealliance.org

	[OMA XDM]
	“XML Document Management”, Open Mobile Alliance™, OMA-ERP-XDM-V2_1,
URL: http://www.openmobilealliance.org/

	[OMA-SEC_CF]
	“Security Common Functions Architecture”, Open Mobile Alliance™, OMA-AD-SEC_CF-V1_1, URL: http://www.openmobilealliance.org/

	[RFC2045]
	“Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2045

	[RFC2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2046

	[RFC2047]
	“MIME (Multipurpose Internet Mail Extensions) Part Three: Message Header Extensions for Non-ASCII Text”, K. Moore, November 1996, URL: http://tools.ietf.org/html/rfc2047

	[RFC2049]
	“Multipurpose Internet Mail Extensions (MIME) Part Five: Conformance Criteria and Examples”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2049

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2141]
	"URN Syntax", R. Moats, May 1997, URL: http://tools.ietf.org/html/rfc2141

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, August 1998,
URL: http://tools.ietf.org/html/rfc2387

	[RFC2821]
	“Simple Mail Transfer Protocol”, J. Klensin, April 2001, URL:http://www.ietf.org/rfc/rfc2821.txt

	[RFC3261]
	"SIP: Session Initiation Protocol", U. Rosenberg et al, June 2002, URL: http://tools.ietf.org/html/rfc3261

	[RFC3501]
	“Internet Message Access Protocol - Version 4rev1”, M. Crispin, March 2003,
URL: http://tools.ietf.org/html/rfc3501

	[RFC3966]
	"The tel URI for Telephone Numbers", H. Schulzrinne, December 2004,
URL: http://tools.ietf.org/html/rfc3966

	[RFC4021]
	“Registration of Mail and MIME Header Fields”, G. Klyne et al, March 2005,
URL: http://tools.ietf.org/html/rfc4021

	[RFC4122]
	"A Universally Unique IDentifier (UUID) URN Namespace", P. Leach et al, July 2005,
URL: http://tools.ietf.org/html/rfc4122

	[RFC4288]
	“Media Type Specifications and Registration Procedures”, N. Freed et al, December 2005,
URL: http://tools.ietf.org/html/rfc4288

	[RFC4289]
	“Multipurpose Internet Mail Extensions (MIME) Part Four: Registration Procedures”, N. Freed et al, December 2005, URL: http://tools.ietf.org/html/rfc4289

	[RFC4536]
	“The application/smil and application/smil+xml Media Types”, P. Hoschka, May 2006,
URL: http://tools.ietf.org/html/rfc4536

	[RFC4483]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger, Ed., May 2006, URL: http://tools.ietf.org/html/rfc4483

	[RFC4865]
	“SMTP Submission Service Extension for Future Message Release”, G. White, May 2007,
URL: http://tools.ietf.org/html/rfc4865

	[RFC5234]
	“Augmented BNF for Syntax Specifications: ABNF”, D. Crocker & P. Overell, January 2008,
URL: http://tools.ietf.org/html/rfc5234

	[RFC5321]
	“Simple Mail Transfer Protocol”, J. Klensin, October 2008, URL: http://tools.ietf.org/html/rfc5321

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures,
URL: http://www.openmobilealliance.org

	[W3C SMIL 1.0]
	“Synchronized Multimedia Integration Language (SMIL) 1.0 Specification”, W3C Recommendation REC-smil-19980615, July 1998, URL: http://www.w3.org/TR/1998/REC-smil/

	[W3C SMIL 2.0]
	“Synchronized Multimedia Integration Language (SMIL 2.0) - [Second Edition]”, W3C Recommendation, January 2005, URL: http://www.w3.org/TR/2005/REC-SMIL2-20050107/

	[W3C SMIL 2.1]
	“Synchronized Multimedia Integration Language (SMIL 2.1)”, W3C Recommendation, December 2005, URL: http://www.w3.org/TR/2005/REC-SMIL2-20051213/


Change 2:  Add new service limitation to complement the user preferences.
7.3.2.1.2. Service limitations

7.3.2.1.2.1. Maximum VM size

The maximum VM size indicates the maximum total size of any voicemail message that the EVVM Server accepts for delivery. The total size includes any and all overhead, such as those imposed by transfer encoding, encryption, etc. The maximum VM size is an attribute of a generic element specifically designed to represent limitations. The size is an integer values, representing the number of bytes. The value MUST be higher than 0.
The following ABNF notation [RFC5234] defines the data formats:

maximum-vm-size
= integer

integer
= DIGIT *DIGIT

Example:

<bounds maxvmsize="20971520"/>
7.3.2.1.2.2. Message Storage quota

7.3.2.1.2.3 Password strength requirements

The password strength requirements indicate the constraints for EVVM and TUI passwords, imposed by the service provider. The EVVM Client MUST validate new passwords versus these constraints when the EVVM user attempts to change his EVVM or TUI password via his/her preferences [editor to add cross-reference to 7.3.2.3.2] and reject the attempt when the new password does not meet the minimum requirements.
The following ABNF notation [RFC5234] defines the data formats:

minimum-pass-length
= integer; omit when 0
maximum-pass-length
= integer; omit when unlimited
alphas-allowed
= boolean; omit when true or when alphas-required is true
alphas-required
= boolean; omit when false or when alphas-allowed is false
alphas-uppercase-required
= integer; omit when 0
digits-allowed
= boolean; omit when true or when digits-required is true
digits-required
= boolean; omit when false or when digits-allowed is false
specials-allowed
= boolean; omit when true or when specials-required is true
specials-required
= boolean; omit when false or when specials-allowed is false
specials
= 1*special

; The list of permitted special characters.


; Omit when specials-allowed is false.
special
= <any XML-compatible character>
integer
= 1*DIGIT

boolean
= "true" / "false"

Example:

<bounds>


<evvm>



<password minpasslength="6" maxpasslength="12" alphasuppercaserequired="1" specials="~!@#$%^&*()[]{}_-+="/>

</evvm>


<tui>



<password minpasslength="4" maxpasslength="6" alphasallowed="false" specialssallowed="false"/>


</tui>

</bounds>

7.3.2.1.2.4 TUI limitations
The TUI limitations indicate the TUI features available to the user: the list of supported languages and a Boolean flag indicating whether the user is allowed to control the TUI status (turn it on/off). The values in the language list are used when the EVVM user attempts to change his TUI language via his/her preferences [editor to add cross-reference to 7.3.2.3.3]. Each language may have a name associated with it, which may be shown on the user interface to aid the choice of the user.
The syntax defined in OMA EVVM is based on the “Language number” defined in [OMTP VVM].
The following ABNF notation [RFC5234] defines the data formats:

language
= language-code language-variant

language-code
= 3*3ALPHA; an ISO 639-2 code defined in [ISO639-2]
language-variant
= "." integer; see variant definition in [OMTP VVM]
integer
= 1*DIGIT

name
= *( ALPHA / DIGIT / special )

special
= <any XML-compatible character supported by the server>
user-control
= boolean
boolean
= "true" / "false"

Example:

<bounds>


<tui usercontrol="false">



<language name="Moh" code="eng"/>



<language name="艳" code="chi"/>



<language name="雄伟" code="chi.1"/>


</tui>

</bounds>

Change 3:  Update user preferences section
7.3.2.3 User preferences

User preferences are managed by the EVVM Clients on behalf of their EVVM users, respectively. These preferences are interpreted by the EVVM Server.

EVVM Clients SHOULD maintain user preferences according to the wishes of their EVVM users. The EVVM Client MUST ensure that all available user preferences are up-to-date in the appropriate XML document. Since user preferences are universal, one and only one XML document is available for each EVVM user to whom these preferences apply. The XML document containing the user preferences MUST be available at the following location:

http://<root-uri>/org.openmobilealliance.evvm-userprefs/users/<UserID>/index

The EVVM Client MUST ensure that the EVVM Server does have read-only access to this XML document.

The following sections contain the details and intended use of the user preferences.
7.3.2.3.1 Subscriber status

The subscriber status is a Boolean flag. The flag indicates the user’s desire regarding the voicemail service as a whole. When the flag is true, the EVVM Server MUST provide the service normally. When the flag is false, the EVVM Server MAY provide access to the voicemail storage but it MUST reject any attempts to deposit voicemails from any source.
The basic settings have been derived from the VVM 1.3 specifications by omitting client and application-specific settings; see client-originated STATUS SMS in [OMTP VVM].

The following ABNF notation [RFC5234] defines the data format:

subscription-active
= boolean
boolean
= "true" / "false"

Example:

<evvm active="true"/>

7.3.2.3.2 EVVM password
The EVVM password is a string. The string contains the user’s password that he/she is using to access the EVVM Server (via SMTP or IMAP).
The EVVM Client MUST ensure that the EVVM password meets the requirements imposed by the service provider, see password strength requirements in [editor to add cross-reference to 7.3.2.1].

The following ABNF notation [RFC5234] defines the data format:

password
= 1*( DIGIT / ALPHA / special )
special
= <any XML-compatible character supported by the server>
Example:

<evvm password="H4ckDis"/>

7.3.2.3.3 TUI settings
The TUI settings are comprised of various settings: a password, a language indicator and a status flag. The password is used to access the TUI. The language indicator contains the user’s choice language for the TUI. The status flag indicates whether the user accepts voicemails via the TUI or not (true means yes, false means no).
Since TUI is not in the scope of this specification, there are no normative requirements imposed onto the TUI.
The EVVM Client MUST ensure that the language choice is one of the TUI languages disclosed in the service preferences see [editor to add cross-reference to 7.3.2.1].
The EVVM Client MUST NOT change the status flag when the user is not allowed to control it, see TUI limitations in [editor to add cross-reference to 7.3.2.1].
The EVVM Client MUST ensure that the TUI password meets the requirements imposed by the service provider, see password strength requirements in [editor to add cross-reference to 7.3.2.1].

The following ABNF notation [RFC5234] defines the data format:

password
= 1*( DIGIT / ALPHA / special )

special
= <any XML-compatible character supported by the server>
language
= language-code language-variant

language-code
= 3*3ALPHA; an ISO 639-2 code defined in [ISO639-2]

language-variant
= "." integer; see [OMTP VVM]

integer
= 1*DIGIT
tui-active
= boolean
boolean
= "true" / "false"

Example:

<tui password="123456" languagecode="eng" active="true"/>

7.3.2.3.4 Message archiving
The message archiving setting is a Boolean flag. The flag indicates the user’s desire to save a copy of each voicemail that has been sent via the EVVM Server. While the flag is true, the EVVM Server MUST store a copy of each voicemail that has been sent; the voicemails MUST be stored in [TBD]. While the flag is false, the EVVM Server MUST NOT store copies of sent voicemails.
store-sent-vm
= boolean
boolean
= "true" / "false"

Example:

<evvm storesentvm="true"/>

7.3.2.3.5 Preferred media format
[TBD]

7.3.2.3.6 Groups
Once defined, groups can be used for various purposes: greetings (see [TBD]), black list (see [editor to add cross-reference to 7.3.2.3.7]) and white list (see [editor to add cross-reference to 7.3.2.3.8.]). Groups are comprised of a name, an identifier, and a list of users. The group’s name is merely cosmetic, intended to be shown on the user interface. The group’s identifier is used to refer to the group; it was not meant to be shown on the user interface. The list of users contains user names and user identifiers. The user names are merely cosmetic, intended to be shown on the user interface. The user identifiers refer to the users.
The EVVM Client MUST ensure that the identifier of the group is unique within the scope of the user.
The EVVM Client MUST ensure that user identifiers follow the definition in [editor to add cross-reference to 7.3.1.1].
group-name
= 1*( ALPHA / DIGIT / special)
group-id
= 1*( ALPHA / DIGIT )
user-name
= 1*( ALPHA / DIGIT / special)
user-id
= <see [editor to add cross-reference to 7.3.1.1]>

special
= <any XML-compatible character supported by the server>
Examples:

<groups>


<group name="Friends" id="friends">



<user name="Fred" id="tel:+1122334455"/>


<user name="Wilma" id="tel:+2233445566"/>


<user name="Barney" id="tel:+3344556677"/>


<user name="Betty" id="tel:+4455667788"/>

</group>


<group name="White list" id="qwerty">



<user name="Mom" id="tel:+1111111111"/>


<user name="Mom" id="mrs@smith.name"/>


<user name="Dad" id="tel:+2222222222"/>


<user name="Dad" id="mr@smith.name"/>

</group>


<group name="Never call" id="12345">



<user name="Unknown number" id="tel:+9999999999"/>


<user name="Spammer" id="rosie@spam.biz"/>

</group>

</groups>

7.3.2.3.7 Black list
The black list is comprised of a list of group identifiers.
The EVVM Client MUST ensure that the identified group(s) exist, see [editor to add cross-reference to 7.3.2.3.6].
The EVVM Client MUST omit the name of the group.

Examples:

<blacklists>


<group id="12345">

</blacklists>

7.3.2.3.8 White list(s)
The white list is comprised of a list of group identifiers.

The EVVM Client MUST ensure that the identified group(s) exist, see [editor to add cross-reference to 7.3.2.3.6].

The EVVM Client MUST omit the name of the group.

Examples:

<whitelists>


<group id="12345">

</whitelists>

7.3.2.3.9 Notification settings
[TBD], including:
Preferred notification type 

While roaming

While not roaming

Notification security settings
7.3.2.3.10 Delivery status information (sending and receiving)
[TBD]

7.3.2.3.11 Content adaptation
[TBD], including:
Text to speech (on demand, automatic)

Speech to text (on demand, automatic)

Include original media
7.3.2.3.12 Text To Speech(TTS)/ Speech To Text (STT)
[TBD], including: on demand, start, stop


TBD: Schema

TBD: Constraints
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