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1 Reason for Change

This contribution suggests adding SMTP protocol for the transport bindings of EVVM-1 interface.

R01 is a revision based on the new EVVM-ER, and doesn’t keep the original wordings avoiding confusions.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed changes below are recommended for agreement by EVVM SWG.

6 Detailed Change Proposal

Change 1:  Update Section 2.1, Normative References (Adding RFC2595 and RFC3207 about TLSs, and dropping RFC2821 for repeated with RFC5321)
2.1 Normative References

	
	

	
	

	[OMA-CPM-TS-MS]
	“OMA Converged IP Messaging Message Storage”, Open Mobile Alliance™, OMA-TS-CPM-MessageStorage-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-TS-SD]
	“OMA Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_-System_Description-V1_0, URL:http://www.openmobilealliance.org/

	[3GPP TS23.140]
	“Multimedia Messaging Service (MMS); Stage 2”, 3GPP, TS 23.140, 
URL: http://www.3gpp.org/

	[3GPP TS26.140]
	“Multimedia Messaging Service (MMS); Functional Description; stage 2”, 3GPP, TS26.140, 
URL: http://www.3gpp.org/

	
	

	[ISO639-2]
	“Codes for the representation of names of languages-- Part 2: alpha-3 code”, Library of Congress, 2010-03-29, URL: http://www.loc.gov/standards/iso639-2/

	
	

	[OMA CPM MS]
	“OMA Converged IP Messaging Message Storage”, Open Mobile Alliance™,
OMA-TS-CPM-MessageStorage-V1_0, URL: http://www.openmobilealliance.org

	[OMA CPM SD]
	“OMA Converged IP Messaging System Description”, Open Mobile Alliance™,
OMA-TS-CPM_-System_Description-V1_0, URL: http://www.openmobilealliance.org

	[OMA DM]
	“OMA Device Management”, Open Mobile Alliance™, OMA-ERP-DM-V1_3,
URL: http://www.openmobilealliance.org/

	[OMA EVVM RD]
	“OMA Enhanced Visual Voice Mail Requirements”, Open Mobile Alliance™, OMA-RD-EVVM-V1_0,
URL: http://www.openmobilealliance.org

	[OMA Push OTA]
	“Push over the Air”, Open Mobile Alliance™, OMA-TS-PushOTA-V2_3,
URL: http://www.openmobilealliance.org

	[OMA XDM]
	“XML Document Management”, Open Mobile Alliance™, OMA-ERP-XDM-V2_1,
URL: http://www.openmobilealliance.org/

	[OMA SEC CF]
	“Security Common Functions Architecture”, Open Mobile Alliance™, OMA-AD-SEC_CF-V1_1, URL: http://www.openmobilealliance.org/

	[OMTP VVM]
	“Visual Voice Mail Interface Specifications”, Version 1.3, Open Mobile Terminal Platform, OMTP
URL: http://www.gsmworld.com/documents/OMTP_VVM_Specification_v1_3_Final.pdf

	[RFC2045]
	“Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2045

	[RFC2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2046

	[RFC2047]
	“MIME (Multipurpose Internet Mail Extensions) Part Three: Message Header Extensions for Non-ASCII Text”, K. Moore, November 1996, URL: http://tools.ietf.org/html/rfc2047

	[RFC2049]
	“Multipurpose Internet Mail Extensions (MIME) Part Five: Conformance Criteria and Examples”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2049

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2141]
	"URN Syntax", R. Moats, May 1997, URL: http://tools.ietf.org/html/rfc2141

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, August 1998,
URL: http://tools.ietf.org/html/rfc2387

	[RFC2595]
	“Using TLS with IMAP, POP3 and ACAP”,  C. Newman,  June 1999,  URL: http://tools.ietf.org/html/rfc2595

	
	

	[RFC2822]
	“Internet Message Format”, P. Resnick, April 2001, URL: http://tools.ietf.org/html/rfc2822

	[RFC2852]
	“Deliver By SMTP Service Extension”, D. Newman, June 2000, URL: http://tools.ietf.org/html/rfc2852

	[RFC3030]
	"SMTP Service Extensions for Transmission of Large and Binary MIME Messages", G. Vaudreuil, December 2000, URL: http://tools.ietf.org/html/rfc3030

	[RFC3207]
	“SMTP Service Extension for Secure SMTP over Transport Layer Security”,  P. Hoffman, February 2002, URL: http://tools.ietf.org/html/rfc3207

	[RFC3261]
	"SIP: Session Initiation Protocol", U. Rosenberg et al, June 2002, URL: http://tools.ietf.org/html/rfc3261

	[RFC3461]
	“Simple Mail Transfer Protocol (SMTP) Service Extension for Delivery Status Notifications (DSNs)”, K. Moore, January 2003, URL: http://tools.ietf.org/html/rfc3461

	[RFC3798]
	“Message Disposition Notification”, T. Hansen, Ed. et al, May 2004, URL: http://tools.ietf.org/html/rfc3798

	[RFC3801]
	“Voice Profile for Internet Mail - version 2 (VPIMv2)”, G. Vaudreuil et al, June 2004, URL: http://tools.ietf.org/html/rfc3801

	[RFC3501]
	“Internet Message Access Protocol - Version 4rev1”, M. Crispin, March 2003,
URL: http://tools.ietf.org/html/rfc3501

	[RFC3516]
	"IMAP4 Binary Content Extension", L. Nerenberg, December 2000,
URL: http://tools.ietf.org/html/rfc3516

	[RFC3966]
	"The tel URI for Telephone Numbers", H. Schulzrinne, December 2004,
URL: http://tools.ietf.org/html/rfc3966

	[RFC4021]
	“Registration of Mail and MIME Header Fields”, G. Klyne et al, March 2005,
URL: http://tools.ietf.org/html/rfc4021

	[RFC4122]
	"A Universally Unique IDentifier (UUID) URN Namespace", P. Leach et al, July 2005,
URL: http://tools.ietf.org/html/rfc4122

	[RFC4288]
	“Media Type Specifications and Registration Procedures”, N. Freed et al, December 2005,
URL: http://tools.ietf.org/html/rfc4288

	[RFC4289]
	“Multipurpose Internet Mail Extensions (MIME) Part Four: Registration Procedures”, N. Freed et al, December 2005, URL: http://tools.ietf.org/html/rfc4289

	[RFC4536]
	“The application/smil and application/smil+xml Media Types”, P. Hoschka, May 2006,
URL: http://tools.ietf.org/html/rfc4536

	[RFC5322]
	“Internet Message Format”, P. Resnick, Ed., October 2008, URL: http://tools.ietf.org/html/rfc5322

	[RFC4483]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger, Ed., May 2006, URL: http://tools.ietf.org/html/rfc4483

	[RFC4648]
	“The Base16, Base32, and Base64 Data Encodings”, S. Josefsson, October 2006,
URL: http://tools.ietf.org/html/rfc4648

	[RFC4865]
	“SMTP Submission Service Extension for Future Message Release”, G. White, May 2007,
URL: http://tools.ietf.org/html/rfc4865

	[RFC5234]
	“Augmented BNF for Syntax Specifications: ABNF”, D. Crocker & P. Overell, January 2008,
URL: http://tools.ietf.org/html/rfc5234

	[RFC5321]
	“Simple Mail Transfer Protocol”, J. Klensin, October 2008, URL: http://tools.ietf.org/html/rfc5321

	[RFC5322]
	“Internet Message Format”, P. Resnick, October 2008, URL: http://tools.ietf.org/html/rfc5322

	[RFC5335]
	“Internationalized Email Headers”, Y. Abel, September 2008, URL: http://tools.ietf.org/html/rfc5335

	[RFC5336]
	“SMTP Extension for Internationalized Email Addresses”, J. Yao & W. Mao, September 2008,
URL: http://tools.ietf.org/html/rfc5336

	[RFC5337]
	“Internationalized Delivery Status and Disposition Notifications”, C. Newman & A. Melnikov, September 2008, URL: http://tools.ietf.org/html/rfc5337

	[RFC5504]
	“Downgrading Mechanism for Email Address Internationalization”, K. Fujiwara & Y. Yoneya, March 2009, URL: http://tools.ietf.org/html/rfc5504

	[RFC5738]
	“IMAP Support for UTF-8”, P. Resnick & C. Newman, March 2010,
URL: http://tools.ietf.org/html/rfc5738

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures,
URL: http://www.openmobilealliance.org

	[SMPP ]
	“SMPP: Short Message Peer-to-Peer Protocol Specification version 3.4”, URL: http://www.smsforum.net


Change 2:  Update Section 7.1, Protocol transport bindings
7.2 Protocol transport bindings

This section determines and describes the protocols for each EVVM interface and their transport bindings.

This specification supports clients based on the OMTP VVM [OMTP VVM] specification. EVVM Servers MUST support the OMTP VVM specification. All EVVM Clients and EVVM Servers MUST support the transport bindings defined in this section.

FFS: Should we define a term VVM Client to easily refer to clients based on OMTP VVM?
7.2.1 IMAP

The IMAP protocol, as defined in [RFC3501], is bound to the EVVM-1 interface. The EVVM Server MUST accept IMAP connections via TCP port specified by the service provider, see [TBD, OMA DM section].

All EVVM Clients and EVVM Servers MUST support the IMAP keywords defined in section 7.3.7. To secure the IMAP communications channel, EVVM Servers MUST support TLS 1.0, as specified in [RFC2595].

This specification does not rely on the capability command defined in [RFC3501] to indicate server-side support for OMA EVVM.
In backward compatibility with [GSMA VVM], EVVM-1 interface supports the extension header references over IMAP for message retrievals, and TUI (including password, language, NUT) settings, and Greetings and voice signatures managements , as defined in [GSMA VVM].
7.2.2 SMTP

The SMTP protocol, as defined in [RFC5321], is bound to the EVVM-1, EVVM-3, EVVM-4 and EVVM-5 interfaces.

Used for the EVVM voicemail submission, the second protocol for the EVVM-1 interface is the SMTP. To secure the SMTP communications channel, for EVVM-1 interface, the EVVM Server MUST support TLS 1.0, as specified in [RFC3207].
SMTP is the protocol for voicemail submission over EVVM-3 for forwarding to the Forwarding Gateway, and the protocol for report (including read-report and delivery-report) submission over EVVM-4 for forwarding to EVVM Server.
SMTP is the protocol for voicemail submission and report (including read-report and delivery-report) submission over EVVM-5 interface among the EVVM Servers in different Server Domains.
The EVVM Client MUST establish SMTP connections via TCP port specified by the service provider, see [TBD, EVVM-1].

The EVVM Server MUST accept SMTP connections via TCP port specified by the service provider, see [TBD, EVVM-1].

The Forwarding Gateway MUST accept SMTP connections via TCP port [TBD, EVVM-3].

The EVVM Server MUST accept SMTP connections via TCP port [TBD, EVVM-4].

The EVVM Server MUST accept SMTP connections via TCP port [TBD, EVVM-5].



In backward compatibility with [GSMA VVM], EVVM-1 interface supports the extension header references over SMTP for message deposits as defined in [GSMA VVM].
The support for SMTP MAY also include support for its SMTP Submission Service Extension, Future Message Release, as defined in [RFC4865].

7.2.3 SMS

Supporting the EVVM Enabler’s backward compatibility to VVM [GSMA VVM], the SMS messaging is bound to EVVM-2 interfaces. [TBD, EVVM-2].
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