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1 Reason for Change

XDM experts provided some early feedback regarding the EVVM XDM baseline document.
This change request proposes some changes that address these feedbacks.

R01: Missed a section, 5.4.8 (inserted as change #8).
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update definitions.

Definitions

	Access Permissions
	See [OMA XDM Core]

	
	

	
	

	Application Usage
	See [OMA XDM Core]

	Device
	See [EVVM ER].

	Document Reference
	See [OMA XDM Core].

	Document Selector
	See [OMA XDM Core].

	EVVM Client
	See [EVVM ER].

	EVVM Server
	See [EVVM ER].

	History Information
	See [OMA XDM Core].

	
	

	
	

	XCAP User Identifier (XUI)
	See [OMA XDM Core].

	XDM Resource
	See [OMA XDM Core].


Change 2:  No more principals.

4.1 Version 1.0

EVVM XDM TS version 1.0 supports the following Application Usages:

· Global service preferences

· Subscription-specific server preferences

· Client preferences

· User preferences

Each application usage defines its own authorization rules.

Change 3:  Autorization policies for global service preferences.

5.1.11 Authorization Policies

An Access Permissions Document MUST supported, as described in sections “Authorization” and “Access Permissions Document” of [OMA XDM Core], with the following default policies:

· The EVVM Server MUST have permission to perform all operations defined in section ”Document Management” of [OMA XDM Core].

· All EVVM Users MUST have permissions that permit all read operation and forbid all writing/updating operations as defined in section ”Document Management” of [OMA XDM Core].

· The EVVM Server and all EVVM Users MUST have permission to perform all operations defined in section “Subscribing to changes in the XDM Resources” of [OMA XDM Core].
· Principals other than the EVVM Server and all EVVM Users MUST NOT have permissions to perform any operations.


Change 4:  Update naming conventions of subscription-specific service preferences.

5.2.8 Naming conventions

The filename MUST be “<XUI>/index”.
Change 5:  Update authorization policies of subscription-specific service preferences.

5.2.11 Authorization Policies

An Access Permissions Document MUST supported, as described in sections “Authorization” and “Access Permissions Document” of [OMA XDM Core], with the following default policies:

· The EVVM User MUST have permissions that permit all read operation and forbid all writing/updating operations defined in section ”Document Management” of [OMA XDM Core].

· The EVVM Server MUST have permission to perform all operations defined in section ”Document Management” of [OMA XDM Core].

· The EVVM Server and the EVVM User MUST have permission to perform all operations defined in section “Subscribing to changes in the XDM Resources” of [OMA XDM Core].
· Principals other than the EVVM Server and the EVVM User MUST NOT have permissions to perform any operations.


Change 6:  Update naming convention of client preferences.

5.3.8 Naming conventions

The filename MUST be “<XUI>/<ClientID>/index”, where ClientID corresponds to an identifiers associated with the client; see section “Client Identifier (Client-ID)” in [EVVM ER].
Change 7:  Update authorization policies of client preferences.

5.3.11 Authorization Policies

An Access Permissions Document MUST supported, as described in sections “Authorization” and “Access Permissions Document” of [OMA XDM Core], with the following default policies:

· The EVVM User MUST have permission to perform all operations defined in section ”Document Management” of [OMA XDM Core].

· The EVVM Server MUST have permissions that permit all read operation and forbid all writing/updating operations defined in section ”Document Management” of [OMA XDM Core].

· The EVVM User and the EVVM Server MUST have permission to perform all operations defined in section “Subscribing to changes in the XDM Resources” of [OMA XDM Core].
· Principals other than the EVVM Server and the EVVM User MUST NOT have permissions to perform any operations.


Change 8:  Update naming convention of user preferences.

5.4.8 Naming conventions

The filename MUST be “<XUI>/index”.
Change 9:  Update authorization policies of user preferences.

5.4.11 Authorization Policies

An Access Permissions Document MUST supported, as described in sections “Authorization” and “Access Permissions Document” of [OMA XDM Core], with the following default policies:

· The EVVM User MUST have permission to perform all operations defined in section ”Document Management” of [OMA XDM Core].

· The EVVM Server MUST have permissions that permit all read operation and forbid all writing/updating operations defined in section ”Document Management” of [OMA XDM Core].

· The EVVM User and the EVVM Server MUST have permission to perform all operations defined in section “Subscribing to changes in the XDM Resources” of [OMA XDM Core].
· Principals other than the EVVM Server and the EVVM User MUST NOT have permissions to perform any operations.
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