Doc# Document1[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# Document1
Change Request



Change Request

	Title:
	Remove text added to XDM spec from ER
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA EVVM

	Doc to Change:
	OMA-ER-EVVM-V1_0-20120117-D

	Submission Date:
	07 February 2012

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Zoltán Ördögh, Research In Motion Ltd, zordogh@rim.com

	Replaces:
	OMA-COM-EVVM-2012-0015-CR_Remove_text_added_to_XDM_spec_from_ER


1 Reason for Change

As a follow-up to OMA-COM-EVVM-2012-0012-CR_Data_Semantics_for_preferences, text portions that have been added to the XDM specification are now obsolete in the ER and now can be safely removed.
R01: Addresses the following R&A comment from China Unicom by removing the sentence:

Only a typo comment: the sentence, 'The following ABNF notation [RFC5234] defines the data formats:', may be removed from the section 7.3.2.1.1.2.2.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Changes in global service preferences section
7.3.2.1.1.1.1 Supported media formats

The supported media formats is the list of media formats that the EVVM Server is capable to transcode and hence accepts as voicemail, greeting or voice signature. The minimum set of media types is REQUIRED, and as such, it is omitted from the list. The support for supplementary and optional media types is indicated either as a whole by setting the appropriate flag(s) to true, or, partially by setting the appropriate flag(s) to false and including the individual media types. The minimum, supplementary and optional media type sets are defined in section 7.3.4.













7.3.2.1.1.1.2 Supported character sets

The supported character sets is a list of character sets that the EVVM Server is capable to transcode. The minimum set of character sets is not included in the list. The support for the supplementary set is indicated either as a whole by setting the appropriate Boolean XML attribute to true, or, partially by setting the appropriate XML attribute to false and including the individual character sets. The minimum and supplementary character sets are defined in section 7.3.4.1.








7.3.2.1.1.1.4 Supported protocol versions

The supported protocol versions are a list of supported protocols that the EVVM Server is capable to communicate with. Each protocol is represented by and empty element with two attributes. The first attribute is a string, containing the abbreviated name of the SDO, followed by a dash (‘-‘) and the abbreviated name of the standard. The second attribute is a string, containing a comma-separated list of version number, indicates support for revisions of OMA EVVM.










7.3.2.1.1.2.1 Maximum VM size

The maximum VM size indicates the maximum total size of any voicemail message that the EVVM Server accepts for delivery. The total size includes any and all overhead, such as those imposed by transfer encoding, encryption, etc. The maximum VM size is an attribute of a generic element specifically designed to represent limitations. The size is an integer values, representing the number of bytes. The value MUST be higher than 0.






7.3.2.1.1.2.2 Maximum lengths

The maximum lengths indicate the maximum length of greetings and voice signatures that the EVVM Server accepts. The maximum lengths are attributes of a generic element specifically designed to represent limitations. The size is an integer values, representing the number of seconds. The value MUST be 0 or higher, where 0 indicates that the EVVM Server does not permit the using the corresponding feature.

The EVVM Client MUST NOT store greetings and voice signatures that are longer than their corresponding maximum lengths.

It is expected that the EVVM Server will provision any VVM 1.3 clients with the same limitation using a system-originated STATUS SMS, see section Error! Reference source not found..







7.3.2.1.1.2.4 Password strength requirements

The password strength requirements indicate the constraints for EVVM and TUI passwords, imposed by the service provider. The EVVM Client MUST validate new passwords versus these constraints when the EVVM user attempts to change his EVVM or TUI password via his/her preferences (7.3.2.3.2 and 7.3.2.3.3, respectively) and reject the attempt when the new password does not meet the minimum requirements.


























7.3.2.1.1.2.5 TUI limitations

The TUI limitations indicate the TUI features available to the user: the list of supported languages and a Boolean flag indicating whether the user is allowed to control the TUI status (turn it on/off). The values in the language list are used when the EVVM user attempts to change his TUI language via his/her TUI preferences (7.3.2.3.3). Each language may have a name associated with it, which may be shown on the user interface to aid the choice of the user.

The syntax defined in OMA EVVM is based on the “Language number” defined in [OMTP VVM].


















Change 2:  Changes in subscription-specific service preferences section

7.3.2.1.2.1 Associated identifiers

Associated identifiers are those identifiers that have been associated with a voicemail box, and can be used during authentication (7.5.5) and message submission via SMTP or IMAP (7.5.9 or 7.5.10, respectively).

The EVVM Server MUST ensure that user identifiers follow the definition in section 7.3.1.1.

The EVVM Server MAY choose to store this preference when there is only one identifier in use.











7.3.2.1.2.2 TUI address

The TUI-address designates the address that the user can use to access his/her voicemail messages. When the address is not available to the user, it implies that he/she cannot use the TUI as a whole and all other TUI-related settings are to be ignored.

Since TUI is not in the scope of this specification, there are no normative requirements imposed onto the TUI.







Change 3:  Changes in client preferences section

7.3.2.2.1 Client type

The client type is a string, indicating the type of the client that stored the client preferences.

There are no normative requirements derived from this client preference. The EVVM Server uses this information to determine that the client is compliant with the service. The EVVM Client uses this information to determine the software version of the client that stored the client preferences, so it can amend the setting correctly – if needed – after a software upgrade.













7.3.2.2.2 Host device type

The host device type is a string, indicating the type of the device that hosts the EVVM Client.

There are no normative requirements derived from this client preference. The EVVM Server uses this information to determine basic capabilities of the device.














Change 4:  Changes in user preferences section

7.3.2.3.1 Subscriber status

The subscriber status is a Boolean flag. The flag indicates the user’s desire regarding the voicemail service as a whole. When the flag is true, the EVVM Server MUST provide the service normally. When the flag is false, the EVVM Server MAY provide access to the voicemail storage but it MUST reject any attempts to deposit voicemails from any source.

The basic settings have been derived from the VVM 1.3 specifications by omitting client and application-specific settings; see client-originated STATUS SMS in [OMTP VVM].






7.3.2.3.2 EVVM password

The EVVM password is a string. The string contains the user’s password that he/she is using to access the EVVM Server (via SMTP or IMAP).

The EVVM Client MUST ensure that the EVVM password meets the requirements imposed by the service provider, see password strength requirements in section 7.3.2.1.






7.3.2.3.3 TUI settings

The TUI settings are comprised of various settings: a password, a language indicator and a status flag. The password is used to access the TUI. The language indicator contains the user’s choice language for the TUI. The status flag indicates whether the user accepts voicemails via the TUI or not (true means yes, false means no).

Since TUI is not in the scope of this specification, there are no normative requirements imposed onto the TUI.

The EVVM Client MUST ensure that the language choice is one of the TUI languages disclosed in the service preferences (see section 7.3.2.1).

The EVVM Client MUST NOT change the status flag when the user is not allowed to control it, see TUI limitations in section 7.3.2.1.

The EVVM Client MUST ensure that the TUI password meets the requirements imposed by the service provider, see password strength requirements in section 7.3.2.1.












7.3.2.3.4 Message archiving

The message archiving setting is a Boolean flag. The flag indicates the user’s desire to save a copy of each voicemail that has been sent via the EVVM Server. While the flag is true, the EVVM Server MUST store a copy of each voicemail that has been sent; the voicemails MUST be stored in [TBD]. While the flag is false, the EVVM Server MUST NOT store copies of sent voicemails.





7.3.2.3.6 Groups

Once defined, groups can be used for various purposes: greetings (see [TBD]), black list (7.3.2.3.7) and white list (7.3.2.3.8). Groups are comprised of a name, an identifier, and a list of users. The group’s name is merely cosmetic, intended to be shown on the user interface. The group’s identifier is used to refer to the group; it was not meant to be shown on the user interface. The list of users contains user names and user identifiers. The user names are merely cosmetic, intended to be shown on the user interface. The user identifiers refer to the users.

The EVVM Client MUST ensure that the identifier of the group is unique within the scope of the user.

The EVVM Client MUST ensure that user identifiers follow the definition in section 7.3.1.1.

























7.3.2.3.7 Black list

The black list is comprised of a list of group identifiers.

The EVVM Client MUST ensure that the identified group(s) exist, see section 7.3.2.3.6.

The EVVM Client MUST omit the name of the group.





7.3.2.3.8 White list(s)

The white list is comprised of a list of group identifiers.

The EVVM Client MUST ensure that the identified group(s) exist, see section 7.3.2.3.6.

The EVVM Client MUST omit the name of the group.
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