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1 Reason for Change

The special folder mapping (see ER, 7.3.5.1) needs to be added to the XDM TS and the corresponding schemas.
This document adds the special:physical mapping to GSP and SSP and the physical:display mapping to UP into the XDM TS only; separate CRs will be submitted to update the corresponding schemas.

This CR assumes that OMA-COM-EVVM-2012-0026R01-CR_Add_encryption_and_compression_to_preferences has been agreed. If OMA-COM-EVVM-2012-0026R01-CR_Add_encryption_and_compression_to_preferences was no agreed or changed, the editor needs to exercise caution and take that into account while updating the XDM TS with the changes proposed in this CR.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Add to GSP figure

5.1.1 Structure
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Figure 2: Structure diagram, Global Service Preferences
Change 2:  Add to GSP constraints

5.1.6 Validation Constraints

FFS: it is an open issue whether the constraints that can be derived from the schema (XSD) should be included as text:
- in this section at all,
- in this section normatively,
- in an informative fashion in this or another section (i.e. Appendix).

The XML document MUST contain the ‘prefs’ element.


The ‘prefs’ element MUST have a ‘version’ attribute.



The ‘version’ attribute MUST be ‘1.0’.


The ‘prefs’ element MAY have any number of extension attributes.


The ‘prefs’ element MUST contain exactly one ‘mediatypes’ element.



The ‘mediatypes’ element MAY have a ‘supplementary’ attribute, an ‘optional’ attribute and any number of extension attributes.



The ‘mediatypes’ element MUST contain zero or more ‘mediatype’ elements.


The ‘prefs’ element MUST contain exactly one ‘charsets’ element.



The ‘charsets’ element MAY have a ‘supplementary’ attribute and any number of extension attributes.



The ‘charsets’ element MUST contain zero or more ‘charset’ elements.


The ‘prefs’ element MUST contain exactly one ‘protocols’ element.



The ‘protocols’ element MUST contain one or more ‘protocol’ elements.




Each ‘protocol’ element MAY have an ‘id’ attribute




Each ‘protocol’ element MUST have a ‘version’ attribute.




Each ‘protocol’ element MUST be empty.


The ‘prefs’ element MUST contain exactly one ‘mappings’ element.



The ‘mappings’ element MUST contain one or more ‘mapping’ elements.




Each ‘mapping’ element MUST have a ‘logical’ attribute.




Each ‘mapping’ element MUST contain exactly one ‘physical’ element.





The ‘physical’ element MAY have an ‘encoded’ attribute.


The ‘prefs’ element MUST contain exactly one ‘notifications’ element.



The ‘notifications’ element MAY have a ‘compress’, an ‘encrypt’, a ‘deac’, a ‘pref’, a ‘sync’ and a ‘trans’ attribute.



The ‘notifications’ element MAY have any number of extension attributes.



The ‘notifications’ element MUST contain one or more ‘encryption’ elements.




Each ‘encryption’ element MUST have a ‘type’ and a ‘minstrength’ attribute.




Each ‘encryption’ element MAY have a ‘maxstrength’ and a ‘preferredstrength’ attribute.




Each ‘encryption’ element MAY have any number of extension attributes.




Each ‘encryption’ element MUST be empty.



The ‘notifications’ element MUST contain zero or more ‘compression’ elements.




Each ‘compression’ element MUST have a ‘type’ attribute




Each ‘compression’ element MAY have any number of extension attributes.




Each ‘compression’ element MUST be empty.


The ‘prefs’ element MUST contain exactly one ‘bounds’ element.



The ‘bounds’ element MUST have a ‘maxvmsize’ attribute.



The ‘bounds’ element MAY have a ‘maxgreetinglength’ attribute, a ‘maxvoicesignaturelength’ attribute and any number of extension attributes.



The ‘bounds’ element MUST contain exactly one ‘evvm’ element and exactly one ‘tui’ element.




The ‘evvm’ element MUST contain exactly one ‘password’ element.





The ‘password’ element MAY have a ‘minpasslength’ attribute, a ‘maxpasslength’ attribute, an ‘alphasallowed’ attribute, an ‘alphasrequired’ attribute, an ‘alphasuppercaserequired’ attribute, a ‘digitsallowed’ attribute, a ‘digitsrequired’ attribute, a ‘specialsallowed’ attribute, a ‘specialsrequired’ attribute, and a ‘specials’ attribute.





The ‘password’ element MUST be empty.




The ‘tui’ element MAY have a ‘usercontrol’ attribute.




The ‘tui’ element MUST contain exactly one ‘password’ element and one or more ‘language’ elements.





The ‘password’ element MAY have a ‘minpasslength’ attribute, a ‘maxpasslength’ attribute, an ‘alphasallowed’ attribute, an ‘alphasrequired’ attribute, an ‘alphasuppercaserequired’ attribute, a ‘digitsallowed’ attribute, a ‘digitsrequired’ attribute, a ‘specialsallowed’ attribute, a ‘specialsrequired’ attribute, and a ‘specials’ attribute.





The ‘password’ element MUST be empty.





Each ‘language’ element MAY have a ‘name’ attribute.





Each ‘language’ element MUST have a ‘code’ attribute.





Each ‘language’ element MUST be empty.



The ‘bounds’ element MAY contain any number of extension elements.


The ‘prefs’ element MAY contain any number of extension elements.

Change 3:  Add to GSP semantics

5.1.7.1.4 mappings
5.1.7.1.4.1 mapping
logical
= special-mailbox-token
Example:

<mappings>

<mapping logical="inbox">

...

</mapping>

</mappings>
5.1.7.1.4.1.1 physical
When the ‘encoded’ attribute is omitted, the default value of ‘false’ MUST be used.
The value of the ‘encoded’ attribute MUST be ‘true’ only when the UTF-8 content of the ‘physical’ element is encoded using Base64 [RFC4648].
physical
= string | base64encoded
encoded
= boolean
Example:

<mappings>

<mapping logical="inbox">


<physical>INBOX</physical>


</mapping>


<mapping logical="trash">


<physical encoded="true">TWFya2VkJk1vdmVk</physical>


</mapping>

</mappings>
Change 4:  Add to SSP figure

5.2.1 Structure
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Figure 3: Structure diagram, Subscription-specific Service Preferences
Change 5:  Add to SSP constraints

5.2.6 Validation Constraints

FFS: it is an open issue whether the constraints that can be derived from the schema (XSD) should be included as text:
- in this section at all,
- in this section normatively,
- in an informative fashion in this or another section (i.e. Appendix).

The XML document MUST contain the ‘prefs’ element.


The ‘prefs’ element MUST have a ‘version’ attribute.



The ‘version’ attribute MUST be ‘1.0’.


The ‘prefs’ element MAY have any number of extension attributes.


The ‘prefs’ element MAY contain exactly one ‘mediatypes’ element.



The ‘mediatypes’ element MAY have a ‘supplementary’ attribute, an ‘optional’ attribute and any number of extension attributes.



The ‘mediatypes’ element MUST contain zero or more ‘mediatype’ elements.


The ‘prefs’ element MAY contain exactly one ‘charsets’ element.



The ‘charsets’ element MAY have a ‘supplementary’ attribute and any number of extension attributes.



The ‘charsets’ element MUST contain zero or more ‘charset’ elements.


The ‘prefs’ element MAY contain exactly one ‘protocols’ element.



The ‘protocols’ element MUST contain one or more ‘protocol’ elements.




Each ‘protocol’ element MAY have an ‘id’ attribute




Each ‘protocol’ element MUST have a ‘version’ attribute.




Each ‘protocol’ element MUST be empty.


The ‘prefs’ element MAY contain exactly one ‘mappings’ element.



The ‘mappings’ element MUST contain one or more ‘mapping’ elements.




Each ‘mapping’ element MUST have a ‘logical’ attribute.




Each ‘mapping’ element MUST contain exactly one ‘physical’ element.





The ‘physical’ element MAY have an ‘encoded’ attribute.


The ‘prefs’ element MAY contain exactly one ‘notifications’ element.



The ‘notifications’ element MAY have a ‘compress’, an ‘encrypt’, a ‘deac’, a ‘pref’, a ‘sync’ and a ‘trans’ attribute.



The ‘notifications’ element MAY have any number of extension attributes.



The ‘notifications’ element MUST contain zero or more ‘encryption’ elements.




Each ‘encryption’ element MUST have a ‘type’ and a ‘minstrength’ attribute.




Each ‘encryption’ element MAY have a ‘maxstrength’ and a ‘preferredstrength’ attribute.




Each ‘encryption’ element MAY have any number of extension attributes.




Each ‘encryption’ element MUST be empty.



The ‘notifications’ element MUST contain zero or more ‘compression’ elements.




Each ‘compression’ element MUST have a ‘type’ attribute




Each ‘compression’ element MAY have any number of extension attributes.




Each ‘compression’ element MUST be empty.


The ‘prefs’ element MAY contain exactly one ‘bounds’ element.



The ‘bounds’ element MAY have a ‘maxvmsize’ attribute, a ‘maxgreetinglength’ attribute, a ‘maxvoicesignaturelength’ attribute and any number of extension attributes.



The ‘bounds’ element MAY contain exactly one ‘evvm’ element and exactly one ‘tui’ element.




The ‘evvm’ element MUST contain exactly one ‘password’ element.





The ‘password’ element MAY have a ‘minpasslength’ attribute, a ‘maxpasslength’ attribute, an ‘alphasallowed’ attribute, an ‘alphasrequired’ attribute, an ‘alphasuppercaserequired’ attribute, a ‘digitsallowed’ attribute, a ‘digitsrequired’ attribute, a ‘specialsallowed’ attribute, a ‘specialsrequired’ attribute, and a ‘specials’ attribute.





The ‘password’ element MUST be empty.




The ‘tui’ element MAY have a ‘usercontrol’ attribute.




The ‘tui’ element MAY contain exactly one ‘password’ element and zero or more ‘language’ elements.





The ‘password’ element MAY have a ‘minpasslength’ attribute, a ‘maxpasslength’ attribute, an ‘alphasallowed’ attribute, an ‘alphasrequired’ attribute, an ‘alphasuppercaserequired’ attribute, a ‘digitsallowed’ attribute, a ‘digitsrequired’ attribute, a ‘specialsallowed’ attribute, a ‘specialsrequired’ attribute, and a ‘specials’ attribute.





The ‘password’ element MUST be empty.





Each ‘language’ element MAY have a ‘name’ attribute.





Each ‘language’ element MUST have a ‘code’ attribute.





Each ‘language’ element MUST be empty.



The ‘bounds’ element MAY any number of extension elements.


The ‘prefs’ element MAY contain exactly one ‘associations’ element.



The ‘associations’ element MUST contain one or more ‘user’ elements.




Each ‘user’ element MUST have an ‘id’ attribute.




Each ‘user’ element MUST be empty.


The ‘prefs’ element MAY contain any number of extension elements.

Change 6:  Add to SSP semantics

5.2.7.1.3 mappings
See section [editor to add cross-reference to section added to GSP] and its subsections.

Change 7:  Add to UP figure

5.4.1 Structure
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Figure 5: Structure diagram, User Preferences
Change 8:  Add to UP constraints

5.4.6 Validation Constraints

FFS: it is an open issue whether the constraints that can be derived from the schema (XSD) should be included as text:
- in this section at all,
- in this section normatively,
- in an informative fashion in this or another section (i.e. Appendix).

The XML document MUST contain the ‘prefs’ element.


The ‘prefs’ element MUST have a ‘version’ attribute.



The ‘version’ attribute MUST be ‘1.0’.


The ‘prefs’ element MAY have any number of extension attributes.


The ‘prefs’ element MUST contain exactly one ‘evvm’ element.



The ‘evvm’ element MAY have an ‘active’ attribute, a ‘storesentvm’ attribute and any number of extension attributes.



The ‘evvm’ element MUST have a ‘password’ attribute.



The ‘evvm’ element MUST either be empty or contain at least one extension element.


The ‘prefs’ element MUST contain exactly one ‘tui’ element.



The ‘tui’ element MAY have an ‘active’ attribute, a ‘languagecode’ attribute and any number of extension attributes.



The ‘tui’ element MUST have a ‘password’ attribute.



The ‘tui’ element MUST either be empty or contain at least one extension element.


The ‘prefs’ element MAY contain exactly one ‘groups’ element.



The ‘groups’ element MUST contain one or more ‘group’ elements.




Each ‘group’ element MAY have a ‘name’ attribute.




Each ‘group’ element MUST have an ‘id’ attribute.




Each ‘group’ element MUST contain one or more ‘user’ elements.





Each ‘user’ element MAY have a ‘name’ attribute.





Each ‘user’ element MUST have an ‘id’ attribute.





Each ‘user’ element MUST be empty.


The ‘prefs’ element MAY contain zero or one ‘blacklists’ element, or, zero or one ‘whitelists’ element.



The ‘blacklists’ element MUST contain one or more ‘group’ elements.




Each ‘group’ element MUST have an ‘id’ attribute.




Each ‘group’ element MUST be empty.



The ‘whitelists’ element MUST contain one or more ‘group’ elements.




Each ‘group’ element MUST have an ‘id’ attribute.




Each ‘group’ element MUST be empty.


The ‘prefs’ element MAY contain exactly one ‘mappings’ element.



The ‘mappings’ element MUST contain one or more ‘mapping’ elements.




Each ‘mapping’ element MUST contain exactly one ‘physical’ element.





The ‘physical’ element MAY have an ‘encoded’ attribute.




Each ‘mapping’ element MUST contain exactly one ‘display’ element.





The ‘display’ element MAY have an ‘encoded’ attribute.


The ‘prefs’ element MAY contain any number of extension elements.

Change 9:  Add to UP semantics

5.4.7.1.6 mappings
5.4.7.1.6.1 mapping
5.4.7.1.6.1.1 physical
When the ‘encoded’ attribute is omitted, the default value of ‘false’ MUST be used.
The value of the ‘encoded’ attribute MUST be ‘true’ only when the UTF-8 content of the ‘physical’ element is encoded using Base64 [RFC4648].
physical
= string | base64encoded
encoded
= boolean
Example:

<mappings>

<mapping>


<physical>INBOX</physical>


...

</mapping>


<mapping>


<physical encoded="true">TWFya2VkJk1vdmVk</physical>



...


</mapping>

</mappings>
5.4.7.1.6.1.2 display
When the ‘encoded’ attribute is omitted, the default value of ‘false’ MUST be used.
The value of the ‘encoded’ attribute MUST be ‘true’ only when the UTF-8 content of the ‘display’ element is encoded using Base64 [RFC4648].
display
= string | base64encoded
encoded
= boolean
Example:

<mappings>

<mapping>


...



<display>Posteingang</display>


</mapping>


<mapping>


...



<display encoded="true">TWFya2llcnQmVmVyc2Nob2Jlbg==</display>


</mapping>

</mappings>
Change 10:  Add needed notations

6.2 Elementary Data Types

The elementary types are defined as follows (organized alphabetically):

base64encoded
= <Data encoded using Base64 encoding, as defined in [RFC4648].>

character-set
= <A character set token registered with IANA.>

client-type
= client-manufacturer ";" client-name ";" \


client-revision *(";" custom-list-item)

client-manufacturer
= string-delimiter-safe
client-name
= string-delimiter-safe
client-revision
= revision-number

compression-type
= "zlib" / string
custom-list-item
= string-delimiter-safe
default-namespace
= <The default namespace defined for an Application Usage.>

device-type
= "MOBILE_PHONE" / "COMPUTER" / "HANDHELD_COMPUTER" / "OTHER"

device-manufacturer
= string-delimiter-safe
device-model
= string-delimiter-safe
device-os
= string-delimiter-safe
encryption-type
= "ECIES" / string
group-name
= string
group-id
= 1*( ALPHA / DIGIT )

host-device-type
= device-type ";" device-manufacturer ";" \


device-model ";" device-os *(";" custom-list-item)

indefinite-frequency
= "always" / "ifneeded" / "never"

language-code
= 3*3ALPHA; an ISO 639-2 code defined in [ISO639-2]

language-token
= language-code *1(language-variant)
language-variant
= "." integer; see language variant definition in [OMTP VVM]

media-type
= discrete-type "/" subtype *(";" parameter)


; See discrete-type, subtype and parameter in [RFC2045]

raw-password
= string
revision-number
= DIGIT *(ALPHA / DIGIT / ".")
special-mailbox-token
= "inbox" / "greetings" / "draftbox" / "outbox" \


/ "sentbox" / "spambox" /"trash"
string
= 1*( ALPHA / DIGIT / char-special)

string-delimiter-safe
= 1*( ALPHA / DIGIT / char-delimiter-safe)

tui-address
= tel-uri; see tel-URI in [RFC3966]

user-id
= <see section 'User Identifier' in [EVVM ER]>

user-name
= string
vvm-sdo-name
= "OMTP-VVM" / "OMA-EVVM"
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