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1 Reason for Change

This CR amends the contents of section 7.2.1 “IMAP”, with the multi-identifier situation taken into account.
R01 address the comments from e-voting process.
Comments from Mr. Meier Bernhard of Ericsson  

Ericsson stated during last discussion that "only one" needs to be changed to "a single". The rest of the CR is acceptable.  
[ZTE] Agreed.
 Comments from Mr. Granot Elad of Comverse  

 there is no justification for the standard to mandate implementation (i.e. limit the number of connections). There is neither an agreed requirement for that, nor a technical explanation to justify. If desired, this can be described as an example implementation, without using a normative SHALL.  
[ZTE] This CR does not attempt to limit the number of connections. It only clarifies a special situation.
  Comments from Mr. Ördögh Zoltán of Research In Motion Limited  

  There a number of reasons why RIM votes 'No' at this time:

1. We found no requirement in the RD that would call for such restriction on the client-side.
[ZTE]As we all know, requirements and their solutions have relationships but are not the same things.
These are the background requirements of this CR:
	EVVM-HLF-007
	When multiple identifers are associated with a single EVVM voice mailbox, the EVVM Enabler SHALL always allow the user owning the mailbox to access his/her voice mail box after only one valid login operation.
	EVVM V1.0

	EVVM-HLF-008
	When multiple identifers are associated with a single EVVM voice mailbox, the EVVM Enabler SHALL always allow the user owning the mailbox  to manage (e.g., receive, send, store, retrieve) voice mails with any of his/her identifiers after logging into his/her voice mail box.
	EVVM V1.0


2. This CR is proposing a violation of the IMAP specifications, explicitly restricting the number of connections to one.
[ZTE] This CR does not attempt to limit the number of connections. It only clarifies a special situation.
3. This CR mandates one particular implementation for the EVVM Client. No standard should ever talk about implementation details - let alone require them.
[ZTE]It is about both of the client side and server side, which should be mentioned, 
4. There is no such requirement on the server side. How will the EVVM Client ever be able to achieve this without support from the EVVM Server?
[ZTE]The requirements are needed to be supported both by client and server side.
5. The requirement is not testable.
[ZTE] it can be testable. 
6. The requirement renders fulfilling EVVM-HLF-003 nigh impossible.  
[ZTE] This CR has no influence on EVVM-HLF-003 as well as its solutions.
R02 : Respond to the comment received from R&A and off-line:
[ZTE]  ZTE has uploaded INP 82 contribution to explain and clarify all the issues related to this CR.
See： http://member.openmobilealliance.org/ftp/Public_documents/COM/COM-EVVM/2012/OMA-COM-EVVM-2012-0082-INP_Multiple_Identifier_Issues.zip
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The EVVM group is recommended to review and agree to the proposed changes.
6 Detailed Change Proposal
Change 1:  Update section 7.2.1, IMAP.
4. IMAP

The IMAP4 protocol, as defined in [RFC3501], is bound to the EVVM-1 interface. The EVVM Server MUST accept IMAP connections via TCP port specified by the service provider, see [TBD, OMA DM section].
If the EVVM user has multiple identifiers associated with his/her voice mail box, the IMAP connections between the EVVM Client and EVVM Server SHALL be in either of the following two situations corresponding to the two association manners as specified in 7.3.5 “Mailbox”:
1. The EVVM Client is able to establish a single IMAP4 connection with the EVVM Server for all of those associated identifiers, and based on this IMAP4 connection, the EVVM Client SHALL be authenticated by the EVVM Server, as specified in section 7.4.1 “Authentication”.
2. The EVVM Client is able to establish an IMAP4 connection with the EVVM Server for each of those associated identifiers, and if plain text authentication (Username/Password), as specified in RFC[3501], is performed, the the EVVM Client uses the same Username/Password for all associated identifiers to access the EVVM Server.
All EVVM Clients and EVVM Servers MUST support the IMAP keywords defined in section 7.3.7. To secure the IMAP communications channel, EVVM Servers MUST support TLS 1.0, as specified in [RFC2595].

This specification does not rely on the capability command defined in [RFC3501] to indicate server-side support for OMA EVVM.
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