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1 Reason for Change

The server-side notification procedures are missing as a whole.

This CR drafts server-side notification procedures sections.

OMTP VVM 1.3 is kept out of scope.

R01 addresses the following issues:
· 7.5.5 Clarification of ‘client’ -> EVVM Client (China Unicom)
· 7.5.5 Added clarification (China Unicom)

· 7.5.5 Moved second sentence to be as last, and updated it. (China Unicom)
· 7.5.5.2 ‘assume’ changed to ‘treat’ (Comverse)
· 7.5.5.2 rewrote positive requirements to be negative, removing the need for implementation-specific words in normative requirements, obsoleting two bullets in the process (Comverse)
· 7.5.5.2.1 fixed typo (comma removed)

· 7.5.5.2.2 rewrote positive requirements to be negative, removing the need for implementation-specific words in normative requirements (Comverse)
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Create new subsections
7.5.5 Notification handling

The EVVM Server MUST notify EVVM Clients that are connected to the EVVM Server using inband notifications supported by both endpoints.
The EVVM Server MUST notify EVVM Clients that are disconnected from the EVVM Server using outband notifications supported by both endpoints.
The EVVM Server MUST NOT send SYNC notifications to EVVM Clients that are connected to the EVVM Server.
7.5.5.1 Inband notifications

When the EVVM Server supports IMAP IDLE, the EVVM Server MUST follow the notification procedures defined in [RFC2711].

When the EVVM Server supports IMAP NOTIFY, the EVVM Server MUST follow the notification procedures defined in [RFC5465].

7.5.5.2 Outband notifications

As defined in section [editor to add cross-reference to 7.4.5.1 Capability agreement], EVVM Clients are REQUIRED to store their preferences prior to accessing the EVVM Server. The EVVM Server MUST treat clients that do not store their preferences (clientprefs/prefs) as VVM clients, based on the [OMTP VVM] specification. For VVM clients, the EVVM Server MUST follow the notification procedures defined in [OMTP VVM]. For EVVM Clients, the EVVM Server MUST follow the procedures defined in this section.

Whenever an event occurs that may result in an outband notification, the EVVM Server MUST:
· Check the service provider policies in the service preferences (serviceprefs-final/prefs/notifications@deac, serviceprefs-final/prefs/notifications@pref, serviceprefs-final/prefs/notifications@sync, serviceprefs-final/prefs/notifications@trans).
· If the policy does not allow (the value is ‘false’) sending the type of notification this event would yield, the EVVM Server MUST NOT notify any of the user’s clients.
· 
· Check the user’s choice in the user preferences (userprefs/prefs/notifications@home, userprefs/prefs/notifications@roaming, userprefs/prefs/notifications@intlroaming).

· If the user does not allow (where the corresponding values are ‘false’) notifying any of his/her EVVM Clients residing in devices having a certain roaming condition (in home network, roaming nationally, roaming internationally) , the EVVM Server MUST NOT notify the user’s EVVM Clients residing in devices that are under the corresponding roaming condition.

· 
· Check the service provider policies in the service preferences (serviceprefs-final/prefs/notifications@home, serviceprefs-final/prefs/notifications@roaming, serviceprefs-final/prefs/notifications@intlroaming).

· If the policy does not allow (where the corresponding values are ‘false’) notifying EVVM Clients residing in devices having a certain roaming condition (in home network, roaming nationally, roaming internationally), the EVVM Server MUST NOT notify EVVM Clients residing in devices that are under the corresponding roaming condition.
· Check each client’s level of support in their client preferences (clientprefs/prefs/notifications@deac, clientprefs/prefs/notifications@pref, clientprefs/prefs/notifications@sync, clientprefs/prefs/notifications@trans).

· The EVVM Server MUST NOT send notifications that the respective recipient EVVM Clients do not support.

· 
· Generate the notification content corresponding to the type of the event, as defined in section [editor to add cross-reference to 7.3.6.3. Deactivation notification], section [editor to add cross-reference to 7.3.6.4. Preferences notification], section [editor to add cross-reference to 7.3.6.2.2.2. Outband sync notification] or section [editor to add cross-reference to 7.3.6.5. Transcription notification].
· Apply client-specific transformation(s) to the notification payload as specified in section [editor to add cross-reference to 7.5.5.2.1. Compressing notifications] and section [editor to add cross-reference to 7.5.5.2.2. Encrypting notifications]. If both compression and encryption is taking place, the compression MUST always occur prior to encryption.
· If needed, prepend the notification content with the lead-in byte, as described in section [editor to add cross-reference to 7.3.6.6. Lead-in byte].
7.5.5.2.1 Compressing notifications

The EVVM Server MUST:

· Check the service provider’s policy on compression (serviceprefs-final/prefs/notifications@compress).

· If compression is not allowed (the value is ‘false’), the EVVM Server MUST NOT compress the notification.

· Check the client’s choice on compression (clientprefs/prefs/notifications@compress).

· If compression is not allowed (the value is ‘false’), the EVVM Server MUST NOT compress the notification.

· Select a compression method supported by both the EVVM Server (serviceprefs-final/prefs/notifications/compression) and the EVVM Client (clientprefs/prefs/notifications/compression).

· If a suitable compression mechanism was found, the EVVM Server MUST compress the notification payload as specified according to the selected compression algorithm.

· If a suitable compression mechanism was not found, the EVVM Server MUST NOT compress the notification.
7.5.5.2.2 Encrypting notifications

The EVVM Server MUST:

· Check the service provider’s policy on encryption (serviceprefs-final/prefs/notifications@encrypt).

· If encryption is not allowed (the value is ‘false’), the EVVM Server MUST NOT encrypt the notification.

· Check the client’s choice on encryption (clientprefs/prefs/notifications@encrypt).

· If encryption is not allowed (the value is ‘false’), the EVVM Server MUST NOT encrypt the notification.

· Select an encryption method supported by both the EVVM Server (serviceprefs-final/prefs/notifications/encryption) and the EVVM Client (clientprefs/prefs/notifications/encryption).

· If a suitable encryption mechanism was found, the EVVM Server MUST encrypt the notification payload as specified according to the selected encryption algorithm, using the appropriate keys (clientprefs/prefs/notifications/encryption/publickey or clientprefs/prefs/notifications/encryption/sharedsecret) depending on the characteristics of the chosen encryption mechanism (asymmetric or symmetric).

· If a suitable encryption mechanism was not found, the EVVM Server MUST NOT send the notification to the corresponding.
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