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1 Reason for Change

The OMA EVVM working group recommended creating a CR as a follow-up to OMA-COM-EVVM-2012-0049R01-INP_DM_Parameters.
This CR follows the principles presented in OMA-COM-EVVM-2012-0049R01-INP_DM_Parameters:

· drop OMA DM (not time to develop spec)

· since EVVM Clients are required to access the XDMS prior to accessing the service, the parameters that would normally be stored in DM can be stored in the service preferences.

The CR removes the DM Enabler and adds the parameters to the service preferences (both global and subscription-specific), allowing a service provider to publish a general setting that applies to all subscribers yet retaining the ability to define settings for individual users. The IMAP and SMTP protocol bindings have been updated as well.
Note: upon agreement on this CR, the appropriate preferences should be added to the XDM TS and the corresponding schemas.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Remove reference to DM
2.1 Normative References

	[3GPP TS23.140]
	“Multimedia Messaging Service (MMS); Stage 2”, 3GPP, TS 23.140,
URL: http://www.3gpp.org/

	[3GPP TS26.103]
	"Speech codec list for GSM and UMTS"
URL: http://www.3gpp.org/ftp/Specs/html-info/26103.htm

	[3GPP TS26.140]
	“Multimedia Messaging Service (MMS); Functional Description; stage 2”, 3GPP, TS26.140,
URL: http://www.3gpp.org/

	[ISO639-2]
	“Codes for the representation of names of languages-- Part 2: alpha-3 code”,
Library of Congress, 2010-03-29, URL: http://www.loc.gov/standards/iso639-2/

	[OMA CPM AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V1_0,
URL: http://www.openmobilealliance.org

	[OMA CPM TS MS]
	“OMA Converged IP Messaging Message Storage”, Open Mobile Alliance™,
OMA-TS-CPM-MessageStorage-V1_0, URL:http://www.openmobilealliance.org/

	[OMA CPM TS SD]
	“OMA Converged IP Messaging System Description”, Open Mobile Alliance™,
OMA-TS-CPM-System_Description-V1_0, URL:http://www.openmobilealliance.org/

	
	

	[OMA EVVM RD]
	“Enhanced Visual Voice Mail Requirements”, Open Mobile Alliance™, OMA-RD-EVVM-V1_0,
URL: http://www.openmobilealliance.org

	[OMA EVVM XDM]
	“EVVM XDM Specification”, Open Mobile Alliance™, OMA-TS-EVVM-XDM-V1_0,
URL: http://www.openmobilealliance.org

	[OMA Push OTA]
	“Push over the Air”, Open Mobile Alliance™, OMA-TS-PushOTA-V2_3,
URL: http://www.openmobilealliance.org

	[OMA SEC CF]
	“Security Common Functions Architecture”, Open Mobile Alliance™, OMA-AD-SEC_CF-V1_1,
URL: http://www.openmobilealliance.org/

	[OMA XDM]
	“XML Document Management”, Open Mobile Alliance™, OMA-ERP-XDM-V2_1,
URL: http://www.openmobilealliance.org/

	[OMTP VVM]
	“Visual Voice Mail Interface Specifications”, Version 1.3, Open Mobile Terminal Platform, OMTP
URL: http://www.gsmworld.com/documents/OMTP_VVM_Specification_v1_3_Final.pdf

	[RFC1847]
	“Security Multiparts for MIME: Multipart/Signed and Multipart/Encrypted”,  J. Galvin, October 1995, URL: http://tools.ietf.org/html/rfc1847

	[RFC2045]
	“Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2045

	[RFC2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2046

	[RFC2047]
	“MIME (Multipurpose Internet Mail Extensions) Part Three: Message Header Extensions for Non-ASCII Text”, K. Moore, November 1996, URL: http://tools.ietf.org/html/rfc2047

	[RFC2049]
	“Multipurpose Internet Mail Extensions (MIME) Part Five: Conformance Criteria and Examples”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2049

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2141]
	"URN Syntax", R. Moats, May 1997, URL: http://tools.ietf.org/html/rfc2141

	[RFC2177]
	"IMAP4 IDLE command", Leiba, B., June 1997, URL: http://tools.ietf.org/html/rfc2177

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, August 1998,
URL: http://tools.ietf.org/html/rfc2387

	[RFC2595]
	“Using TLS with IMAP, POP3 and ACAP”,  C. Newman,  June 1999,  URL: http://tools.ietf.org/html/rfc2595

	[RFC2822]
	“Internet Message Format”, P. Resnick, April 2001, URL: http://tools.ietf.org/html/rfc2822

	[RFC2852]
	“Deliver By SMTP Service Extension”, D. Newman, June 2000, URL: http://tools.ietf.org/html/rfc2852

	[RFC3030]
	"SMTP Service Extensions for Transmission of Large and Binary MIME Messages", G. Vaudreuil, December 2000, URL: http://tools.ietf.org/html/rfc3030

	[RFC3156]
	“MIME Security with OpenPGP”, M. Elkins et al, August 2001, URL: http://tools.ietf.org/html/rfc3156

	[RFC3207]
	“SMTP Service Extension for Secure SMTP over Transport Layer Security”,  P. Hoffman, February 2002, URL: http://tools.ietf.org/html/rfc3207

	[RFC3261]
	"SIP: Session Initiation Protocol", U. Rosenberg et al, June 2002, URL: http://tools.ietf.org/html/rfc3261

	[RFC3461]
	“Simple Mail Transfer Protocol (SMTP) Service Extension for Delivery Status Notifications (DSNs)”,
K. Moore, January 2003, URL: http://tools.ietf.org/html/rfc3461

	[RFC3464]
	“An Extensible Message Format for Delivery Status Notifications”, K. Moore et al, January 2003,
URL: http://tools.ietf.org/html/rfc3464

	[RFC3501]
	“Internet Message Access Protocol - Version 4rev1”, M. Crispin, March 2003,
URL: http://tools.ietf.org/html/rfc3501

	[RFC3516]
	"IMAP4 Binary Content Extension", L. Nerenberg, December 2000,
URL: http://tools.ietf.org/html/rfc3516

	[RFC3798]
	“Message Disposition Notification”, T. Hansen, Ed. et al, May 2004,
URL: http://tools.ietf.org/html/rfc3798

	[RFC3801]
	“Voice Profile for Internet Mail - version 2 (VPIMv2)”, G. Vaudreuil et al, June 2004,
URL: http://tools.ietf.org/html/rfc3801

	[RFC3966]
	"The tel URI for Telephone Numbers", H. Schulzrinne, December 2004,
URL: http://tools.ietf.org/html/rfc3966

	[RFC4021]
	“Registration of Mail and MIME Header Fields”, G. Klyne et al, March 2005,
URL: http://tools.ietf.org/html/rfc4021

	[RFC4122]
	"A Universally Unique IDentifier (UUID) URN Namespace", P. Leach et al, July 2005,
URL: http://tools.ietf.org/html/rfc4122

	[RFC4288]
	“Media Type Specifications and Registration Procedures”, N. Freed et al, December 2005,
URL: http://tools.ietf.org/html/rfc4288

	[RFC4289]
	“Multipurpose Internet Mail Extensions (MIME) Part Four: Registration Procedures”, N. Freed et al, December 2005, URL: http://tools.ietf.org/html/rfc4289

	[RFC4467]
	“Internet Message Access Protocol (IMAP) - URLAUTH Extension”, M. Crispin, May 2006, URL: http://tools.ietf.org/html/rfc4467

	[RFC4536]
	“The application/smil and application/smil+xml Media Types”, P. Hoschka, May 2006,
URL: http://tools.ietf.org/html/rfc4536

	[RFC4483]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E. Burger, Ed., May 2006, URL: http://tools.ietf.org/html/rfc4483

	[RFC4648]
	“The Base16, Base32, and Base64 Data Encodings”, S. Josefsson, October 2006,
URL: http://tools.ietf.org/html/rfc4648

	[RFC4865]
	“SMTP Submission Service Extension for Future Message Release”, G. White, May 2007,
URL: http://tools.ietf.org/html/rfc4865

	[RFC4880]
	“OpenPGP Message Format”, J. Callas et al, November 2007, URL: http://tools.ietf.org/html/rfc4880

	[RFC5162]
	“IMAP4 Extensions for Quick Mailbox Resynchronization”, A. Melnikov, D. Cridland, C. Wilson,
March 2008, URL: http://tools.ietf.org/html/rfc5162

	[RFC5234]
	“Augmented BNF for Syntax Specifications: ABNF”, D. Crocker & P. Overell, January 2008,
URL: http://tools.ietf.org/html/rfc5234

	[RFC5321]
	“Simple Mail Transfer Protocol”, J. Klensin, October 2008, URL: http://tools.ietf.org/html/rfc5321

	[RFC5322]
	“Internet Message Format”, P. Resnick, October 2008, URL: http://tools.ietf.org/html/rfc5322

	[RFC5335]
	“Internationalized Email Headers”, Y. Abel, September 2008, URL: http://tools.ietf.org/html/rfc5335

	[RFC5336]
	“SMTP Extension for Internationalized Email Addresses”, J. Yao & W. Mao, September 2008,
URL: http://tools.ietf.org/html/rfc5336

	[RFC5337]
	“Internationalized Delivery Status and Disposition Notifications”, C. Newman & A. Melnikov, September 2008, URL: http://tools.ietf.org/html/rfc5337

	[RFC5465]
	"The IMAP NOTIFY Extension", Gulbrandsen, A., King, C., and A. Melnikov, February 2009,
URL: http://tools.ietf.org/html/rfc5465

	[RFC5504]
	“Downgrading Mechanism for Email Address Internationalization”, K. Fujiwara & Y. Yoneya, March 2009, URL: http://tools.ietf.org/html/rfc5504

	[RFC5550]
	“The Internet Email to Support Diverse Service Environments (Lemonade) Profile”, D. Cridland, Ed. et al, August 2009, URL: http://tools.ietf.org/html/rfc5550

	[RFC5598]
	“Internet Mail Architecture”, D. Crocker, July 2009, URL: http://tools.ietf.org/html/rfc5598

	[RFC5738]
	“IMAP Support for UTF-8”, P. Resnick & C. Newman, March 2010,
URL: http://tools.ietf.org/html/rfc5738

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures,
URL: http://www.openmobilealliance.org

	[SMPP]
	“SMPP: Short Message Peer-to-Peer Protocol Specification version 3.4”, URL: http://www.smsforum.net

	[XSD-DEAC]
	“XML Schema Definition: EVVM Deactivation Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_DEAC-V1_0, URL: http://www.openmobilealliance.org

	[XSD-PREF]
	“XML Schema Definition: EVVM Preferences Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_PREF-V1_0, URL: http://www.openmobilealliance.org

	[XSD-SYNC]
	“XML Schema Definition: EVVM Synchronization Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_SYNC-V1_0, URL: http://www.openmobilealliance.org

	[XSD-TRAN]
	“XML Schema Definition: EVVM Transcription Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_TRAN-V1_0, URL: http://www.openmobilealliance.org


Change 2:  Remove DM from 6.1

Dependencies
The EVVM Enabler utilizes several OMA Enablers and other non-OMA specifications (IETF, 3GPP, GSMA).
IETF dependencies:
· Internet Message Access Protocol version 4 (IMAP4) family of protocols and extensions 
· Simple Mail Transfer Protocol (SMTP) family of protocols  and extensions 
OMA dependenices:

· Message Storage: optional use of CPM Enabler’s Message Storage Server (MSS) as described in [OMA CPM AD] and [OMA CPM SD]

· XML Document Management: XDM Enabler as described in  [OMA XDM]

· 
· Notification delivery: Push Enabler as described in [OMA PUSH]
· Transcoding: Standard Transcoding Interface Enabler as described in [OMA STI]
Editor’s Note: It is FFS if all aspects of OSE including references and the underlining network infrastructure should be incorporated in this enabler as dependency.

Change 3:  Remove DM from 6.2

6.2 Architectural Diagram
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Figure 2: OMA EVVM logical architecture

Figure 2 presents the EVVM logical architecture model, depicting the EVVM Enabler’s functional components and their interactions with each other and with external entities such as the Supporting Enablers and the Remote EVVM Server. 

The EVVM Enabler consists of the following EVVM functional components:
· The EVVM Client, which resides in the user’s Device and allows the EVVM User to use the EVVM-based services by interacting with the EVVM Server and the components in the Device.
· The EVVM Server, which resides in the network’s Server Domain and interacts with the EVVM Client and other network components such as the Forwarding Gateway.

· The Message Storage Server (MSS), based on a component of the OMA CPM Enabler specified in [OMA-CPM-MS], provides storage functions for EVVM user’s voicemails, personalised greetings and voice signatures including their attachments (e.g., audio, display of logos, advertisements).

· Note: When the EVVM Server provides storage only internally, the Message Storage Server and the CPM-MSG interface exposed by the MSS are omitted. 

· The Forwarding Gateway, which forwards voicemails to external non-VM services such as Email, MMS and SMS.
· The Telephony User Interface (TUI), which allows the user to access his/her EVVM VM box via traditional telephony systems.
The EVVM functional components, if and when needed, interact with the following external functional components:
· The following supporting Enablers, which are other OMA Enablers used to support the EVVM Enabler:
· The CPM Enabler (MSS), which provides external message storage capabilities to support EVVM voicemail storage functionalities.

· The XDM Enabler (XDM Client), which provides XML document management capabilities to support creating, storing and managing EVVM user preferences, group lists for greetings and black-list for blocking incoming voicemails. 
· The Remote EVVM Server, which is another EVVM server residing in another (remote) server domain.
· The Push Enabler (Push Client and Push Proxy Gateway), which provides push notifications to support informing multiple devices about server-side events.
· 
· The Remote EVVM Server, which is another EVVM server residing in another (remote) server domain.
· The Underlying Network Infrastructure, which provides Telephony-based and IP-based functionalities that are needed for the EVVM Enabler to provide the required services.
Figure 3 shows the details of the interactions between the functional components of the EVVM Enabler and the supporting Enablers. A more detailed informational figure is available in section D.1.1.
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Figure 3 - Interactions between the EVVM Enabler functional components and the supporting Enablers.

Change 4:  Remove DM functional component



Change 5:  Update XDM functional component
XML Document Management Enabler

The XDM Enabler defines a common mechanism that makes service-related information accessible to the Enablers that need it. XDM specifies how such information is represented in XML documents. It uses a common protocol for access and manipulation (e.g. create, modify, delete, etc.) of such XML documents. 
The XDM Enabler allows:

· the EVVM Clients to create, store and manage client-specific service-related information.
· the EVVM servers to create, store and manage server-specific service-related information.

· the EVVM users to create, store and manage user-specific service-related information. 
It provides XDM management operations for:

· Client preference management:

· Obtaining list of client preferences including:

· Client type.
· Host device type.
· List of supported media formats (supplementary and optional only).

· List of supported application-level encryption methods (to encrypt content).

· List of supported protocol version(s).
· List of supported transport-level encryption algorithms (to encrypt transport).
· List of local supporting application capabilities (e.g., whether supporting SMS, PUSH, Device Management).
· Notification security settings.
· Retrieving client preferences.

· Deleting/clearing client preferences (EVVM Client only).

· Setting/updating client preferences (EVVM Client only).

· Service preference management:

· Obtaining list of service preferences including:

· Service parameters:

· Server access parameters (host name, port, username).

· Server capability management:

· 
· Mailbox name map (mapping storage-level names to logical names)

· List of supported media formats (supplementary and optional only).

· List of supported encryption methods.

· List of supported protocol version(s).
· List of supported notification types

· List of supported forwarding capabilities

· List of identifiers associated with this voicemail box.

· Content adaptation

· Text to speech available (none, on demand, automatic)?

· Speech to text available (none, on demand, automatic)?

· Maximum VM size (including headers) allowed.
· Total Message Storage quota an EVVM User is allowed
· Tel-URI for TUI

· Retrieving service preferences.

· Deleting/clearing service preferences (EVVM Server only).

· Setting/updating service preferences (EVVM Server only).

· User preference management:

· Obtaining list of user preferences including:

· Mailbox name map (mapping display names to storage-level names)

· Message archiving (sending and receiving)

· Preferred media format

· Groups for greetings

· Black list(s)

· White list(s)

· Notification on/off while in home network, roaming or roaming internationally
· Delivery status information (sending and receiving)

· Content adaptation

· Text to speech (on demand, automatic)

· \Speech to text (on demand, automatic)

· Include original media

· Text To Speech(TTS)/ Speech To Text (STT) 

· on demand, start, stop

· EVVM password
· TUI password
· TUI language
· Retrieving user preferences.

· Deleting/clearing user preferences (EVVM Client only).

· Setting/updating user preferences (EVVM Client only).
Change 6:  Update source of IMAP settings

7.2.1 IMAP

The IMAP protocol, as defined in [RFC3501], is bound to the EVVM-1 interface. The EVVM Client MUST establish IMAP connections using the host name and the TCP port specified by the service provider in the service preferences (serviceprefs-final/prefs/serviceparameters/imap). The EVVM Server MUST accept IMAP connections via TCP port specified by the service provider in the service preferences (serviceprefs-final/prefs/serviceparameters/imap).

All EVVM Clients and EVVM Servers MUST support the IMAP keywords defined in section 7.3.7. To secure the IMAP communications channel, EVVM Servers MUST support TLS 1.0, as specified in [RFC2595].

This specification does not rely on the capability command defined in [RFC3501] to indicate server-side support for OMA EVVM.

Change 7:  Update source of SMTP settings

7.2.2 SMTP

The SMTP protocol, as defined in [RFC5321], is bound to the EVVM-1, EVVM-3, EVVM-4 and EVVM-5 interfaces.

Used for the EVVM voicemail submission, the protocol for the EVVM-1 interface is the SMTP. To secure the SMTP communications channel, for EVVM-1 interface, the EVVM Server MUST support TLS 1.0, as specified in [RFC3207].

SMTP is the protocol for voicemail submission over EVVM-3 for forwarding to the Forwarding Gateway, and the protocol for report (including read-report and delivery-report) submission over EVVM-4 for forwarding to EVVM Server.

SMTP is the protocol for voicemail submission and report (including read-report and delivery-report) submission over EVVM-5 interface among the EVVM Servers in different Server Domains.
The EVVM Client MUST establish EVVM-1 SMTP connections using the host name and the TCP port specified by the service provider in the service preferences (serviceprefs-final/prefs/serviceparameters/smtp).

The EVVM Server MUST accept EVVM-1 SMTP connections via TCP port specified by the service provider in the service preferences (serviceprefs-final/prefs/serviceparameters/smtp).

The Forwarding Gateway MUST accept SMTP connections via TCP port [TBD, EVVM-3].

The EVVM Server MUST accept SMTP connections via TCP port [TBD, EVVM-4].

The EVVM Server MUST accept SMTP connections via TCP port [TBD, EVVM-5].

The support for SMTP MAY also include support for its SMTP Submission Service Extension, Future Message Release, as defined in [RFC4865].

Change 8:  Update GSP description

Global service preferences

This section contains the details and intended use of the global service preferences.

Preferences defined in section 7.3.2.1.1.1 are used in capability negotiation, see [TBD].

Preferences defined in section 7.3.2.1.1.2 are limitations imposed by the server on users without subscription-specific service preferences (7.3.2.1.2).
Preferences defined in section [editor to add reference to 7.3.2.1.1.3 Service parameters] are used in service discovery, see sections [editor to add reference to 7.3.2.1.1.3 Service parameters] and [editor to add reference to 7.3.2.1.1.3 Service parameters].

Existing subscription-specific service preferences override the global setting(s), as described in section 7.3.2.1.
Change 9:  Add new sections to GSP with new service parameters
7.3.2.1.1.3 Service parameters
7.3.2.1.1.3.1 IMAP server
The IMAP server settings are a pair of host name and port number. The host name MUST be a string, representing an internet host. The port number MUST be an integer, in the range of 0-65535.
The EVVM Client uses this information to access the EVVM Server via the EVVM-1 interface, as described in section [editor to add cross-reference to 7.2.1 IMAP].
7.3.2.1.1.3.2 SMTP Server
The SMTP server settings are a pair of host name and port number. The host name MUST be a string, representing an internet host. The port number MUST be an integer, in the range of 0-65535.
The EVVM Client uses this information to access the EVVM Server via the EVVM-1 interface, as described in section [editor to add cross-reference to 7.2.2 SMTP].

Change 10:  Add new section to SSP with UserID

7.3.2.1.2.3 User-ID
The User-ID designates the user identifier that corresponds to the user’s EVVM subscription and the password in the user preferences (userprefs/prefs/evvm@password). The User-ID MUST be a string, conforming to the format defined in section [editor to add cross-reference to 7.3.1.1 User Identifier].
When there are more than one identifiers associated with a subscription, the EVVM Server MUST also include this User-ID in the list of identifiers associated with the same subscription (serviceprefs-subscription/prefs/associations).
Change 11:  Remove DM from section

7.3.2.2.8 List of local supporting application capabilities
The preference of the local supporting application capabilities is the list of the local supporting capabilities by the local applications in the user’s device as supporting EVVM Client accessing the EVVM-based service, including SMS Capabilities, Push Capabilities, CPM Storage Capabilities, etc. The EVVM Server uses those information to determine the capabilities of the user’s device, e.g., whether supporting SMS capabilities.
Change 12:  Remove DM from figure

D.1.1 Detailed Enabler Interactions

The following figure contains additional information to Figure 3, showing the main interfaces of each Enabler from the EVVM Enabler’s perspective, as well as the interfaces between Enablers.
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Figure 13 - Detailed interactions between the EVVM Enabler functional components and the supporting Enablers.
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